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Abstract
The emergence of chiplet-based heterogeneous integration rev-
olutionizes semiconductor, AI, and high-performance computing
systems by enabling modular design and enhanced scalability. How-
ever, the post-fabrication assembly of chiplets from multiple ven-
dors introduces a complex supply chain, raising critical security
concerns such as counterfeiting, overproduction, and unauthorized
access. Existing solutions rely on dedicated security chiplets or
modifications to the timing flow that inherently assumes a trusted
SiP integrator, exposing chiplet signatures to other vendors and in-
troducing additional attack surfaces. This work addresses these vul-
nerabilities by leveraging Multi-party Computation (MPC), which
ensures zero-trust authentication without revealing sensitive in-
formation to any party. We introduce SAFE-SiP, a scalable authen-
tication framework that garbles chiplet signatures and employs
MPC for integrity verification, preventing unauthorized access and
adversarial inference. SAFE-SiP eliminates the need for a dedicated
security chiplet while ensuring authentication remains secure, even
in untrusted integration environments. We evaluated SAFE-SiP
across five RISC-V-based SiPs. Our experimental results shows that,
SAFE-SiP achieves minimal power overhead, incurs an average area
overhead of only 3.05%, and maintains a computational complexity
of 2192, providing a highly efficient and scalable security solution.
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1 Introduction
The shift from monolithic System-on-Chip (SoC) architectures to
System-in-Package (SiP) based heterogeneous integration (HI) is
crucial for sustaining yield in advanced nodes, co-integrating di-
verse technologies, and enabling 3D stacking for improved perfor-
mance and efficiency [9, 21]. By modularizing functionalities into
chiplets, SiP enhances design flexibility at the cost of challenges in
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Figure 1: SiP design flow and life-cycle using third-party and in-house chiplets.
Untrusted and trusted parties are marked by red and green boxes respectively.

co-design, reliability, and security [8, 30]. Unlike traditional SoCs,
SiP requires post-fabrication assembly of multi-vendor chiplets,
often in untrusted environments, making it vulnerable to coun-
terfeiting, overproduction, spoofing and unauthorized modifica-
tions [16, 17]. The reliance on untrusted foundries for interposer
fabrication and SiP integration further exacerbates risks such as
hardware trojan insertion and backdoor attacks [12]. Additionally,
counterfeit chiplets infiltrating the supply chain threaten func-
tional integrity and security. As shown in Fig. 1, ensuring chiplet
authenticity pre- and post-fabrication is vital to system trustworthi-
ness [33]. Without a scalable authentication mechanism, SiP-based
HI remains susceptible to exploitation at supply chain stages.

Recent research highlights the unique security challenges in SiP
but also exposes the limitations of existing approaches. Traditional
techniques such as logic locking [17, 23], watermarking [4, 19], and
IC metering [3] are effective for SoCs but struggle with the multi-
vendor complexity of SiP [2, 24]. Recent initiatives, such as, GATE-
SiP [16], PQC-HI [33], and SECT-HI [15] improve security through
test access port (TAP) modifications, quantum-resistant authentica-
tion, and hardware security modules but introduce significant area
overhead. Fabrication-level techniques such as split manufacturing
and network-on-interconnect (NoI) obfuscation mitigate risks like
cloning and tampering [29, 32]. However, split manufacturing is
costly and depends on trusted BEOL foundries, facing yield and
scalability issues [13, 24], while NoI obfuscation increases design
complexity. These limitations underscore the need for scalable,
cost-effective security solutions tailored to heterogeneous systems.

Multi-party Computation (MPC) is a cryptographic protocol that
enables multiple parties to collaboratively compute a function over
their private inputs while ensuring data privacy and correctness,
even in zero-trust environments. The SiP assembly fits well with
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Table 1: Attack Vectors in SiP Supply Chain.

Scenario
Entity SiP

Integrator
3rd Party
Vendors

Interposer &
Packaging Foundry

Attack
Vector

Scenario A Trusted Untrusted Untrusted
Side-Channel Attack
Unauthorized Probing

Scenario B Untrusted Trusted Untrusted Signature Extraction

Scenario C Trusted Trusted Untrusted
Hardware Trojan
Overproduction

MPC as the integrator can use a function to evaluate the authen-
ticity of the chiplets without knowing the actual signatures from
the integrated chiplets. Moreover, garbling circuits offer a robust
solution to obfuscate signatures in an HI environment by balancing
security resiliency and cost. Recent works like TinyGarble [31]
and MPCircuits [25] enhance efficiency and scalability in secure
computations and multi-party protocols while maintaining low
area overhead. Inspired by these, we consider garbling circuits to
obscure chiplet signatures and employ secure MPC, safeguarding
operational logic even if intercepted. Hence, this paper introduces
SAFE-SiP, an MPC-based framework that integrates seamlessly with
chiplets, adding a universal garbling scheme for authentication.
Contributions. Our main contributions are summarized below.
(1) We propose SAFE-SiP, a multi-party computation-based authen-

tication framework using garbling circuits to secure chiplet
integration in 2.5D/3D SiP assemblies, ensuring authentication,
and secure testing while preserving data confidentiality. It is
designed for broader compatibility, seamlessly integrating with
diverse signature processes and supporting a secure boot mecha-
nism.To the best of our knowledge, this is the first chiplet
authentication scheme in a zero-trust threat model.

(2) We perform a comprehensive security analysis demonstrating
SAFE-SiP’s resilience against threats, with garbling and SHA-
256 protecting against tampering, spoofing, and replay attacks.

(3) We evaluate SAFE-SiP on five RISC-V-based benchmarks, achiev-
ing as low as 1.84% area overhead while maintaining a compu-
tational complexity of 2192 for a 64 bit security parameter.

(4) To encourage community collaboration and industry adoption,
we plan to open-source our implementation at https://github.
com/IshraqAtUCF/safe_sip following publication.

The rest of the paper is organized as follows—Section 2 outlines
the threat model, reviews existing authentication methods, and
motivates a secure, low-overhead SiP framework. Section 3 presents
SAFE-SiP, detailing its MPC-based authentication, garbling circuits,
and SHA-256 watermark protection. Section 4 analyzes security
against removal, replay, tampering, and forgery. Section 5 evaluates
in real-world settings, and Section 6 concludes the paper.

2 Background and Motivation
In this section, we discuss the complex SiP supply chain, the threat
model, and existing system-level authentication mechanisms.
2.1 SiP Supply Chain and Threat Model
Fig. 1 illustrates the multifaceted security threats in SiP-based het-
erogeneous integration, highlighting vulnerabilities across chiplet
vendors, SiP integrators, and foundries under a zero-trust paradigm.
Third-party vendors are particularly susceptible to unauthorized
probing and side-channel attacks (Scenario A, Table 1), where adver-
sarial chiplets leverage information leakage techniques to extract
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Figure 2: (a) Multi-party Computation scheme and (b) adversarial probing
from malicious chiplet or 3rd-party foundry mitigated by SAFE-SiP.

proprietary signatures and compromise vendor confidentiality. As
depicted in Fig. 1, adversarial chiplets can inject malicious modifica-
tions during fabrication, embedding covert circuits capable of inter-
cepting authentication processes. The SiP integrator, despite being
trusted in some scenarios, may also pose an untrusted environment
(Scenario B), where it attempts signature extraction attacks through
reverse engineering or unauthorized tampering to reuse or over-
produce chiplets. This scenario is exacerbated by the presence of a
compromised interposer or packaging foundry, which can facilitate
the overproduction of counterfeit chiplets or introduce hardware
Trojans to manipulate authentication mechanisms (Scenario C).
Fig. 1 further illustrates that during SiP assembly and packaging,
the interposer can serve as a conduit for various attack vectors, in-
cluding hardware trojans, fault injection, and probing. The foundry,
which plays a critical role in the integration process, poses sig-
nificant threats by embedding backdoors within the interposer or
modifying circuit layouts to facilitate unauthorized surveillance
of inter-chiplet communication. These attack surfaces collectively
underscore the necessity of a zero-trust authentication model that
prevents any entity—whether vendor, integrator, or foundry—from
gaining unauthorized access to chiplet authentication data.

2.2 Existing Works and their Drawbacks
Recent research on chiplet security focuses on fabrication-level
techniques such as split manufacturing (SM) and NoI obfuscation
to mitigate tampering and unauthorized access. SM obscures chiplet
interconnections, reducing security risks [29], while secure rout-
ing disrupts predictable NoI paths to prevent DDoS attacks [32].
However, reliance on trusted BEOL foundries limits scalability,
and SM introduces FEOL-BEOL alignment challenges that may
impact yield and functionality [24]. These constraints highlight
the need for holistic security solutions in chiplet-based systems.
Researchers have explored integrating Chiplet Hardware Security
Modules (CHSM) and Chiplet Security Intellectual Property (CSIP)
into System-in-Package (SiP) architectures [12]. As shown in Tab. 2,
PQC-HI employs post-quantum cryptography for chiplet authen-
tication and key exchange, protecting against probing and unau-
thorized data extraction from active interposers [33]. SECT-HI,
meanwhile, secures the SiP testing phase by encrypting scan chain
outputs and embedding watermarks, ensuring only verified SiPs are
deployed [15]. However, CHSM and CSIP add design complexity
and cost, potentially attracting attackers if these modules become
bypass targets, raising concerns about their practical adoption.

https://github.com/IshraqAtUCF/safe_sip
https://github.com/IshraqAtUCF/safe_sip
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Table 2: Comparison with State-of-the-art Solutions (SOTA).

Existing
Technique Limitations SAFE-SiP

GATE-SiP [16] TAP-based authentication;
Vulnerable to MITM attacks

No modification to the TAP;
Unperturbed from MITM attacks

PQC-HI [33] High computational overhead;
Susceptible to probing attacks

Lightweight authentication with;
Strong signature obfuscation

SECT-HI [15] Limited to test encryption only;
Restricts vendor security control

Considers vendor’s stake in SiP;
Security for both vendor & integrator

Know Time
to Die [11]

Prone to challenge-response pair attacks;
Sensitive to environmental variations

Environment-agnostic;
Cryptographic authentication

* Unlike SOTA except [11], SAFE-SiP operates without dedicated security chiplet.
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Figure 3: Detailed authentication framework using SAFE-SiP.

3 SAFE-SiP Methodology
In this section, we provide an overview of the SAFE-SiP, discuss the
detailed framework, and secure-boot driven communication flow.

3.1 Security Objectives: Zero-trust Threat Model
A zero-trust threat model follows ‘trust but verify’ paradigm, where
no entity within the SiP supply chain can be inherently trusted.
Based on the threat model discussed in Sec. 2.1 we propose the
following two security objectives for chiplet authentication.

(SecObj1) The interposer, facilitating communication between het-
erogeneous chiplets, is a critical vulnerability point due to the lack
of a secure perimeter, exposing data to probing, spoofing, and man-
in-the-middle attacks [11]. Securing this layer is essential to ensure
system integrity, especially when chiplets from untrusted sources
interact without guaranteed security features. Hence, authenti-
cation must occur without exposing sensitive data, necessitating
cryptographic techniques, such as, garbling circuits. Garbled circuit
is a cryptographic protocol enabling secure MPC, where two par-
ties jointly evaluate a function on private inputs without revealing
them [7, 20]. As shown in Fig. 2, vendors encode signatures into
garbled values (𝐺 (𝑆𝑖 )), which the SiP integrator processes using a
trusted chiplet without direct access to secret signatures [6, 35]. This
enforces encrypted authentication, preventing both integrators and
foundries from accessing vendor signatures. Thus mitigating side-
channel attacks, probing (Scenario A, Table 1), snooping, malicious
modifications, and other attack scenarios (Scenario B, C).
(SecObj2) Even with Garbling circuits in place for encrypted au-
thentication, unauthorized chiplet modifications by the foundry
may violate the integrity of garbled signatures (𝐺 (𝑆𝑖 )), jeopardiz-
ing the secure MPC. A hash operation can ensure the integrity
of garbled signature. Unauthorized chiplet modifications by the

foundry cause hash mismatches, making them detectable. However,
if a foundry inserts a Trojan without altering the garbled circuit or
signature generation, authentication alone cannot detect it—such
tampering is only identifiable through dedicated post-fabrication
testing. Conversely, if an integrator and foundry collude against a
vendor, the vendor’s signature remains protected through SAFE-SiP.
While authentication prevents signature leakage, hardware modifi-
cations remain undetectable unless they alter garbling or signature
generation, in which case testing reveals discrepancies.

By embedding security within core chiplet functionality instead
of dedicated security IPs, SAFE-SiP minimizes attack surfaces like
Trojan insertion and signature extraction. Additionally, crypto-
graphic transformation ensures intercepted authentication data
remains infeasible to reverse-engineer, preventing unauthorized
overproduction. However, SAFE-SiP strictly verifies provenance
rather than vendor trustworthiness as compromised chiplet detec-
tion is beyond authentication’s scope.

3.2 Overview of SAFE-SiP
Building on insights from Sec. 2.2 and 3.1, the semiconductor indus-
try demands cost-effective security solutions that integrate seam-
lessly with existing signature generation methods. SAFE-SiP ad-
dresses this need by combining a garbling circuit and a hash core
(SHA-256) to enable secure and verifiable chiplet authentication.
The garbling circuit obfuscates chiplet signatures, ensuring con-
fidentiality, while the hash core generates fixed-size outputs to
maintain integrity and prevent reverse engineering [16]. SAFE-
SiP also integrates with IEEE 1500 [28], 1687 [26], and 1838 [27]-
compliant Design-for-Testability (DfT) components, such as the
wrapper boundary register (WBR) and wrapper instruction register
(WIR), enabling structured authentication without added design
complexity. Moreover, while effective for digital IPs, authenticating
analog IPs poses unique challenges due to their continuous nature.
To bridge this gap, an Analog-to-Digital Wrapper (ADC-W) can
be introduced within SAFE-SiP to convert unique analog charac-
teristics into secure digital signatures, extending authentication
to mixed-signal systems. Hence, the chiplet vendor embeds the
signature core, garbling circuit, and SHA-256, while the integra-
tor performs verification on a trusted chiplet. By using SAFE-SiP,
existing signatures achieve:
• Signature obfuscationwithout requiring a separate security chiplet
or IP that could become an adversarial target.

• Protection against removal, replay, tampering, DDoS, and forging
attacks while complying with IEEE 1500 [1].

• Data integrity and confidentiality across chiplet communications
with unique, irreversible outputs in untrusted SiPs, while incur-
ring additional low overhead in terms of area and power.

3.3 Process Flow
1○ The SAFE-SiP methodology begins with the SiP integrator sourc-
ing physical chiplets from vendors, each embedded with a water-
mark generation circuit capable of producing unique signatures.
These signatures, provided by the vendors, act as baselines for fu-
ture authentication. The garbling circuit takes these signatures as
input, generates a garbled version that is provided to the SHA-256
unit for attestation before sending out of the chiplet boundary.
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Figure 4: SAFE-SiP process flow with supply chain and on-chip secure boot.

2○ The integrator designs the interposer layout, ensuring compati-
bility with chiplet configurations while mitigating risks of bypass
or tampering. This independent interposer design reduces vulnera-
bilities during the external assembly process. 3○ Once chiplets and
interposers are sent to a potentially untrusted packaging facility,
the SiP is assembled and sent back to the SiP integrator for testing
and provisioning.

4○ Upon return, the SiP undergoes a secure boot mechanism,
leveraging the DfT components like the WBR and WIR to initi-
ate the authentication process, following standardized IEEE proto-
cols [26–28]. The WBR facilitates direct interaction with chiplets,
providing essential handshake signals and inputs for signature gen-
eration. Simultaneously, the WIR interprets control instructions to
trigger authentication, ensuring seamless integration into the boot
sequence.

5○During authentication, each chiplet generates garbled outputs
that are validated through Multi-party Computation by comparing
them against vendor-provided signatures, provided prior by the
vendor themselves. Any mismatch, caused by circuit alterations
or tampering, generates a signature that is different that the one
provided by the chiplet vendor in step 1, leads to a different garbled
and hashed output than expected, and flags the chiplet as compro-
mised one during evaluation process by in-house chiplet. 6○Verified
outputs are hashed and stored in one-time programmable (OTP)
memory to facilitate future boot cycles.

7○ During subsequent secure boot cycles, the system reauthenti-
cates chiplets by comparing newly generated hashes with stored
values. Anymismatch disables the compromised chiplet, preventing
it from impacting the system. 8○ This iterative reauthentication en-
sures operational security, with only authenticated SiPs remaining
active. 9○ Following each successful secure boot, it can be ensured
that the SiP is authenticated and ready.

It is to note that, Fig. 4 illustrates the SAFE-SiP process flow from
the perspective of the SiP integrator, where the rightmost box signifies
the trusted execution of the SiP integrator’s authentication and secure
boot process within the supply chain, and hence, marked as trusted.

3.3.1 Garbling Circuit. The SAFE-SiP framework employs a gar-
bling circuit to ensure the confidentiality and integrity of input

Figure 5: SAFE-SiP waveform showcasing secure boot protocol.

signatures by transforming them into encrypted outputs. This trans-
formation utilizes cryptographic labels and random bits generated
by the chiplet’s true random number generator, enhancing unpre-
dictability and security [5, 18].

The process begins by masking each bit 𝑏𝑖 of a𝑊 -bit signature
𝑆 with a random bit 𝑟 and label 𝐿, where one state is represented
by 𝑟 and its complement 𝑟 , ensuring obfuscation:

𝑏𝑖0 = 𝑟 𝑖0∥𝐿0, (1)

𝑏𝑖1 = 𝑟 𝑖1∥𝐿1, where 𝑟 𝑖1 = 𝑟 𝑖0 (2)

The randomness of 𝑟 and 𝑟 makes each bit indistinguishable without
the correct masking key. The garbling transformation is expressed:

𝑆 ∈ (0, 1)𝑊 → 𝐺 ∈ (0, 1)𝑔, where 𝑔 =𝑊 · 𝜅 (3)
where𝜅 is the security parameter, defining the length of labels 𝑟 and
𝐿. This process ensures strong encryption, preventing unauthorized
data extraction and reverse engineering [23]. The integration of
cryptographic masking and cyclic encryption secures data through-
out the lifecycle, making SAFE-SiP both robust and efficient.

3.3.2 SHA-256 Core. The SHA-256 hashing algorithm plays a cru-
cial role in SAFE-SiP, ensuring data integrity and authenticity. Rec-
ognized for its resistance to collision attacks, SHA-256 generates
fixed-size hashes, making it computationally infeasible to retrieve
original messages or produce identical hash outputs [14].

Within SAFE-SiP, SHA-256 secures the garbled outputs 𝐺 (𝑆𝑖 ),
verifying their integrity:

𝐻 = Hash(𝐺 (𝑆1),𝐺 (𝑆2),𝐺 (𝑆3),𝐺 (𝑆4)) (4)

𝐸 = Eval(𝐻 ) (5)
Any tampering with 𝐺 (𝑆𝑖 ) alters 𝐻 , making unauthorized modifi-
cations detectable. By leveraging SHA-256, SAFE-SiP prevents data
manipulation and ensures secure communication all over [10, 22].
4 Security Analysis
SAFE-SiP utilizes built-in True RandomNumber Generators (TRNGs)
in modern chiplets to securely generate cryptographic labels (𝐿0, 𝐿1)
and masking bits (𝑟, 𝑟 ) for garbling input signatures as discussed
in Sec. 3.3.1. Unlike pseudo-random generators, TRNGs derive ran-
domness from unpredictable physical phenomena, ensuring secure
and independent parameter creation. This unpredictability is vi-
tal for the garbling process, as compromised or predictable RNGs
could expose garbled outputs, enabling adversarial inferences. The
following section discusses the various adversarial scenarios in SiP
assembly and post-distribution and SAFE-SiP’s resilience to them.
4.1 Removal Attacks
Removal attacks pose a significant threat in chiplet-based systems,
where an adversarial foundry may capture the authentication mech-
anism, record its outputs, remove the underlying logic, and insert
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Figure 6: SAFE-SiP’s resistance against fault injection attacks. Blue: fixed
signature width (64), and Purple: fixed 𝜅 (64).

malicious modifications into the chiplet. This attack risks compro-
mising the integrity of the chiplet and may lead to unauthorized
functionality or leakage of sensitive information. The SAFE-SiP
framework is inherently resistant to removal attacks due to the
integration of its garbling circuit with the watermarking circuitry
of the chiplet. The garbled circuit outputs are indistinguishable
from normal circuit outputs, making it extremely challenging for
an attacker to identify and isolate the authentication mechanism.
This obfuscation is further enhanced by the seamless embedding
of the authentication process into the chiplet’s operational flow,
ensuring that the garbling logic is intertwined with the functional
logic in a manner that does not expose a distinct authentication
structure. Moreover, additional security enhancements such as logic
locking and circuit camouflaging, can provide layers of protection
against removal or reverse engineering.

4.2 Replay Attacks
Replay attacks occur when adversaries reuse stored outputs or
employ brute force methods [34]. The SAFE-SiP framework coun-
ters these attacks with layered defenses, yielding a computational
complexity as show in the equation below.

𝑇𝐶 = 𝑔 · 264 · 2128 = 𝑔 · 2192 (6)

Here, 264 corresponds to the 64-bit TRNG in garbling and 2128 re-
flects the brute-force resistance of SHA-256. 𝑔 denotes the signature
guessing complexity determined by its width. This exponential
complexity makes brute force infeasible, while the TRNG’s unique,
non-deterministic outputs and SHA-256’s irreversible transforma-
tions further bolster protection against replay attacks.

4.3 Fault Injection or Tampering
Tampering attacks use fault injection techniques—such as power
glitches or clock disruptions—to bypass chiplet authentication, pos-
ing serious risks to SoC security. SAFE-SiP mitigates these threats
by ensuring authentication fails when faults alter the process. As
shown in Fig. 6, high Hamming Distance (HD) values indicate
strong fault tolerance, with disruptions causing significant output
variation. The garbled circuit uses TRNG labels (𝑟, 𝐿) and signature
(𝑆) to produce output 𝐺 ; faults yield incorrect 𝐺 , with HD values

Table 3: Area Overhead Analysis of SAFE-SiP.

Design
Name

Design
Size
(𝜇𝑚2)

Sec.
Param. (𝜅)

(#)

Net Area
Overhead

(%)

Cell Count
Overhead

(%)

Cell Area
Overhead

(%)

Ariane 5263k 32 0.45 1.91 1.19
64 0.73 3.01 1.91

CVA6 1271k 32 2.15 6.46 4.94
64 3.59 10.13 7.92

OR1200 5472k 32 0.38 2.54 1.15
64 0.64 3.99 1.84

NVDLA 1991k 32 1.29 5.34 3.15
64 2.16 8.38 5.05

RISC-V 4815k 32 0.45 2.84 1.30
64 0.76 4.45 2.09

reaching 49.41%. SHA-256 amplifies sensitivity, where even single-
bit changes in𝐺 cause hashmismatches with𝐻expected. Fig. 6 shows
both fixed-signature and fixed-𝜅 scenarios maintain high HD with
increasing size. Secure boot protocols further enhance robustness,
ensuring tampered chiplets are reauthenticated and disabled. This
layered defense ensures integrity under tampering.

4.4 Denial of Service Attacks
Denial attacks exploit the hierarchical structure of 2.5D and 3D
chiplet-based designs, where one chiplet may block the authen-
tication of another. In 3D integrations, this can involve a bottom
chiplet denying the authentication of a top chiplet, compromising
the entire stack. For 2.5D structures, the SAFE-SiP framework ad-
dresses this by independently authenticating each chiplet through
parallel testing, using its garbled signature and TRNG-generated
random outputs. This ensures system-wide reliability, as no sin-
gle chiplet can obstruct authentication. In more interdependent
3D stacks, if there are any man-in-the-middle (MITM) attacks, the
resulting output would be different, revealing potential intruders.

4.5 Bypass and Forging
The SAFE-SiP framework ensures vigorous protection against by-
pass and forging attacks, safeguarding chiplet integrity and authen-
ticity. In bypass attacks, adversaries attempt to circumvent authen-
tication to enable unauthorized chiplets. SAFE-SiP uses garbled
circuits and SHA-256 hashing to tightly bind the chiplet’s signature
to its authentication output, flagging mismatches as unauthorized.
Secure boot protocols further reinforce security by reauthenticating
chiplets at every system boot. Forging attacks, where adversaries
implant false watermarks or alter authentication, are mitigated
by the randomness introduced during the garbling process, which
obfuscates signature patterns and prevents replication.

5 Design Overhead Analysis
The following section provides an overview of SAFE-SiP’s practi-
cality and analyses the area, timing and power overhead.

5.1 Experimental Setup
We implemented SAFE-SiP in Verilog and synthesized it using Syn-
opsys Design Compiler using the SAED 14 nm standard cell library.
Power, area, and timing were extracted from the post-synthesis
netlist. Experiments ran on a dual-socket Intel Xeon system with
32 physical cores, 190 GB RAM, based on the Skylake microarchi-
tecture. The design was verified for functionality and synthesized
to meet timing at 100 MHz under typical PVT conditions.
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Table 4: Timing Analysis for SAFE-SiP.

Sec. Param.
(𝜅)

Critical Path
Length (ns)

WNS
(ns)

TNS
(ns)

Violated
Paths (#)

Latency
(cc)

16 8.50 0.00 0.00 0 96
32 8.50 0.00 0.00 0 160
64 8.50 0.00 0.00 0 192

5.2 Area Overhead Analysis
The area overhead analysis of the SAFE-SiP framework, summarized
in Table 3, underscores its efficient hardware utilization while main-
taining high security. Across various designs, cell area overhead
remains consistently low, reinforcing the framework’s suitability
for resource-constrained environments. For a security parameter
of 𝜅 = 32, OR1200 and Ariane exhibit minimal overheads of 1.15%
and 1.19%, respectively, with RISC-V following closely at 1.30%.
NVDLA and CVA6, despite their increased complexity, maintain
moderate overheads of 3.15% and 4.94%, respectively. At the higher
security level (𝜅 = 64), the highest recorded overhead remains
within 7.92% (CVA6), while other designs, including OR1200 (1.84%)
and RISC-V (2.09%), continue to demonstrate efficient area usage.
These results highlight that SAFE-SiP achieves an optimal balance
between hardware efficiency and cryptographic security, ensuring
chiplet authentication without significant area penalties.

5.3 Timing Overhead Analysis
The SAFE-SiP framework ensures exceptional timing integrity across
varying security parameters, as summarized in Table 4. For all evalu-
ated configurations (𝜅 = 16, 32, 64), the design consistently achieves
a critical path length of 8.50 𝑛𝑠 with no instances of Worst Negative
Slack (WNS), Total Negative Slack (TNS), or timing violations. This
demonstrates strict adherence to timing constraints, ensuring reli-
able operation at a reasonable scan clock frequency of 1 𝐺𝐻𝑧. The
absence of violations across all configurations establishes SAFE-
SiP as a robust and predictable solution for secure computations.
Additionally, the incurred authentication latency—ranging from
96 to 192 clock cycles depending on 𝜅—is inherently parallelizable
within different SiPs and among chiplets in a single SiP, allowing ef-
ficient distribution of authentication computations across multiple
processing units. This flexibility enables seamless integration into
high-performance and real-time systems, as parallel execution mit-
igates latency impact while maintaining security guarantees. The
clean timing profile further reinforces SAFE-SiP’s adaptability to
higher clock frequencies, making it a scalable and efficient solution
for secure chiplet authentication in modern SoC architectures.
5.4 Power Overhead Analysis
The power overhead analysis of the SAFE-SiP framework, summa-
rized in Table 5, highlights its scalability across different chiplet
architectures and security parameters (𝜅). The results indicate that
larger designs, such as NVDLA and OR1200, exhibit significantly
lower relative power overhead compared to smaller designs like
CVA6. For instance, NVDLA incurs only 2.37% and 2.11% overhead
for 𝜅 = 64 and 32, respectively, while OR1200 maintains similarly
low values of 4.12% and 3.67%. This trend underscores SAFE-SiP’s
efficiency in leveraging higher baseline power in larger designs,
minimizing the relative computational overhead. Conversely, in
the smaller CVA6 design, the power overhead is more pronounced,
reaching 34.08% and 30.34% for the same security parameters due

Table 5: Power Overhead Analysis for SAFE-SiP.

Design
Name

Baseline
Power (mW)

Sec. Param.
(𝜅) (#)

Overhead
(%)

Ariane 94.157 32 4.16
64 4.67

CVA6 12.896 32 30.34
64 34.08

OR1200 106.610 32 3.67
64 4.12

NVDLA 185.140 32 2.11
64 2.37

RISC-V 59.164 32 6.61
64 7.43

to its lower baseline power, yet it remains within practical lim-
its for resource-constrained deployments. RISC-V demonstrates
a balanced efficiency, with overhead values of 7.43% and 6.61%,
further reinforcing the framework’s adaptability. These findings
confirm that SAFE-SiP achieves better energy efficiency as chiplet
size increases, making it an optimal choice for integrating secure au-
thentication in high-performance architectures while maintaining
reasonable overhead for smaller systems.

6 Conclusion
This work presents SAFE-SiP, a scalable authentication framework
for 2.5D/3D SiP assemblies using Multi-party Computation and
garbled circuits. By garbling and hashing chiplet signatures, SAFE-
SiP ensures confidentiality for vendors and detects tampering by
foundries. It integrates with diverse signature schemes and secure
boot processes without requiring dedicated security hardware. Secu-
rity analysis confirms resilience to spoofing, tampering, and replay
attacks using SHA-256 and garbling. Evaluations on five bench-
mark designs show minimal area, power, and latency overhead.
The implementation is open-sourced to promote collaboration.
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