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Abstract

The transition to post-quantum cryptography (PQC) presents significant
challenges for certificate-based identity management in industrial environ-
ments, where secure onboarding of devices relies on long-lived and inter-
operable credentials. This work analyzes the integration of PQC into X.509
certificate structures and compares existing tool support for classical, hybrid,
composite, and chameleon certificates. A gap is identified in available open-
source solutions, particularly for the generation and validation of hybrid and
composite certificates via command-line interfaces. To address this, a proof-
of-concept implementation based on the Bouncy Castle library is developed.
The tool supports the creation of classical, hybrid (Catalyst), composite,
and partially chameleon certificates using PQC algorithms such as ML-DSA
and SLH-DSA. It demonstrates compatibility with standard X.509 workflows
and aims to support headless operation and constrained platforms typical of
industrial systems. The implementation is modular, publicly available, and
intended to facilitate further research and testing of PQC migration strategies
in practice. A comparison with OpenSSL-based solutions highlights current
limitations in standardization, toolchain support, and algorithm coverage.
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1. Introduction

Quantum computing poses a fundamental threat to classical cryptographic
algorithms used in public key infrastructures(National Institute of Standards
and Technology, 2016). In industrial systems, particularly in networked plant
engineering and construction, secure key management is essential for estab-
lishing machine identities. The initial integration of devices — referred to
as secure onboarding — is a crucial step to prevent unauthorized access and
ensure that only trusted devices are connected(Fagan et al., 2024, p. 1–2). Se-
cure onboarding mostly relies on classical digital certificates(Sathyaraj et al.,
2024). With the advent of quantum computing, quantum computing resis-
tant algorithms need to be integrated into certificates. With current certifi-
cate structures — classical, hybrid, and composite certificates are described
in Wang et al. (2023), while chameleon certificates are specified in Bonnell
et al. (2024) — different approaches offer varying levels of compatibility and
resilience against quantum-capable adversaries.

This paper analyzes the specific challenges of integrating post-quantum
cryptography (PQC) into certificate-based identity management. It com-
pares existing approaches to certificate validation across different types, eval-
uates available tools (including proprietary and open-source implementa-
tions), and presents a proof-of-concept (PoC) open-source solution. The PoC
addresses gaps in current toolchains and demonstrates practical feasibility for
PQC adoption in industrial environments. The presented tool intents to fa-
cilitate research that needs to be done in the area of applied PCQ in practical
applications.

2. Background and Problem Statement

Quantum computers pose a severe threat to the long-term security of
public key infrastructures by rendering classical algorithms such as RSA
and ECC vulnerable(National Institute of Standards and Technology, 2016).
In industrial systems—particularly in networked plant engineering and con-
struction certificate based identity management is critical for secure device
onboarding. These environments require long-lived credentials, offline val-
idation, and interoperability, making cryptographic migration particularly
challenging(Hunt, 2001).

The integration of post-quantum cryptography (PQC) into industrial key
management involves multiple challenges. This paper focuses on the following
representative issues:
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1. lack of standardized support for different certificates in PKI toolchains1,

2. inconsistent validation logic across implementations(wolfSSL Inc., 2024),

3. comparatively long deployment duration of devices in the field (Hahn,
2016)

4. limited compatibility with constrained or legacy devices (Hahn, 2016,
p. 89), and

5. the absence of reference implementations tailored to industrial require-
ments (Amadori et al., 2024, p. 100).

6. migration scenarios to PQC in existing systems to provide long-term
security (für Sicherheit in der Informationstechnik , BSI)

This work addresses the question: How can PQC be integrated into certificate-
based identity management for secure onboarding in industrial systems using
hybrid and composite certificates? The contribution includes a functional
comparison of existing tools, identification of implementation gaps, and a
proof-of-concept open source solution.

3. Related Work

Various approaches for integrating post-quantum cryptography (PQC)
into certificate infrastructures have been proposed.

These include quantum-safe certificates with single PQC algorithms, as
well as hybrid, composite, parallel certificate structures shon in Wang et al.
(2023). Chameleon certificates are specified in Bonnell et al. (2024)

The following list provides a brief overview of the most relevant ap-
proaches. Figure 1 illustrates the structural differences between these certifi-
cate types.

• Pure PQC Certificate: Contains only a post-quantum public key
and a PQC signature. No fallback to classical cryptography.

• Parallel Certificate Chains: Classical and PQC certificates are is-
sued and validated independently in parallel chains.

• Hybrid Certificate (X.509 Sect. 9.8 ”Catalyst”): Classical cer-
tificate structure with PQC key and signature embedded in alternative
extensions.

1https://pkic.org/pqccm/
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Figure 1: Overview of different hybrid PQC certificate approaches

• Composite Certificate: Combines classical and PQC keys into a sin-
gle composite public key and includes a composite signature consisting
of both algorithms.

• Chameleon Certificate: A classical certificate extended with a Delta
Certificate descriptor enabling the algorithmic reconstruction of a PQC-
equivalent certificate. Balances backward compatibility with PQC readi-
ness.

While conceptually distinct, many of these approaches are not yet stan-
dardized and are subject to ongoing discussion in relevant working groups
(e.g., IETF2, ETSI(, ETSI)).

Wang et. al provide an overview of most of these certificate types, in-
cluding their advantages and challenges in terms of validation, compatibility,
and deployment(Wang et al., 2023).

The Public Key Infrastructure Consortium3 offers a comparative overview
of current tool support for each certificate type. However, this survey reveals
a notable gap: there is currently no openly available, non-proprietary toolset
that supports hybrid or composite certificate creation and validation via a
command-line interface.

2https://www.ietf.org/blog/pquip/
3https://pkic.org/pqccm/
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This gap motivates the development of a reference implementation. The
proof-of-concept (PoC) presented in this work addresses this need by provid-
ing an open-source, CLI-based solution for hybrid and composite certificate
handling with PQC algorithms. The PoC is tailored to requirements of in-
dustrial environments, including headless operation, constrained platforms,
and the need for cryptographic agility in long-lived device deployments. The
implementation is available via a public Git repository as part of this contri-
bution.

4. Toolchain Analysis

OpenSSL is a widely used open-source toolkit for implementing TLS and
managing public key infrastructures via a command-line interface (CLI).
Certificate generation follows a structured process involving key pair cre-
ation, certificate signing requests (CSRs), and certificate issuance using the
openssl req and openssl ca commands. Configuration is defined via an
openssl.cnf file, which governs fields such as subject, extensions, and object
identifiers (OIDs). OIDs are globally unique identifiers used to unambigu-
ously specify cryptographic algorithms, certificate extensions, and other pro-
tocol elements in ASN.1-based structures such as X.509. Example commands
are shown in Listing 1, which illustrate typical usage patterns; however, these
represent only a limited excerpt. Comprehensive documentation is available
at the official OpenSSL Wiki4.

We retain the CLI-based OpenSSL workflow due to its well-established
usage in certificate management and integration into existing automation
processes. Our certificate generation approach follows this model to ensure
that the resulting artifacts can be verified using other standard-compliant
tools. Since object identifiers (OIDs) for hybrid and composite certificates
are not yet fully standardized, our implementation relies on temporary OIDs
defined by the Bouncy Castle (BC) framework, which mostly aligns OID use
with the ones outlined in the respective drafts. This means that, particularly
in regard to composite certificates, future standard-compliant implementa-
tions are likely not able to interpret the custom algorithm OID for composite
algorithms 1.3.6.1.4.1.18227.2.1 used by BC v1.80. As of April 2025, no
standardized OIDs for any composite algorithms have been issued by IANA
yet.

4https://wiki.openssl.org
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Listing 1: Examples of the OpenSSL Syntax

# Generate a p r i va t e RSA key
opens s l genpkey −a lgor i thm RSA −out p r i va t e key . pem \
−pkeyopt r s a k eyg en b i t s :2048

# Create a s e l f −s igned c e r t i f i c a t e
opens s l req −x509 −new −key pr i va t e key . pem \
−out c e r t i f i c a t e . pem −subj ”/CN=example . com”

# Ce r t i f i c a t e v e r i f i c a t i o n
opens s l v e r i f y −CAfi le c a c e r t . pem c e r t i f i c a t e . pem

The objective of our PoC is to generate and verify hybrid certificates
based on dual-algorithm signature schemes, while ensuring interoperability
with standard-compliant X.509 implementations. Once standard OIDs and
certificate formats are finalized and integrated into mainstream OpenSSL
releases, our tool will remain compatible through its modular OID mapping
and extensible CSR logic. The PoC also aims to demonstrate a simple to use
CLI, to facilitate familiarization and subsequent adoption not only within
the circle of PQC experts, but also PKI administrators, e.g. in industrial
plants.

Neither Open Quantum Safe (including liboqs and oqs-provider for
OpenSSL) nor any other open-source tool known to the authors currently
provides functionality to create X.509 certificates in all of the various post-
quantum formats discussed— namely classical, hybrid, composite, chameleon
and parallel — according to the overview presented at https://pkic.org/
pqccm/. Specifically, oqs-provider has no support for hybrid certificates
using the subjectAltPublicKeyInfo, altSignatureAlgorithm, and
altSignatureValue certificate extensions as standardized in ITU-T Rec.
X.509 (10/19) Section 9.8. This gap in tool support motivates the develop-
ment of a proof-of-concept (PoC) implementation, as outlined in the following
section.
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5. Proof of Concept (PoC)

A method for integrating PQC algorithms is provided by Open Quantum
Safe through the liboqs library and its Python bindings. While OpenSSL,
when combined with the OQS provider, enables the issuance of PQC-based
certificates, it does not support all certificate types — in particular, com-
posite certificates — as confirmed by our findings. In this proof-of-concept
(PoC), we use Bouncy Castle (BC), as it offers native support for all relevant
X.509 certificate types according to https://pkic.org/pqccm/. Bouncy
Castle is a cryptographic library implemented in Java and C#, supporting a
wide range of algorithms and X.509 structures. The PoC supports the cre-
ation of classical, hybrid, chameleon and composite certificates. Certificate
generation follows a structured process: a cryptographic key pair is generated
(e.g., RSA, Dilithium, SPHINCS+), an X509v3CertificateBuilder is pop-
ulated with subject, issuer, and validity period, and the certificate is signed
using a ContentSigner configured with the selected algorithm(s). Algorithm
identifiers (OIDs) are automatically handled by Bouncy Castle and embed-
ded based on the selected key and signature algorithm. For PQC schemes,
the library uses Bouncy Castle-specific OIDs, unless standardized identifiers
are available.
A command-line interface (CLI) is provided in the PoC to enable repro-
ducible certificate generation. Representative usage examples are shown in
Listining 2.

The CLI is modular and extensible. Commands such as cert, key, and
view are fully implemented; others (e.g., csr, verify) are planned. The full
implementation, including parameter documentation, build instructions, and
additional examples, is available in the associated Git repository5.

6. Discussion

Table 1 outlines the support for various important functions for hybrid
PQC certificate management. Notably, the implemented proof-of-concept
supports creating standard X.509 hybrid certificates using either the Catalyst
or Composite approaches, and although of limited practical use, can combine
both approaches to create a hybrid catalyst composite certificate, which could
be interesting for validation and further research.

5https://github.com/pqcli
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Listing 2: Examples of the pqcli command-line usage

# Generate a PQC c e r t i f i c a t e (ML−DSA)
java − j a r p q c l i . j a r c e r t −newkey ML−DSA:3 −subj CN=Sol

# Generate a hybrid c e r t i f i c a t e (RSA + ML−DSA)
java − j a r p q c l i . j a r c e r t −newkey RSA,ML−DSA:3

# Generate a composite c e r t i f i c a t e (ML−DSA + RSA)
java − j a r p q c l i . j a r c e r t −newkey ML−DSA RSA

# Generate a SPHINCS+ (SLH−DSA) keypa i r
java − j a r p q c l i . j a r key −t s lh−dsa :192 f

# View an e x i s t i n g c e r t i f i c a t e
java − j a r p q c l i . j a r view c e r t i f i c a t e . pem

Feature PQCLI PoC OpenSSL 3.5 OpenSSL 3.3
(oqs-provider)

(Standard) PQC
algorithm sup-
port

ML-DSA and
SLH-DSA1

ML-KEM, ML-
DSA and SLH-
DSA

Various (NIST
Round 3 and
more)

Composite key
generation

✓ Yes ✗ No ✓ Certain algo-
rithm combina-
tions

Composite cer-
tificate

✓ Yes ✗ No ✓ Certain algo-
rithm combina-
tions

Hybrid ”Cata-
lyst” certificate

✓ Yes ✗ No ✗ No

Chameleon cer-
tificate

✗ No1 ✗ No ✗ No

Table 1: Comparison of capabilities of our PoC with OpenSSL 3.5 and OpenSSL 3.3 with
oqs-provider
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7. Future Work

Future work includes the integration of finalized object identifiers (OIDs)
for hybrid and composite certificate structures as soon as standardization pro-
gresses. Several CLI commands and certificate options, such as csr, verify,
sign, and advanced CA handling, are not yet fully implemented. The cur-
rent development status and roadmap are documented in the Git repository.
Additionally, a performance comparison with OpenSSL-based toolchains is
planned to evaluate runtime behavior, signature sizes, and compatibility in
resource-constrained environments.

8. Conclusion

This work addressed the integration of post-quantum cryptography (PQC)
into certificate-based identity management, with a focus on X.509 certificate
structures in industrial environments. A functional comparison of existing
toolchains revealed a lack of support for hybrid and composite certificates
in widely used open-source solutions. To address this gap, we presented a
proof-of-concept implementation based on Bouncy Castle, enabling the gen-
eration and inspection of classical, hybrid, and composite certificates using
PQC algorithms via a command-line interface. While the tool provides a
practical and extensible foundation, it is not intended as a replacement for
established toolchains such as OpenSSL, but as a complementary reference
implementation for research and industrial adoption.
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