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1  Asset Management 
1         Asset Management
The purpose of Asset Management is to identify, document, and manage assets during their life cycle to ensure sustained productivity to support critical services.
Goal 1  - Services are identified and prioritized.
 
1.         Are services identified? [SC:SG2.SP1]
 
2.         Are services prioritized based on analysis of the potential impact if the services are disrupted? [SC:SG2.SP1]
 
3.         Is the organization's mission, vision, values and purpose, including the organization's place in critical infrastructure, identified, and communicated? [EF:SG1.SP1]
 
4.         Are the organization's mission, objectives, and activities prioritized? [EF:SG1.SP3]
 
Goal 2  - Assets are inventoried, and the authority and responsibility for these assets is established.
1.         Are the assets that directly support the critical service inventoried (technology includes hardware, software, and external information systems)? [ADM:SG1.SP1]
People
Information
Technology
Facilities
2.         Do asset descriptions include protection and sustainment requirements? [ADM:SG1.SP2]
People
Information
Technology
Facilities
3.         Are both owners and custodians of assets documented in asset descriptions? [ADM:SG1.SP3]
People
Information
Technology
Facilities
 4.         Are the physical locations of assets (both within and outside the organization) documented in the asset inventory? [ADM:SG1.SP3]
People
Information
Technology
Facilities
 5.         Are organizational communications and data flows mapped and documented in the asset inventory? [ADM:SG1.SP2]
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if services are identified.
 
§ A service is a set of activities that the organization carries out in the performance of a duty or in the production of a product.
§ Services can be externally or internally focused.  Examples can include:
• a customer-facing website such as an online payment system
• human resources transactions
§ A fundamental operational resilience objective is to focus on activities to protect and sustain the identified services and assets that most directly affect the organization's ability to achieve its mission.
 
Criteria for “Yes” Response:
§ The organization has identified all services.
Criteria for “Incomplete” Response:
§ The organization has identified some services.
 
Question Intent: To determine if services are prioritized based on analysis of the potential impact if the services are disrupted.
 
§ The organization should conduct analysis of identified services (e.g., a business impact analysis) to determine the impact to the organization of the loss or disruption of each service.
§ The results of this analysis should then be used to prioritize the organizational services.
 
Typical work products:
§ results of risk assessment and business impact analyses 
§ prioritized list of organizational services, activities, and associated assets
 
Criteria for “Yes” Response:
§ The organization has prioritized all services (identified in G1:Q1).
Criteria for “Incomplete” Response:
§ The organization has prioritized some services.
Question Intent: To determine if the organization's mission, vision, values and purpose, including the organization's place in critical infrastructure, is identified and communicated.
 
§ An organization's strategic objectives include mission, vision, and values. Effective operational resilience ensures the organization can accomplish these strategic objectives.
§ Specific objectives are goal oriented and outline the targets the organization is attempting to reach. For example:
• opening 100 stores 
• improving revenue by 14 percent
§ The organization's mission, vision, values, as well as the organization's place in critical infrastructure should be readily available in company literature such as employee handbooks and annual reports.
§ Mission, vision, values, and the organization's place in critical infrastructure should be effectively communicated. 
Typical work products:
§ organizational strategic objectives
§ organizational mission, vision, values, and purpose statement
 
Criteria for “Yes” Response:
§ The organization has documented its mission, vision, values, and purpose, including its role in critical infrastructure, and communicated them.
Criteria for “Incomplete” Response:
§ The organization's mission, vision, values, and purpose are in development and partially documented.
Question Intent: To determine if the organization prioritizes its mission, objectives, and activities.
 
§ The organization should prioritize its mission, objectives, and activities to ensure the organization remains operationally resilient.
§ The high-value services of the organization directly support the achievement of the organization's mission and objectives and therefore must be protected and sustained to the extent necessary to minimize disruption.
 
Typical work products:
§ prioritized list of organizational mission, objectives, and activities
 
Criteria for “Yes” Response:
§ The organization documents the prioritization of its mission, objectives, and activities.
Criteria for “Incomplete” Response:
§ The prioritization is in development and partially documented.
Question Intent: To determine if the assets that support the critical service are inventoried.
 
§ The organization should inventory the assets (people, information, technology, and facilities) required for the delivery of the critical service.
§ Inventories of assets may exist in multiple forms or physical locations.
 
Criteria for “Yes” Response:
§ The organization inventories all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization inventories some assets.
Question Intent: To determine if asset descriptions include protection and sustainment requirements.
 
§ Including protection and sustainment requirements in asset descriptions provides a common source for communicating and updating those requirements.
§ The confidentiality, integrity, and availability requirements of the service are used to derive the collective protection and sustainment requirements of associated assets.
§ Activities that implement protection and sustainment requirements often appear as processes, procedures, policies, controls, and plans.
§ Protection requirements describe how an asset's exposure to sources of disruption and to the exploitation of vulnerabilities must be minimized.  Examples include:
• People  - Ensure all employees are skilled in their role to protect against accidental disruption.
• Information  - All information assets will be disposed of according to policy to prevent unintentional disclosure.
• Technology  - All network boundaries should be protected using approved methods and tools to deny unauthorized access.
• Facilities  - Physical access to all service related information and technology assets must be limited to approved personnel to protect against accidental and malicious disruption.
§ Sustainment requirements describe how assets must be kept operating when faced with disruptive events. Examples include:
• People  - All critical personnel shall have a designated backup who can fulfill their service continuity role.
• Information  - No more than 4 hours of the critical service data can be lost to ensure the continuity of the service.
• Technology - The technology assets required for the delivery of the critical service must be operational within 48 hours to ensure the continuity of the service.
• Facilities  - The backup facility must meet the service continuity requirements of the critical service.
 
Criteria for “Yes” Response:
§ The organization documents protection and sustainment requirements in asset descriptions for all assets supporting the critical service.
Criteria for “Incomplete” Response:
§ The organization documents protection and sustainment requirements in asset descriptions for some assets.
Question Intent: To determine if owners and custodians of assets are documented in asset descriptions.
 
§ Asset owners are the people or organizational entities, internal or external to the organization, that have primary responsibility for the viability, productivity, and resilience of the asset. Example asset owners include:
• service owners
• managers and staff supervisors
• organizational units
• lines of business
§ Asset custodians are people or organizational entities, internal or external to the organization, who are responsible for satisfying the protection and sustainment requirements for the asset established by the asset owner. Example asset custodians include:
• system/database administrator
• facility manager
• IT support organization
• contractors hosting and managing data (e.g., cloud service provider)
 
Criteria for “Yes” Response:
§ The organization documents owners and custodians in asset descriptions for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization documents owners and custodians in asset descriptions for some assets.
Question Intent: To determine if the physical locations of assets are documented in the asset inventory.
 
§ Physical locations of assets can be internal or external to the organization.
§ The location details should be sufficient enough to support the resilience requirements of the service.
 
Criteria for “Yes” Response:
§ The organization documents the location of all assets that support the critical service in the asset inventory.
Criteria for “Incomplete” Response:
§ The organization documents the location of some assets in the asset inventory.
Question Intent:  To determine if organizational communications and data flows are mapped and documented in the asset inventory.
 
NIST 800-53 Rev.4 AC-4, CA-3, CA-9, PL-8:
 
§ Information flow control regulates where information is allowed to travel within an information system and between information systems.
§ Dedicated connections between information systems should be authorized.
§ The interconnection interface characteristics, security requirements, and the nature of the communication should be documented.  
 
Criteria for “Yes” Response:
§ Organizational communications and data flows are mapped and documented in the asset inventory for all technology assets that support the critical service.  
Criteria for “Incomplete” Response:
§ Organizational communications and data flows are mapped and documented in the asset inventory for some technology assets.
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Goal 3  - The relationship between assets and the services they support is established.
1.         Are the associations between assets and the critical service they support documented? [ADM:SG2.SP1]
People
Information
Technology
Facilities
 2.         Are confidentiality, integrity, and availability requirements established for each service-related asset? [RRD:SG2.SP1]
 People
Information
Technology
Facilities
 
Goal 4  - The asset inventory is managed.
 
1.         Have change criteria been established for asset descriptions? [ADM:SG3.SP1]
People
Information
Technology
Facilities
2.         Are asset descriptions updated when changes to assets occur? [ADM:SG3.SP2]
People
Information
Technology
Facilities
 
Goal 5  - Access to assets is managed.
 
1.         Is access (including identities and credentials) to assets granted based on their protection requirements? [AM:SG1.SP1]
Information
Technology
Facilities         
2.         Are access (including identities and credentials) requests reviewed and approved by the asset owner? [AM:SG1.SP1]
Information
Technology
Facilities         
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent:  To determine if the associations between assets and the critical service they support are documented.
 
§ Associating assets in the asset inventory to services helps the organization to determine where critical dependencies exist, validate resilience requirements, and develop and implement resilience strategies in support of the critical service.
 
Criteria for “Yes” Response:
§ The organization documents associations between assets and the critical service for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization documents associations between assets and the critical service for some assets.
Question Intent:  To determine if confidentiality, integrity, and availability requirements are established for each service-related asset.
 
§ The confidentiality, integrity, and availability requirements of the service are used to derive the collective protection and sustainment requirements of associated assets.
§ Asset-level requirements should be based on the deployment in, contributions to, and the support of the critical service. 
 
Criteria for “Yes” Response:
§ The organization establishes confidentiality, integrity, and availability requirements for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization establishes confidentiality, integrity, and availability requirements for some assets.
Question Intent: To determine if change criteria have been established for asset descriptions.
 
§ The organization should have a set of criteria to identify when changes to assets affect the delivery of the critical service and require a change to the asset description.
§ Change criteria should be applied consistently across all asset types.
 
Examples of triggers that can affect high-value assets:
§ changes in services affecting the assets on which they rely (e.g., changes in availability requirements)
§ changes in technology infrastructure and configuration
§ creation or alteration of information
§ contracts that the organization enters into that would identify new assets
§ changes in organizational structure and staff - termination or transfer of staff between organizational units or changes in roles and responsibilities 
§ real-estate transactions that add, alter, or change existing facilities
§ acquisition of assets such as technology or facilities
 
Criteria for “Yes” Response:
§ The organization has established asset description change criteria for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has established asset description change criteria for some assets.
Question Intent:  To determine if asset descriptions are updated when changes to assets occur.
 
§ When changes to assets occur, asset descriptions should be updated to ensure that current protection and sustainment strategies continue to be satisfied.
 
Typical work products:
§ asset change documentation
§ asset inventory status
§ updated asset and service resilience requirements
§ updated asset and service protection strategies and controls
§ updated strategies and continuity plans for sustaining assets and services
 
Criteria for “Yes” Response:
§ When changes to assets occur, asset descriptions are updated for all changed assets that support the critical service.
Criteria for “Incomplete” Response:
§ When changes to assets occur, asset descriptions are updated for some changed assets.
Question Intent: To determine if access to assets is granted based on their protection requirements.
 
§ Protection requirements describe how an asset's exposure to sources of disruption and to the exploitation of vulnerabilities must be minimized.
§ Access requests should be granted in accordance with the protection requirements that have been established for the asset.
§ Access privileges are assigned and approved by asset owners based on the role of the person, object, or entity that is requesting access.
 
Typical work products:
§ asset protection requirements
§ access requests
§ access approval
§ access control policy
§ access rights and responsibilities
 
Criteria for “Yes” Response:
§ Access to assets is granted based on their protection requirements, for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ Access to assets is granted based on their protection requirements, for some assets.
Question Intent: To determine if access requests are reviewed and approved by the asset owner.
 
§ Asset owners are responsible for reviewing the access request and the asset's protection requirements to decide whether to approve or deny access.
§ The access provided should be commensurate with and not exceed the requestor's job responsibilities. 
§ If the custodian of the asset is different from the owner, the owner should communicate in writing the approval for the request.
 
Criteria for “Yes” Response:
§ All access requests for assets that support the critical service are reviewed and approved by the asset owner.
Criteria for “Incomplete” Response:
§ Some access requests for assets that support the critical service are reviewed and approved by the asset owner.
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3.         Are access privileges reviewed to identify excessive or inappropriate privileges? [AM:SG1.SP3]
Information
Technology
Facilities         
4.         Are access privileges modified as a result of reviews?[AM:SG1.SP4]
Information
Technology
Facilities
5.         Are access permissions managed incorporating the principle of least privilege? [AM:SG1.SP1]
Information
Technology
Facilities
6.         Are access permissions managed incorporating the principle of separation of duties? [AM:SG1.SP1]
Information
Technology
Facilities
7.     Are identities (e.g., user accounts) proofed before they are bound to credentials that are asserted in interactions? [ID:SG1.SP1]         
         Goal 6  - Information assets are categorized and managed to ensure the sustainment and protection of the critical service.
1.         Are information assets categorized based on sensitivity and potential impact to the critical service (such as public, internal use only, secret)? [KIM:SG1.SP2]         
2.         Is the categorization of information assets monitored and enforced? [KIM:SG1.SP2]         
3.         Are there policies and procedures for the proper labeling and handling of information assets? [KIM:SG1.SP2]         
4.         Are all staff members who handle information assets (including those who are external to the organization, such as contractors) trained in the use of information categories? [KIM:SG1.SP2]         
5.         Are high-value information assets backed-up and retained? [KIM:SG6.SP1]         
6.         Do guidelines exist for properly disposing of information assets? [KIM:SG4.SP3]         
7.         Is adherence to information asset disposal guidelines monitored and enforced? [KIM:SG4.SP3]                  
Goal 7  - Facility assets supporting the critical service are prioritized and managed.         
1.         Are facilities prioritized based on potential impact to the critical service, to identify those that should be the focus of protection and sustainment activities? [EC:SG1.SP1]         
2.         Is the prioritization of facilities reviewed and validated? [EC:SG1.SP1]
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if access privileges are reviewed to identify excessive or inappropriate privileges.
 
§ Periodic review (as defined by the organization) of access privileges is the primary responsibility of the asset owners.
§ Reviews should identify privileges that are:
• excessive and in violation of the asset's resilience requirement
• out of alignment with the identity's role or job responsibility
• assigned but never approved by the asset owner
 
Criteria for “Yes” Response:
§ All assets that support the critical service are reviewed to identify excessive or inappropriate access privileges.
Criteria for “Incomplete” Response:
§ Some assets that support the critical service are reviewed to identify excessive or inappropriate access privileges.
Question Intent: To determine if access privileges are modified as a result of the reviews.
 
§ Excessive or inappropriate levels of access privileges must be corrected in a timely manner to avoid exposing the organization to additional risk.
§ As a result of periodic review, asset owners may authorize custodians to make modifications such as:
• change or disable certain privileges to preserve resilience requirements
• disable an access account that is no longer valid
 
Criteria for “Yes” Response:
§ Access privileges are modified as a result of reviews for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ Access privileges are modified as a result of reviews for some assets.
Question Intent:  To determine if access permissions are managed in accordance with the principle of least privilege.
 
NIST SP 800-53 Rev. 4 AC-2, AC-3, AC-5, AC-6, AC-16:
 
§ The identification of authorized users and the specification of access privileges reflect the requirements of the critical service.
§ Access control policies control access between users (or processes acting on behalf of users) and information systems.
§ Access permissions can also be employed at the application and service level to provide increased information security.
§ The principle of least privilege is employed to ensure users and processes operate at privilege levels no higher than necessary.  
 
Criteria for “Yes” Response:
§ Access permissions for all assets that support the critical service are managed in accordance with the principle of least privilege.  
Criteria for “Incomplete” Response:
§ Access permissions for some assets that support the critical service are managed in accordance with the principle of least privilege.
Question Intent:  To determine if access permissions are managed in accordance with the principle of separation of duties.
 
NIST SP 800-53 Rev. 4 AC-2, AC-3, AC-5, AC-6, AC-16:
 
§ The identification of authorized users and the specification of access privileges reflect the requirements of the critical service.
§ Access control policies control access between users (or processes acting on behalf of users) and information systems.
§ Separation of duties addresses the potential for abuse of authorized privileges by dividing roles and privileges between users (e.g., ensuring security personnel administering access control functions do not also administer audit functions.).
 
Criteria for “Yes” Response:
§ Access permissions for all assets that support the critical service are managed in accordance with the principle of separation of duties.  
Criteria for “Incomplete” Response:
§ Access permissions for some assets that support the critical service are managed in accordance the principle of separation of duties.
Question Intent:  To determine if identities are proofed before they are bound to credentials that are asserted in interactions.
 
NIST SP 800-53 Rev. 4 AC-1, AC-2, AC-3, AC-16, AC-19, AC-24, IA-1, IA-2, IA-4, IA-5, IA-8, PE-2, PS-3
NIST 800-63  - Digital Identity Guidelines
NIST 800-63a – Enrollment and Identity Proofing:
 
An identity documents the existence of a person, object, or entity that requires access to organizational assets, such as information, technology, and facilities, to fulfill its role in executing services. An entity may be both internal and external to the organization. 
  
Requiring multiple forms of identification, such as documentary evidence or a combination of documents and biometrics, reduces the likelihood of individuals using fraudulent identification to establish an identity.
In-person registration could reduce the likelihood of fraudulent identifiers being issued by requiring the physical presence of individuals and actual face-to-face interactions with designated registration authorities.  
§A subject (e.g., employee or user) requesting access to an asset is provided a unique digital identity (e.g., user account).
§Before providing the subject with a digital identity,  organizations should conduct identity proofing:
• Verify that the claimed identity is associated with the real person supplying the identity evidence, which can include
- name 
- address 
- date of birth 
- email 
- phone number 
- Social Security number
• Validate the subject's identity evidence against an authoritative source.
§Once the subject's identity is proofed, credentials (e.g., authenticators) are bound to the identity.
• Authenticators include passwords, biometrics, etc.
§Identities should be asserted in network interactions to provide non-repudiation (i.e., associate action or changes with a unique
  individual).
 
Criteria for “Yes” Response:
§ All identities used to access any asset that supports the critical service are proofed before being bound to credentials that are asserted in interactions.
Criteria for “Incomplete” Response:
§ Some identities used to access any asset that supports the critical service are proofed before being bound to credentials that are asserted in interactions.
Question Intent:  To determine if information assets are categorized based on sensitivity and potential impact to the critical service.
 
§ Categorizing information assets based on sensitivity and potential impact to the critical service allows an organization to properly label the information assets and provide an appropriate level of protection.
§ The sensitivity categorization scheme should cover all information assets that support the critical service. 
§ Sensitivity categorization is a characteristic of an information asset that should be documented as part of the information asset inventory.
 
Examples of information asset sensitivity categories:
§ public or non-sensitive
§ restricted or internal use only
§ confidential or proprietary (organizational intellectual property, product designs, customer information, employee records)
§ privacy (e.g., PII, PHI)
 
Criteria for “Yes” Response:
§ All information assets that support the critical service are categorized based on the sensitivity and potential impact to the critical service.
Criteria for “Incomplete” Response:
§ Some information assets that support the critical service are categorized based on the sensitivity and potential impact to the critical service.
Question Intent: To determine if the categorization of information assets is monitored and enforced.
 
§ The organization should monitor the categorization of information assets using techniques such as audits or spot-check inspections to ensure that the approved methods of information categorization are being followed.
 
Criteria for “Yes” Response:
§ The organization monitors and enforces the categorization of all information assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization monitors and enforces the categorization of some information assets.
Question Intent: To determine if policies and procedures for the proper labeling and handling of information assets exist.
 
§ The labeling and handling of information assets should be defined and communicated through policy.
§ Procedures should address how to label and handle the information assets to satisfy policy.
 
Criteria for “Yes” Response:
§ There are documented policies and procedures for the proper labeling and handling of all information assets that support the critical service.
Criteria for “Incomplete” Response:
§ Policies and procedures are in development and partially document.
Question Intent: To determine if all staff members who handle information assets are trained in the use of information categories.
 
§ The organization should train staff (including those who are external to the organization) on the approved methods of categorizing, labeling, and handling of information assets.
§ Training the staff supports the consistent application of the categorization scheme and the consistent handling of information assets across the organization.
 
Criteria for “Yes” Response:
§ All staff members (including those external to the organization) who handle information assets that support the critical service are trained in the proper use of information categories.
Criteria for “Incomplete” Response:
§ Some staff members who handle information assets that support the critical service are trained in the proper use of information categories.
Question Intent: To determine if high-value information assets are backed-up and retained.
 
§ High-value information assets should be backed-up and retained to meet the protection and sustainment requirements of the critical service.
§ The organization should consider the following when backing up information assets:
• protection and sustainment requirements for the critical service
• frequency of backup and storage
• retention period
• acceptable back-up and retention media
• accessing information back-ups
 
Criteria for “Yes” Response:
§ All high-value information assets that support the critical service are backed-up and retained.
Criteria for “Incomplete” Response:
§ Some high-value information assets are backed-up and retained.
Question Intent: To determine if guidelines exist for properly disposing of information assets.
 
§ Properly disposing of information assets is necessary to ensure that there are no unauthorized disclosures. 
§ Guidelines for the disposal of information assets should consider:
• confidentiality requirements
• sensitivity categorization
• applicable rules, laws, and regulations 
 
Criteria for “Yes” Response:
§ There are documented guidelines for properly disposing of information assets that support the critical service.
Criteria for “Incomplete” Response:
§ Guidelines are in development and partially documented.
Question Intent: To determine if adherence to information asset disposal guidelines is monitored and enforced.
 
§ The organization should provide oversight, such as audits or spot-check inspections to ensure that the approved methods of information disposal are being followed.
 
Criteria for “Yes” Response:
§ The organization monitors and enforces adherence to disposal guidelines for all information assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization monitors and enforces adherence to disposal guidelines for some information assets.
Question Intent: To determine if facilities are prioritized based on potential impact to the critical service.
 
§ Prioritization should be used to identify the facilities that should be the focus of protection and sustainment activities.
 
Example criteria for the establishment of high-priority facility assets can include:
§ the use of the facility asset in the general management and control of the organization (corporate headquarters, primary data centers, etc.)
§ facility assets that support more than one critical service
§ the value of the asset in directly supporting the organization's delivery of the critical service
 
Criteria for “Yes” Response:
§ The organization prioritizes all facility assets that support the critical service based upon their potential impact to the critical service.
Criteria for “Incomplete” Response:
§ The organization prioritizes some facility assets that support the critical service.
Question Intent: To determine if the prioritization of facilities is reviewed and validated.
 
§ Periodic review and validation of the prioritization of facilities is needed to account for operational and organizational environment changes. 
 
Criteria for “Yes” Response:
§ The organization reviews and validates the prioritization of all facility assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization reviews and validates the prioritization of some facility assets.
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3.         Are protection and sustainment requirements of the critical service considered during the selection of facilities? [EC:SG2.SP2]
 
 
 
1.         Is there a documented plan for performing asset management activities?
2.         Is there a documented policy for asset management?
 
3.         Have stakeholders for asset management activities been identified and made aware of their roles?
4.         Have asset management standards and guidelines been identified and implemented?         
 
1.         Is there management oversight of the performance of the asset management activities?
2.         Have qualified staff been assigned to perform asset management activities as planned?         
3.         Is there adequate funding to perform asset management activities as planned?           
4.         Are risks related to the performance of planned asset management activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are asset management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are asset management activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to the performance of asset management?
                  
1.         Has the organization adopted a standard definition of asset management activities from which operating units can derive practices that fit their unique operating circumstances? 
2.         Are improvements to asset management activities documented and shared across the organization?         
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if protection and sustainment requirements of the critical service are considered during the selection of facilities.
 
§ The confidentiality, integrity, and availability requirements of the service are used to derive the collective protection and sustainment requirements of associated facility assets.
§ Protection requirements describe how an asset's exposure to sources of disruption and to the exploitation of vulnerabilities must be minimized.
§ Sustainment requirements describe how assets must be kept operating when faced with disruptive events.
§ Protecting facility assets from vulnerabilities, threats, and risks requires the organization to develop appropriate protection and sustainment requirements.
 
Example protection and sustainment requirements to consider include:
§ geographic location  - proximity to flood zones, earthquake zones
§ security of the facility  - physical barriers, physical access controls
§ environmental conditions  - electromagnetic radiation, heating and cooling
§ availability of support utilities - water, sewage, electricity, gas supplier
§ fire suppression
§ communications infrastructure availability
§ backup power generation
 
Criteria for “Yes” Response:
§ The organization considers the protection and sustainment requirements of the critical service when selecting all facility assets that will support the critical service.
Criteria for “Incomplete” Response:
§ The organization considers the protection and sustainment requirements of the critical service when selecting some facility assets that will support the critical service.
Question Intent: To determine if a plan for performing asset management activities exists. 
 
§ The plan defines asset management within the organization and prescribes how asset management activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ asset management activities (service identification and prioritization, asset identification, management of the asset inventory, access control, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing asset management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing asset management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the asset management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform asset management activities
§ establishment of procedures, standards, and guidelines
§ establishing and maintaining an asset inventory
§ managing access to assets
§ categorizing, safeguarding, and disposing of information assets
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing asset management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for asset management activities have been identified and made aware of their roles.
 
Stakeholders of the asset management process have the following responsibilities:
§ creating an asset inventory baseline
§ associating assets with the critical service
§ overseeing the asset management process
§ managing the risk resulting from unresolved problems (gaps in the inventory of asset protection and sustainment requirements, insufficient staffing or funding, etc.)
 
Examples of stakeholders include:
§ critical service owners
§ asset management staff
§ owners and custodians of assets that underpin the service (to include facility security personnel)
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ human resources
§ internal and external auditors
 
Criteria for “Yes” Response:
§ All stakeholders for the asset management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the asset management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing asset management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of asset management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ establishing an asset inventory
§ documenting asset descriptions and relevant information
§ identifying asset owners
§ identifying asset custodians
§ assigning access to assets
§ sensitivity categorization for information assets
§ documenting asset resilience requirements
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing asset management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists.  The intent of oversight is to ensure the direct day-to-day monitoring of the asset management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the asset management activities.
§ Oversight provides visibility into the asset management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products (access control lists, outdated asset profiles, excessive access privileges, improper disposal of sensitive information, etc.) or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the asset management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day asset management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day asset management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform asset management activities.
 
Examples of staff include personnel responsible for:
§ developing and maintaining the asset inventory, including asset profiles
§ identifying asset's dependencies
§ documenting changes to assets in the asset inventory
§ implementing processes, standards, and guidelines
§ addressing issues and problems, including developing and executing remediation plans
 
Examples of skills needed include:
§ knowledge of the tools, techniques, and methods necessary to identify and inventory assets
§ knowledge necessary to identify, document, and manage assets through their lifecycle 
§ knowledge of sensitivity categories for information assets
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned asset management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of asset management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned asset management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned asset management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the asset management activities. 
 
§ The intent is to determine risks that prevent the organization from performing asset management activities (asset management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the asset management process include:
§ poorly defined asset management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned asset management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned asset management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned asset management activities are identified, but are not analyzed, disposed of, monitored, or controlled. 
Question Intent: To ensure the asset management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the asset management process are needed to ensure that:
§ the asset inventory is up to date
§ excessive access to assets is identified and remediated
§ the quality of particular work products meets established guidelines
§ risk related to asset management problem areas are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
 
Example metrics of the asset management process may include:
§ number of assets with incomplete asset profiles
§ number of discrepancies between the current inventory and the documented inventory
§ assets that do not have an assigned owner or custodian
§ the level of adherence to the asset management plan and processes
 
Criteria for “Yes” Response:
§ All asset management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the asset management activities.
§ Or; review and measurement addresses some of the asset management activities.
§ Or; asset management activities are reviewed but not measured.
Question Intent: To periodically determine if asset management activities are being performed as planned.
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the asset management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing asset management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All asset management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some asset management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of asset management is communicated to higher-level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the asset management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher-level managers typically includes:
§ status reviews of asset management activities
§ issues identified in process and plan reviews
§ risks associated with asset management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of asset management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management.
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines asset management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in asset management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of asset management. 
Criteria for “Incomplete” Response:
§ A standard definition of asset management is in development and partially documented.
Question Intent: To ensure that improvements to the asset management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the asset management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned from process reviews
§ lessons learned in the post-event review of incidents and disruptions in continuity
 
Criteria for “Yes” Response:
§ Improvements to asset management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to asset management processes are inconsistently documented.
§ Or; not consistently shared across the organization.
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2         Controls Management
The purpose of Controls Management is to identify, analyze, and manage controls in a critical service's operating environment.  
Goal 1  - Control objectives are established.
 
1.         Have control objectives been established for assets required for delivery of the critical service? [CTRL:SG1.SP1]
People
Information
Technology
Facilities         
2.         Are control objectives prioritized according to their potential to affect the critical service? [CTRL:SG1.SP1]
         
Goal 2  - Controls are implemented.         
 
1.         Have controls been implemented to achieve the control objectives established for the critical service? [CTRL:SG2.SP1]
2.         Have controls been implemented, incorporating network segregation where appropriate, to protect network integrity? [CTRL:SG2.SP1]
3.         Have controls been implemented to protect data-at-rest? [CTRL:SG2.SP1], [KIM:SG4.SP2]
4.         Have controls been implemented to protect data-in-transit? [CTRL:SG2.SP1], [KIM:SG4.SP1], [KIM:SG4.SP2]
5.         Have controls been implemented to protect against data leaks? [CTRL:SG2.SP1], [KIM:SG4.SP1], [KIM:SG4.SP2]
6.         Have audit/log records been determined, documented, implemented, and reviewed in accordance with policy? [CTRL:SG2.SP1], [MON:SG1.SP3]
7.         Have controls been implemented to protect and restrict the use of removable media in accordance with policy?[CTRL:SG2.SP1], [TM:SG2.SP2]
8.         Have controls been implemented to protect communicationand control networks? [CTRL:SG2.SP1], [TM:SG2.SP2]
9.         Have cybersecurity human resource practices been implemented for the critical service (e.g., de-provisioning, personnel screening)? [CTRL:SG2.SP1], [HRM:SG3.SP1]
10.         Is access to systems and assets controlled by incorporating the principle of least functionality (e.g., whitelisting, blacklisting, etc.)? [CTRL:SG2.SP1], [TM:SG2.SP2]         
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if control objectives are prioritized. The intent of prioritization is to determine the control objectives that are most important because of the potential to affect the critical service if the objective is not met.
 
§ Assigning a relative priority to each control objective also aids in determining the level of resources to apply when defining, analyzing, assessing, and addressing gaps in controls.
§ Prioritization can be based on: risk assessments, business impact analysis, etc. 
 
Criteria for “Yes” Response:
§ All control objectives (established in CTRL:G1.Q1) are prioritized.
§ And; prioritization is documented.
§ And; prioritization is current (periodic review as defined by the organization).
Criteria for “Incomplete” Response:
§ Control objectives are prioritized for some assets (people, information, technology, and facilities).
Question Intent:  To determine if controls have been implemented to protect network integrity using network segregation where appropriate.
 
NIST 800-53 Rev.4 AC-4, SC-7: 
 
§         Methods to protect network integrity include implementation of:
• firewalls
• intrusion detection and prevention systems (IDS/IPS)
• host-based intrusion detection
• unidirectional gateways
• vulnerability scanners
• security information and event management (SIEM) systems
§         Segregation is a form of boundary protection.  Segregation is the capability to isolate or segregate certain organizational information system assets.  
§         Segregation reduces the attack surface of the information system and provides the capability to more effectively control information flows.  Segregation can be implemented using VLANs, firewalls, DMZs, etc.  
 
Criteria for “Yes” Response:
§         Controls have been implemented to protect network integrity, incorporating network segregation where appropriate, for all network (technology) assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Controls have been implemented to protect network integrity, incorporating network segregation where appropriate, for some network (technology) assets.
Question Intent:  To determine if controls have been implemented to protect data-at-rest.  
 
NIST 800-53 Rev.4 SC-28:
 
§ Data-at-rest is information located on storage devices that are components of information systems. 
§ This control addresses the confidentiality and integrity of data-at-rest.
 
System-related information that requires protection includes:
§ configurations or rule sets for
• firewalls
• gateways
• intrusion detection/prevention systems
• routers
 
Mechanisms to achieve confidentiality and integrity protections include:
§ encryption
§ file share scanning
§ write-once-read-many (WORM) technologies
§ secure off-line storage
§ access controls
 
Criteria for “Yes” Response:
§ Controls have been implemented to protect data-at-rest for all information assets that support the critical service.  
Criteria for “Incomplete” Response:
§ Controls have been implemented to protect data-at-rest for some information assets. 
Question Intent:  To determine if controls have been implemented to protect data-in-transit.
 
NIST 800-53 Rev.4 SC-8:
 
§         The information system protects the confidentiality and/or integrity of data-in-transit.
§         This control applies to both internal and external networks and all types of information system components from which information can be transmitted.
 
Mechanisms to achieve confidentiality and integrity protections include:
§         encryption
§         randomized communication patterns
 
Criteria for “Yes” Response:
§         Controls have been implemented to protect data-in-transit for all information assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Controls have been implemented to protect data-in-transit for some information assets.
Question Intent:  To determine if controls have been implemented to protect against data leaks.
 
NIST 800-53 Rev.4 AC-4, AC-5, AC-6, PE-19, PS-3, PS-6, SC-7, SC-8, SC-13, SC-31, SI-4:
 
§         Information/data leakage is the intentional or unintentional release of information to an untrusted environment.
 
Methods to protect against data leaks include:
§         special cabling (emanation protection)
§         access control
§         encryption
§         data leakage prevention (DLP)
 
Criteria for “Yes” Response:
§         Controls have been implemented to protect against data leaks for all information assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Controls have been implemented to protect against data leaks for some information assets.  
Question Intent:  To determine if audit/log records have been determined, documented, implemented, and reviewed in accordance with policy.
 
NIST 800-53 Rev.4 AU Family:
 
§         To determine the set of auditable events, organizations should consider the auditing appropriate for each of the security controls to be implemented.
§         To ensure that the current set of auditable events is still appropriate, a periodic review should be performed. 
§         Information system audit records should be periodically (as defined by the organization) reviewed for indications of inappropriate or unusual activity.
§         Audit information and audit tools should be protected from unauthorized access, modification, and deletion.
§         Organizations should retain audit records until it is determined that they are no longer needed for administrative, legal, audit, or other purposes.
 
Criteria for “Yes” Response:
§         Audit/log records have been determined, documented, implemented, and reviewed in accordance with policy, where appropriate, for all assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Audit/log records have been determined, documented, implemented, and reviewed in accordance with policy, where appropriate, for some assets. 
Question Intent:  To determine if controls have been implemented to protect and restrict the use of removable media in accordance with policy.
 
NIST 800-53 Rev.4 MP-2, MP-4, MP-5, MP-7:
 
§         Organizations may restrict user access to removable media to defined personnel or roles. 
§         Organizations may restrict the use of certain types of removable media.  
§         Physically controlling information system media includes:
• conducting inventories 
• ensuring procedures are in place to allow individuals to check out and return media to the media library
• maintaining accountability for all stored media
§         The type of media storage should be appropriate for the security category and/or classification of the information residing on the media.
§         Media should be protected during transport outside of controlled areas using established safeguards.  Safeguards can include:
• locked containers
• encryption
 
Criteria for “Yes” Response:
§         Controls have been implemented to protect and restrict the use of removable media on all assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Controls have been implemented to protect and restrict the use of removable media on some assets that support the critical service.
Question Intent:  To determine if controls have been implemented to protect communication and control networks.
 
NIST 800-53 Rev.4 AC-4, AC-17, AC-18, CP-8, SC-7:
 
§         Establish and document usage restrictions, configuration/connection requirements, and implementation guidance for: 
• each type of remote access allowed
• wireless access
• communication systems access (radios, phones, public address, etc.)
• supervisory control and data acquisition (SCADA) and industrial control system (ICS)
§         The organization establishes alternate telecommunications services for the critical service to use when the primary telecommunications capabilities are unavailable.
§         Connections to communication or control systems are implemented through managed interfaces.  Managed interfaces include:
• gateways
• routers
• firewalls
• encrypted tunnels
 
Criteria for “Yes” Response:
§         Controls have been implemented to protect all communication and control network (technology) assets that support the critical service.  
Criteria for “Incomplete” Response:
§         Controls have been implemented to protect some communication and control network (technology) assets.
Question Intent:  To determine if cybersecurity human resource practices have been implemented for the critical service.
 
NIST SP 800-53 Rev. 4 PS Family:
 
Example cybersecurity human resource practices include:
§ assigning a risk designation to organizational positions
§ personnel screening and rescreening processes
§ personnel termination processes
§ personnel transfer process
§ implementing and managing access agreements (nondisclosure agreements, acceptable use agreements, access agreements, etc.)
§ third-party personnel security processes
§ personnel sanctions for noncompliance
 
Criteria for “Yes” Response:
§ Cybersecurity human resource practices have been implemented for the critical service.  
Criteria for “Incomplete” Response:
§ Cybersecurity human resource practices are in development and partially implemented.
Question Intent:  To determine if access to systems and assets that support the critical service is controlled, in accordance with the principle of least functionality.  
 
NIST SP 800-53 Rev. 4 AC-3, CM-7:
 
§ Information systems should be configured to provide only essential capabilities and prohibit or restrict the use of unnecessary functions, ports, protocols, services, etc.  
§ Where feasible, organizations should limit component functionality to a single function per device/system (e.g., email server or web server but not both).   
§ Other examples of least functionality include:
• whitelisting
• blacklisting
• preventing program execution
 
Criteria for “Yes” Response:
§ Access to all systems and assets that support the critical service is controlled in accordance with the principle of least functionality.  
Criteria for “Incomplete” Response:
§ Access to some systems and assets is controlled in accordance with the principle of least functionality.  
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Goal 3  - Control designs are analyzed to ensure they satisfy control objectives.         
1.         Are control designs analyzed to identify gaps where control objectives are not adequately satisfied? [CTRL:SG3.SP1]
People
Information
Technology
Facilities         
2.         As a result of the controls analysis, are new controls introduced or existing controls modified to address gaps? [CTRL:SG3.SP1]         
Goal 4  - The internal control system is assessed to ensure control objectives are met.         
1.         Is the performance of controls assessed on a scheduled basis to verify they continue to meet control objectives? [CTRL:SG4.SP1]
People
Information
Technology
Facilities         
2.         As a result of scheduled assessments, are new controls introduced or existing controls modified to address problem areas? [CTRL:SG4.SP1]         
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent:  To determine if controls satisfy the established control objectives.
 
§ Controls analysis establishes a baseline from which the organization can begin to assess control effectiveness on a scheduled basis.
§ Controls analysis should identify gaps where a control objective is not adequately satisfied.
§ Analysis may include:
• a design review of the control and its ability to meet the control objective.
• development and execution of tests that demonstrate the control's capability. 
 
Typical work products:
§ analysis results
§ control objectives that are satisfied by controls
§ a traceability matrix of control objectives and the controls that satisfy them
§ control gaps
§ proposed updates to existing controls
§ proposed new controls
§ risks related to unsatisfied control objectives
§ risks related to redundant and conflicting controls
 
Criteria for “Yes” Response:
§ The organization has analyzed all the controls.
§ And; the organization has identified gaps where existing controls do not meet the control objectives.
Criteria for “Incomplete” Response:
§ Some controls have been analyzed against control objectives.
Question Intent:  To determine if existing controls are modified or new controls are implemented to resolve gaps.
 
Criteria for “Yes” Response:
§ The organization uses the output of the controls gap analysis (CTRL:G3.Q1)  to address  all gaps that require resolution by:
• modifying existing controls
• Or; introducing new controls
Criteria for “Incomplete” Response:
§ Some gaps discovered from analysis are addressed.
Question Intent:  To periodically (as defined by the organization) determine if established controls continue to meet control objectives.  
 
§ The assessment verifies controls continue to protect and sustain the critical service and identifies any controls that do not.
§ The organization can use the analysis of control designs (established in G3.Q1) as the baseline of continuous assessment.
§ The organization sets the assessment schedule.
§ The organization should consider regulatory obligations and internal policy for performance and scheduling requirements.
 
Typical work products:
§ assessment results
§ control objectives that are satisfied by controls
§ control gaps (control objectives not satisfied by controls)
§ proposed updates to existing controls
§ proposed new controls
§ remediation plans
§ updates to service continuity plans
§ risks related to unsatisfied control objectives
§ risks related to redundant and conflicting controls
 
Criteria for “Yes” Response:
§ The organization periodically (as defined by the organization) assesses the performance of all controls to ensure that they continue to meet control objectives.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency to assess the performance of controls.
§ Or; some controls are assessed against control objectives.
Question Intent:  To ensure that problem areas or gaps are addressed by modifying existing controls or implementing new controls. Problem areas require remediation to ensure that controls continue to satisfy control objectives. 
 
Criteria for “Yes” Response:
§ All gaps have been addressed by the modification of existing controls or the implementation of new controls.
Criteria for “Incomplete” Response:
§ Some gaps have been addressed.
2  Controls Management 
 
1.         Is there a plan for performing controls management activities?
 
2.         Is there a documented policy for controls management?
         
3.         Have stakeholders for controls management activities been identified and made aware of their roles?         
4.         Have controls management standards and guidelines been identified and implemented?                  
1.         Is there management oversight of the performance of the controls management activities?         
2.         Have qualified staff been assigned to perform controls management activities as planned?         
3.         Is there adequate funding to perform controls management activities as planned?         
4.         Are risks related to the performance of planned controls management activities identified, analyzed, disposed of, monitored, and controlled?                           
1.         Are controls management activities periodically reviewed and measured to ensure they are effective and producing intended results?           
2.         Are controls management activities periodically reviewed to ensure they are adhering to the plan?         
3.         Is higher-level management aware of issues related to the performance of controls management?                           
1.         Has the organization adopted a standard definition of controls management activities from which operating units can derive practices that fit their unique operating circumstances?
2.         Are improvements to controls management documented and shared across the organization?         
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing controls management activities exists. 
 
§ The plan defines controls management within the organization and prescribes how controls management activities will be  performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ control management activities (control design, analysis and assessment methodology)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing controls management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing controls management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the controls management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform controls management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing the control environment
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing controls management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for controls management activities have been identified and made aware of their roles. 
 
Stakeholders of the controls management process have the following responsibilities:
§ defining and managing control objectives and controls, including ensuring the effectiveness of controls
§ overseeing the controls management process
§ managing the risk resulting from unresolved problems (gaps in controls, insufficient staffing or funding, etc.)
 
Examples of stakeholders include:
§ critical service owners
§ management
§ controls management staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
 
Criteria for “Yes” Response:
§ All stakeholders for the controls management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the controls management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing controls management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of controls management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ defining and selecting control objectives
§ prioritizing control objectives
§ implementing controls to meet objectives (for example, controls could be selected from the NIST 800-53 recommended security control, NERC CIP standards, and Control Objectives for Information and Related Technology [COBIT] standard).
§ evaluating and acquiring tools for monitoring the performance of controls
§ analyzing and assessing controls
§ identifying gaps in controls and approaches for addressing them
§ identifying redundant and conflicting controls
§ identifying risks associated with problems in the control environment
§ periodically assessing the control environment
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing controls management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented. 
Question Intent: To determine if management oversight exists.  The intent of oversight is to ensure the direct day-to-day monitoring of the controls management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the controls management activities.
§ Oversight provides visibility into the controls management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products (assessment results, control designs, control objectives, documentation) or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the controls management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day controls management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day control management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform controls management activities.
 
Examples of staff include personnel responsible for:
§ designing, implementing, and assessing controls
§ implementing processes, standards, and guidelines
§ addressing issues and problems, including developing and executing remediation plans
 
Examples of skills needed include:
§ knowledge necessary to elicit and prioritize stakeholder requirements and interpret them to develop effective control objectives
§ knowledge of control objectives necessary for control design
§ proficiency with tools, techniques, and methods used to design, analyze, assess, and manage controls
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned controls management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of controls management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned controls management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned controls management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the controls management activities. 
 
§ The intent is to determine risks that prevent the organization from performing controls management activities (controls management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the controls management process include:
§ poorly defined controls management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response
§ Risks to the performance of all planned controls management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned controls management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned controls management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the controls management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the controls management process are needed to ensure that:
§ Control objectives continue to be satisfied.
§ Control problem areas are identified and remediated.
§ The quality of particular work products meets established guidelines.
§ Problems in the process plan or in the execution of the process are identified.
§ Risk related to control problem areas are identified and addressed.
§ Actions requiring management involvement are elevated in a timely manner.
 
Example metrics of the controls management process may include:
§ percentage of control objectives that are fully satisfied by existing controls
§ time and resources expended to conduct an analysis (baseline) or assessment (periodic) of controls
§ number of problem areas resulting from assessments
 
Criteria for “Yes” Response:
§ All controls management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the controls management activities.
§ Or; review and measurement addresses some of the controls management activities.
§ Or; controls management activities are reviewed but not measured.
Question Intent: To periodically determine if controls management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization). 
 
Periodic (as defined by the organization) reviews for adherence to the controls management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing controls management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All controls management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some controls management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of controls management is communicated to higher-level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the controls management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed. 
 
Communication with higher-level managers typically includes:
§ status reviews of controls management activities
§ issues identified in process and plan reviews
§ risks associated with controls management activities.
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of controls management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management.
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines controls management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in controls management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement 
§ procedures for process improvement 
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of controls management. 
Criteria for “Incomplete” Response:
§ A standard definition of controls management is in development and partially documented.
Question Intent: To ensure that improvements to the controls management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the controls management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned from control analysis and assessments
§ lessons learned from satisfying control objectives
§ risk evaluations
 
Criteria for “Yes” Response:
§ Improvements to controls management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to controls management processes are inconsistently documented.
§ Or; not consistently shared across the organization.
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Other Observations – Controls Management 
3  Configuration and Change Management 
3         Configuration and Change Management
The purpose of Configuration and Change Management is to establish processes to ensure the integrity of assets using change control and change control audits.
Goal 1  - The life cycle of assets is managed.
 
1.         Is a change management process used to manage modifications to assets? [ADM:SG3.SP2]
Information
Technology
Facilities
2.         Are resilience requirements evaluated as a result of changes to assets? [RRM:SG1.SP3]
Information
Technology
Facilities
3.         Is capacity management and planning performed for assets? [TM:SG5.SP3]
4.         Are change requests tracked to closure? [TM:SG4.SP3]
 
5.         Are stakeholders notified when they are affected by changes to assets? [ADM:SG3.SP2]
6.         Is a System Development Life Cycle implemented to manage systems supporting the critical service?[ADM:SG3.SP2], [RTSE:SG2.SP2]
Goal 2  - The integrity of technology and information assets is managed.
1.         Is configuration management performed for technology assets? [TM:SG4.SP2]
2.         Are techniques in use to detect changes to technology assets? [TM:SG4.SP3]
3.         Are modifications to technology assets reviewed? [TM:SG4.SP2], [TM:SG4.SP3]
4.         Are integrity requirements used to determine which staff members are authorized to modify information assets? [KIM:SG5.SP1]
5.         Is the integrity of information assets monitored? [KIM:SG5.SP3]
 
6.         Are unauthorized or unexplained modifications to technology assets addressed? [TM:SG4.SP2], [TM:SG4.SP3]
7.         Are modifications to technology assets tested before being committed to production systems? [TM:SG4.SP4]
8.         Has a process for managing access to technology assets been implemented? [TM:SG4.SP1]
9.         Is the maintenance and repair of assets performed and logged in a timely manner? [ADM:SG3.SP2], [TM:SG5.SP2]
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if a change management process is used to manage asset modifications.
 
§ Change management is a continuous process of controlling and approving changes to assets that support the service. 
 
This process addresses:
§ addition of new assets
§ changes to the asset, including ownership, custodianship, and location
§ elimination of assets
 
Typical work products:
§ change requests
§ change implementation plan
§ backout plan
§ change and configuration management board meeting minutes
§ change approvals
§ change tracking and status
§ change documentation, including test results
 
Criteria for “Yes” Response:
§ A change management process is used to control changes to all assets that support the critical service.
Criteria for “Incomplete” Response:
§ A change management process is used to control changes to some assets.
Question Intent: To determine if resilience requirements are evaluated as a result of changes to assets.
 
§ The organization should evaluate the impact of asset changes on existing resilience requirements. 
§ The requirements from all the services supported by the changed asset should be considered. Evaluating resilience requirements is especially critical when assets are shared between services. 
 
Typical work products:
§ documented criteria that establishes when a change in requirements must be evaluated
§ requirements change history with rationale for performing the change
§ requirements baseline
§ resilience requirements included in change requests
§ updated asset resilience requirements
 
Criteria for “Yes” Response:
§ The organization evaluates all of the resilience requirements of each asset that supports the critical service when changes to the asset occur.
Criteria for “Incomplete” Response:
§ The organization evaluates some of the resilience requirements of each asset that supports the critical service when changes to the asset occur.
§ Or; The organization evaluates all of the resilience requirements of some assets when changes to the asset occur.
Question Intent: To determine if capacity management and planning is performed for assets.
 
§ Capacity planning determines the operational demand for a technology asset over a variable range of operational needs.
§ Capacity management and planning involves:
• measurement of current demand
• tests for anticipated demand
• and gathering usage trends over time to be able to predict expansion needs. 
 
Typical work products include: 
§ capacity management strategy
§ capacity forecasts
§ capacity statistics and performance metrics
 
Criteria for “Yes” Response:
§ The organization performs capacity management and planning for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization performs capacity management and planning for some assets.
Question Intent: To determine if change requests are tracked to closure.
§ This activity ensures that all change requests have a disposition.
§ And; changes that have not been closed are provided an updated status.
 
Typical work products:
§ status reports
§ change request database
§ open items list
 
Criteria for “Yes” Response:
§ All change requests are tracked to closure.
Criteria for “Incomplete” Response:
§ Some change requests are tracked to closure.
Question Intent: To determine if stakeholders are notified when they are affected by changes to assets.
 
§ The organization should establish communication channels to ensure stakeholders are aware of changes to assets.
§ The organization should update service level agreements with stakeholders if necessary to reflect commitment to change notifications.
 
Criteria for “Yes” Response:
§ Stakeholders are notified of all changes to assets that affect them.
Criteria for “Incomplete” Response:
§ Stakeholders are notified of some changes to assets that affect them.
Question Intent:  To determine if a System Development Life Cycle is implemented to manage systems and assets that support the critical service. 
 
NIST SP 800-53 Rev. 4 SA-3, SA-4, SA-8, SA10, SA-11, SA-12, SA-15, SA-17, PL-8:
 
§ A well-defined System Development Life Cycle provides the foundation for the successful development, implementation, operation, and disposal of organizational information systems.
§ Information system security engineering principles (ensuring security is a design requirement, developers are trained accordingly, etc.)are incorporated and applied to the specification, design, development, implementation, and modification of information systems.
§ Maintaining the integrity of changes requires configuration control throughout the System Development Life Cycle.
§ Security testing/evaluation occurs at all post-design phases of the System Development Life Cycle.
 
Criteria for “Yes” Response:
§ A System Development Life Cycle is implemented to manage all systems and assets that support the critical service.
Criteria for “Incomplete” Response:
§ A System Development Life Cycle is implemented to manage some systems and assets that support the critical service.
Question Intent: To determine if configuration management is performed for technology assets.
 
§ Configuration management is a process for managing the integrity of a technology asset over its lifetime. 
§ The resilience of critical services and technology assets may be affected when the integrity of those assets is compromised.
 
Configuration management:
§ supports the integrity of technology assets by ensuring that they can be restored to an acceptable form when necessary (perhaps after a disruption)
§ provides a level of control over changes that can potentially disrupt the asset's support to the service
 
Configuration management activities can include:
§ determining which assets to place under configuration management
§ identifying the configuration of selected assets
§ creating configuration baselines
§ controlling changes to configuration items
§ maintaining the integrity of baseline configurations
§ auditing configuration baselines
 
 Criteria for “Yes” Response:
§ The organization performs configuration management for all technology assets that support the service.
Criteria for “Incomplete” Response:
§ The organization performs configuration management for some technology assets.
Question Intent: To determine if techniques are in use to detect changes to technology assets.
 
§ Techniques for detecting changes help to ensure that only an approved and tested version of a technology asset is in production.
 
Typical techniques include:
§ audits (configuration baselines, logs, etc.)
§ automated tools (security integrated event manager (SIEM), baseline configuration scanners, etc.)
§ procedural methods
 
Criteria for “Yes” Response:
§ Techniques are in use to detect changes for all technology assets that affect the critical service.
Criteria for “Incomplete” Response:
§ Techniques are in use to detect changes for some technology assets.
Question Intent: To determine if modifications to technology assets are reviewed.
 
§ Proposed changes to assets are analyzed to determine the impact to the critical service  including the resilience requirements.
§ Changes are also evaluated for their potential impact to multiple services.
 
Criteria for “Yes” Response:
§ All modifications to technology assets that support the critical service are reviewed.
Criteria for “Incomplete” Response:
§ Some modifications to technology assets are reviewed.
Question Intent: To determine if integrity requirements of information assets are used to determine which staff members are authorized to modify those assets. 
 
§ Integrity requirements address qualities to ensure the information is: 
• complete and intact 
• accurate and valid
• authorized and official
§ Controlling which staff members are authorized to modify information assets helps ensure the continued integrity of those assets.
§ A fundamental way of controlling modifications to information assets is to limit access to those assets, both:
• electronically (by controlling access to networks, servers, application systems, and databases and files)
• physically (by limiting access to file rooms, work areas, computer rooms, and facilities)
 
Criteria for “Yes” Response:
§ The integrity requirements for each information asset that supports the critical service are used to determine which staff members are authorized to modify that asset.
Criteria for “Incomplete” Response:
§ The integrity requirements for some information assets are used to determine which staff members are authorized to modify those assets.
Question Intent: To determine if the integrity of information assets that support the critical service is monitored.
 
§ The alteration of information assets through the processing cycle of the critical service must be controlled to ensure that the resulting information asset remains complete, accurate, and reliable.
§ Alteration of information assets can be due to:
• unauthorized access or changes
• operational risk such as loss of power (resulting in a corrupted file or database)
• authorized changes resulting in unintended changes to the information asset
 
Typical monitoring practices include:
§ establishing data validation controls such as selecting records for recalculation and review
§ performing regular reviews of information asset outputs from processes
§ periodically verifying that changes are valid and authorized (e.g., audits)
 
Criteria for “Yes” Response:
§ The integrity of all information assets that support the critical service is monitored.
Criteria for “Incomplete” Response:
§ The integrity of some information assets is monitored.
Question Intent: To determine if unauthorized or unexplained modifications to technology assets are addressed.
 
§ Periodically verify (through monitoring and auditing) that changes to configurations are valid and authorized.
§ Identify action items that are required to repair any unauthorized or unexplained modifications to technology assets.
§ Track action items to closure.
 
Criteria for “Yes” Response:
§  All unauthorized or unexplained modifications to technology assets that support the critical service are addressed.
Criteria for “Incomplete” Response:
§ Some unauthorized or unexplained modifications to technology assets are addressed.
Question Intent: To determine if modifications to technology assets are tested before being committed to production. The purpose is to ensure that only tested and approved versions of assets are in production.
 
§ To minimize operational impact, the organization should test in a segregated test environment to identify issues.
§ Once all issues have been identified and addressed, the organization can move the modified technology asset into production.
 
Typical work products:
§ release management policy, guidelines, and standards
§ test builds
§ test procedures
§ test results
 
Criteria for “Yes” Response:
§ All modifications to technology assets that support the critical service are tested before being committed to production.
Criteria for “Incomplete” Response:
§ Some modifications to technology assets are tested before being committed to production.
Question Intent: To determine if a process for managing access to technology assets has been implemented.
 
§ The process should address:
• identifying and documenting staff who are authorized to modify technology assets
• access requests and approvals
• periodic auditing of technology assets to identify unauthorized access
§ Controlling access to technology assets by authorized staff ensures the continued integrity of these assets by limiting their unauthorized or inadvertent modification.
§ Access controls for technology assets may take electronic or physical forms. For example: 
• ensuring that technology assets are protected behind a physical barrier.
• ensuring that technology assets are protected using role-based electronic access controls.
 
Criteria for “Yes” Response:
§ There is a documented and implemented process for managing access to technology assets that support the critical service.
Criteria for “Incomplete” Response:
§ A process for managing access to technology assets is in development and partially implemented.
Question Intent:  To determine if the maintenance and repair of assets are performed and logged in a timely manner.
 
NIST SP 800-53 Rev. 4 MA-2, MA-3, MA-5: 
 
§ Organizations should schedule, perform, document, and review records of maintenance and repairs on information system components.   
§ All maintenance activities, whether performed on site or remotely, should be approved and monitored.  
§ A process for authorizing maintenance personnel and for keeping a list of authorized personnel or maintenance organizations should be established.  
 
Criteria for “Yes” Response:
§ The maintenance and repair of all assets that support the critical service are performed and logged in a timely manner.
Criteria for “Incomplete” Response:
§ The maintenance and repair of some assets that support the critical service are performed and logged in a timely manner.
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10.         Is the maintenance and repair of assets performed with approved and controlled tools and/or methods? [ADM:SG3.SP2], [TM:SG5.SP2]         
11.         Is the remote maintenance and repair of assets approved, logged, and performed in a manner that prevents unauthorized access? [ADM:SG3.SP2], [TM:SG5.SP2]
 
Goal 3  - Asset configuration baselines are established.
 
1.         Do technology assets have configuration baselines? [TM:SG4.SP2]
2.         Is approval obtained for proposed changes to baselines? [TM:SG4.SP3]
3.         Has a baseline of network operations been established? [TM:SG4.SP2]
4.         Is the baseline of network operations managed? [TM:SG4.SP2]
 
5.         Has a baseline of expected data flows for users and systems been established? [TM:SG4.SP2]
6.         Is the baseline of expected data flows for users and systems managed? [TM:SG4.SP2]         
Yes         Incomplete         No
Question Intent:  To determine if the maintenance and repair of assets are performed with approved and controlled tools and/or methods.
 
NIST SP 800-53 Rev. 4 MA-2, MA-3, MA-5:
 
§ Organizations should approve, control, and monitor information system maintenance tools.
 
Criteria for “Yes” Response:
§ The maintenance and repair of all assets that support the critical service are performed with approved and controlled tools and/or methods.
Criteria for “Incomplete” Response:
§ The maintenance and repair of some assets that support the critical service are performed with approved and controlled tools and/or methods.
Question Intent:  To determine if the remote maintenance and repair of assets are approved, logged, and performed to prevent unauthorized access.  
 
NIST SP 800-53 Rev. 4 MA-4:
 
§ Organizations should:
• Approve and monitor remote maintenance and diagnostic activities.
• Employ strong authentication when establishing remote maintenance and diagnostic sessions.  
• Maintain records/logs for remote maintenance and diagnostic activities.
• Terminate sessions and network connections when remote maintenance and diagnostic activities are completed.
§ Strong authentication requires authenticators that are resistant to replay attacks and employ multifactor authentication. 
§ Strong authenticators can include:
• public key infrastructure (PKI) certificates 
• passphrases
• biometrics
 
Criteria for “Yes” Response:
§ The remote maintenance and repair of all assets that support the critical service are approved, logged, and performed in a manner that prevents unauthorized access.
Criteria for “Incomplete” Response:
§ The remote maintenance and repair of some assets that support the critical service are approved, logged, and performed in a manner that prevents unauthorized access.
Question Intent: To determine if configuration baselines exist for technology assets that support the service.
 
§ Establishing a technology asset baseline (commonly called a configuration item) provides a foundation for managing the integrity of the asset as it changes over its lifecycle. 
§ A configuration item may also extend to other technology work products such as test scripts, test plans, and asset documentation.
§ A configuration item may also be a grouping of related assets that are tied together in a logical baseline.  
§ Configuration management establishes additional controls over the configuration baseline so that the asset integrity is maintained and always in a form that is available and authorized for use. 
 
Example configuration items:
§ software and application code
§ operating systems
§ hardware configuration files
§ firewall rule sets
§ configuration files for router and other network equipment
 
Criteria for “Yes” Response:
§ Configuration baselines exist for all technology assets that support the critical service.
Criteria for “Incomplete” Response:
§ Configuration baselines exist for some technology assets.
Question Intent: To determine if approval is obtained for changes to configuration baselines of the technology assets that support the critical service.
 
§ An important component of configuration management is the ability to control and manage changes to the configuration baselines of technology assets. 
§ Because of the nature of the operational environment, most technology assets are expected to change over time. For example:
• the addition of new functionality
• repair of software bugs and security vulnerabilities
• the retirement or replacement of hardware components
§ Defining and communicating change procedures, including approval of proposed changes to baselines from relevant stakeholders, ensures that changes to technology assets will be handled in a controlled manner.
 
Criteria for “Yes” Response:
§ Approval is obtained for all proposed changes to configuration baselines of the technology assets that support the critical service.  
Criteria for “Incomplete” Response:
§ Approval is obtained for some proposed changes to configuration baselines.  
Question Intent:  To determine if a baseline of network operations for all systems and assets that support the critical service has been established.  
 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4:
 
§ Baseline configurations include information about information system components, network topology, and the logical placement of those components within the system architecture.
§ Baseline configurations for information systems and assets are developed, documented, and maintained under configuration control.  
 
Criteria for “Yes” Response:
§ A baseline of network operations has been established for all systems and assets that support the critical service.
Criteria for “Incomplete” Response:
§ A baseline of network operations has been established for some systems and assets that support the critical service.
Question Intent:  To determine if the established baseline of network operations is managed for all systems and assets that support the critical service.
 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4:
 
§ Baseline configurations for information systems and assets are developed, documented, and maintained under configuration control.  
§ Baseline configurations are formally reviewed.  
§ Maintaining baseline configurations requires creating new baselines as organizational information systems change over time.
 
Criteria for “Yes” Response:
§ The established baseline of network operations is managed for all systems and assets that support the critical service.
Criteria for “Incomplete” Response:
§ The established baseline of network operations is managed for some systems and assets.
Question Intent:  To determine if a baseline of expected data flows for all user and system assets that support the critical service has been established.  
 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4:
         
§ Information flow control regulates where information is allowed to travel within an information system and between information systems.
§ Dedicated connections between information systems should be authorized.
§ The interconnection interface characteristics, security requirements, and the nature of the communication should be documented as part of the baseline.
 
Criteria for “Yes” Response:
§ A baseline of expected data flows has been established for all user and system assets that support the critical service.
Criteria for “Incomplete” Response:
§ A baseline of expected data flows has been established for some user and system assets.
Question Intent:  To determine if the established baseline of expected data flows is managed.
 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4:
 
§ Dedicated connections should be periodically (frequency defined by the organization) reviewed and updated.  
§ Baseline configurations for information systems and assets are developed, documented, and maintained under configuration control.  
§ Baseline configurations are formally reviewed.  
§ Maintaining baseline configurations requires creating new baselines as organizational information systems change over time.
 
Criteria for “Yes” Response:
§ The established baseline of expected data flows is managed for all user and system assets that support the critical service.
Criteria for “Incomplete” Response:
§ The established baseline of expected data flows is managed for some user and system assets.
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1.         Is there a documented plan for performing change management activities?         
2.         Is there a documented policy for change management?
         
3.         Have stakeholders for change management activities been identified and made aware of their roles?         
4.         Have change management standards and guidelines been identified and implemented?                           
1.         Is there management oversight of the performance of the change management activities?         
2.         Have qualified staff been assigned to perform change management activities as planned?         
3.         Is there adequate funding to perform change management activities as planned?           
4.         Are risks related to the performance of planned change management activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are change management activities periodically reviewed and measured to ensure they are effective and producing intended results?           
2.         Are change management activities periodically reviewed to ensure they are adhering to the plan?         
3.         Is higher-level management aware of issues related to the performance of change management?                           
1.         Has the organization adopted a standard definition of change management activities from which operating units can derive practices that fit their unique operating circumstances?           
2.         Are improvements to change management documented and shared across the organization?
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing change management activities exists. 
 
§ The plan defines change management within the organization and prescribes how change management activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ change management activities (change management process, establishing and managing baselines, capacity management, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing change management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent: To determine if a policy for performing change management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the change management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform change management activities
§ establishment of procedures, standards, and guidelines
§ requesting and approving changes to assets
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing change management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for change management activities have been identified and made aware of their roles. 
 
Stakeholders of the change management process have the following responsibilities:
§ creating asset baselines
§ overseeing the change management process
§ capacity management planning
§ configuration management
§ requesting and approving changes to assets
§ resolving issues in the change management process 
 
Examples of stakeholders include:
§ critical service owners
§ management
§ change management staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
 
Criteria for “Yes” Response:
§ All stakeholders for the change management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the change management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing change management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of change management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ documenting and maintaining asset descriptions
§ documenting changes to resilience requirements for assets
§ capacity management
§ stakeholder notification
§ configuration management including baselines
§ requesting, approving, and implementing changes to assets
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing change management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists. The intent of oversight is to ensure the direct day-to-day monitoring of the change management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the change management activities.
§ Oversight provides visibility into the change management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products (baselines, configuration items, capacity management plans, documentation)
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the change management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day change management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day change management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform change management activities.
 
Examples of staff include personnel responsible for:
§ change management
§ configuration management
§ capacity management
§ implementing processes, standards, and guidelines
§ addressing issues and problems, including developing and executing remediation plans
 
Examples of skills needed include:
§ knowledge of the service to effectively evaluate requested changes
§ knowledge necessary to elicit and prioritize stakeholder requirements and interpret them to develop effective change control procedures
§ proficiency with tools, techniques, and methods used for:
• detecting changes in assets
• configuration management 
• capacity management
• change control
• release management
• monitoring and logging of modification activities
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned change management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of change management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned change management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned change management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the change management activities. 
 
§ The intent is to determine risks that prevent the organization from performing change management activities (change management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the change management process include:
§ poorly defined change management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned change management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned change management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned change management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the change management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the change management process are needed to ensure that:
§ unauthorized changes are identified, tracked, and addressed
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to change management activities are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
 
Example metrics of the change management process may include:
§ number of requested changes per asset
§ number of unauthorized or unexplained changes
§ number of approved but unincorporated changes
§ number of times stakeholders weren't notified of approved changes
§ number of times an approved change is implemented and then reversed
§ percentage of technology assets that deviate from approved configuration baselines
Criteria for “Yes” Response:
§ All change management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the change management activities.
§ Or; review and measurement addresses some of the change management activities.
§ Or; change management activities are reviewed but not measured.
Question Intent: To periodically determine if change management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the change management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing change management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All change management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some change management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of change management is communicated to higher level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher level managers include those in the organization above the immediate level of management responsible for the change management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher level managers typically includes:
§ status reviews of change management activities
§ issues identified in process and plan reviews
§ risks associated with change management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher level management is made aware of issues related to the performance of change management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher level management.
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines change management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in change management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of change management. 
Criteria for “Incomplete” Response:
§ A standard definition of change management is in development and partially documented.
Question Intent: To ensure that improvements to the change management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the change management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned from the execution and review of change management activities
§ direct feedback from stakeholders
§ improvements based on executed or tested service continuity plans
§ risk evaluations
 
Criteria for “Yes” Response:
§ Improvements to change management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to change management processes are inconsistently documented.
§ Or; not consistently shared across the organization.
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4         Vulnerability Management
The purpose of Vulnerability Management is to identify, analyze, and manage vulnerabilities in a critical service's operating environment.
Goal 1  - Preparation for vulnerability analysis and resolution activities is conducted.         
1.         Has a vulnerability analysis and resolution strategy been developed? [VAR:SG1.SP2]
People
Information
Technology
Facilities         
2.         Is there a standard set of tools and/or methods in use to identify vulnerabilities in assets? [VAR:SG1.SP2]
People
Information
Technology
Facilities
3.         Is there a standard set of tools and/or methods in use to detect malicious code in assets? [VAR:SG1.SP2]
4.         Is there a standard set of tools and/or methods in use to detect unauthorized mobile code in assets? [VAR:SG1.SP2]
5.         Is there a standard set of tools and/or methods in use to monitor assets for unauthorized personnel, connections, devices, and software? [VAR:SG1.SP2]         
         Goal 2  - A process for identifying and analyzing vulnerabilities is established and maintained.         
1.         Have sources of vulnerability information been identified? [VAR:SG2.SP1]
Information
Technology
Facilities         
2.         Is the information from these sources kept current? [VAR:SG2.SP1]
Information
Technology
Facilities         
3.         Are vulnerabilities being actively discovered? [VAR:SG2.SP2]
 
Information
Technology
Facilities
         
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if a vulnerability analysis and resolution strategy has been developed.
 
§ The strategy for addressing vulnerability analysis and resolution should be documented, communicated to relevant stakeholders, and implemented.
§ The strategy may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents. 
    
The vulnerability analysis and resolution strategy should address:
§ the scope of assets relevant to the critical service
• the scoping should be driven by the resilience requirements of the service and the identified assets
§ the essential activities that are required for vulnerability identification, analysis, and resolution
§ a process for organizing, categorizing, comparing, and consolidating vulnerabilities
§ approved tools, techniques, and methods
§ a schedule for performing vulnerability activities
§ the skills and training required
§ relevant stakeholders of the vulnerability activities and their roles
 
Criteria for “Yes” Response:
§ There is a documented strategy for performing vulnerability analysis and resolution activities.
Criteria for “Incomplete” Response:
§ A strategy is in development and partially documented. 
Question Intent: To determine if a standard set of tools and/or methods are in use to identify vulnerabilities in assets.
 
§ Pre-approving tools, techniques, and methods ensures  consistency, as well as validity of results. 
§ The tools and methods should cover all the assets that support the critical service.
§ The tools and methods can be both procedural and automated.
 
Criteria for “Yes” Response:
§ The organization has a standard set of tools and/or methods that are used to identify vulnerabilities in all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has a standard set of tools and/or methods that are used to identify vulnerabilities in some assets.
Question Intent:  To determine if a standard set of tools and/or methods is in use to detect malicious code in assets.
 
NIST 800-53 Rev. 4 SI-3:
 
§         The organization employs malicious code protection mechanisms at information system entry and exit points to detect and eradicate malicious code.
§         The organization updates malicious code protection mechanisms whenever new releases are available.
§         The organization performs periodic scans (as defined by the organization) of the information system and real-time scans of files from external sources.
 
Criteria for “Yes” Response:
§         The organization has a standard set of tools and/or methods that are used to identify malicious code, where appropriate, in all assets that support the critical service.
Criteria for “Incomplete” Response:
§         The organization has a standard set of tools and/or methods that are used to identify malicious code, where appropriate, in some assets.
Question Intent:  To determine if a standard set of tools and/or methods is in use to detect unauthorized mobile code in assets.
 
NIST 800-53 Rev. 4 SC-18, SI-4. SC-44:
 
§ Mobile code technologies include:
• Java and JavaScript
• ActiveX
• PDFs
• Shockwave movies
• Flash animations
§ The organization should:
• define acceptable and unacceptable mobile code technologies
• establish usage restrictions and implementation guidance
• authorize, monitor, and control the use of mobile code within information systems
§ Corrective actions when unacceptable mobile code is detected include:
• blocking file transmissions
• quarantining
• alerting administrators/security personnel
 
Criteria for “Yes” Response:
§ The organization has a standard set of tools and/or methods that are used to detect unauthorized mobile code, where appropriate, in all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has a standard set of tools and/or methods that are used to detect unauthorized mobile code, where appropriate, in some assets.
Question Intent:  To determine if a standard set of tools and/or methods is in use to monitor assets for unauthorized personnel, connections, devices, and software.
 
NIST 800-53 Rev. 4 AU-12, CA-7, CM-3, CM-8, PE-3, PE-6, PE-20, SI-4:
 
§ Enforce physical access controls to information systems in addition to the physical access controls for facilities (badging system, guard rounds, etc.).
§ Monitor physical access to facilities where the information systems reside to detect and respond to physical security incidents.
§ Monitor information systems to detect unauthorized local, network, and remote connections.
§ Information system monitoring capability is achieved through a variety of tools and techniques that may include:
• intrusion detection systems
• intrusion prevention systems
• audit record monitoring software
• network monitoring software
 
Criteria for “Yes” Response:
§ The organization has a standard set of tools and/or methods that are used to monitor all assets that support the critical service for unauthorized personnel, connections, devices, and software.
Criteria for “Incomplete” Response:
§ The organization has a standard set of tools and/or methods that are used to monitor some assets for unauthorized personnel, connections, devices, and software.
Question Intent: To determine if sources of vulnerability information have been identified.
 
§ Internal sources typically provide information about vulnerabilities that are unique to the organization. 
§ Internal processes, such as incident management, could be an internal source of vulnerability information.
§ External or public sources typically provide information that is focused on common technologies.
 
Example sources of vulnerability information:
§ vendors of software, systems, and hardware technologies
§ common free catalogs, such as:
• US-CERT Vulnerability Database
• The Common Vulnerabilities and Exposures (CVE) List
§ industry groups
§ results of executing automated tools, techniques, and methods
 
Criteria for “Yes” Response:
§ The organization has identified and documented sources of vulnerability information for all of the assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has identified and documented sources of vulnerability information for some assets. 
Question Intent: To determine if the vulnerability information obtained from the established sources is kept current.
 
§ Vulnerability data collection is a continuous process. 
§ The information from the sources (established in VM:G2.Q1) needs to be continually updated.  
§ New sources of vulnerability information must also be added to the source list as they emerge. 
 
Criteria for “Yes” Response:
§ The vulnerability information from all of the established sources is kept current.  
Criteria for “Incomplete” Response:
§ The vulnerability information from some of the established sources is kept current. 
Question Intent: To determine if vulnerabilities are actively being discovered.
 
§ Vulnerabilities are discovered from an active review of the organization's standard list of vulnerability sources. 
 
Techniques used to discover vulnerabilities include:
§ performing internal vulnerability audits or assessments 
§ performing assessments of external entities
§ reviewing the results of internal and external audits
§ periodically reviewing vulnerability catalogs, such as the US-CERT
§ reviewing notifications from identified vendor services
§ reviewing notifications from identified vulnerability services
§ reviewing reports from industry groups
§ using reports of vulnerabilities from other processes such as the organization's service desk
 
Criteria for “Yes” Response:
§ Vulnerabilities are actively being discovered for all assets that support the critical service.  
Criteria for “Incomplete” Response:
§ Vulnerabilities are actively being discovered for some assets that support the critical service.  
§ Or; vulnerabilities are inconsistently being discovered for all assets that support the critical service.   
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4.         Are vulnerabilities categorized and prioritized? [VAR:SG2.SP3]
 
Information
Technology
Facilities
5.         Are vulnerabilities analyzed to determine relevance to the organization? [VAR:SG2.SP3]
Information
Technology
Facilities         
6.         Is a repository used for recording information about vulnerabilities and their resolution? [VAR:SG2.SP2]
Information
Technology
Facilities         
         Goal 3  - Exposure to identified vulnerabilities is managed.
         
1.         Are actions taken to manage exposure to identified vulnerabilities? [VAR:SG3.SP1]
2.         Is the effectiveness of vulnerability mitigation reviewed? [VAR:SG3.SP1]
3.         Is the status of unresolved vulnerabilities monitored? [VAR:SG3.SP1]                  
Goal 4  - The root causes of vulnerabilities are addressed.
 
1.         Are underlying causes for vulnerabilities identified (through root-cause analysis or other means) and addressed? [VAR:SG4.SP1]         
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if vulnerabilities are categorized and prioritized.
 
§ Prioritization can be:
• qualitative (high, medium, or low)
• quantitative (through a numerical scale)
§ Prioritization provides the organization a structured means for determining the appropriate categorization. 
 
Examples of categories based on actions to be taken for vulnerability resolution:
§ take no action; ignore
§ fix immediately (typically the case for vendor updates or changes)
§ develop and implement a vulnerability resolution strategy (typically the case when the resolution is more extensive than simple actions such as vendor updates)
§ perform additional research and analysis
§ refer the vulnerability to the risk management process for formal risk consideration
 
Typical Work Products:
§ vulnerability categorization and prioritization guidelines
§ list of vulnerabilities categorized and prioritized for disposition
§ updated vulnerability repository
 
Criteria for “Yes” Response:
§ The organization prioritizes and categorizes vulnerabilities for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization prioritizes and categorizes vulnerabilities for some assets.
Question Intent: To determine if vulnerabilities are analyzed to determine relevance to the organization.
 
§ Through vulnerability analysis, the organization seeks to understand the potential threat that the vulnerability represents. 
§ The organization should assign a course of action to each vulnerability based upon its relevance to the organization.
 
Vulnerability analysis includes activities to: 
§ understand the threat and exposure
§ review trend information to determine whether the vulnerability existed before and what actions were taken to reduce or eliminate it
§ identify and understand underlying causes for exposure to the vulnerability
 
Criteria for “Yes” Response:
§ The organization analyzes all vulnerabilities to determine their relevance to the critical service.
Criteria for “Incomplete” Response:
§ The organization analyzes some vulnerabilities to determine their relevance to the critical service. 
Question Intent: To determine if a repository for recording information about vulnerabilities and their resolution is used.
 
§ A vulnerability repository should be used as the central source of vulnerability life-cycle information. 
§ A vulnerability repository supports analysis, disposition, trending, root cause analysis, and vulnerability management.
 
Information that should be recorded includes:
§ a unique identifier 
§ description of the vulnerability
§ date entered into the repository
§ references to the source of the vulnerability
§ the priority of the vulnerability (high, medium, low)
§ categorization and disposition of the vulnerability
§ individuals or teams assigned to analyze and remediate the vulnerability
§ a log of actions taken to reduce or eliminate the vulnerability
 
Criteria for “Yes” Response:
§ The organization uses a repository to record all vulnerability information for all of the assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization uses a repository to record some vulnerability information.
§ Or; the organization uses a repository to record all vulnerability information for some assets.
Question Intent: To determine if actions are taken to manage exposure to identified vulnerabilities.
 
§ The organization must develop and implement a resolution strategy to manage exposure from identified vulnerabilities. 
 
The resolution strategy may include actions to:
§ Minimize the organization's exposure to the vulnerability (by reducing the likelihood that the vulnerability will be exploited).
§ Eliminate the organization's exposure to the vulnerability.
 
Actions taken to manage exposure may include:
§ implementing software, systems, and firmware patches
§ developing and implementing operational workarounds
§ developing and implementing new protective controls
§ updating existing controls
§ developing and implementing new service continuity plans, or updating existing plans
 
Typical Work Products:
§ vulnerability management strategies or action plans
§ updated vulnerability repository, with resolution status information
§ vulnerability management strategy status reports
 
Criteria for “Yes” Response:
§ The organization takes action to manage exposure to all identified vulnerabilities for all of the assets that support the critical service.
Criteria for “Incomplete” Response:
§ The organization takes action to manage exposure to some identified vulnerabilities.
§ Or; the organization takes action to manage exposure to all identified vulnerabilities for some assets. 
Question Intent: To determine if the effectiveness of vulnerability mitigation is reviewed.
 
§ The organization should review mitigation activities to ensure they are effective in reducing or eliminating the exposure to identified vulnerabilities.
 
Criteria for “Yes” Response:
§ The organization reviews the effectiveness of all mitigating activities.
 
Criteria for “Incomplete” Response:
§ The organization reviews the effectiveness of some mitigating activities.
Question Intent: To determine if the status of unresolved vulnerabilities is monitored.
 
§ Unresolved vulnerabilities should be regularly monitored and reported.
 
Unresolved vulnerabilities are typically those whose disposition is:
§ to monitor a vulnerability resolution strategy that remains incomplete
§ to perform additional research and analysis
§ to refer the vulnerability to the risk management process for formal risk consideration
 
Criteria for “Yes” Response:
§ The organization monitors the status of all unresolved vulnerabilities.
Criteria for “Incomplete” Response:
§ The organization monitors the status of some unresolved vulnerabilities.
Question Intent: To determine if the organization identifies and addresses the underlying causes of vulnerabilities.
 
§ Root-cause analysis is a general approach for determining the underlying causes of vulnerabilities and how to eliminate or reduce them.
 
Underlying causes of vulnerabilities may include:
§ poor software design
§ failure of organizational policies and processes
§ improper training
§ operational complexity
 
Activities to address the root causes of identified vulnerabilities include:
§ developing or improving controls
§ using strategies for sustaining assets and services
§ updating training and awareness activities 
§ correcting practices and processes that result in exposures
§ developing lessons learned
 
Typical Work Products:
§ root-cause analysis reports
§ an updated vulnerability repository with analysis results
 
Criteria for “Yes” Response:
§ Underlying causes for vulnerabilities are identified and addressed for all assets that support the critical service.  
Criteria for “Incomplete” Response:
§ Underlying causes for vulnerabilities are identified and addressed for some assets.
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1.         Is there a documented plan for performing vulnerability management activities?         
2.         Is there a documented policy for vulnerability management?
         
3.         Have stakeholders for vulnerability management activities been identified and made aware of their roles?         
4.         Have vulnerability management standards and guidelines been identified and implemented?                           
1.         Is there management oversight of the performance of the vulnerability management activities?         
2.         Have qualified staff been assigned to perform vulnerability management activities as planned?         
3.         Is there adequate funding to perform vulnerability management activities as planned?           
4.         Are risks related to the performance of planned vulnerability management activities identified, analyzed, disposed of, monitored, and controlled?                           
1.         Are vulnerability management activities periodically reviewed and measured to ensure they are effective and producing intended results?           
2.         Are vulnerability management activities periodically reviewed to ensure they are adhering to the plan?         
3.         Is higher-level management aware of issues related to the performance of vulnerability management?                           
1.         Has the organization adopted a standard definition of vulnerability management activities from which operating units can derive practices that fit their unique operating circumstances?         
2.         Are improvements to vulnerability management activities documented and shared across the organization?         
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing vulnerability management activities exists. 
§ The plan defines vulnerability management within the organization and prescribes how vulnerability management activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ vulnerability management activities (source identification, vulnerability identification, prioritization, categorization, analysis, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing vulnerability management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent: To determine if a policy for performing vulnerability management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the vulnerability management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform vulnerability management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing the vulnerability management activities
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing vulnerability management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for vulnerability management activities have been identified and made aware of their roles.
 
Stakeholders of the vulnerability management process have the following responsibilities:
§ overseeing the vulnerability management process
§ resolving issues with the vulnerability management process
§ establishing vulnerability prioritization guidelines
§ assessing collected vulnerability data
§ providing feedback to those responsible for providing vulnerability data
§ reviewing and appraising the effectiveness of vulnerability management activities
 
Examples of stakeholders include:
§ critical service owners
§ management
§ owners of external entity relationships
§ vulnerability management program staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
§ acquisition and procurement staff
§ enterprise risk management staff
§ service continuity staff
 
Criteria for “Yes” Response:
§ All stakeholders for the vulnerability management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the vulnerability management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing vulnerability management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of vulnerability management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ prioritization and categorization guidelines
§ analysis and disposition
§ reporting
§ tool selection and use
§ collection of vulnerability data
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing vulnerability management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists. The intent of oversight is to ensure the direct day-to-day monitoring of the vulnerability management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the vulnerability management activities.
§ Oversight provides visibility into the vulnerability management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the vulnerability management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day vulnerability management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day vulnerability management activities. 
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform vulnerability management activities.
 
Examples of staff include personnel responsible for:
§ collecting, analyzing, and prioritizing vulnerability management requirements
§ developing vulnerability management analysis and resolution plans and programs
§ establishing an appropriate infrastructure for vulnerability data
§ the security and protection of vulnerability data.
§ manage external entities that have contractual obligations for vulnerability management analysis and resolution
Examples of skills needed include:
§ knowledge of tools, techniques, and methods used to identify, analyze, remediate, monitor, and communicate vulnerabilities
§ knowledge to ensure confidentiality, integrity, and availability of vulnerability data
§ knowledge necessary to interpret vulnerability data and represent it to appropriate stakeholders
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned vulnerability management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of vulnerability management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned vulnerability management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned vulnerability management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the vulnerability management activities. 
 
§ The intent is to determine risks that prevent the organization from performing vulnerability management activities (vulnerability management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the vulnerability management process include:
§ poorly defined vulnerability management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned vulnerability management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned vulnerability management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned vulnerability management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the vulnerability management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the vulnerability management process are needed to ensure that:
§ vulnerability management performance issues are identified and remediated
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to vulnerability management performance are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
§ new vulnerabilities are identified and prioritized
§ current sources of vulnerability data are in use
§ vulnerability mitigation activities are effective
 
Example metrics of the vulnerability management process may include:
§ number of reported vulnerabilities for which a vulnerability management strategy exists
§ number of vulnerabilities requiring a root-cause analysis
§ number of vulnerabilities referred to the risk management process
§ number of vulnerabilities where corrective action is still pending
 
Criteria for “Yes” Response:
§ All vulnerability management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the vulnerability management activities.
§ Or; review and measurement address some of the vulnerability management activities. 
§ Or; vulnerability management activities are reviewed but not measured.
Question Intent: To periodically determine if vulnerability management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the vulnerability management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing vulnerability management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All vulnerability management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review.  
§ Or; some vulnerability management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of vulnerability management is communicated to higher level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher level managers include those in the organization above the immediate level of management responsible for the vulnerability management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher-level managers typically includes:
§ status reviews of vulnerability management activities
§ issues identified in process and plan reviews
§ risks associated with vulnerability management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of vulnerability management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management. 
§ Or; communications address some issues. 
Question Intent: To determine if the organization has a standard process that defines vulnerability management activities.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in vulnerability management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of vulnerability management. 
Criteria for “Incomplete” Response:
§ A standard definition of vulnerability management is in development and partially documented.
Question Intent: To ensure that improvements to the vulnerability management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the vulnerability management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ reports on the effectiveness of controls in mitigating vulnerabilities
§ lessons learned from root-cause analysis
§ improvements based on risk identification and mitigation
§ changes in operating conditions, risk conditions, and the risk environment that impact vulnerability management
 
Criteria for “Yes” Response:
§ Improvements to vulnerability management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to vulnerability management processes are inconsistently documented. 
§ Or; not consistently shared across the organization.
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5         Incident Management
The purpose of Incident Management is to establish processes to identify and analyze events, detect incidents, and determine an organizational response.
Goal 1  - A process for identifying, analyzing, responding to, and learning from incidents is established.         
1.         Does the organization have a plan for managing incidents?[IMC:SG1.SP1]
2.         Is the incident management plan reviewed and updated? [IMC:SG1.SP1]         
3.         Are the roles and responsibilities in the plan included in job descriptions? [IMC:SG1.SP2]         
4.         Have staff been assigned to the roles and responsibilities detailed in the incident management plan? [IMC:SG1.SP2]                  
Goal 2  - A process for detecting, reporting, triaging, and analyzing events is established.         
1.         Are events detected and reported (to include cybersecurity events related to personnel activity, network activity, the physical environment, and information)? [IMC:SG2.SP1]
2.         Is event data logged in an incident knowledge base or similar mechanism? [IMC:SG2.SP2]         
3.         Are events categorized? [IMC:SG2.SP4]
         
4.         Are events analyzed to determine if they are related to other events? [IMC:SG2.SP4]         
5.         Are events prioritized? [IMC:SG2.SP4]
         
6.         Is the status of events tracked? [IMC:SG2.SP4]
         
7.         Are events managed to resolution? [IMC:SG2.SP4]
         
8.         Have requirements (rules, laws, regulations, policies, etc.) for identifying event evidence for forensic purposes been identified? [IMC:SG2.SP3]         
9.         Is there a process to ensure event evidence is handled as required by law or other obligations? [IMC:SG2.SP3]                   
Goal 3  - Incidents are declared and analyzed.
 
1.         Are incidents declared? [IMC:SG3.SP1]         
 
2.         Have criteria for the declaration of an incident been established? [IMC.SG3.SP1]         
3.         Are incidents analyzed to determine a response? [IMC:SG3.SP2]
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if the organization has a documented plan for managing incidents.
 
§ The organization's plan for managing incidents should address the identification, analysis, and response to an incident.
§ An event is one or more occurrences that affect organizational assets and have the potential to disrupt operations.
§ An incident significantly impacts the critical service and requires the organization to respond to prevent or limit impact to the critical service and the organization. 
§ An incident may result from an event or a series of events that requires a response that is beyond standard operating procedures for managing events.
 
The organization must plan for how it will:
§ identify events and incidents
§ analyze these events and incidents and determine an appropriate response
§ develop declaration criteria
§ respond to incidents
§ communicate incident information to stakeholders
§ staff the plan to meet plan objectives
§ structure the incident management staff (including roles and responsibilities) 
§ train staff to identify, analyze, and respond to incidents
 
Criteria for “Yes” Response:
§ There is a documented plan for managing incidents relevant to the critical service.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent: To determine if the incident management plan is reviewed and updated.
 
§ The incident management plan should be periodically (as defined by the organization) reviewed and updated.
§ The knowledge gained through managing incidents can be used by the organization to improve the plan.
 
Criteria for “Yes” Response:
§ The organization periodically (as defined by the organization) reviews and updates the incident management plan.
Criteria for “Incomplete” Response:
§ The organization has reviewed and updated the plan, but has not established a frequency for the review.
Question Intent: To determine if the roles and responsibilities defined in the incident management plan are included in job descriptions.
 
§ The organization should define the roles and responsibilities to achieve the plan's objectives.
§ Job descriptions are a means to ensure that incident management staff understand their roles and are aware of their responsibilities. 
§ Those roles and responsibilities should be included in the job description.
 
Criteria for “Yes” Response:
§ All defined roles and responsibilities in the incident management plan are included in job descriptions.
Criteria for “Incomplete” Response:
§ Some defined roles and responsibilities are included in job descriptions.
Question Intent: To determine if staff have been assigned to the roles and responsibilities detailed in the incident management plan.
 
§ The organization should establish a list of skilled staff and alternates to fill each role and responsibility defined in the incident management plan.
§ The organization should assign staff to each role and responsibility defined in the plan.
 
Examples of incident management skills include:
§ event detection and reporting
§ analyzing events and incidents
§ collecting and preserving evidence
 
Criteria for “Yes” Response:
§ Staff have been assigned to all defined roles and responsibilities in the incident management plan.
Criteria for “Incomplete” Response:
§ Staff have been assigned to some defined roles and responsibilities.
Question Intent: To determine if events are detected and reported.
 
§ An event is one or more occurrences that affect assets and has the potential to disrupt the critical service.
§ Events should be captured and analyzed to determine if the event will become (or has become) an incident that requires action. 
 
Examples of event detection and reporting include:
§ monitoring of the technical infrastructure, including information, network traffic, servers, control systems, etc.
§ service desk ticketing and reporting
§ monitoring of personnel
§ reporting from law enforcement or legal staff
§ observation of breakdowns in processes or productivity of assets
§ external notification from other entities such as US-CERT
§ results of audits or assessments
 
Criteria for “Yes” Response:
§ Events are detected and reported for all assets that support the critical service.
Criteria for “Incomplete” Response:
§ Events are detected and reported for some assets.
Question Intent: To determine if event data is logged in an incident knowledge base or similar mechanism.
 
§ Logging and tracking event data in an incident knowledge base or similar mechanism:
• facilitates event triage and analysis activities
• provides the ability to obtain a status and disposition of the event
 
An incident knowledge base should contain basic event (and incident) information such as:
§ a unique identifier
§ a brief description of the event
§ an event category (e.g., denial of service, virus intrusion, physical access violation)
§ the assets, services, and organizational units that are affected by the event 
§ a brief description of how the event was identified and reported, by whom, and other relevant details (e.g., application system, network segment, operating system)
§ the individuals or teams to whom the event (or incident) was assigned 
§ relevant dates
§ the actions taken and the resolution of the event
 
Criteria for “Yes” Response:
§ The organization logs all event data relevant to the critical service in an incident knowledge base or similar mechanism.
Criteria for “Incomplete” Response:
§ The organization logs relevant data on some events.
Question Intent: To determine if events are categorized.
 
§ Event categories can help the organization understand and communicate the severity and impact the event will have on the critical service.
§ Events may be categorized by:
• type (e.g., security, safety, unauthorized access, user issue, denial of service, virus intrusion, physical access violation) 
• severity (e.g., critical, high, medium, low) 
• other categorization labels (e.g., internal, external, physical, technical)
 
Criteria for “Yes” Response:
§ The organization categorizes all events relevant to the critical service.
Criteria for “Incomplete” Response:
§ The organization categorizes some events.
Question Intent: To determine if events are analyzed for their relationship to other events.
 
§ Analysis should be conducted to determine whether the event correlates to other events (correlation may indicate larger issues, problems, or incidents). 
 
Criteria for “Yes” Response:
§ The organization analyzes all events relevant to the critical service to determine if they are related to other events.
Criteria for “Incomplete” Response:
§ The organization analyzes some events.
Question Intent: To determine if events are prioritized.
 
§ Prioritization determines what order events should be addressed.
§ Events may be prioritized based on:
• the results of categorization (severity, type, etc.) and analysis
• experience with past events
• potential impact
 
Criteria for “Yes” Response:
§ The organization prioritizes all events relevant to the critical service.
Criteria for “Incomplete” Response:
§ The organization prioritizes some events.
Question Intent: To determine if the status of events are tracked.
 
§ The status of events should be checked regularly to ensure that they are moving through the organization's established incident management process. 
 
Possible status types for event reports include:
§ closed
§ referred for further analysis
§ referred to an organizational unit or line of business for disposition
§ declared as an incident
 
Criteria for “Yes” Response:
§ The organization tracks the status of all events relevant to the critical service.
Criteria for “Incomplete” Response:
§ The organization tracks the status of some events.
Question Intent: To determine if events are managed to resolution.
 
§ Periodically (as defined by the organization) review the incident knowledge base for events that have not been closed or for which there is no disposition. 
§ Events that have not been closed or that do not have a disposition should be reprioritized, analyzed, and tracked to resolution.
 
Criteria for “Yes” Response:
§ The organization manages to resolution, all events that are relevant to the critical service.
Criteria for “Incomplete” Response:
§ The organization manages some events to a resolution.
Question Intent: To determine if requirements for identifying event evidence for forensic purposes have been identified.
 
§ An event may become an organizational incident that has the potential to be a violation of local, state, or federal rules, laws, and regulations. For example:
• Securities and Exchange Commission regulatory requirements
• state privacy laws
• Food and Drug Administration regulatory requirements
• chain of custody requirements
§ This is often not known early in the investigation of an event, so the organization should ensure that all event evidence is handled properly.
 
Criteria for “Yes” Response:
§ The organization has identified and documented relevant requirements for identifying event evidence for forensic purposes.
Criteria for “Incomplete” Response:
§ Requirements for identifying event evidence are in development and partially documented.
Question Intent: To determine if the organization has implemented a process to ensure event evidence is handled as required by law or other obligations.
 
§ Based on applicable requirements (identified in IM:G2.Q8), the organization should develop a process using standards and guidelines for the collection, documentation, and preservation of event evidence.
§ Staff should be trained on the organizational process for proper identification and handling of evidence to ensure that the evidence is not altered and the integrity is maintained.
 
Criteria for “Yes” Response:
§ There is a documented process to ensure event evidence is handled as required by law or other obligations.
Criteria for “Incomplete” Response:
§ A process is in development and partially documented.
Question Intent: To determine if incidents are declared.
 
§ Incident declaration defines the point at which the organization has established that an incident has occurred, is occurring, or is imminent.
§ Incident declaration may occur based on a specific event or when multiple events are occurring.
 
Criteria for “Yes” Response:
§ The organization declares all incidents relevant to the critical service.
Criteria for “Incomplete” Response:
§ The organization declares some incidents. 
Question Intent: To determine if criteria for the declaration of incidents are established.
 
§ Declaration criteria guides the organization in determining when to declare an incident (particularly if incident declaration is not immediately apparent). 
 
Example incident declaration criteria:
§ Is the event isolated?
§ Predefined thresholds of impact.
§ Did past occurrences of the event result in an incident declaration?
§ Is the impact of the event imminent or immediate? 
§ Is the organization already suffering some effects from the event?
§ Is the life or safety of people at risk?
§ Is the integrity and operability of a facility at risk?
§ Is the integrity and operability of a high-value service or system at risk?
§ Does the event constitute fraud or theft?
§ Are there impacts, such as damage to the organization's reputation?
§ Is there a potential legal infraction?
 
Criteria for “Yes” Response:
§ The organization has a documented list of criteria for the declaration of incidents.
 
Criteria for “Incomplete” Response:
§ A documented list of criteria is in development and partially documented.
Question Intent: To determine if incidents are analyzed to determine a response.
 
§ Incident analysis should focus on properly defining the underlying problem, condition, or issue.
§ Incident analysis should help the organization prepare the most appropriate and timely response to the incident. 
§ Incident analysis should determine whether the incident has legal ramifications. 
 
Example incident analysis activities:
§ interviews with those who reported the underlying event(s) and were affected
§ interviews of specific knowledge experts
§ review of relevant logs and audit trails of network and physical activity
§ consultation of vulnerability and incident databases (US-CERT Vulnerability Notes Database / MITRE's Common Vulnerabilities and Exposures List)
§ consultation with law enforcement, legal, audit, product vendors, and emergency management
 
Typical work products:
§ incident analysis report
§ reports from analysis tools and techniques
§ updated incident knowledge base
 
Criteria for “Yes” Response:
§ The organization analyzes all incidents, relevant to the critical service, to determine a response.
Criteria for “Incomplete” Response:
§ The organization analyzes some incidents to determine a response.
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Goal 4  - A process for responding to and recovering from incidents is established.         
1.         Are incidents escalated to stakeholders for input and resolution? [IMC:SG4.SP1]
2.         Are responses to declared incidents developed and implemented according to pre-defined procedures? [IMC:SG4.SP2] 
 
3.         Are incident status and response communicated to affected parties (including public relations staff and external media outlets)? [IMC:SG4.SP3]
4.         Are incidents tracked to resolution? [IMC:SG4.SP4]
 
Goal 5  - Post-incident lessons learned are translated into improvement strategies.         
1.         Is analysis performed to determine the root causes of incidents? [IMC:SG5.SP1]         
2.         Is there a link between the incident management process and other related processes (problem management, risk management, change management, etc.)? [IMC:SG5.SP2]         
3.         Are lessons learned from incident management used to improve asset protection and service continuity strategies? [IMC:SG5.SP3]
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if incidents are escalated to stakeholders for input and resolution. 
 
§ Incidents that the organization has declared should be escalated to stakeholders who can implement, manage, and resolve the incident. 
§ Stakeholders can be internal to the organization (such as a standing incident response team or an incident-specific team) or external, in the form of contractors or other suppliers. 
 
Criteria for “Yes” Response: 
§ The organization escalates all incidents, relevant to the critical service, to the proper stakeholders for input and resolution.
Criteria for “Incomplete” Response:
§ The organization escalates some incidents to the proper stakeholders.
Question Intent: To determine if responses to declared incidents are developed and implemented according to pre-defined procedures.
 
§ The organization's response to an incident should be founded on pre-defined incident response procedures.
§ Pre-defined procedures describe the actions the organization takes to prevent or contain the impact of an incident.
§ Incident response may be as simple as notifying users to avoid opening a specific type of email message or as complicated as having to implement service continuity plans. 
 
The actions related to incident response can include:
§ containing damage (i.e., taking hardware or systems offline or by locking-down a facility)
§ collecting evidence (including logs and audit trails)
§ interviewing relevant staff
§ communicating to stakeholders
§ developing and implementing corrective actions and controls
§ implementing continuity and restoration plans or other emergency actions
 
Criteria for “Yes” Response:
§ The organization uses predefined procedures to develop and implement a response to all declared incidents.  
Criteria for “Incomplete” Response:
§ The organization used predefined procedures to develop and implement a response to some declared incidents
§ Or; pre-defined procedures for responding to declared incidents are in development and partially documented.
Question Intent: To determine if incident status and response are communicated to affected parties.
 
§ Incident status and response should be communicated in a controlled and regular manner to internal and external stakeholders.
§ Incident status and response should be managed throughout the incident lifecycle.
 
The incident communication process should include:
§ the stakeholders with whom communication about incidents are required
§ the level of communication appropriate to various stakeholders
§ special controls over communication (i.e., encryption or secured communications) that are appropriate for some stakeholders
§ the frequency and timing of communication
 
Examples of stakeholders that may need to be included in incident communication:
§ internal staff who have incident handling and management responsibilities
§ asset owners and service owners
§ information technology staff 
§ business continuity staff 
§ affected customers or suppliers
§ local, state, and federal emergency management staff
§ support functions such as legal, audit, and human resources
§ legal and law enforcement staff (including federal agencies), if the incident may have legal ramifications
§ external media outlets 
§ regulatory and governing agencies
§ local utilities (power, gas, telecommunications, water, etc.)
 
Criteria for “Yes” Response:
§ The organization communicates incident status and response to all affected parties.
Criteria for “Incomplete” Response:
§ The organization communicates incident status and response to some affected parties.
Question Intent: To determine if incidents are tracked to resolution.
 
§ The organization should have a process for the formal closure of incidents that results in formally logging a status of closed in the incident knowledge base.
§ The status of incidents in the incident knowledge base should be reviewed regularly to determine if open incidents should be closed or need additional action.
 
Typical work products:
§ criteria for incident closure
§ updated incident knowledge base
 
Criteria for “Yes” Response:
§ The organization tracks all incidents relevant to the critical service to resolution.
Criteria for “Incomplete” Response:
§ The organization tracks some incidents to resolution. 
Question Intent: To determine if analysis is performed to determine the root causes of incidents.
 
§ The organization should employ commonly available techniques to perform root cause analysis as a means of potentially preventing future incidents of a similar type and impact.
 
Criteria for “Yes” Response:
§ The organization analyzes all incidents relevant to the critical service to determine the root cause.
Criteria for “Incomplete” Response:
§ The organization analyzes some incidents to determine the root cause.
Question Intent: To determine if a link between the incident management process and other related processes is established.
 
§ Problem management is the process that an organization uses to identify recurring problems, examine root causes, and develop solutions for these problems to prevent future, similar incidents. 
§ Formal linkages to other processes (risk management, change and configuration management, vulnerability management, etc.) that may impact an incident should be established. 
§ Formal linkages strengthen the organization's overall ability to prevent incidents.
 
Criteria for “Yes” Response:
§ The organization has established a formal link between the incident management process and other related process areas.
Criteria for “Incomplete” Response:
§ The establishment of formal links is in development.
Question Intent: To determine if lessons learned from the incident management process are used to improve asset protection and service continuity strategies.
 
§ Lessons learned in incident management should help determine the validity and effectiveness of the organization's current strategies for protecting and sustaining assets.
§ Lessons learned should also provide valuable information for continuous improvement of the incident management process.
 
Examples of improvements to asset protection and service continuity strategies may include:
§ updated asset protection requirements
§ updated controls to protect assets and services from future incidents of a similar type and nature
§ updated policies to reflect lessons learned
§ updated training for employees regarding the incident
§ revised service continuity plans and strategies
§ revised incident criteria
§ standardized responses to common incidents
 
Criteria for “Yes” Response:
§ The organization uses lessons learned from all incidents, relevant to the critical service, to improve asset protection and service continuity strategies.
Criteria for “Incomplete” Response:
§ The organization uses lessons learned from some relevant incidents to improve asset protection and service continuity strategies.
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1.         Is there a documented plan for performing incident management activities?         
2.         Is there a documented policy for incident management?
         
3.         Have stakeholders for incident management activities been identified and made aware of their roles?         
4.         Have incident management standards and guidelines been identified and implemented?                           
1.         Is there management oversight of the performance of the incident management activities?         
2.         Have qualified staff been assigned to perform incident management activities as planned?         
3.         Is there adequate funding to perform incident management activities as planned?           
4.         Are risks related to the performance of planned incident management activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are incident management activities periodically reviewed and measured to ensure they are effective and producing intended results?           
2.         Are incident management activities periodically reviewed to ensure they are adhering to the plan?         
3.         Is higher-level management aware of issues related to the performance of incident management?                                    
1.         Has the organization adopted a standard definition of incident management activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to incident management activities documented and shared across the organization? 
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing incident management activities exists. 
 
§ The plan defines incident management within the organization and prescribes how incident management activities will be performed.
§ The plan may be a standalone document, embedded in a more comprehensive document, or distributed across multiple documents.
 
The plan typically includes:
§ incident management activities (event detection, incident declaration, incident analysis, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing incident management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented. 
Question Intent: To determine if a policy for performing incident management activities exists.
 
§ A policy is a written communication from the organization's senior management to its employees. 
§ It establishes the organizational expectations for planning and performing the incident management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform incident management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing incident management activities
§ post-incident review, problem resolution, and closure
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing incident management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for incident management activities have been identified and made aware of their roles.
 
Stakeholders of the incident management process have the following responsibilities:
§ overseeing the incident management process
§ making critical decisions during the incident management process
§ resolving issues with the incident management process
§ detecting events and incidents
§ planning for incident handling, management, and response
§ collecting, documenting, and preserving event and incident evidence
§ analyzing events and incidents
§ declaring incidents
 
Examples of stakeholders include:
§ critical service owners and staff
§ management
§ incident manages
§ incident owners
§ staff who serve key roles in incident communication activities, such as public relations
§ owners and custodians of assets that underpin the service
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
§ acquisition and procurement staff
§ service continuity staff
 
Criteria for “Yes” Response:
§ All stakeholders for the incident management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the incident management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing incident management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of incident management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ detecting, logging, reporting, and tracking events
§ collecting and preserving evidence
§ triaging events
§ analyzing events
§ declaring an incident from one or more events
§ responding to incidents, including escalation procedures
§ incident communication protocols
§ creating and maintaining the incident knowledge base
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing incident management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists. The intent of oversight is to ensure the direct day-to-day monitoring of the incident management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the incident management activities.
§ Oversight provides visibility into the incident management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the incident management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day incident management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day incident management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform incident management activities.
 
Examples of staff include personnel responsible for:
§ detecting, logging, analyzing, reporting, and tracking events
§ collecting and preserving evidence
§ declaring an incident from one or more events
§ managing incidents and making critical decisions
§ analyzing and responding to incidents, including escalation procedures
§ communicating incidents
§ performing post-incident reviews, resolving problems, and closing incidents
§ creating and maintaining the incident knowledge base
§ managing external entities that have contractual obligations for process activities
Examples of skills needed include:
§ event detection, reporting, and tracking, including service desk activities
§ documenting and logging event reports
§ collecting and preserving evidence
§ declaring incidents
§ incident analysis
§ escalating and communicating incidents
§ understanding and applying laws, rules, and regulations
§ performing root-cause analysis and post-incident review
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned incident management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of incident management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned incident management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned incident management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of incident management activities. 
 
§ The intent is to determine risks that prevent the organization from performing incident management activities (incident management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the incident management process include:
§ poorly defined incident management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned incident management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned incident management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned incident management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the incident management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the incident management process are needed to ensure that:
§ incident management performance issues are identified and remediated
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to incident management performance are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
§ events and incidents are identified, reported, and addressed in a timely manner
§ events and incidents are logged and closed
§ incidents are properly declared
§ post-incident reviews are performed to improve the process
 
Example metrics of the incident management process may include:
§ number of work products that don't meet standards
§ number of incidents that did not undergo post-incident review
§ number of open incident management process performance issues
§ percentage of incidents that are the result of exploited vulnerabilities with known solutions or patches
§ percentage of incidents that require escalation
§ number of events or incidents that have been logged but not closed
 
Criteria for “Yes” Response:
§ All incident management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the incident management activities.
§ Or; review and measurement address some of the incident management activities. 
§ Or; incident management activities are reviewed but not measured.
Question Intent: To periodically determine if incident management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the incident management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing incident management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All incident management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review.
§ Or; some incident management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of incident management is communicated to higher level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the incident management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher-level managers typically includes:
§ status reviews of incident management activities
§ issues identified in process and plan reviews
§ risks associated with incident management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of incident management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management. 
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines incident management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in incident management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow, including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of incident management. 
Criteria for “Incomplete” Response:
§ A standard definition of incident management is in development and partially documented.
Question Intent: To ensure that improvements to the incident management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the incident management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned in the post-incident review
§ improvements based on risk identification and mitigation
§ recommended updates to the incident management plan
 
Criteria for “Yes” Response:
§ Improvements to incident management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to incident management processes are inconsistently documented. 
§ Or; not consistently shared across the organization.
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Other Observations – Incident Management 
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6         Service Continuity Management
The purpose of Service Continuity Management is to ensure the continuity of essential operations of services and their associated assets if a disruption occurs as a result of an incident, disaster, or other disruptive event.
Goal 1  - Service continuity plans for high-value services are developed.
1.         Are service continuity plans developed and documented for assets required for delivery of the critical service? [SC:SG3.SP2]
People
Information
Technology
Facilities         
2.         Are service continuity plans developed using established standards, guidelines, and templates? [SC:SG3.SP2]         
3.         Are staff members assigned to execute specific service continuity plans? [SC:SG3.SP3]         
4.         Are key contacts identified in the service continuity plans? [SC:SG2.SP2]         
5.         Are service continuity plans stored in a controlled manner and available to all those who need to know? [SC:SG3.SP4]         
6.         Are availability requirements such as recovery time objectives and recovery point objectives established? [TM:SG5.SP1]
7.         Are mechanisms (e.g., failsafe, load balancing, hot swap capabilities) implemented to achieve resilience requirements in normal and adverse situations? [TM:SG5.SP1]                  
Goal 2  - Service continuity plans are reviewed to resolve conflicts between plans.         
1.         Are plans reviewed to identify and resolve conflicts? [SC:SG4.SP2]                  
Goal 3 - Service continuity plans are tested to ensure they meet their stated objectives.         
1.         Have standards for testing service continuity plans been implemented? [SC:SG5.SP1]         
2.         Has a schedule for testing service continuity plans been established? [SC:SG5.SP1]         
3.         Are service continuity plans tested? [SC:SG5.SP3]
 
4.         Are backup and storage procedures for high-value information assets tested? [KIM:SG6.SP1]         
5.         Are test results compared with test objectives to identify needed improvements to service continuity plans? [SC:SG5.SP4]         
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if service continuity plans are developed and documented for assets required for the delivery of the critical service.
 
§ A service continuity plan is a proactive plan of action an organization will take if a service disruption occurs.
§ Plans should be developed at the time of service development and implementation.
§ Plans should also be adjusted on an ongoing basis as new risks are encountered and the operational environment changes.
§ Service continuity plans may require one or more sub plans such as a recovery or restoration plan.
 
Typical work products include:
§ service continuity plan templates
§ service continuity plans (including a list of relevant stakeholders)
 
Criteria for “Yes” Response:
§ The organization has developed and documented service continuity plans for all assets required for the delivery of the critical service.
Criteria for “Incomplete” Response:
§ Service continuity plans have been developed and documented for some assets.
§ Or; service continuity plans are in development and partially documented.
Question Intent: To determine if service continuity plans for the critical service are developed using standards, guidelines, and templates.
 
§ Standards and guidelines ensure enterprise-wide consistency of service continuity plans.
§ Standards, guidelines, and templates can be derived by the organization from both internal and external sources.
 
Standards, guidelines, and templates may cover topics such as:
§ alternative resources and locations that would support the organization's high-value services
§ alternative activities that would have to be performed (technical or manual)
§ identification of:
• vital staff roles and responsibilities
• high-value technology, information, and facility assets necessary to support the plan
• relevant stakeholders of the plan and method of communicating with them 
§ documentation of:
• the recovery and restoration sequence for the critical service 
• security and access-related issues that are required to execute the plan 
• any special handling that is required of information or technology
• the service continuity test plan
• the service continuity training plan 
§ coordination activities with other internal staff and external entities
§ the levels of authority and access needed by responders to carry out the plan
 
Criteria for “Yes” Response:
§ The organization has developed each service continuity plan for the critical service using established standards, guidelines, and templates.
Criteria for “Incomplete” Response:
§ Some service continuity plans are developed using standards, guidelines, and templates.
Question Intent: To determine if staff members are assigned to execute specific service continuity plans.
 
§ The activities documented in the service continuity plan must be assigned to responsible and skilled individuals in the event that the plan must be executed.
§ These staff members may be internal or external (through outsourcing arrangements and service contracts) to the organization.
 
Typical work products include:
§ service continuity plan staff requirements
§ list of potential staff members
§ staff and task assignments (internal and external)
§ staff commitments to service continuity plans
 
Criteria for “Yes” Response:
§ The organization has assigned staff required for the execution of each service continuity plan established for the critical service.
Criteria for “Incomplete” Response:
§ The organization has assigned staff required for the execution of some plans.
Question Intent: To determine if key contacts are identified in service continuity plans.
 
§ The critical service may depend on assets both internal and external to the organization.
§ Services may also rely on external partnerships such as public agencies and infrastructure providers (public utilities, telecommunications, etc.).
§ Key contacts can therefore be internal or external to the organization.
 
Typical work products include:
§ list of public service providers on which the critical service is dependent
§ list of external entities, including business partners and vendors, that facilitate critical service delivery
§ list of key contacts (both internal and external)
 
Criteria for “Yes” Response:
§ The organization has identified key contacts in each service continuity plan established for the critical service.
Criteria for “Incomplete” Response:
§ The organization has identified key contacts in some of the service continuity plans.
§ Or; The organization has identified some key contacts in the service continuity plans.
Question Intent: To determine if service continuity plans are stored in a controlled manner and available to those who need to know.
 
§ The ability to execute service continuity plans during a disruption depends on their accessibility and integrity. 
§ The organization must take steps to ensure that the plans are:
• archived in a controlled manner
• up to date and available 
• secured and free from unapproved modification 
• readily retrievable, when necessary, by those who need access to them
 
Criteria for “Yes” Response:
§ The organization stores all service continuity plans for the critical service in a controlled manner, and the plans are available to all who need to know.
Criteria for “Incomplete” Response:
§ The organization stores all service continuity plans for the critical service in a controlled manner, and the plans are available to some who need to know.
§ Or; the organization stores some service continuity plans for the critical service in a controlled manner, and those plans are available to all who need to know.
Question Intent: To determine if availability requirements are established for service continuity plans.
 
§ Availability requirements must be met by an asset not only in day-to-day operations but also under diminished conditions brought on by a disruption or event.
§ Recovery time objectives establish the period of acceptable downtime or the maximum time allowed for the recovery of a critical service following a disruption.
§ Recovery point objectives establish the maximum amount of data that may be lost when service is restored after a disruption. The recovery point objective is typically expressed as a length of time. (e.g., a maximum of 4 hours' worth of data).
 
Criteria for “Yes” Response:
§ The organization has established and documented availability requirements for the critical service.
Criteria for “Incomplete” Response:
§ Availability requirements are in development and partially documented.
Question Intent: To determine if mechanisms are implemented to achieve resilience requirements in normal and adverse situations.
NIST SP 800-53 Rev. 4 CP-7, CP-8, CP-11, CP-13, PL-8, SA-14, SC-6, SI-17
NIST 800-160 "Systems Security Engineering: Considerations for a Multidisciplinary Approach in the Engineering of Trustworthy Secure Systems":
The organization must plan to sustain technology assets to ensure the continued operation of services.  Mechanisms implemented to achieve this practice can take many forms:
§ load balancing: a method that improves the distribution of workloads across multiple resources to optimize resource use, maximize throughput, minimize response time, and avoid overload of any single resource 
§ hot swap capabilities: the ability to replace or add components without stopping or shutting down the associated system
§ high availability implementations: a failover methodology to ensure availability during device or component interruptions
§ alternate telecommunications services 
§ alternate processing sites
§ fail-safe procedures:
· fail-safe: a design feature or practice that, in the event of a specific type of failure, inherently responds in a way that will cause no or minimal harm to system assets, property, or life
·Fail-safe procedures may include alerting operator personnel and providing specific instructions on subsequent steps to take (e.g., do nothing, reestablish system settings, shut down processes, restart the system, or contact designated organizational personnel).
 
Criteria for “Yes” Response:
·Mechanisms are implemented to achieve resilience requirements for normal and adverse situations, where appropriate, for all assets that support the critical service.
 
Criteria for “Incomplete” Response:
·Mechanisms are implemented to achieve resilience requirements for normal and adverse situations, where appropriate, for some assets.
Question Intent: To determine if plans are reviewed to identify and resolve conflicts.
 
§ Service continuity plans often overlap and rely on the same set of organizational resources. For example:
• An offsite facility that is named in more than one plan may not be able to satisfy requirements if multiple plans are executed simultaneously.
• Multiple service continuity plans, which may need to be executed simultaneously, often rely on the same people.
 
Possible actions:
§ Revise or rewrite conflicting plans.
§ Prioritize plans to account for assets that support multiple services.
§ Provide training for staff members who would be affected by plan conflicts.
 
Typical work products include:
§ list of plan conflicts
§ plan updates and remediation actions
 
Criteria for “Yes” Response:
§ The organization reviews all service continuity plans that support the critical service to identify and resolve conflicts.
Criteria for “Incomplete” Response:
§ The organization reviews some service continuity plans to identify and resolve conflicts.
Question Intent: To determine if standards for testing service continuity plans have been implemented.
 
§ Test standards help ensure service continuity plans are viable.
§ Testing should be conducted in a controlled environment.
§ Testing is often the only opportunity for an organization to know whether the plans meet their stated objectives.
§ The testing program and standards should be enforced to ensure consistency and the ability to interpret results at the organizational level.
 
Standards for service continuity testing can include:
§ types of tests (i.e., walkthroughs, tabletops, dependency testing, etc.)
§ required test components
§ testing frequency
§ quality assurance standards
§ involvement and commitment of plan stakeholders
§ reporting standards
§ measurement standards
§ test plan maintenance
 
Typical work products include:
§ plan test program
§ plan test standards
 
Criteria for “Yes” Response:
§ There are documented standards for testing service continuity plans.
Criteria for “Incomplete” Response:
§ Standards for testing service continuity plans are in development and partially documented.
Question Intent: To determine if a schedule for testing service continuity plans is established.
 
§ The service continuity test schedule should meet the requirements of the service.
 
Typical work products include:
§ plan test schedule
 
Criteria for “Yes” Response:
§ There is a documented schedule for testing all service continuity plans that support the critical service.
Criteria for “Incomplete” Response:
§ The schedule for testing service continuity plans is in development and partially documented.
Question Intent: To determine if service continuity plans are tested.
 
§ The tests should establish the viability, accuracy, and completeness of the plan.
§ The tests should also provide information about the organization's level of preparedness.
§ The tests are performed under conditions established by the organization, and the results of the test should be recorded and documented. 
 
Typical work products include:
§ documented test results
 
Criteria for “Yes” Response:
§ Each service continuity plan that supports the critical service is tested.
Criteria for “Incomplete” Response:
§ Some service continuity plans are tested.
Question Intent: To determine if backup and storage procedures for high-value information assets are tested.
 
§ Backup and storage of information assets should meet the requirements of the service.
§ Testing of backup and storage procedures is done to ensure those requirements are being met.
§ Periodic testing of the organization's backup and storage procedures ensures continued validity as operational conditions change.
 
Information asset backup and storage procedures typically include:
§ frequency standards
§ retention periods
§ authorized storage locations and methods
§ encryption and protection requirements
§ testing standards
§ periodic review and revision of backup and storage procedures
 
Criteria for “Yes” Response:
§ Backup and storage procedures are tested for all high-value information assets that support the critical service.
Criteria for “Incomplete” Response:
§ Backup and storage procedures are tested for some high-value information assets.
Question Intent: To determine if test results are compared to test objectives to identify improvements to service continuity plans.
 
§ The objective of service continuity plan testing is to ensure that plans work as intended.
§ Testing identifies required improvements to the service continuity plans as well as the associated test plans.
§ The evaluation of test results involves comparing the documented test results against the established test objectives. 
• Areas where objectives could not be met are recorded, and strategies are developed to review and revise the plans. 
• Improvements to the testing process and plans should also be identified, documented, and incorporated into future tests.
 
Improvement areas may include:
§ lack of sufficient resources
§ lack of appropriate resources
§ training gaps for plan staff and stakeholders
§ plan conflicts (if multiple plans are tested simultaneously)
§ required changes to infrastructure
 
Typical work products include:
§ documented test results
§ list of improvements to service continuity plans
§ list of improvements to service continuity test plans
 
Criteria for “Yes” Response:
§ Test results for each service continuity plan required for the delivery of the critical service are compared with test objectives to identify needed improvements.
Criteria for “Incomplete” Response:
§ Test results for some service continuity plans are compared with test objectives to identify needed improvements.
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Goal 4  - Service continuity plans are executed and reviewed. 
1.         Have conditions been identified that trigger the execution of the service continuity plan? [SC:SG6.SP1]
2.         Is execution of service continuity plans reviewed? [SC:SG6.SP2]
 
3.         Are improvements identified as a result of executing service continuity plans? [SC:SG7.SP2] 
 
 
 
1.         Is there a documented plan for performing service continuity activities?         
2.         Is there a documented policy for service continuity?
 
3.         Have stakeholders for service continuity activities been identified and made aware of their roles?
4.         Have service continuity standards and guidelines been identified and implemented?                  
1.         Is there management oversight of the performance of the service continuity activities?
2.         Have qualified staff been assigned to perform service continuity activities as planned?
3.         Is there adequate funding to perform service continuity activities as planned?  
4.         Are risks related to the performance of planned service continuity activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are service continuity activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are service continuity activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to the performance of service continuity?                  
1.         Has the organization adopted a standard definition of service continuity activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to service continuity documented and shared across the organization?
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if conditions have been identified that trigger the execution of the service continuity plan.
 
§ The organization must be able to determine when the plan must be executed and who is responsible for initiating action.
§ The organization should ensure that owners of service continuity plans understand the conditions for execution.
§ Plans may be executed for a variety of reasons, including:
• in response to a perceived or known threat
• as a result of an incident
• in response to a crisis
• cut-over from one application system to another
• moving office locations
• moving data centers
 
Typical work products include:
§ organizational conditions for executing service continuity plans
 
Criteria for “Yes” Response:
§ Conditions that trigger the execution of each service continuity plan that supports the critical service have been identified and documented.
Criteria for “Incomplete” Response:
§ Conditions that trigger the execution of some service continuity plans have been identified and documented.
Question Intent: To determine if the execution of service continuity plans is reviewed.
 
§ The review of executed service continuity plans identifies plan shortcomings and needed improvements.
§ Unforeseen circumstances that arise during the execution are documented and addressed. 
 
Criteria for “Yes” Response:
§ The execution of each service continuity plan that supports the critical service is reviewed.
§ Or; if service continuity plans have not been executed, reviews of executed plans are required as part of a standard process. 
Criteria for “Incomplete” Response:
§ The execution of some service continuity plans is reviewed.
Question Intent: To determine if improvements are identified as a result of executing service continuity plans.
 
§ As a result of the review of executed service continuity plans (SCM:G4.Q2), improvements are identified and documented.
 
Typical work products include:
§ list of improvements to service continuity plans
§ list of improvements to service continuity test plans
 
Criteria for “Yes” Response:
§ Improvements to each executed service continuity plan that supports the critical service are identified and documented.
§ Or; if service continuity plans have not been executed, the identification of improvements to executed plans is required as part of a standard process. 
Criteria for “Incomplete” Response:
§ Improvements to some executed service continuity plans are identified and documented.
Question Intent: To determine if a plan for performing service continuity management activities exists. 
 
§ The plan defines service continuity management within the organization and prescribes how service continuity management activities will be performed.
§ The plan may be a stand-alone document or may be comprised of multiple documents.
§ The plan for the service continuity process details how the organization will perform service continuity planning, including the development of service continuity plans.
• The plan for the service continuity process should not be confused with a specific service continuity plan.
• Service continuity plans are service-specific plans for sustaining services and associated assets.
 
The plan typically includes:
§ service continuity management activities (testing, executing, reviewing both tested and executed plans, identifying improvements, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing service continuity management activities.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing service continuity management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the service continuity management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform service continuity management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing the service continuity management activities
§ communication of plans to stakeholders
§ responsibility for testing plans on a regular basis
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
§ post-plan review and revision
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing service continuity management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for service continuity activities have been identified and made aware of their roles.
 
Stakeholders of the service continuity management process have the following responsibilities:
§ overseeing the service continuity management process
§ developing service continuity plans
§ coordinating service continuity activities
§ participating in the test and execution of service continuity plans
§ resolving issues with the service continuity management process
§ ensuring that service continuity plans reflect all external dependencies
§ reviewing and appraising the effectiveness of service continuity activities
 
Examples of stakeholders include:
§ critical service owners
§ management
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ regulatory and legal entities to which the organization is required to submit service continuity plans
§ internal and external auditors
§ service continuity staff
 
Criteria for “Yes” Response:
§ All stakeholders for the service continuity management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the service continuity management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing service continuity management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of service continuity management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ plan ownership
§ plan documentation
§ plan content
§ testing plans, including test objectives, reporting, and frequency
§ involvement of stakeholders, including from external dependencies
§ plan versioning, storage, archiving, and security
§ plan training
§ external entities
§ issue escalation and resolution procedures
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing service continuity management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists. The intent of oversight is to ensure the direct, day-to-day monitoring of the service continuity management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the service continuity management activities.
§ Oversight provides visibility into the service continuity management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the service continuity management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day service continuity management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day service continuity management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform service continuity management activities.
 
Examples of staff include personnel responsible for:
§ developing process standards and guidelines
§ developing service continuity plans
§ developing and conducting service continuity training
§ service continuity plan testing and validation
§ identifying internal and external dependencies
 
Examples of skills needed include:
§ knowledge necessary to elicit resilience requirements to be reflected in service continuity plans
§ knowledge unique to each service that is required to develop service-specific continuity plans
§ knowledge necessary to plan and conduct service continuity testing
§ knowledge of service continuity tools, techniques, and methods
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned service continuity management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of service continuity management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned service continuity management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned service continuity management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the service continuity management activities. 
 
§ The intent is to determine risks that prevent the organization from performing service continuity management activities (service continuity management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the service continuity management process include:
§ poorly defined service continuity management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned service continuity management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned service continuity management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned service continuity management activities are identified but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the service continuity management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the service continuity management process are needed to ensure that:
§ service continuity performance issues are identified and remediated
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to service continuity performance are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
§ test plans are tested as required
§ test results meet objectives
§ access to service continuity plans is limited to authorized staff
§ changes to service continuity plans are controlled
§ the effectiveness of service continuity plans is measured
 
Example metrics of the service continuity management process may include:
§ percentage of service continuity plans completed, tested, executed, and yet to be developed
§ percentage of plans that meet objectives (e.g., RTOs and RPOs)
§ percentage of plans that require changes to meet objectives
§ percentage of plans that have not been reviewed post-test or post-execution
§ percentage of staff who have not been trained
 
Criteria for “Yes” Response:
§ All service continuity management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the service continuity management activities.
§ Or; review and measurement address some of the service continuity management activities. 
§ Or; service continuity management activities are reviewed but not measured.
Question Intent: To periodically determine if service continuity management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the service continuity management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing service continuity management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All service continuity management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review.
§ Or; some service continuity management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of service continuity management is communicated to higher-level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the service continuity management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher-level managers typically includes:
§ reviews of status of service continuity management activities
§ issues identified in process and plan reviews
§ risks associated with service continuity management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of service continuity management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management. 
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines service continuity management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in service continuity management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow, including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of service continuity management. 
Criteria for “Incomplete” Response:
§ A standard definition of service continuity management is in development and partially documented.
Question Intent: To ensure that improvements to the service continuity management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the service continuity management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned from testing and executing service continuity plans 
§ improvements based on risk identification and mitigation
§ lessons learned from conflicts arising from resource contention between service continuity plans
 
Criteria for “Yes” Response:
§ Improvements to service continuity management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to service continuity management processes are inconsistently documented. 
§ Or; not consistently shared across the organization.
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Other Observations – Service Continuity Management 
7  Risk Management 
7         Risk Management
The purpose of Risk Management is to identify, analyze, and mitigate risks to critical service assets that could adversely affect the operation and delivery of services.
Goal 1  - A strategy for identifying, analyzing, and mitigating risks is developed.         
1.         Have sources of risk that can affect operations been identified? [RISK:SG1.SP1]         
2.         Have categories been established for risks? [RISK:SG1.SP1]
 
3.         Has a plan for managing operational risk been established? [RISK:SG1.SP2]         
4.         Is the plan for managing operational risk communicated to stakeholders? [RISK:SG1.SP2]                  
Goal 2  - Risk tolerances are identified, and the focus of risk management activities is established.
1.         Have impact areas been identified, such as reputation, financial health, and regulatory compliance? [RISK:SG2.SP2]
2.         Have impact areas been prioritized to determine their relative importance? [RISK:SG2.SP2]
3.         Have risk tolerance parameters been established for each impact area? [RISK:SG2.SP2]
4.         Are risk tolerance thresholds, which trigger action, defined for each category of risk? [RISK:SG2.SP1]         
Goal 3  - Risks are identified.
 
1.         Are operational risks that could affect delivery of the critical service identified? [RISK:SG3.SP2]         
Goal 4  - Risks are analyzed and assigned a disposition.
 
1.         Are risks analyzed to determine potential impact to the critical service? [RISK:SG4.SP1]
2.         Is a disposition (accept, transfer, mitigate, etc.) assigned to identified risks? [RISK:SG4.SP3]         
Goal 5  - Risks to assets and services are mitigated and controlled.
1.         Are plans developed for risks that the organization decides to mitigate? [RISK:SG5.SP1]
2.         Are identified risks tracked to closure? [RISK:SG5.SP2]
 
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if sources of risk that can affect operations have been identified.
 
§ Operational risk is defined as the potential impact on assets and the related services --the risk that results from operating services and assets on a day-to-day basis.
§ Operational risk sources are the fundamental areas of risk that can affect the critical service and associated assets.
§ Identifying risk sources or areas of risk helps the organization determine and categorize the types of operational risk that are most likely to affect day-to-day operations. 
 
Risk sources typically include:
§ poorly designed and executed business processes and services
§ inadvertent actions of people, such as accidental disclosures or modifications of information
§ intentional actions of people, such as insider threat and fraud 
§ failure of systems to perform as intended
§ failures of technology, such as the unanticipated results of the execution of software
§ external events and forces, such as natural disasters, failures of public infrastructure, and failures in the organization's supply chain
 
Criteria for “Yes” Response:
§ Sources of risk that can affect operation of the critical service have been identified and documented.
Criteria for “Incomplete” Response:
§ Sources of risk that can affect operation of the critical service are being identified and are partially documented.
Question Intent:  To determine if categories have been established for risks.
 
§ Risk categories provide a means for collecting and organizing risk for ease of analysis and mitigation.
§ Operational risk categories typically align with the sources of operational risk.
§ Risk categories can be as granular as necessary for the organization to effectively manage risk.
 
Examples of operational risk categories:
§ failed processes
• employee screening
• vendor management
§ actions of people
• malicious attack
• inadvertent disclosure 
§ systems and technology
• unsupported software
• hardware failure
§ external events
• natural disaster
• supply chain interruption 
 
Criteria for “Yes” Response:
§ Categories of risk that can affect the critical service have been established and documented.
Criteria for “Incomplete” Response:
§ Categories of risk that can affect the critical service are being established and are partially documented.
Question Intent:  To determine if a plan for managing operational risk has been established.
 
§ The plan provides a common foundation for the performance of operational risk management activities.
§ The operational risk management plan should be developed to facilitate the accumulation of operational risks as input to the organization's enterprise risk management program.
 
Typical items addressed in an operational risk management plan include:
§ the scope of operational risk management activities
§ the methods to be used for operational risk identification, analysis, mitigation, monitoring, etc.
§ identification of sources of operational risk
§ risk mitigation techniques to be used
§ identification and definition of risk metrics
§ frequency of risk monitoring and reassessment
 
Criteria for “Yes” Response:
§ There is a documented plan for managing operational risk.
Criteria for “Incomplete” Response:
 § A plan is in development and partially documented.
Question Intent:  To determine if the plan for managing operational risk is communicated to stakeholders.
 
§ Relevant stakeholders can be internal or external to the organization and are responsible for operational risk management activities.
 
Criteria for “Yes” Response:
§ The plan for managing operational risk is communicated to all stakeholders that support the critical service.
Criteria for “Incomplete” Response:
§ The plan for managing operational risk is communicated to some stakeholders.
Question Intent: To determine if impact areas have been identified, such as reputation, financial health, and regulatory compliance.
 
§ Organizational impact areas identify the categories where realized risk may have meaningful and disruptive consequences.
§ Impact areas reflect what is important to the organization and to the accomplishment of its mission.
§ Organizational impact areas help identify how realized risk may affect the organization. 
 
Examples of organizational impact areas:
§ reputation and customer confidence
§ revenue
§ staff productivity
§ safety and health of staff and customers
§ fines and legal penalties
§ compliance with regulations
 
 Criteria for “Yes” Response:
§ Impact areas have been identified and documented for the critical service.
Criteria for “Incomplete” Response:
§ Impact areas are being identified and are partially documented.
Question Intent: To determine if impact areas have been prioritized to determine their relative importance.
 
§ Prioritization allows the organization to determine the relative importance of impact areas for risk prioritization and mitigation.
 
 Criteria for “Yes” Response:
§ The organization has prioritized all impact areas (documented in G2.Q1) that affect the critical service.
Criteria for “Incomplete” Response:
§ The organization has prioritized some impact areas that affect the critical service.
Question Intent: To determine if risk tolerance parameters have been established for each impact area.
 
§ Risk parameters may differ for each impact area.
§ Risk parameters provide the organization a means for consistent measurement of risk across the organization.
§ Risk tolerance parameters describe the risk measurement criteria for each impact area. 
§ Risk measurement criteria include how impact is measured, how frequently it is measured, and what is to be measured.
§ Risk tolerance parameters can be qualitative (high, medium, low) or quantitative (based on levels of loss, fines, number of customers lost, etc.).
 
Criteria for “Yes” Response:
§ The organization has established risk tolerance parameters for each impact area defined for the critical service.
Criteria for “Incomplete” Response:
§ The organization has established risk tolerance parameters for some impact areas.
Question Intent:  To determine if risk tolerance thresholds, which trigger action, are defined for each category of risk.
 
§ Risk tolerance parameters describe the risk measurement criteria for each impact area. 
§ Risk tolerance thresholds are used by management to determine when a risk is in control or when it has exceeded acceptable limits.
§ Risk tolerance thresholds should be set for each category of risk that the organization establishes as a means for measuring and managing risk. For example:
• A risk tolerance threshold for a category of risk may be whenever more than 200 users are impacted.
• The risk tolerance threshold indicates when action needs to be taken to prevent operational disruption.
 
Criteria for “Yes” Response:
§ The organization has established a risk tolerance threshold for each category of risk defined for the critical service.
Criteria for “Incomplete” Response:
§ The organization has established a risk tolerance threshold for some categories of risk defined for the critical service.
Question Intent: To determine if operational risks that could affect delivery of the critical service are identified.
 
§ From the sources and categories of risk established in G1.Q1 and G1.Q2, specific risks that affect the delivery of the critical service should be identified.
§ The organization should determine the effect on the service that could result from the realization of risk at the asset level.
 
Typical Work Products:
§ List of operational risks by service
 
Criteria for “Yes” Response:
§ Operational risks that could affect delivery of the critical service are identified and documented.
Criteria for “Incomplete” Response:
§ Operational risks that could affect delivery of the critical service are being identified and are partially documented.
Question Intent: To determine if risks are analyzed to determine the potential impact to the critical service.
 
§ Each risk (identified in RM:G3.Q1) should be evaluated and assigned values in accordance with the defined risk parameters to determine impact to the critical service.
§ The organization should determine if the impact of the risk would exceed the risk tolerance thresholds.
 
Typical Work Products:
§ Business Impact Analysis
§ Updated operational risk statements to include the impact valuation. Risk statements may include:
• asset affected
• weakness or vulnerability
• means of exploitation
• likelihood (if known) 
• undesired outcomes or impacts 
• consequence to the organization
 
Criteria for “Yes” Response:
§ All identified risks to the critical service are analyzed to determine the potential impact.
Criteria for “Incomplete” Response:
§ Some identified risks to the critical service are analyzed to determine the potential impact.
Question Intent: To determine if a disposition is assigned to identified risks.
 
§ A disposition is a statement of how the organization intends to address the risk.
§ A risk disposition should be assigned to each operational risk. 
 
Risk dispositions typically include:
§ Avoid - altering operations to avoid the risk while still providing the service
§ Accept - acknowledging the risk without taking action
§ Monitor - deferring action until there is a need to address the risk
§ Transfer - assigning the risk to a willing and able entity
§ Mitigate or control - taking active steps to minimize the risk
 
Criteria for “Yes” Response:
§ A disposition is assigned to all identified risks that affect the critical service.
Criteria for “Incomplete” Response:
§ A disposition is assigned to some identified risks that affect the critical service.
Question Intent:  To determine if plans are developed for risks that the organization decides to mitigate.  
 
§ Risk mitigation plans should be developed when operational risk exceeds the organization's risk threshold and are determined to be unacceptable.
 
Risk mitigation plans may include actions to:
§ reduce the likelihood (probability) of the vulnerability or threat and resulting risk
§ minimize exposure to the vulnerability or threat from which the risk arises
§ develop service continuity plans that would keep an asset or service in production if affected by realized risk
§ develop recovery and restoration plans to address the consequences of realized risk
 
Criteria for “Yes” Response:
§ Risk mitigation plans are developed and documented for all risks that the organization decides to mitigate. 
Criteria for “Incomplete” Response:
§ Risk mitigation plans are in development and partially documented. 
Question Intent: To determine if identified risks are tracked to closure.
 
§ The disposition of risks must be tracked, periodically assessed, and revised as necessary. 
§ The organization should provide a method for tracking open risks to closure.
 
Criteria for “Yes” Response:
§ All identified risks are tracked to closure.
Criteria for “Incomplete” Response:
§ Some identified risks are tracked to closure.
7  Risk Management 
 
1.         Is there a documented plan for performing risk management activities?
2.         Is there a documented policy for risk management?
 
3.         Have stakeholders for risk management activities been identified and made aware of their roles?
4.         Have risk management activities standards and guidelines been identified and implemented?                  
1.         Is there management oversight of the performance of the risk management activities?
2.         Have qualified staff been assigned to perform risk management activities as planned?
3.         Is there adequate funding to perform risk management activities as planned?  
4.         Are risks related to the performance of planned risk management activities identified, analyzed, disposed of, monitored, and controlled?                    
1.         Are risk management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are risk management activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to the performance of risk management?                  
1.         Has the organization adopted a standard definition of risk management activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to risk management documented and shared across the organization?
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing risk management exists. 
 
§ The plan defines risk management within the organization and prescribes how risk management activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ risk management activities (risk identification, risk analysis, and risk mitigation)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing risk management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent: To determine if a policy for performing risk management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the risk management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform risk management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing the risk environment
§ measuring adherence to policy, when exceptions are granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing risk management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for risk management activities have been identified and made aware of their roles.
 
Stakeholders of the risk management process have the following responsibilities:
§ identifying risk
§ analyzing risk
§ developing and implementing risk mitigation plans
§ reviewing the effectiveness of the risk management process
§ managing the risk resulting from unresolved problems (gaps in processes, insufficient staffing or funding, etc.)
 
Examples of stakeholders include:
§ critical service owners
§ management
§ owners and custodians of assets that underpin the service
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
 
Criteria for “Yes” Response:
§ All stakeholders for the risk management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the risk management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing risk management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of risk management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ identifying risk sources and categories of risk
§ defining risk parameters (such as risk tolerance thresholds) and risk measurement criteria
§ assigning risk priorities based on risk analysis
§ assigning risk dispositions
§ developing risk mitigation plans
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing risk management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists. The intent of oversight is to ensure the direct day-to-day monitoring of risk management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of risk management activities.
§ Oversight provides visibility into risk management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
 
Examples of Corrective Actions:
§ taking actions to repair defective work products (risk statements, risk disposition, risk mitigation plans, documentation)
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in risk management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day risk management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day risk management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ “Qualified” means that staff are appropriately skilled to perform risk management activities.
 
Examples of staff include personnel responsible for:
§ identifying operational risk sources and categories
§ assessing operational risks
§ business impact analysis
§ developing risk mitigation plans
§ monitoring and tracking risk to closure
 
Examples of skills needed include:
§ proficiency with tools, techniques, and methods used to identify, analyze, mitigate, and monitor operational risk
§ knowledge necessary to develop, implement, and monitor risk mitigation plans
§ strong communication skills for conveying the operational risk and mitigation plans to higher level managers
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned risk management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of risk management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned risk management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities, including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned risk management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of risk management activities. 
 
§ The intent is to determine risks that prevent the organization from performing risk management activities (risk management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the risk management process include:
§ poorly defined risk management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned risk management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned risk management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or risks to the performance of planned risk management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the risk management activities (process) remain effective and produce the intended results by conducting periodic reviews and measurement activities. 
 
Periodic (as defined by the organization) reviews of the risk management process are needed to ensure that:
§ the performance of risk management process activities is being monitored and regularly reported
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ actions requiring management involvement are elevated in a timely manner
 
Example metrics of the risk management process may include:
§ percentage of identified assets and services for which some form of risk assessment has been performed and documented
§ percentage of identified assets and services for which the impact or cost of compromise has been quantified
§ percentage of identified risks that have not been tracked to closure
§ percentage of identified risks that do not have a defined risk disposition
 
Criteria for “Yes” Response:
§ All risk management activities are periodically (as defined by the organization) reviewed and measured and the results are evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of risk management activities.
§ Or; review and measurement addresses some of the risk management activities.
§ Or; risk management activities are reviewed but not measured.
Question Intent: To periodically determine if risk management activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the risk management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing risk management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All risk management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some risk management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of risk management is communicated to higher-level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the risk management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher level managers typically includes:
§ status reviews of risk management activities
§ issues identified in process and plan reviews
§ risks associated with risk management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of risk management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management.
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines risk management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in risk management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow, including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of risk management. 
Criteria for “Incomplete” Response:
§ A standard definition of risk management is in development and partially documented.
Question Intent: To ensure that improvements to the risk management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the risk management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned from both successfully and unsuccessfully mitigating identified risks
§ issues with the risk identification, analysis, prioritization, assessment, mitigation, and monitoring processes
 
Criteria for “Yes” Response:
§ Improvements to risk management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to risk management processes are inconsistently documented.
§ Or; not consistently shared across the organization.
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8         External Dependencies Management
The purpose of External Dependencies Management is to establish processes to manage an appropriate level of controls to ensure the sustainment and protection of services and assets that are dependent on the actions of external entities.
Goal 1  - External dependencies are identified and prioritized to ensure sustained operation of high-value services.         
1.         Are dependencies on external relationships that are critical to the service identified? [EXD:SG1.SP1]
2.         Has a process been established for creating and maintaining a list of external dependencies? [EXD:SG1.SP1]
3.         Are external dependencies prioritized? [EXD:SG1.SP2]
         
Goal 2  - Risks due to external dependencies are identified and managed.
1.         Are risks due to external dependencies identified and managed?[EXD:SG2.SP1]         
Goal 3  - Relationships with external entities are formally established and maintained.
1.         Have resilience requirements of the critical service been established that apply specifically to each external dependency? [EXD:SG3.SP2]
2.         Are these requirements reviewed and updated? [EXD:SG3.SP2]
 
3.         Is the ability of external entities to meet resilience requirements of the critical service considered in the selection process? [EXD:SG3.SP3]
4.         Are resilience requirements included in formal agreements with external entities? [EXD:SG3.SP4]         
Goal 4  - Performance of external entities is managed.
         
1.         Is the performance of external entities monitored against resilience requirements? [EXD:SG4.SP1] 
2.         Has responsibility been assigned for monitoring external entity performance (as related to resilience requirements)? [EXD:SG4.SP1]
3.         Are corrective actions taken as necessary to address issues with external entity performance (as related to resilience requirements)? [EXD:SG4.SP2]
4.         Are corrective actions evaluated to ensure issues are remedied? [EXD:SG4.SP2]
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent: To determine if external dependencies that are critical to the service are identified. 
 
§ An external dependency exists when an external entity (contractor, customer, service provider, etc.)
• has access to 
• control of 
• ownership in
• possession of 
• responsibility for
•         or other defined obligations related to the critical service or its associated assets
 
Examples of services provided to an organization from external entities can include:
§ outsourced activities that support operation or maintenance of the critical service
§ security operations, IT service delivery and operations management, or services that directly affect resilience processes
§ backup and recovery of data, provision of backup facilities for operations and processing, and provision of support technology, or similar resilience-specific services
§ infrastructure providers such as power and dark fiber 
§ telecommunications (telephony and data)
§ public services such as fire and police support, emergency medical services, and emergency management services
§ technology and information assets, such as application software and databases
 
Typical work products include:
§ list of external dependencies and entities
 
Criteria for “Yes” Response:
§ The organization has documented all external dependencies that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has documented some of the external dependencies.
Question Intent: To determine if a process for creating and maintaining the list of external dependencies exists.
 
§ The organization's external dependencies will change over time as a result of changes to relationships with suppliers and customers, changes in services, the lifecycle of assets, etc. 
§ Once the list of external dependencies is established, it is important that it be maintained. 
§ A process for updating the list on a regular basis should be established.
 
Typical work products include:
§ documented process for creating and maintaining the list of external dependencies
 
Criteria for “Yes” Response:
§ The organization has established a process for creating and maintaining the list of external dependencies that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has a process in development and partially documented.
Question Intent: To determine if external dependencies are prioritized. The intent of prioritization is to ensure that the organization properly directs its resources to the external dependencies that most directly impact the critical service.
 
Prioritization criteria may include dependencies that:
§ directly affect the operation and delivery of the critical service
§ support, maintain, or have custodial care of critical service assets
§ support the continuity of operations of the critical service
§ have access to highly sensitive or classified information 
§ support more than one critical service
§ supply assets that support the operation of a critical service
§ impact the recovery time objective of the critical service
 
Typical work products include:
§ criteria for prioritizing external dependencies
§ prioritized list of external dependencies
 
Criteria for “Yes” Response:
§ The organization has a prioritized list of all external dependencies that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has prioritized some external dependencies.
Question Intent: To determine if risks due to external dependencies are identified and managed. The intent of managing risk is to ensure the continuous operation of the critical service.
 
§ The identification of risks due to external dependencies forms a baseline from which a continuous risk management process can be established and managed.
 
Examples of risk include:
§ financial conditions
§ availability of external staff
§ reliance on subcontractors
§ risks to assets owned or operated by external entities
§ scalability of the external entity to meet capacity requirements
§ ability to support the continuity of operations of the critical service
 
Typical work products include:
§ external dependency risk statements, with impact valuation
§ list of external dependency risks, with categorization and prioritization
§ vendor management process to identify and evaluate risk
 
Criteria for “Yes” Response:
§ The organization has identified risks associated with all external dependencies that support the critical service.
§ And; risks are managed (impacts identified, analyzed, and the disposition of risk has been assigned).
Criteria for “Incomplete” Response:
§ The organization has identified and managed risks associated with some of the external dependencies.
Question Intent: To determine if resilience requirements for each external dependency have been established.
 
§ For each external dependency, the organization should establish a detailed set of resilience (protection and sustainment) requirements that the external entity must meet to support the critical service.
 
When developing protection and sustainment requirements for external dependencies, the organization should:
§ consider the external entity's impact on the operation of the critical service
§ consider the external entity's impact on the sustainability and recovery of the critical service
§ consider regulatory obligations
§ consult internal and external stakeholders responsible for the associated assets and services
§ consider other critical services that rely upon the same external dependency
§ include enterprise-level requirements
 
Typical work products include:
§ documented resilience requirements of the critical service:
• Availability 
• Security
• Integrity
• RPO/RTO
• Backup Requirements
 
Criteria for “Yes” Response:
§ The organization has established resilience requirements that apply to each external entity that supports the critical service.
Criteria for “Incomplete” Response:
§ The organization has established resilience requirements that apply to some of the external entities.
Question Intent: To determine if the organization, reviews and updates resilience requirements.
 
§ Typically this would be done periodically (as defined by the organization).
§ This can also be done as conditions warrant.  Example conditions:
• Change in external entity relationship.
• Change in the critical service operating environment that may affect the resilience requirements.
 
Criteria for “Yes” Response:
§ The organization reviews and updates the resilience requirements for all external entities that support the critical service.
Criteria for “Incomplete” Response:
§ The organization reviews and updates the resilience requirements for some external entities.
Question Intent: To determine if the ability of an external entity to meet resilience requirements is considered in the selection process.
 
§ The selection process and criteria should be designed to ensure that the selected entity can fully meet the organization's established requirements. 
 
Typical work products include:
§ requests for proposals or other types of solicitation documents that include resilience requirements
§ external entity selection criteria
§ evaluation of each external entity proposal against the selection criteria
 
Criteria for “Yes” Response:
§ The ability to meet resilience requirements is considered when selecting all external entities that will support the critical service.
Criteria for “Incomplete” Response:
§ The ability to meet resilience requirements is considered when selecting some external entities.
Question Intent: To determine if resilience requirements are reflected in agreements with external entities.
§ Protection and sustainment requirements included in agreements will form the basis for monitoring the performance of the external entity. 
 
Types of agreements may include:
§ contracts
§ service level agreements
§ memoranda of agreement
§ purchase orders
§ licensing agreements 
 
The agreement should: 
§ be enforceable by the organization 
§ include detailed and complete requirements that must be met by the external entity
§ include required performance standards and/or work products
§ be updated to reflect changes in requirements over the life of the relationship
 
Example resilience requirements can include:
§ performance standards
§ security, confidentiality, and privacy requirements
§ disclosure obligations for security breaches
§ business resumption and contingency plans
§ staff performance or pre-screening
§ controls 
§ regulatory, legal, and compliance obligations
 
Typical work products include:
§ agreements with external entities
§ service level agreements
§ requirements traceability matrix
§ resilience requirements specification
 
Criteria for “Yes” Response:
§ The organization includes resilience requirements in agreements with all external entities that support the critical service.
Criteria for “Incomplete” Response:
§ The organization includes resilience requirements in agreements with some external entities.
Question Intent: To determine if the performance of external entities is monitored against the requirements of the critical service.
 
§ Typically performance would be reviewed periodically (as defined by the organization).
§ Performance reviews can also be done as conditions warrant.  Example conditions:
• Sudden change in external entity performance.
• Change in the expected quality of work products.
§ Protection and sustainment requirements included in agreements should be used as the basis for monitoring the performance of the external entity.
§ This includes all services provided in support of the critical service for which the external entity is responsible. 
§ Any deviations from established agreements must be analyzed to understand the potential impact on the organization.
 
Criteria for “Yes” Response:
§ The organization monitors the performance of all external entities that support the critical service.
Criteria for “Incomplete” Response:
§ The organization monitors the performance of some external entities.
Question Intent: To determine if responsibility for monitoring external entities is assigned. 
 
§ Assigning responsibility ensures that monitoring is performed on a timely and consistent basis.
§ The organization should assign responsibility for monitoring each entity.
§ Responsibility is typically assigned to the owner of the relationship.
§ The responsible staff should establish procedures that determine the frequency, protocol, and responsibility for monitoring a particular external entity. 
§ These procedures should be consistent with the terms of the agreement with the external entity. 
 
Criteria for “Yes” Response:
§ The responsibility for monitoring the performance of each external entity that supports the critical service has been assigned.
Criteria for “Incomplete” Response:
§ The responsibility for monitoring the performance of some external entities has been assigned.
Question Intent: To determine if corrective actions are taken to address issues with the performance of external entities (as related to resilience requirements). The intent of any corrective action is to minimize disruption to the critical service. 
 
§ The range of corrective actions should be established in the agreement with the external entity.
 
Typical work products include:
§ corrective action reports or documentation
§ correspondence with an external entity documenting corrective actions
 
Criteria for “Yes” Response:
§ The organization has taken corrective actions to address performance issues for all external entities that support the critical service.
Criteria for “Incomplete” Response:
§ The organization has taken corrective actions to address performance issues for some external entities.
Question Intent: To evaluate if the issues with external entity performance have been remedied by the corrective actions.
 
Criteria for “Yes” Response:
§ The organization has evaluated corrective actions that address performance issues for all external entities supporting the critical service.
Criteria for “Incomplete” Response:
§ The organization has evaluated corrective actions that address performance issues for some external entities.
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Goal 5  - Dependencies on public services and infrastructure service providers are identified.
1.         Are public services on which the critical service depends (fire response and rescue services, law enforcement, etc.) identified? [EC:SG4.SP3]
2.         Are infrastructure providers on which the critical service depends (telecommunications and telephone services, energy sources, etc.) identified? [EC:SG4.SP4] 
 
 
 
1.         Is there a documented plan for performing external dependency management activities?
2.         Is there a documented policy for external dependency management?
3.         Have stakeholders for external dependency management activities been identified and made aware of their roles?
4.         Have external dependency management activities standards and guidelines been identified and implemented?                           
1.         Is there management oversight of the performance of the external dependency management activities?
2.         Have qualified staff been assigned to perform external dependency management activities as planned?
3.         Is there adequate funding to perform external dependency management activities as planned?  
4.         Are risks related to the performance of planned external dependency management activities identified, analyzed, disposed of, monitored, and controlled?                             
1.         Are external dependency management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are external dependency management activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to external dependency management?                           
1.         Has the organization adopted a standard definition of the external dependency management activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to external dependency management documented and shared across the organization?
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if public services that the critical service depends on are identified.
 
§ Public services may be vital to a facility's continued operation during a disruption.
§ Thorough consideration of these services must be given for service continuity planning.
§ Public services generally include services that are specific to the geographical region of the facility.
 
Public services include:
§ fire response and rescue services
§ local and federal law enforcement (police, National Guard, FBI, etc.)
§ emergency management services, including paramedics and first responders
§ other services, such as hazardous material control
 
Typical work products include:
§ results of business impact analysis (documenting public service dependencies for facilities) 
§ list of public service providers on which facilities are dependent
§ key contact list  
§ updated service continuity plans
 
Criteria for “Yes” Response:
§ The organization has identified and documented all public services on which the critical service depends.
Criteria for “Incomplete” Response:
§ Some public services are identified.
Question Intent: To determine if infrastructure providers that the critical service depends on are identified.
 
§ Critical services may be dependent on infrastructure providers to remain viable.
§ The organization must be prepared to address the loss of these providers, which can affect the resilience of the critical service.
§ The organization may need to consider the resilience of the providers when developing service continuity plans.
 
These infrastructure services include: 
§ telecommunications and telephone services
§ data and network service providers
§ electricity, natural gas, and other energy sources
§ water and sewer services
§ fuel providers for emergency power
 
Typical work products include:
§ results of business impact analysis (documenting  infrastructure dependencies for the critical service) 
§ list of infrastructure providers on which the critical service depends
§ key contact list  
§ updated service continuity plans
 
Criteria for “Yes” Response:
§ The organization has identified and documented all infrastructure providers on which the critical service depends.
Criteria for “Incomplete” Response:
§ Some infrastructure providers are identified.
Question Intent: To determine if a plan for performing external dependency management activities exists. 
 
§ The plan defines external dependency management within the organization and prescribes how external dependency management activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
§ A vendor management or contract management program and plan may suffice if it encompasses planning elements similar to those listed below.
 
The plan typically includes:
§ external dependency management activities (external dependency identification, prioritization, performance management, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing external dependency management.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing external dependency management activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the external dependency management process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform external dependency management activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing the external dependency management activities
§ requesting, approving, providing, and terminating access for external entities
§ requesting, approving, providing, and terminating agreements with external entities
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing external dependency management.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for external dependency activities have been identified and made aware of their roles. 
 
Stakeholders of the external dependency management process have the following responsibilities:
§ overseeing the external dependency management process
§ resolving issues with the external dependency management process
§ planning for evaluating, selecting, and managing relationships with external entities
§ creating and maintaining a prioritized inventory of all external dependencies
§ monitoring the performance of external entities
§ ensuring that service continuity plans reflect all external dependencies
§ managing the operational risk that arises from external dependencies
 
Examples of stakeholders include:
§ critical service owners
§ management
§ owners of external entity relationships
§ external dependency management program staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
§ acquisition and procurement staff
§ service continuity staff
 
Criteria for “Yes” Response:
§ All stakeholders for the external dependency management activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the external dependency management activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing external dependency management activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of external dependency management activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ identifying and prioritizing external dependencies
§ associating external dependencies with services and assets
§ managing operational risks resulting from external entities
§ evaluating and selecting external entities
§ standards of performance and service levels
§ periodically monitoring the performance of external entities
§ establishing service continuity plans and procedures for external entities
§ terminating relationships with entities
§ issue escalation and dispute resolution procedures
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing external dependency management activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent: To determine if management oversight exists.  The intent of oversight is to ensure the direct day-to-day monitoring of the external dependency management activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the external dependency management activities.
§ Oversight provides visibility into the external dependency management activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing or spot checks.
 
Examples of corrective actions:
§ taking actions to repair defective work products or services
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the external dependency management activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day external dependency management activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day external dependency management activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform external dependency management activities.
 
Examples of staff include personnel responsible for:
§ preparing request for proposals (RFPs), including applicable service level agreements (SLAs)
§ evaluating proposals and selecting external entities
§ establishing formal agreements with external entities
§ inspecting deliverables
§ monitoring the performance of external entities
§ service continuity as it involves external dependencies
Examples of skills needed include:
§ identifying and prioritizing external dependencies
§ elicitation of resilience specifications to be reflected in RFPs and agreements
§ evaluating and selecting external entities
§ managing relationships with external entities
§ negotiating agreements with external entities
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned external dependency management activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of external dependency management activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities.
 
Considerations for funding planned external dependency management activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned external dependency management activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the external dependency management activities. 
 
§ The intent is to determine risks that prevent the organization from performing external dependency management activities (external dependency management process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the external dependency management process include:
§ poorly defined external dependency management processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned external dependency management activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned external dependency management activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned external dependency management activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the external dependency management activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the external dependency management process are needed to ensure that:
§ external dependency performance issues are identified and remediated
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to external dependency performance are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
§ new external dependencies are included and prioritized
§ agreements with external entities include stated resilience requirements
§ the mapping of external dependencies to services and assets is accurate and current
 
Example metrics of the external dependency management process may include:
§ number of performance issues resulting from external entity monitoring
§ percentage of external entities whose deliverables do not meet expectations
§ number of external dependency risks where corrective action is still pending
§ level of adherence to external dependency related policies
 
Criteria for “Yes” Response:
§ All external dependency management activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the external dependency management activities.
§ Or; review and measurement address some of the external dependency management activities. 
§ Or; external dependency management activities are reviewed but not measured.
Question Intent: To periodically determine if external dependency management activities are being performed as planned. 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the external dependency management plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing external dependency management activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All external dependency management activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review.  
§ Or; some external dependency management activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of external dependency management is communicated to higher-level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher-level managers include those in the organization above the immediate level of management responsible for the external dependency management process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher-level managers typically includes:
§ status reviews of external dependency management activities
§ issues identified in process and plan reviews
§ risks associated with external dependency management activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of external dependency management through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management. 
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines external dependency management.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in external dependency management activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of external dependency management. 
Criteria for “Incomplete” Response:
§ A standard definition of external dependency management is in development and partially documented.
Question Intent: To ensure that improvements to the external dependency management process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the external dependency management process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ lessons learned in post-event review of external entity incidents and disruptions in continuity
§ lessons learned in managing an external entity
§ improvements based on risk identification and mitigation
§ improvements based on executed or tested service continuity plans that rely on external entities
 
Criteria for “Yes” Response:
§ Improvements to external dependency management processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to external dependency management processes are inconsistently documented. 
§ Or; not consistently shared across the organization.
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Other Observations – External Dependencies Management 
9  Training and Awareness 
9         Training and Awareness
The purpose of Training and Awareness is to develop skills and promote awareness for people with roles that support the critical service.  
Goal 1  - Cybersecurity awareness and training programs are established.
1.         Have cybersecurity awareness needs been identified for the critical service? [OTA:SG1.SP1]
2.         Have required skills been identified for specific roles (administrators, technicians, etc.) for the critical service? [HRM:SG1.SP1]
3.         Are skill gaps present in personnel responsible for cybersecurity identified? [OTA:SG3.SP1]
4.         Have training needs been identified? [OTA:SG3.SP1]
         
Goal 2  - Awareness and training activities are conducted.
 
1.         Are cybersecurity awareness activities for the critical service conducted? [OTA:SG2.SP1]
2.         Are cybersecurity training activities for the critical service conducted? [OTA:SG4.SP1]
3.         Is the effectiveness of the awareness and training programs evaluated? [OTA:SG2.SP3], [OTA:SG4.SP3]
4.         Are awareness and training activities revised as needed? [OTA:SG1.SP3], [OTA:SG3.SP3]
5.         Have privileged users been trained in their specific roles and responsibilities in support of the critical service? [OTA:SG4.SP1]
6.         Have senior executives been trained in their specific roles and responsibilities in support of the critical service? [OTA:SG4.SP1]
7.         Have physical and information security personnel been trained in their specific roles and responsibilities in support of the critical service? [OTA:SG4.SP1]
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent:  To determine if cyber security awareness needs have been identified for the critical service.  
 
§ Awareness differs from skill based training; it focuses on making staff more cognizant of their cyber security responsibilities.
§ To establish an effective awareness program, an organization must identify awareness needs and establish a plan and capability to meet those needs. 
§ Awareness activities focus on staff members developing an understanding of issues, concerns, policies, plans, and practices related to the resilience of the critical service.
 
Awareness sources for the critical service may include:
§ resilience requirements (protection and sustainment requirements for assets and services)
§ organizational policies
§ vulnerabilities being actively managed
§ laws and regulations (confidentiality and privacy regulations, other federal, state, and local laws that restrict disclosure of information or modification of information)
§ service continuity and communication plans
§ event reporting procedures
 
Criteria for “Yes” Response:
§ The organization has identified all of the cyber security awareness needs for the critical service.
Criteria for “Incomplete” Response:
· The organization has identified some of the cyber security awareness needs. 
Question Intent:  To determine if the required skills necessary to fulfill specific roles that support the critical service have been identified.
 
§ In order to determine what skills the organization must possess to meet its cyber security needs, baseline competencies must be established for the critical service.
§ Baseline competencies represent the staffing and skill set needs, not what it currently has in terms of staff and skills.
§ By determining the required skills, the appropriate target for a sufficient level of staffing and skills is established.
 
Sources of baseline competencies may include:
§ role (security administrator, network administrator, CIO, etc.)
§ position (CIO, senior security analyst, network engineer, etc.)
§ organizational processes such as vulnerability management, incident management, service continuity management, etc.
§ skills (Java programming, Oracle DBA, etc.)
§ certifications (CISSP, MSCE, etc.)
§ aptitudes and job requirements (able to work long hours, travel, or be on call)
 
Criteria for “Yes” Response:
§ The organization has identified all required skills for the specific roles needed to support the critical service.  
Criteria for “Incomplete” Response:
· The organization has identified some required skills for the specific roles.
Question Intent:  To determine if skill gaps present in personnel responsible for cyber security of the critical service have been identified.
 
§ The organization must determine what skills it currently possesses in the assigned personnel and identify skill gaps that can affect their ability to perform assigned cyber security tasks in support of the critical service.
§ The differences, if any, between the skills the organization currently possess and the required skills (established in TA:G1.Q2) represent skill gaps. 
§ Skill gaps and deficiencies expose the areas where the organization does not have the expertise or experience to meet current needs. 
§ When identifying skills gaps the following should also be considered:
• the use of specialized tools
• procedures that are new to the individuals who will perform them
§ These gaps can result in risks to the organization.
 
Criteria for “Yes” Response:
§ The organization has identified the skill gaps present in all cyber security personnel assigned to support the critical service.
§ Or; The organization has determined there are no skill gaps present in any of the cyber security personnel assigned to support the critical service.
Criteria for “Incomplete” Response:
§ The organization has identified the skill gaps present in some cyber security personnel.
Question Intent:  To determine if the organization has identified training needs to address the identified skill gaps of the personnel assigned to support the critical service (established in TA:G3.Q3).
 
§ Training needs are established by analyzing the identified skill gaps and identifying the training needed to close those gaps. 
 
These are examples of sources to identify training needs:
§ The roles and responsibilities of staff in the security, business continuity, and IT operations areas.
§ The organization's vulnerability management process.
§ The organization's service continuity process.
§ The organization's compliance management process.
§ The organization's incident management process.
§ Training needs for external parties that may be supporting the critical service.
 
Criteria for “Yes” Response:
§ The organization has identified the training needs for all personnel assigned to support the critical service.  
Criteria for “Incomplete” Response:
§ The organization has identified the training needs for some personnel.
Question Intent:  To determine if cyber security awareness activities for the critical service are conducted.
 
§ Awareness activities must meet the broad needs of staff members (established in TA:G1.Q1). 
§ The activities must be scheduled, advertised (if necessary), resourced, and tracked.
 
Typical work products include:
§ awareness activity materials
• newsletters
• email campaigns
• posters
• presentations
§ awareness activity schedules 
§ awareness activity logistics 
§ list of staff responsible for each awareness activity
 
Criteria for “Yes” Response:
§ The organization has conducted cyber security awareness activities for all personnel assigned to support the critical service.  
Criteria for “Incomplete” Response:
§ The organization has conducted cyber security awareness activities for some personnel.
Question Intent:  To determine if cyber security training activities for the critical service are conducted.
 
§ The organization must perform cyber security training to ensure that staff is appropriately skilled in their roles.
§ Training should be planned and scheduled.
§ Training provided should address identified skill gaps (established in TA:G1.Q3) including:
• training in the use of specialized tools
• training in procedures that are new to the individuals who will perform them
 
Typical work products include:
§ delivered training courses
§ training schedule
 
Criteria for “Yes” Response:
§ The organization has conducted cyber security training activities for all cybersecurity personnel assigned to support the critical service. 
Criteria for “Incomplete” Response:
§ The organization has conducted cyber security training activities for some cybersecurity personnel.
Question Intent:  To determine if the effectiveness of the cyber security awareness and training programs for the critical service is evaluated.
 
§ A process should exist to determine the effectiveness of the awareness and training programs in meeting the needs of staff that support the critical service.
 
Examples of methods to evaluate the effectiveness:
§ testing on the presented material
§ post-training surveys (e.g. instructor evaluation, manager feedback)
§ focus groups 
§ selective interviews
§ behavioral measures (password strength could be evaluated before and after a password-awareness activity.)
§ observations, evaluations, and benchmarking activities
 
Criteria for “Yes” Response:
§ The organization has evaluated the effectiveness of all the cyber security awareness and training programs that support the critical service. 
Criteria for “Incomplete” Response:
· The organization has evaluated the effectiveness of some of the cyber security awareness and training programs.
Question Intent:  To determine if the awareness and training activities are revised as needed.
 
§ Capabilities for implementing the awareness and training plan must be established and maintained, including:
• the selection of appropriate training approaches
• sourcing or developing training materials
• obtaining appropriate instructors
• announcing the training schedule
• revising the awareness and training capability as needed
 
Situations in which awareness and training materials may need to be revised:
§ training needs change (e.g., new technology is deployed)
§ an evaluation of the training identifies the need for change
§ changes in existing awareness needs and requirements
§ emergence of new awareness needs and requirements
§ assessments on the effectiveness of awareness and training activities (Established in TA:G2.Q3)
§ training refresh
 
Criteria for “Yes” Response:
§ The organization revises, as needed, all of the cyber security awareness and training activities that are in support of the critical service.
Criteria for “Incomplete” Response:
§ The organization revises, as needed, some of the cyber security awareness and training activities.
Question Intent:  To determine if privileged users have been trained in their specific roles and responsibilities.  
 
NIST SP 800-53 Rev. 4 AT-3, PM-13:
 
§ Role-based security training is provided to privileged users with assigned security roles and responsibilities:
• before authorizing their access to the information system or before they perform their assigned duties
• when required by information system changes
• periodically (frequency defined by the organization) thereafter
§ Comprehensive role-based training addresses management, operational, and technical roles and responsibilities.
§ Role-based security training also applies to contractors providing services.  
 
Criteria for “Yes” Response:
§ All privileged users that support the critical service have been trained in their specific roles and responsibilities.  
Criteria for “Incomplete” Response:
§ Some privileged users have been trained in their specific roles and responsibilities.
Question Intent:  To determine if senior executives have been trained in their specific roles and responsibilities.  
 
NIST SP 800-53 Rev. 4 AT-3, PM-13:
 
§ Role-based security training is provided to senior executives with assigned security roles and responsibilities:
• before authorizing their access to the information system
• when required by information system changes
• periodically (frequency defined by the organization) thereafter
§ Comprehensive role-based training addresses management, operational, and technical roles and responsibilities.
 
Criteria for “Yes” Response:
§ All senior executives that support the critical service have been trained in their specific roles and responsibilities.  
Criteria for “Incomplete” Response:
§ Some senior executives have been trained in their specific roles and responsibilities.
Question Intent:  To determine if physical and information security personnel have been trained in their specific roles and responsibilities.  
 
NIST SP 800-53 Rev. 4 AT-3, PM-13:
 
§ Role-based security training is provided to physical and information security personnel with assigned security roles and responsibilities:
• before authorizing their access to the information system or before they perform their assigned duties
• when required by information system changes
• periodically (frequency defined by the organization) thereafter
§ Comprehensive role-based training addresses management, operational, and technical roles and responsibilities.
§ Role-based security training also applies to contractors providing services.  
 
Criteria for “Yes” Response:
§ All physical and information security personnel that support the critical service have been trained in their specific roles and responsibilities.  
Criteria for “Incomplete” Response:
§ Some physical and information security personnel have been trained in their specific roles and responsibilities.
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1.         Is there a documented plan for performing training activities?
 
2.         Is there a documented policy for training?
 
3.         Have stakeholders for training activities been identified and made aware of their roles?
4.         Have training standards and guidelines been identified and implemented?                           
1.         Is there management oversight of the performance of the training activities?
2.         Have qualified staff been assigned to perform training activities as planned?
3.         Is there adequate funding to perform training activities as planned?  
4.         Are risks related to the performance of planned training activities identified, analyzed, disposed of, monitored, and controlled?           
                  
1.         Are training activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are training activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to the performance of training?                  
         
1.         Has the organization adopted a standard definition of the training activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to training documented and shared across the organization?
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing training activities exists. 
 
§ The plan defines training activities within the organization and prescribes how training activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ training activities (developing awareness and training needs, evaluating gaps, training materials, conducting training, assessing effectiveness, etc.)
§ standards and guidelines
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing training activities.
Criteria for “Incomplete” Response:
· A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing training activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the training process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform training activities
§ establishment of procedures, standards, and guidelines
§ requirements for periodically assessing training effectiveness
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing training.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for training activities have been identified and made aware of their roles.
 
Stakeholders of the training process have the following responsibilities:
§ defining and managing training requirements
§ conducting and overseeing the delivery of training 
§ ensuring the effectiveness of training
 
Examples of stakeholders include:
§ critical service owners
§ management
§ training staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources
§ internal and external auditors
 
Criteria for “Yes” Response:
§ All stakeholders for the training activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the training activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent:  To determine if standards and guidelines for performing training activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of training activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ identifying awareness and training needs
§ developing awareness and training plans
§ developing awareness and training attendance requirements
§ creating, delivering, and maintaining training material
§ creating, delivering, and maintaining training records
§ assessing the effectiveness of training and awareness programs
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing training activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent:  To determine if management oversight exists.  The intent of oversight is to ensure the direct day-to-day monitoring of the training activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the training activities.
§ Oversight provides visibility into the training activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing or spot checks.
 
Examples of corrective actions:
§ taking actions to update training materials to ensure effectiveness
§ ensuring that standards and guidelines are followed
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the training activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day training activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day training activities.
Question Intent:  To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform training activities.
 
Examples of staff include personnel responsible for:
§ designing, implementing, and assessing training
§ implementing training processes, standards, and guidelines
§ addressing issues and problems, including developing and executing remediation plans
Examples of skills needed include:
§ curriculum and instructional design
§ course delivery
§ course and instructor evaluation
§ measuring the effectiveness of awareness and training materials
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned training activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent:  To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of training activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned training activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned training activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent:  To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the training activities. 
 
§ The intent is to determine risks that prevent the organization from performing training activities (training process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the training process include:
§ poorly defined training processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned training activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned training activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of the planned training activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the training activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the training process are needed to ensure that:
§ awareness and training needs have been identified and are being satisfied
§ training problem areas are identified and remediated
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risk related to training problem areas are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
 
Example metrics of the training process may include:
§ percentage of staff who have completed awareness training as required
§ percentage of staff who have completed technical training as required
§ percentage of favorable post-training evaluation ratings, including training effectiveness
§ percentage of passing scores on training examinations
 
Criteria for “Yes” Response:
§ All training activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the training activities.
§ Or; review and measurement addresses some of the training activities.
§ Or; training activities are reviewed but not measured.
Question Intent:  To periodically determine if training activities are being performed as planned. 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the training plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing training activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All training activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some training activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of training is communicated to higher level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher level managers include those in the organization above the immediate level of management responsible for the training process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher level managers typically includes:
§ status reviews of training activities
§ issues identified in process and plan reviews
§ risks associated with training activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher-level management is made aware of issues related to the performance of training through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher-level management.
§ Or; communications address some issues.
Question Intent: To determine if the organization has a standard process that defines training.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in training activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of training. 
Criteria for “Incomplete” Response:
§ A standard definition of training is in development and partially documented.
Question Intent: To ensure that improvements to the training process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the training process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ results of training effectiveness surveys
§ course evaluations
§ training records
§ training requirements from a stakeholder group
§ lessons learned from training plan reviews
§ lessons learned in post-event reviews, including lack of staff preparedness
 
Criteria for “Yes” Response:
§ Improvements to training processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to training processes are inconsistently documented.
§ Or; not consistently shared across the organization.
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10         Situational Awareness
The purpose of Situational Awareness is to actively discover and analyze information related to immediate operational stability and security and to coordinate such information across the enterprise to ensure that all organizational units are performing under a common operating picture.
Goal 1  - Threat monitoring is performed.
 
1.         Has responsibility for monitoring sources of threat information been assigned? [MON:SG1.SP2]
2.         Have threat monitoring procedures been implemented? [MON:SG2.SP2]
3.         Have resources been assigned and trained to perform threat monitoring? [MON:SG2.SP3]                   
Goal 2  - The requirements for communicating threat information are established.         
1.         Have internal stakeholders (such as the critical service owner and incident management staff) been identified to whom threat information must be communicated? [COMM:SG1.SP1]
2.         Have external stakeholders (such as emergency management personnel, regulatory, and information sharing organizations) been identified to whom threat information must be communicated? [COMM:SG1.SP1]                  
Goal 3  - Threat information is communicated.
 
1.         Is threat information communicated to stakeholders? [COMM:SG3.SP2] 
2.         Have resources been assigned authority and accountability for communicating threat information? [COMM:SG2.SP3]
3.         Have resources been trained with respect to their specific role in communicating threat information? [COMM:SG2.SP3]
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Question Intent:  To determine if the responsibility for monitoring sources of threat information has been assigned. Effective threat monitoring requires the assignment of responsibility for threat monitoring activities.
 
§ Threat monitoring is a process of data collection and distribution with the purpose of providing timely, accurate, complete, and relevant information about the organization's current threat environment.
§ Threat monitoring is an integral part of establishing a common operating picture for the organization.
 
Responsible staff typically include:
§ CISO office
§ physical security
§ technology administrators (i.e., network, server, database, etc.)
§ asset owners
 
Example Sources:
§ vendors' notifications 
§ industry groups (Internet Storm Center, Nextgov Threatwatch)
§ international sources (multinational vendors, CERT-EU )
§ weather alerts (NOAA)
§ law enforcement (FBI InfraGard, IC3)
§ DHS (ICS-CERT, US-CERT, sector-specific ISACs)
 
Criteria for “Yes” Response:
§ The responsibility for monitoring all sources of threat information relevant to the critical service has been assigned.
Criteria for “Incomplete” Response:
§ The responsibility for monitoring some sources of threat information has been assigned.
Question Intent:  To determine if the organization has implemented procedures for monitoring threat information.
 
§ Effective monitoring requires people, procedures, and technology that need to be deployed and managed to meet monitoring requirements.
§ Procedures ensure the timeliness, consistency, and accuracy of threat information and the distribution of this information to relevant stakeholders.
 
Procedures may address:
§ source identification
§ monitoring frequency
§ threat identification
§ threat validation and analysis
§ threat communication
 
Criteria for “Yes” Response:
§ The organization has implemented documented procedures for all threat monitoring activities relevant to the critical service.
Criteria for “Incomplete” Response:
§ Procedures for some threat monitoring activities have been implemented.
Question Intent:  To determine if resources have been assigned and trained to perform threat monitoring activities. 
 
§ The threat monitoring program must take into consideration the scope and breadth of the activities necessary to meet its goals, including the human resources necessary to fulfill requirements.
§ Staff assigned to the monitoring process must have appropriate knowledge of threat monitoring procedures.
§ Training or skills improvement activities must be conducted to meet threat monitoring requirements.
 
Examples of Training: 
§ operating, monitoring and configuring monitoring system components
§ securing data collected from monitoring system components
§ understanding and interpreting monitoring data
§ communicating threat monitoring information to stakeholders  
 
Criteria for “Yes” Response:
§ Resources have been assigned and trained to perform all threat monitoring activities relevant to the critical service.
Criteria for “Incomplete” Response:
§ Resources have been assigned and trained to perform some threat monitoring activities.
§ Or; resources have been assigned but not trained.  
Question Intent:  To determine if internal stakeholders who must receive threat information have been identified.  
 
§ Internal stakeholders are identified to:
• ensure communications about ongoing threat monitoring activities
• promote threat awareness
• ensure that the organization is performing under a common operating picture.
 
Examples of internal stakeholders include:
§ members of the incident handling and management team
§ asset owners and service owners
§ information technology staff
§ senior management
§ business continuity staff 
§ human resources departments
§ communications and public relations staff
§ support functions such as legal and audit
 
Typical work products:
§ list of internal stakeholders and alternates
§ stakeholder contact information
 
 Criteria for “Yes” Response:
§ All internal stakeholders who must receive threat information have been identified and documented.
Criteria for “Incomplete” Response:
§ Some internal stakeholders have been identified and documented.
Question Intent:  To determine if external stakeholders who must receive threat information have been identified.  
 
§ External stakeholders are identified to 
• ensure communications about ongoing threat monitoring activities
• promote threat awareness
• ensure that the organization and its external stakeholders are performing under a common operating picture
§ External stakeholders may have a stated role in communication plans or the service continuity plans of the organization.
 
Examples of external stakeholders include:
§ first responders including law enforcement, fire, and medical
§ media including newspaper, television, radio, and internet
§ customers, business partners, and upstream suppliers
§ local, state, and federal emergency management
§ local utilities such as power, gas, telecommunications, and water
§ legal, regulatory, and governing agencies
 
Typical work products:
§ list of external stakeholders and alternates
§ stakeholder contact information
 
 Criteria for “Yes” Response:
§ All external stakeholders who must receive threat information have been identified and documented.
Criteria for “Incomplete” Response:
§ Some external stakeholders have been identified and documented.
Question Intent: To determine if threat information is communicated to all identified internal and external stakeholders. The intent of communicating threat information is to ensure that the organization is operating under a common understanding of the threat environment.
 
§ Threat information must be communicated according to established requirements. 
§ Communication requirements may dictate that various communications methods and channels should be considered and identified.
§ The infrastructure to support those methods may need to be developed and implemented. 
 
Example methods of communicating threat information include:
§ threat communication standards and guidelines
§ standardized report templates
§ communication escalation protocols
§ communication channels (email, text, mobile phone, etc.)
 
Typical work products:
§ list of stakeholders and contact information
§ stakeholder communication requirements
§ documented methods and channels (by stakeholder class or requirement)
§ tools and techniques for communication
 
Criteria for “Yes” Response:
§ Threat information is communicated to all identified stakeholders (established in SA:G2.Q1 and SA:G2.Q2) as required.
Criteria for “Incomplete” Response:
§ Threat information is communicated to some of the identified stakeholders.
§ Or; some threat information is communicated to all identified stakeholders.
Question Intent:  To determine if the authority and accountability for communicating threat information has been assigned. Effective threat communications requires the assignment of authority and accountability for threat communication activities.
 
§ Resources must be available to meet threat communication requirements.
§ The authority and accountability should be detailed in job descriptions.
 
Criteria for “Yes” Response:
§ The authority and accountability for communicating threat information has been assigned to all responsible resources.
Criteria for “Incomplete” Response:
§ The authority and accountability for communicating threat information has been assigned to some of the responsible resources.
Question Intent:  To determine if the resources responsible for communicating threat information have been trained for their specific role.
 
§ Training must be provided to staff that support and enable communications procedures.
§ A skills inventory and gap analysis may be used to identify training requirements.
 
Typical work products:
§ threat communication procedures with resources assigned
§ job descriptions that contain threat communication responsibilities
§ list of available and skilled resources
§ list of skill and resource gaps
§ training plan to address skill gaps
 
Criteria for “Yes” Response:
§ All resources assigned to perform threat communication activities have been trained.
Criteria for “Incomplete” Response:
§ Some resources assigned to perform threat communication activities have been trained.
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1.         Is there a documented plan for performing situational awareness activities?
2.         Is there a documented policy for situational awareness?
 
3.         Have stakeholders for situational awareness activities been identified and made aware of their roles?
4.         Have situational awareness standards and guidelines been identified and implemented?                  
1.         Is there management oversight of the performance of situational awareness activities?
2.         Have qualified staff been assigned to perform situational awareness activities as planned?
3.         Is there adequate funding to perform situational awareness activities as planned?  
4.         Are risks related to the performance of planned situational awareness activities identified, analyzed, disposed of, monitored, and controlled?                  
1.         Are situational awareness activities periodically reviewed and measured to ensure they are effective and producing intended results?  
2.         Are situational awareness activities periodically reviewed to ensure they are adhering to the plan?
3.         Is higher-level management aware of issues related to situational awareness?                  
1.         Has the organization adopted a standard definition of the situational awareness activities from which operating units can derive practices that fit their unique operating circumstances?  
2.         Are improvements to situational awareness activities documented and shared across the organization?         
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
Yes         Incomplete         No
MIL2-Planned
MIL3-Managed
MIL4-Measured
MIL5-Defined
Question Intent: To determine if a plan for performing situational awareness activities exists. 
 
§ The plan defines situational awareness within the organization and prescribes how situational awareness activities will be performed.
§ The plan may be a stand-alone document, embedded in a more comprehensive document, or be distributed across multiple documents.
 
The plan typically includes:
§ situational awareness activities (monitoring threat sources, threat communication, etc.)
§ standards and requirements
§ roles, assignments of responsibility, resources, and funding
§ identification of stakeholders
§ measurement and reporting requirements
§ training requirements
§ management oversight
 
Criteria for “Yes” Response:
§ There is a documented plan for performing situational awareness.
Criteria for “Incomplete” Response:
§ A plan is in development and partially documented.
Question Intent:  To determine if a policy for performing situational awareness activities exists.
 
§ A policy is a written communication from the organization's senior management to employees. 
§ It establishes the organizational expectations for planning and performing the situational awareness process and communicates those expectations to the organization.
 
The policy should address:
§ responsibility, authority, ownership, and the requirement to perform situational awareness activities
§ establishment of procedures, standards, and guidelines
§ approving threat communication methods and channels
§ measuring adherence to policy, exceptions granted, and policy violations
§ compliance with legal, regulatory, contractual, and government obligations
 
Criteria for “Yes” Response:
§ The organization has a documented policy for performing situational awareness.
Criteria for “Incomplete” Response:
§ A policy is in development and partially documented.
Question Intent: To determine if stakeholders for situational awareness activities have been identified and made aware of their roles.
 
Stakeholders of the situational awareness process have the following responsibilities:
§ identifying the threat monitoring and communication requirements
§ defining and managing situational awareness activities, including ensuring the effectiveness of those activities
§ overseeing the situational awareness process
§ receiving and responding to threat information
 
Examples of stakeholders include:
§ critical service owners
§ management
§ situational awareness staff
§ owners and custodians of assets that underpin the service
§ critical service staff
§ service continuity staff
§ external entities responsible for some part of the service
§ information technology staff
§ staff responsible for physical security
§ human resources 
 
Criteria for “Yes” Response:
§ All stakeholders for the situational awareness activities have been identified and made aware of their roles. 
Criteria for “Incomplete” Response:
§ Some stakeholders for the situational awareness activities have been identified and made aware of their roles.
§ Or; stakeholders are identified but have not been made aware of their roles.
Question Intent: To determine if standards and guidelines for performing situational awareness activities have been implemented.
 
§ Standards establish expectations for performance.
§ Guidelines are issued by an organization to ensure the performance of situational awareness activities meets standards and is predictable, measurable, and repeatable.
 
Standards and guidelines typically address:
§ identifying threat monitoring requirements
§ identifying threat communication requirements and protocols (e.g., who to call and when)
§ identifying threat communication methods and channels
§ communications with stakeholders based on their role
§ collection and storage of threat data
§ distribution of threat data
 
Criteria for “Yes” Response:
§ The organization has implemented documented standards and guidelines for performing situational awareness activities.
Criteria for “Incomplete” Response:
§ Some standards and guidelines have been implemented.
Question Intent:  To determine if management oversight exists. The intent of oversight is to ensure the direct day-to-day monitoring of the situational awareness activities.
 
§ Management consists of the immediate level of managers that govern the day-to-day operation of the situational awareness activities.
§ Oversight provides visibility into the situational awareness activities so that issues can be identified and appropriate corrective actions can be taken when necessary.
§ Oversight activities could include regular meetings, written or oral status updates, auditing, or spot checks.
  
Examples of corrective actions:
§ taking actions to repair defective work products (monitoring procedures, communication procedures, sources of threat information, communication channels and methods) or services
§ ensuring that standards and guidelines are followed
§ ensuring training is conducted
§ adjusting resources (people, tools, etc.)
§ identifying improvements in the situational awareness activities
§ escalating issues that require higher level management input for resolution
 
Criteria for “Yes” Response:
§ Management oversight of all the day-to-day situational awareness activities is being performed.
Criteria for “Incomplete” Response:
§ Management oversight covers some aspects of the day-to-day situational awareness activities.
Question Intent: To determine if qualified staff have been assigned. The intent of this question is to evaluate the qualifications of the staff, not the completeness of the plan.
 
§ Qualified means that staff are appropriately skilled to perform situational awareness activities.
 
Examples of staff include personnel responsible for:
§ identifying the threat monitoring and communications requirements
§ implementing processes, standards, and guidelines
§ executing threat monitoring and communication processes
§ addressing issues and problems, including developing and executing remediation plans
Examples of needed skills include:
§ knowledge necessary to elicit and prioritize stakeholder requirements and interpret them to develop effective threat monitoring and communication requirements
§ knowledge necessary to establish and maintain the threat monitoring and communications infrastructure
§ knowledge necessary to interpret threat information and communicate it to stakeholders
§ proficiency with tools, techniques, and methods used to perform threat monitoring and communications
 
Criteria for “Yes” Response:
§ All staff assigned to perform the planned situational awareness activities are appropriately skilled.
Criteria for “Incomplete” Response:
§ Some staff assigned have the skill necessary to perform their roles.
Question Intent: To determine if adequate funding has been provided. The intent of the question is to evaluate the completeness of the funding, not the completeness of the plan.
 
§ Funding is an indication of higher level management support and sponsorship of situational awareness activities.
§ Funding should be available to support the proper oversight, execution, and maintenance of these activities. 
 
Considerations for funding planned situational awareness activities include:
§ defining funding needs
§ establishing a budget
§ resolving funding gaps
§ funding the process activities including staffing, tools, training, etc.
 
Criteria for “Yes” Response:
§ Adequate funding has been provided to perform all planned situational awareness activities.
Criteria for “Incomplete” Response:
§ The planned activities have only been partially funded.
Question Intent: To determine if the organization identifies, analyzes, and mitigates risks related to the performance of the situational awareness activities. 
 
§ The intent is to determine risks that prevent the organization from performing situational awareness activities (situational awareness process), not the risks to the organization if the activities are not performed.
 
Risks to consider in relation to the situational awareness process include:
§ poorly defined situational awareness processes
§ inadequate staffing
§ inadequate funding
§ unqualified staff
§ lack of tools
§ lack of a documented plan, policy, standards, and guidelines
§ lack of stakeholder involvement
§ lack of management oversight
 
Criteria for “Yes” Response:
§ Risks to the performance of all planned situational awareness activities are identified, analyzed, disposed of, monitored, and controlled. 
Criteria for “Incomplete” Response:
§ Risks to the performance of some of the planned situational awareness activities are identified, analyzed, disposed of, monitored, and controlled.
§ Or; risks to the performance of planned situational awareness activities are identified, but are not analyzed, disposed of, monitored, or controlled.
Question Intent: To ensure the situational awareness activities (process) remain effective and produce intended results by periodic review and measurement. 
 
Periodic (as defined by the organization) reviews of the situational awareness process are needed to ensure that:
§ threat sources are current and continue to be valid
§ threat monitoring and communication requirements continue to be valid
§ the infrastructure continues to adequately support requirements
§ the quality of particular work products meets established guidelines
§ problems in the process plan or in the execution of the process are identified
§ risks related to situational awareness activities are identified and addressed
§ actions requiring management involvement are elevated in a timely manner
 
Example metrics of the situational awareness process may include:
§ uptime or availability of monitoring and communications infrastructure
§ level of adherence to situational awareness process activities
§ percentage of work products that do not meet standards
§ percentage of stakeholders that do not receive communications
§ time elapsed between the collection of key threat information and its distribution to stakeholders
§ number of situational awareness requirements gaps
§ number of new and changed situational awareness requirements over time
Criteria for “Yes” Response:
§ All situational awareness activities are periodically (as defined by the organization) reviewed and measured and the results evaluated.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review of the situational awareness activities.
§ Or; review and measurement addresses some of the situational awareness activities.
§ Or; situational awareness activities are reviewed but not measured.
Question Intent: To periodically determine if situational awareness activities are being performed as planned. 
 
§ This review is often done by an independent entity (either internal or external to the organization).
 
Periodic (as defined by the organization) reviews for adherence to the situational awareness plan are needed to ensure that:
§ activities are performed as planned and adhere to process descriptions, standards, and procedures
§ deviations from the plan are identified and evaluated
§ problems in the plan for performing situational awareness activities are identified
§ non-compliance is addressed
§ needed process changes are identified when expected results or outputs are not met
 
Criteria for “Yes” Response:
§ All situational awareness activities are periodically (as defined by the organization) reviewed to ensure that those activities are performed as planned.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for review. 
§ Or; some situational awareness activities are reviewed to ensure that those activities are performed as planned.
Question Intent: To determine if the performance of situational awareness is communicated to higher level managers to provide visibility and facilitate the resolution of issues. 
 
§ Higher level managers include those in the organization above the immediate level of management responsible for the situational awareness process.
§ Communications are expected to be performed periodically (as defined by the organization) and may be event-driven when escalation is needed.
 
Communication with higher level managers typically includes:
§ status reviews of situational awareness activities
§ issues identified in process and plan reviews
§ risks associated with situational awareness activities
§ recommendations for improvement
 
Criteria for “Yes” Response:
§ Higher level management is made aware of issues related to the performance of situational awareness through scheduled communication.
Criteria for “Incomplete” Response:
§ The organization has not established a frequency for communication to higher level management.
§ Or; communications address some issues.  
Question Intent: To determine if the organization has a standard process that defines situational awareness.
 
§ A standard process should include guidelines for tailoring the process to meet the needs of an organizational unit.
§ A standard process provides a predictable level of consistency in situational awareness activities across the organization. 
 
A standard definition may include:
§ process description
§ process activities and practices to be performed
§ process flow including diagrams
§ inputs and expected outputs
§ performance measures for improvement
§ procedures for process improvement
 
Criteria for “Yes” Response:
§ The organization has adopted a standard definition of situational awareness. 
Criteria for “Incomplete” Response:
§ A standard definition of situational awareness is in development and partially documented.
Question Intent: To ensure that improvements to the situational awareness process are documented and shared across the organization.
 
§ Documenting lessons learned during the execution and review of the situational awareness process facilitates the proposal of improvements to the process. 
§ Sharing lessons learned enables organization-wide process improvements and organization-wide learning.
 
Examples of improvement work products may include:
§ process metrics and measurements
§ direct feedback from stakeholders
§ lessons learned in post-event review of incidents and disruptions in continuity
§ lessons learned from periodic reviews of situational awareness activities that can be applied to improve the situational awareness process
§ risk evaluations
 
Criteria for “Yes” Response:
§ Improvements to situational awareness processes are documented and shared across the organization.
Criteria for “Incomplete” Response:
§ Improvements to situational awareness processes are inconsistently documented.
§ Or; not consistently shared across the organization.
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Notification
 
This report is provided “as is” for informational purposes only.  The Department of Homeland Security (DHS) does not provide any warranties of any kind regarding any information contained within.  In  no  event  shall  the  United  States  Government  or  its  contractors  or  subcontractors  be  liable  for  any  damages,  including  but  not  limited  to,  direct,   indirect, special  or  consequential  damages  and  including  damages  based  on  any  negligence   of  the United States Government or its contractors or subcontractors, arising out of, resulting  from, or  in  any  way  connected  with  this  report,  whether  or  not  based  upon  warranty,  contract, tort, or otherwise, whether or not injury was sustained from, or arose out of the results of, or reliance upon the report.
 
The DHS does not endorse any commercial product or service, including the subject of the analysis in this report.  Any reference to specific commercial products, processes, or services by service mark, trademark, manufacturer, or otherwise, does not constitute or imply their endorsement, recommendation, or favoring by DHS.
 
The display of the DHS official seal or other DHS visual identities on this report shall not be interpreted to provide the recipient organization authorization to use the official seal, insignia or other visual identities of the Department of Homeland Security.   The DHS seal, insignia, or other visual identities shall not be used in any manner to imply endorsement of any commercial product or activity by DHS or the United States Government.  Use of the DHS seal without proper authorization violates federal law (e.g., 18 U.S.C. §§ 506, 701, 1017), and is against DHS policies governing usage of its seal.
Cyber Resilience Review Report for
Introduction
Overview and Scope of the CRR
The CRR consists of a one-day, structured facilitation and interview of key personnel. The primary goal of the CRR is to develop an understanding and qualitative measurement of essential cybersecurity capabilities. Personnel are asked to describe how these capabilities are institutionalized and managed, and how these capabilities are applied to support the organization during times of stress. The assessment questions asked participants to articulate evidence regarding both performances of cybersecurity practices as well as sustainment of those practices over time. Individual organizations are examined for specific capacities and capabilities in defining, managing, and measuring cybersecurity practices and behaviors, as described in categories. The categories examined are:	

1         Asset Management 2         Controls Management 3         Configuration and Change Management 4         Vulnerability Management 5         Incident Management 6         Service Continuity Management 7         Risk Management 8         External Dependencies Management 9         Training and Awareness 10       Situational Awareness
The categories examined are derived from a larger security and business continuity framework known as the CERT® Resilience Management Model (CERT-RMM), which was developed by the CERT Program at Carnegie Mellon University's Software Engineering Institute.
About this Report
This report summarizes the assessment findings and provides your organization with options for consideration in each category. The options for consideration aim to provide general guidelines or activities as to how your organization can improve the organization's cybersecurity posture and preparedness. These options are not meant to fully represent all activities needed for a robust cybersecurity management program, but to provide initial guidance on how to incorporate various cybersecurity practices including CERT® Resilience Management Model (CERT-RMM), National Institute of Standard and Technology (NIST), and other cybersecurity standards.
 
Please note that guidance provided in this report includes National Institute of Standards and Technology (NIST) Special Publications. While the primary audience for these documents is United States Federal Civilian Agencies, NIST encourages the adoption of these guidelines by State, local, and tribal governments, as well as private sector organizations. Guidance from the NIST Cybersecurity Framework (NIST CSF) for Improving Critical Infrastructure Cybersecurity is also included. The Framework, created through collaboration between industry and government, consists of standards, guidelines, and practices to promote the protection of critical infrastructure. Additionally, while the CRR bases its questions and options for consideration on CERT-RMM, the results do not constitute a formal “rating” and should not be interpreted as a formal appraisal of your organization against CERT-RMM. Detailed information about the RMM can be found at www.cert.org/resilience. 
 
An additional benefit of the CRR is that it allows an organization to compare its capabilities to the criteria of the NIST CSF. This comparison is provided in the NIST Cybersecurity Framework Summary and provides the basis for understanding where improvements could be made.
 
A reference crosswalk mapping the relationship of the CRR goals and practices to the NIST CSF categories and subcategories is included in the CRR Self-Assessment Kit.
Cyber Resilience Review Results
The CRR is an interview-based assessment.  It is understood that participants often do not have complete knowledge of an organization's operations. Actual performance may vary from what is indicated in this report. Organizational performance is presented across several dimensions within the report. Scores are provided for individual Practices, Goals, and Domains. 
 
Basic Rules
1.         Practices are either performed (answer =”Yes”), incompletely performed (answer = “Incomplete”), or not performed (answer = “No”)
 
2.         A goal is achieved only if all practices are performed
 
3.         A Domain is achieved at MIL-1 if all the Goals in the Domain are achieved
 
4.         A Domain can be achieved at higher levels if the MIL questions for each level (MIL-2 through MIL-5) are answered.
 
Scoring Rubric
Step 1
Each Practice in a Domain is scored as the following:
·         performed when the question is answered with a “Yes” (green)
·         not performed when a question is answered with an  “Incomplete” (yellow)  or “No” (red) or “Not Answered” (grey)
·         if “Not Answered” (grey) is shown, the question was left blank and is scored the same as a “No”
Step 2
Each Goal within the Domain is then scored as the following:
·         achieved when all practices are performed (green)
·         partially achieved when some practices are performed (yellow)
·         not achieved when no practices are performed (red)
Step 3
Each Domain is assigned a MIL level based on the following:
·         MIL-0 if only some of the goals are achieved
·         MIL-1  if all of the goals are achieved
·         MIL-2 if MIL-1 is achieved and all of the MIL-2 questions are answered YES
·         MIL-3 if MIL-2 is achieved and all of the MIL-3 questions are answered YES
·         MIL-4 if MIL-3 is achieved and all of the MIL-4 questions are answered YES
·         MIL-5 if MIL-4 is achieved and all of the MIL-5 questions are answered YES
Maturity Indicator Levels 
Maturity Indicator Levels (MIL) are assigned by Domain and represent a consolidated view of performance. CERT-RMM MILs describe attributes that would be indicative of mature capabilities as represented in the model's capability levels. However, they do not fully represent capability levels as defined because a capability level can only be assigned through a formal appraisal process, not as the result of using an assessment-based instrument.  
 
MIL0         Incomplete
Indicates that Practices in the Domain are not being performed as measured by responses to the relevant CRR questions.  If MIL0 is assigned, no further assessment of maturity indicator is performed.
 
MIL1         Performed
Indicates that all Practices in a Domain are being performed as measured by responses to the relevant CRR questions.  MIL1 means that there is sufficient and substantial support for the existence of the practices. 
 
MIL2         Planned
Indicates that all Practices in Domain are not only performed, but are supported by sufficient planning, stakeholders, and relevant standards and guidelines. A planned process/practice is 
·         established by the organization (Is the practice documented and communicable to all who need to know?)
·         planned (Is the practice performed according to a documented plan?)
·         supported by stakeholders (Are the stakeholders of the practice known and are they aware of the practice and their role in the practice?)
·         supported by relevant standards and guidelines (Have the standards and guidelines that support the practice been identified and implemented?)
 
MIL3         Managed
Indicates that all Practices in a Domain are performed, planned, and have the basic infrastructure in place to support the process. A managed process/practice 
·         is governed by the organization (Is the practice supported by policy and is there appropriate oversight over the performance of the practice?)
·         is appropriately staffed and funded (Are the staff and funds necessary to perform the practice as intended available?)
·         is assigned to staff who are responsible and accountable for the performance of the practice (Have staff been assigned to perform the practice and are they responsible and accountable for the performance of the practice?)
·         is performed by staff who are adequately trained to perform the practice (Are the staff who perform the practice adequately skilled and trained to perform the practice?)
 
·         produces work products that are expected from performance of the practice and are placed under appropriate levels of configuration control (Does the practice produce artifacts and work products that are expected from performing the practice, and if so, are the configurations of these artifacts/work products managed?)
·         is managed for risk (Are risks related to the performance of the practice identified, analyzed, disposed of, monitored, and controlled?)
 
MIL4         Measured
Indicates that all Practices in a Domain are performed, planned, managed, monitored, and controlled.  A measured process/practice is
·         periodically evaluated for effectiveness (Is the practice periodically reviewed to ensure that it is effective and producing intended results?)
·         monitored and controlled (Are appropriate implementation and performance measures identified, applied, and analyzed?)
·         objectively evaluated against its practice description and plan (Is the practice periodically evaluated to ensure that it adheres to the practice description and the plan for the practice?)
·         periodically reviewed with higher-level management (Is higher-level management aware of any issues related to the performance of the practice?)
 
MIL5         Defined
Indicates that all Practices in a Domain are performed, planned, managed, monitored, controlled, and consistent across all internal[1] constituencies who have a vested interest in the performance of the practice.  A defined process/practice ensures that the organization reaps the benefits of consistent performance of the practice across organizational units and that all organizational units can benefit from improvements realized in any organizational unit.  At MIL5, a process/practice 
·          is defined by the organization and tailored by organizational units for their use (Is there an organization-sponsored definition of the practice from which organizational units can derive practices that fit their unique operating circumstances?)
·         is supported by improvement information that is collected by and shared among organizational units for the overall benefit of the organization (Are practice improvements documented and shared across internal constituencies so that the organization as a whole reaps benefits from these improvements?)
 
 
[1] In this case, “internal” refers to constituencies over which the organization has direct managerial control.  
CRR MIL-1 Performance  Summary
MIL-1 PRACTICE LEVEL PERFORMANCE SUMMARY
Goal 1 –  Services are identified and prioritized. 
Goal 2 –  Assets are inventoried, and the authority and responsibility for these assets  is established. 
Goal 3 –  The relationship between assets and the services they support is established. 
Goal 4 –  The asset inventory is managed. 
Goal 5 –  Access to assets is managed. 
Goal 6 –  Information assets are categorized and managed to ensure the sustainment  and protection of the critical service. 
Goal 7 –  Facility assets supporting the critical service are prioritized and managed. 
Goal 1 –  Control objectives are established. 
Goal 2 –  Controls are implemented. 
Goal 3 –  Control designs are analyzed to ensure they satisfy control objectives. 
Goal 4 –  The internal control system is assessed to ensure control objectives are met. 
Goal 1 –  The life cycle of assets is managed. 
Goal 2 –  The integrity of technology and information assets is managed. 
Goal 3 –  Asset configuration baselines are established. 
Goal 1 –  Preparation for vulnerability analysis and resolution activities is conducted. 
Goal 2 –  A process for identifying and analyzing vulnerabilities is established  and maintained. 
Goal 3 –  Exposure to identified vulnerabilities is managed. 
Goal 4 –  The root causes of vulnerabilities are addressed. 
Goal 1 –  A process for identifying, analyzing, responding to, and learning from  incidents is established. 
Goal 2 –  A process for detecting, reporting, triaging, and analyzing events is established. 
Goal 3 –  Incidents are declared and analyzed. 
Goal 4 –  A process for responding to and recovering from incidents is established. 
Goal 5 –  Post-incident lessons learned are translated into improvement strategies. 
Goal 1 –  Service continuity plans for high-value services are developed.
Goal 2 –  Service continuity plans are reviewed to resolve conﬂicts between plans.
Goal 3 –  Service continuity plans are tested to ensure they meet their stated objectives.
Goal 4 –  Service continuity plans are executed and reviewed.
Goal 1 –  A strategy for identifying, analyzing, and mitigating risks is developed. 
Goal 2 –  Risk tolerances are identiﬁed, and the focus of risk management activities  is established. 
Goal 3 –  Risks are identiﬁed. 
Goal 4 –  Risks are analyzed and assigned a disposition. 
Goal 5 –  Risks to assets and services are mitigated and controlled. 
Goal 1 –  External dependencies are identified and prioritized to ensure sustained  operation of high-value services. 
Goal 2 –  Risks due to external dependencies are identified and managed. 
Goal 3 –  Relationships with external entities are formally established and maintained. 
Goal 4 –  Performance of external entities is managed. 
Goal 5 –  Dependencies on public services and infrastructure service providers  are identified. 
Goal 1 –  Cybersecurity awareness and training programs are established. 
Goal 2 –  Awareness and training activities are conducted. 
Goal 1 –  Threat monitoring is performed. 
Goal 2 –  The requirements for communicating threat information are established. 
Goal 3 –  Threat information is communicated. 
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MIL-3 Managed:  Domain practices are  supported by  governance and  adequate resources.
MIL-4 Measured: Domain practices are  supported by  measurement,  monitoring, and  executive oversight.
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CRR MIL-1 Performance 
Goal 1 –  Services are identified and prioritized. 
Goal 2 –  Assets are inventoried, and the authority and responsibility for these  assets is established. 
Goal 3 –  The relationship between assets and the services they support is established. 
Goal 4 –  The asset inventory is managed. 
Goal 5 –  Access to assets is managed. 
Goal 6 –  Information assets are categorized and managed to ensure the  sustainment and protection of the critical service. 
Goal 7 –  Facility assets supporting the critical service are prioritized and managed. 
Controls Management
Goal 1 –  Control objectives are established. 
Goal 2 –  Controls are implemented. 
Goal 3 –  Control designs are analyzed to ensure they satisfy control objectives. 
Goal 4 –  The internal control system is assessed to ensure control objectives are met. 
Conﬁguration and Change Management
Goal 1 –  The life cycle of assets is managed. 
Goal 2 –  The integrity of technology and information assets is managed. 
Goal 3 –  Asset conﬁguration baselines are established. 
Vulnerability Management
Goal 1 –  Preparation for vulnerability analysis and resolution activities is conducted. 
Goal 2 –  A process for identifying and analyzing vulnerabilities is established  and maintained. 
Goal 3 –  Exposure to identified vulnerabilities is managed. 
Goal 4 –  The root causes of vulnerabilities are addressed. 
Incident Management
Goal 1 –  A process for identifying, analyzing, responding to, and learning from incidents  is established. 
Goal 2 –  A process for detecting, reporting, triaging, and analyzing events is established. 
Goal 3 –  Incidents are declared and analyzed. 
Goal 4 –  A process for responding to and recovering from incidents is established. 
Goal 5 –  Post-incident lessons learned are translated into improvement strategies. 
Service Continuity  Management
Goal 1 –  Service continuity plans for high-value services are developed.
Goal 2 –  Service continuity plans are reviewed to resolve conﬂicts between plans.
Goal 3 –  Service continuity plans are tested to ensure they meet their stated objectives.
Goal 4 –  Service continuity plans are executed and reviewed.
Risk Management
Goal 1 –  A strategy for identifying, analyzing, and mitigating risks is developed. 
Goal 2 –  Risk tolerances are identified, and the focus of risk management activities  is established. 
Goal 3 –  Risks are identiﬁed. 
Goal 4 –  Risks are analyzed and assigned a disposition. 
Goal 5 –  Risks to assets and services are mitigated and controlled. 
External Dependencies  Management
Goal 1 –  External dependencies are identified and prioritized to ensure sustained  operation of high-value services. 
Goal 2 –  Risks due to external dependencies are identified and managed. 
Goal 3 –  Relationships with external entities are formally established and maintained. 
Goal 4 –  Performance of external entities is managed. 
Goal 5 –  Dependencies on public services and infrastructure service providers  are identiﬁed. 
Training and Awareness
Goal 1 –  Cybersecurity awareness and training programs are established. 
Goal 2 –  Awareness and training activities are conducted. 
Situational Awareness
Goal 1 –  Threat monitoring is performed. 
Goal 2 –  The requirements for communicating threat information are established. 
Goal 3 –  Threat information is communicated. 
Asset Management
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Asset Management 
1         Asset Management
Goal 1-Services are identified and prioritized. 
  
1.         Are services identified? [SC:SG2.SP1] 
 
2.         Are services prioritized based on analysis of the potential impact if the services are disrupted? [SC:SG2.SP1]
 
3.         Is the organization's mission, vision, values, and purpose, including the organization's place in critical infrastructure, identified, and communicated? [EF:SG1.SP1]
 
4.         Are the organization's mission, objectives, and activities prioritized?  [EF:SG1.SP3]
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
[SC:SG2.SP1] Identify the organization's high-value services, associated assets, and activities. A fundamental risk management principle is to focus on activities to protect and sustain services and assets that most directly affect the organization's ability to achieve its mission.
 
Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems",Page 15-18
 
NIST CSF References: ID.BE 
 
Q2         CERT-RMM Reference
[SC:SG2.SP1] Prioritize and document the list of high-value services that must be provided if a disruption occurs.  Consideration of the consequences of the loss of high-value organizational services is typically performed as part of a business impact analysis. In addition, the consequences of risks to high-value services are identified and analyzed in risk assessment activities. The organization must consider this information when prioritizing high-value services.
 
Additional References
Special Publication 800-34 "Contingency Planning for Federal Information Systems",Page 16-18
 
NIST CSF References: ID.AM-5, ID.BE
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Q3         CERT-RMM Reference
[EF:SG1.SP1] Identify the organization's mission, vision, values, and purpose. From a resilience management perspective, the identification, comprehension, and communication of the organization's strategic objectives provides essential and necessary guidance and direction for the operational resilience management process.  Effective operational resilience ensures that the organization can reach its strategic objectives.
 
Additional References
NIST SP 800-53 Rev. 4 PM-8
 
NIST CSF References: ID.BE-2 
 
Q4         CERT-RMM Reference
[EF:SG1.SP3]  Prioritize and document the organizations strategic objectives. In order to appropriately scope the organization's operational resilience management process and corresponding operational resilience management activities, the high-value services of the organization that support the strategic objectives must be identified, prioritized, and communicated as a common target for success.  
 
Affinity analysis between the organization's strategic objectives and services is a means to help the organization prioritize services and to identify high-value services that must be made resilient.
 
Additional References
NIST SP 800-53 Rev. 4 PM-11
 
NIST CSF References: ID.BE-3 
 
Goal 2-Assets are inventoried, and the authority and responsibility for these assets is established.
 
1.         Are the assets that directly support the critical service inventoried (technology includes hardware, software, and external information systems)? [ADM:SG1.SP1]
 
People
 
Information
 
Technology
 
Facilities 
 
2.         Do asset descriptions include protection and sustainment requirements? [ADM:SG1.SP2] 
 
People
 
Information
 
Technology
 
Facilities 
 
3.         Are both owners and custodians of assets documented in asset descriptions? [ADM:SG1.SP3] 
  
People
 
Information
 
Technology
 
Facilities
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4.         Are the physical locations of assets (both within and outside the organization) documented in the asset inventory? [ADM:SG1.SP3] 
 
People 
 
Information 
 
Technology 
 
Facilities 
 
5.         Are organizational communications and data flows mapped and documented in the asset inventory? [ADM:SG1.SP2] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
[ADM:SG1.SP1] Identify and inventory high-value assets. An organization must be able to identify its high-value assets, document them, and establish their value in order to develop strategies for protecting and sustaining assets commensurate with their value to services.Additional ReferencesSpecial Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems", Page 2-3
 
NIST CSF References: ID.AM, ID.AM-1,ID.AM-2, ID.AM-4 
 
Q2         CERT-RMM Reference
[ADM:SG1.SP2] Update the asset database with asset profile information.  All information relevant to the asset (collected from the asset profile) should be contained with the asset in its entry in the asset database.  Strategies to protect and sustain an asset may be documented as part of the asset profile.
 
Additional References
NIST CSF References: ID.BE-5  
 
Q3         CERT-RMM Reference
[ADM:SG1.SP3] Document and describe the owner of each asset on the asset profile.  The organization should also, to the extent possible, identify relevant custodians for each high-value asset.Additional ReferencesSpecial Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems", Page 19-21
 
NIST CSF References: ID.AM, ID.AM-1, ID.AM-2 
 
Q4         CERT-RMM Reference
[ADM:SG1.SP3] Document and describe the physical location of the asset and the custodian of the asset.   
 
Additional References
Special Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems"  Page 19-24
 
NIST CSF References: ID.AM, ID.AM-1, ID.AM-2
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Q5         CERT-RMM Reference
[ADM:SG1.SP2] Update the asset database with asset information, including the organizational communications and data flows.  
 
Additional References
NIST SP 800-53 Rev.4 AC-4, CA-3, CA-9, PL-8
Information flow control regulates where information is allowed to travel within an information system and between information systems.
 
NIST CSF References: ID.AM-3
 
Goal 3-The relationship between assets and the services they support is established.
 
1.         Are the associations between assets and the critical service they support documented? [ADM:SG2.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
2.         Are confidentiality, integrity, and availability requirements established for each service-related asset?  [RRD:SG2.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[ADM:SG2.SP1] Assign assets in the asset database to one or more services.   The relationship between assets and the services they support must be understood in order to effectively develop, implement, and manage resilience strategies that support the accomplishment of the service's mission.Additional ReferencesSpecial Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems", Page 21
 
NIST CSF References: ID.BE-4
 
Q2         CERT-RMM Reference
[RRD:SG2.SP1] Document confidentiality, integrity, and availability requirements for each service-related asset.  The needs of the organization are satisfied by consistent and efficient performance of services. These services depend on the contributions and support of assets to meet their missions. Thus, the resilience of these assets is paramount to mission assurance.Additional ReferencesFIPS Publication 199 Standards for Security Categorization of Federal Information and Information Systems, Page 2
 
NIST CSF References: ID.BE-5, ID.GV-3, PR.IP-5
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Goal 4-The asset inventory is managed.
 
1.         Have change criteria been established for asset descriptions? [ADM:SG3.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
2.         Are asset descriptions updated when changes to assets occur? [ADM:SG3.SP2]
 
People
 
Information
 
Technology
 
Facilities
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[ADM:SG3.SP1] Develop and document criteria for establishing when a change in asset inventory must be considered. Ensure that these criteria are commensurate with the organization's risk tolerances.Additional ReferencesSpecial Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems", Page 21
 
NIST CSF References: ID.AM
 
Q2         CERT-RMM Reference
[ADM:SG3.SP2] Document the asset changes by updating asset profiles and the asset database.Additional ReferencesSpecial Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems", Page 26
 
NIST CSF References: ID.AM
 
Goal 5-Access to assets is managed.
 
1.         Is access (including identities and credentials) to assets granted based on their protection requirements? [AM:SG1.SP1]
 
Information
 
Technology
 
Facilities
 
2.         Are access (including identities and credentials) requests reviewed and approved by the asset owner? [AM:SG1.SP1]
 
Information
Asset Management 
 Technology
 
Facilities
 
3.         Are access privileges reviewed to identify excessive or inappropriate privileges? [AM:SG1.SP3]
 
Information
 
Technology
 
Facilities
 
4.         Are access privileges modified as a result of reviews? [AM:SG1.SP4]
 
Information
 
Technology
 
Facilities
 
5.         Are access permissions managed incorporating the principle of least privilege? [AM:SG1.SP1]
 
Information
 
Technology
 
Facilities
 
6.         Are access permissions managed incorporating the principle of separation of duties? [AM:SG1.SP1]
 
Information
 
Technology
 
Facilities
 
7.         Are identities (e.g., user accounts) proofed before they are bound to credentials that are asserted in interactions? [ID:SG1.SP1] 
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[AM:SG1.SP1] Access privileges are assigned and approved by asset owners based on the role of the person, object, or entity that is requesting access. Asset owners are the persons or organizational units, internal or external to the organization, who have primary responsibility for the viability, productivity, and resilience of a high-value organizational asset. It is the owner's responsibility to ensure that requirements for protecting and sustaining assets are defined for assets under their control. In part, these requirements are satisfied by defining and assigning access privileges that are commensurate with the requirements. Therefore, the asset owner is responsible for granting and revoking access privileges to an identity based on the identity's role and the asset's resilience requirements. To be successful, asset owners must be aware of identities that need access to their assets and must evaluate the need with respect to business and resilience requirements before granting approval.Additional References NIST SP 800-53 Rev. 4 AC-1
 
NIST CSF References: PR.AC-1, PR.AC-2, PR.AC-3, PR.AC-6, PR.AC-7
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Q2         CERT-RMM Reference
[AM:SG1.SP1] Access requests should be sponsored by an appropriate person in the organization (i.e., a supervisor or manager) and should be directly submitted to and approved by the owner of the assets (or their agents) to which access is being requested.  Access requests should include proper justification for the request and should be approved by the sponsor of the request.Additional ReferencesNIST SP 800-53 Rev. 4 AC-1
 
NIST CSF References: PR.AC-1, PR.AC-2, PR.AC-3, PR.AC-6, PR.AC-7
 
 
Q3         CERT-RMM Reference
[AM:SG1.SP3] The mismanagement of access privileges is a major source of potential risks and vulnerabilities to the organization. Because assets and the identity community that needs access to the assets are pervasive across the organization, and in some cases extend beyond the organization, the ability to ensure that only authorized identities have appropriate privileges is an ongoing challenge. The organization must establish responsibility for regular review of access privileges and a process for correcting inconsistencies.Additional ReferencesNIST SP 800-53 Rev. 4 AC-2
 
NIST CSF References: PR.AC-1
 
 
Q4         CERT-RMM Reference
[AM:SG1.SP4] Asset owners should document any inconsistencies or misalignment in access privileges. Owners should identify privileges that are:
•         excessive
•         out of alignment with the identity's role or job responsibility
•         assigned but never approved by the asset owner
•         in violation of the asset's resilience requirements 
 
Owners should also identify identities that may have been provisioned with access privileges but are no longer considered as valid identities. A disposition for each inconsistency or misalignment should be documented, as well as the actions that need to be taken to correct these issues. 
 
Additional References
NIST SP 800-53 Rev. 4 AC-2
 
NIST CSF References: PR.AC-1
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Q5         CERT-RMM Reference
[AM:SG1.SP1] Access privileges are assigned and approved based on the role of the person, object, or entity that is requesting access. The access provided should be commensurate with and not exceed the requestors job responsibilities. Therefore, the asset owner is responsible for granting and revoking access privileges to an identity based on the identity's role and the asset's resilience requirements. To be successful, asset owners must be aware of identities that need access to their assets and must evaluate the need with respect to business and resilience requirements before granting approval.
 
Additional References
NIST SP 800-53 Rev. 4 AC-2, AC-3, AC-5, AC-6, AC-16
The principle of least privilege is employed to ensure users and processes operate at privilege levels no higher than necessary. Access permissions can also be employed at the application and service level to provide increased information security.
 
NIST CSF References: PR.AC-4
 
Q6         CERT-RMM Reference
[AM:SG1.SP1] Access privileges are assigned and approved based on the role of the person, object, or entity that is requesting access. The access provided should be commensurate with and not exceed the requestors job responsibilities. Therefore, the asset owner is responsible for granting and revoking access privileges to an identity based on the identity's role and the asset's resilience requirements. To be successful, asset owners must be aware of identities that need access to their assets and must evaluate the need with respect to business and resilience requirements before granting approval.
 
Additional References
NIST SP 800-53 Rev. 4 AC-2, AC-3, AC-5, AC-6, AC-16
Consider using separation of duties to address the potential for abuse of authorized privileges by dividing roles and privileges between users (e.g., ensuring security personnel administering access control functions do not also administer audit functions).
 
NIST CSF References: PR.AC-4
 
Q7         CERT-RMM Reference
[ID:SG1.SP1]  An identity documents the existence of a person, object, or entity that requires access to organizational assets, such as information, technology, and facilities, to fulfill its role in executing services. An entity may be both internal and external to the organization.  Because the organizational environment is constantly changing, identity registration is an ongoing organizational activity that requires continuous processes.  To properly manage organizational identities, the organization must have processes to establish identities, deprovision identities, and manage changes to those identities. Identities must be described in sufficient detail so that their attributes, including their roles and responsibilities, are clear and can be used as the basis for determining the appropriateness of assigning access privileges and restrictions.  Once established, an identity is the basis for assigning roles and access privileges in the organization.
 
Additional References
NIST SP 800-53 Rev. 4 AC-1, AC-2, AC-3, AC-16, AC-19, AC-24, IA-1, IA-2, IA-4, IA-5, IA-8, PE-2, PS-3
NIST SP 800-63  - Digital Identity Guidelines
NIST SP 800-63A - Enrollment and Identity Proofing
 
Requiring multiple forms of identification, such as documentary evidence or a combination of documents and biometrics, reduces the likelihood of individuals using fraudulent identification to establish an identity. When a subject is identity proofed, the expected outcomes are: resolve a claimed identity to a single, unique identity; validate that all supplied evidence is correct and genuine; validate that the claimed identity exists in the real world; verify that the claimed identity is associated with the real person supplying the identity evidence.
 
NIST CSF References: PR.AC-6
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Goal 6-Information assets are categorized and managed to ensure the sustainment and protection of the critical service.
 
1.         Are information assets categorized based on sensitivity and potential impact to the critical service (such as public, internal use only, secret)? [KIM:SG1.SP2]
 
2.         Is the categorization of information assets monitored and enforced? [KIM:SG1.SP2]
 
3.         Are there policies and procedures for the proper labeling and handling of information assets? [KIM:SG1.SP2]
 
4.         Are all staff members who handle information assets (including those who are external to the organization, such as contractors) trained in the use of information categories? [KIM:SG1.SP2]
 
5.         Are high-value information assets backed-up and retained? [KIM:SG6.SP1] 
 
6.         Do guidelines exist for properly disposing of information assets? [KIM:SG4.SP3]
 
7.         Is adherence to information asset disposal guidelines monitored and enforced? [KIM:SG4.SP3]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[KIM:SG1.SP2] Assign sensitivity categorization levels to information assets.This practice typically occurs when the information asset is defined. The categorization level should be kept as part of the definition of the information asset in the asset inventory.Additional ReferencesFIPS Publication 200 "Minimum Security Requirements for Federal information and information Systems", Page 2
 
NIST CSF References: PR.DS
 
Q2         CERT-RMM Reference
[KIM:SG2.SP2] Establish and implement administrative controls for information assets.  Administrative controls for protecting information assets include information security policies that govern the behavior of users, including  policies for the proper sensitivity categorization of information assets.  
 
Additional References
Special Publication 800-39 "Managing Information Security Risk - Organization, Mission, and Information System View" Page  45-48
 
NIST CSF References: PR.DS
 
Q3         CERT-RMM Reference
[KIM:SG1.SP2] Establish policies for proper handling of information assets according to the sensitivity categorization scheme.  Establish policies and procedures for proper labeling for each category of information asset.  Additional ReferencesNIST SP 800-53 Rev. 4 MP-3
 
NIST CSF References: PR.DS
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Q4         CERT-RMM Reference
[KIM:SG1.SP2] Assign responsibility for the assignment of sensitivity categorization levels to information assets. All staff who handle information assets (including those who are external to the organization) should be trained in the organization's sensitivity categorization scheme and be authorized to assign a categorization level. Training should also be provided for proper handling of each category of information asset.
 
Additional References
NIST CSF References: PR.AT-1
 
Q5         CERT-RMM Reference
[KIM:SG6.SP1] Develop information asset backup and retention procedures. Information asset backup and retention procedures should include:
•         standards for the frequency of backup and storage (which may be established and connected to the organization's configuration management of information assets) and the retention period for each information asset
•         the types and forms of information asset retention (paper, CDs, tapes, etc.)
•         the identification of organization-authorized storage locations and methods, as well as guidelines for appropriate proximity of these storage locations
•         procedures for accessing stored copies of information assets
•         standards for the protection and environmental control of information assets in storage (particularly if the assets are stored in locations not owned by the organization)
•         standards for the testing of the validity of the information assets to be used in restorative activities
•         periodic revision of the guidelines as operational conditions change
 
The application of these guidelines should be based on the value of the asset and its availability requirements during an emergency, which may be indicated by a service continuity plan.  
 
Additional References
NIST SP 800-53 Rev. 4 CP-9
 
NIST CSF References: PR.IP-4
 
 
Q6         CERT-RMM Reference
[KIM:SG4.SP3] Develop and implement guidelines for the appropriate disposition of information assets. Communicate these guidelines to all staff who are responsible for the resilience of information assets.Additional ReferencesNIST SP 800-53 Rev. 4 Page MP-6
 
NIST CSF References: PR.DS-3, PR.IP-6
 
 
Q7         CERT-RMM Reference
[KIM:SG4.SP3] Communicate these guidelines to all staff who are responsible for the resilience of information assets.  Proper disposition of information assets is highly dependent on the type of asset, its form, its sensitivity categorization, and other factors such as whether the disposition must be logged or tracked. 
 
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 10-13
 
NIST CSF References: PR.DS-3, PR.IP-6 
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Goal 7-Facility assets supporting the critical service are prioritized and managed.
 
1.         Are facilities prioritized based on potential impact to the critical service, to identify those that should be the focus of protection and sustainment activities? [EC:SG1.SP1]
 
2.         Is the prioritization of facilities reviewed and validated? [EC:SG1.SP1]
 
3.         Are protection and sustainment requirements of the critical service considered during the selection of facilities? [EC:SG2.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[EC:SG1.SP1] Prioritize facility assets. The prioritization of facility assets is necessary so that the organization can ensure it focuses protection and sustainability activities on facilities that have the most potential for impacting the organization if they are disrupted or destroyed. Unlike other organizational assets, facilities tend to be “hubs” of services; that is, many services tend to be performed in or supported by a single facility. An example of this would be a data center where many application systems (and their associated hardware, software, and network components) support a number of organizational services. Because the loss of a facility can have widespread cascading effects on a number of services, the organization should consider this strongly when prioritizing facility assets. One means for supporting this criterion is to review the mapping between services and facility assets. This information may also be gathered as the result of a business impact analysis activity at the organizational unit level.Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems",Page 17
 
NIST CSF References: ID.AM-5, ID.BE-4
 
Q2         CERT-RMM Reference
[EC:SG1.SP1] Periodically validate and update the list of high-value facility assets based on operational and organizational environment changes.
 
Additional References
NIST CSF References: ID.AM-5, ID.BE-4 
 
Q3         CERT-RMM Reference
[EC:SG2.SP2] A specific subset of controls should be considered during the design, construction, or leasing of facility assets. These controls are typically technical or physical in nature and are focused on sustaining the operability and viability of facilities, thus contributing to a facility's operational resilience. 
 
Additional References
NIST SP 800-53 Rev. 4 PE-16, PE-17, PE-18
 
NIST CSF References: ID.BE-5, PR.IP-5
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MIL2-Planned
 
1.         Is there a documented plan for performing asset management activities?
 
2.         Is there a documented policy for asset management?
 
3.         Have stakeholders for asset management activities been identified and made aware of their roles?
 
4.         Have asset management standards and guidelines been identified and implemented?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider planning for asset management. This involves developing a plan for performing the process to ensure that an accurate inventory of assets is developed and maintained and can form a foundation for managing operational resilience. Developing and maintaining an asset inventory may be challenging because most organizations have a significant number of assets. Thus, the plan must address how the inventory will be taken and maintained at various levels of the organization. For practicality, most organizations may take inventory at an organizational unit level and have a method or tool to aggregate the inventory at an enterprise level. 
 
Additional References
NIST CSF References: ID-AM
 
Q2         CERT-RMM Reference
Consider sponsoring policies and procedures, including the documentation of assets and for establishing asset ownership and custodianship. The asset management policy should address:
•         responsibility, authority, and ownership for performing process activities, including collecting and documenting asset inventory information
•         the association of assets to core organizational services, and the prioritization of assets in the inventory
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
 
Q3         CERT-RMM Reference
Consider identifying stakeholders, which are individuals who are involved in various tasks in the asset management process, such as:
•         planning for the process
•         creating an asset inventory baseline
•         creating asset profiles
•         associating assets with services and analyzing asset-service dependencies
•         reviewing and appraising the effectiveness of process activities
•         resolving issues in the process
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
Asset Management 
Q4         CERT-RMM Reference
Consider sponsoring standards, and guidelines, including procedures, standards, and guidelines for:
•         documenting asset descriptions and relevant information
•         describing and identifying asset owners
•         describing and identifying asset custodians
•         the development of criteria to provide guidance on asset inventory updating, reconciliation, and change control
•         the association of assets to core organizational services, and the prioritization of assets in the inventory
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References
NIST CSF References: ID.AM
 
MIL3-Managed
 
1.         Is there management oversight of the performance of the asset management activities?
 
2.         Have qualified staff been assigned to perform asset management activities as planned?
 
3.         Is there adequate funding to perform asset management activities as planned?  
 
4.         Are risks related to the performance of planned asset management activities identified, analyzed, disposed of, monitored, and controlled?  
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider conducting periodic reviews of the asset  management process as needed to ensure that:
•         newly acquired assets are included in the inventory
•         assets that have been modified are reflected accurately in the inventory
•         assets that have been retired are removed from the inventory
•         asset-service mapping is accurate and current
•         ownership and custodianship over assets are established and documented
•         change control processes are operating appropriately to minimize discrepancies between the organization's asset base and the asset inventory
•         access to the asset inventory is being limited to only authorized staff
•         status reports are provided to appropriate stakeholders in a timely manner
•         asset and service dependency issues are referred to the risk management process when necessary
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         administrative, technical, and physical controls are operating as intended
•         controls are meeting the stated intent of the resilience requirements
•         actions resulting from internal and external audits are being closed in a timely manner
 
Additional References
NIST CSF References: PR.IP-8
Asset Management 
Q2         CERT-RMM Reference
Consider ensuring that responsible staff are trained in skills required in the asset management process. Examples of these skills include:
•         knowledge of the tools, techniques, and methods necessary to identify and inventory high-value assets
•         knowledge unique to each type of asset that is required to identify and inventory each type
•         knowledge necessary to work effectively with asset owners and custodians
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and interpret them to develop effective requirements, plans, and programs for the process
 
Additional References
NIST CSF References: PR.AT
 
Q3         CERT-RMM Reference
Consider ensuring that asset management activities are adequately funded. Considerations for funding the asset management process should extend beyond the initial development of the asset inventory to the maintenance of the inventory. Initial costs may be higher if the organization does not have a formal or usable asset baseline to serve as a foundation.
 
Additional References
NIST CSF References: ID.GV-4
 
Q4         CERT-RMM Reference
Consider managing risk arising from insufficient asset management practices. Discrepancies result when assets are acquired, modified, or retired but not reflected accurately in the asset inventory. Assets form the foundation for operational resilience management, as because they are the target of strategies required to protect and sustain services. To the extent that the asset definition and management process results in inventory discrepancies, the organization's overall ability to manage operational resilience is impeded. 
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
 
MIL4-Measured
 
1.         Are asset management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
 
2.         Are asset management activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to the performance of asset management?
 
Option(s) for Consideration:
 
Q1         Consider measuring the asset management process against its process description, standards, and procedures, and address non-compliance. 
 
Additional References
NIST CSF References: PR.IP-7
Asset Management 
Q2         Consider objectively evaluating adherence of the asset management process against its process description, standards, and procedures, and address non-compliance.
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         Consider reviewing the activities, status, and results of the asset management process with higher-level managers and resolve issues. 
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of asset management activities from which operating units can derive practices that fit their unique operating circumstances?  
 
2.         Are improvements to asset management activities documented and shared across the organization?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing an organization-wide approach to asset management, that includes:  
•         selecting from the organization's set of standard processes those processes that cover the asset definition and management process and best meet the needs of the organizational unit or line of business
•         establishing  the defined process by tailoring the selected processes according to the organization's tailoring guidelines
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes 
•         documenting the defined process and the records of the tailoring
•         revising the description of the defined process as necessary
 
Additional References
NIST CSF References: PR.IP
 
Q2         CERT-RMM Reference
Consider collecting asset management work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets. 
 
Additional References
NIST CSF References: PR.IP
Asset Management 
Other Observations – Asset Management
Controls Management 
Goal 1-Control objectives are established.
 
1.         Have control objectives been established for assets  required for delivery of the critical service? [CTRL:SG1.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
2.         Are control objectives prioritized according to their potential to affect the critical service? [CTRL:SG1.SP1]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[CTRL:SG1.SP1] Define and document control objectives that result from management directives and guidelines. Affinity analysis of directives and guidelines may be useful in identifying categories of control objectives.These are examples of control objectives:
•         prevent unauthorized use of purchase orders
•         ensure adequate supplies of materials
•         establish an enterprise architecture for information technology
•         develop and communicate policies regarding standards of ethical behavior
•         identify and assess risks that may cause material misstatements of financial records
•         educate and train staff
•         manage external entity relationships
•         establish a compliance program  
 
Additional ReferencesFIPS Publication 199 Standards for Security Categorization of Federal Information and Information Systems  Page 2
 
NIST CSF References: ID.GV-3, PR.AC, PR.DS, PR.IP, PR.MA, PR.PT
 
Q2         CERT-RMM Reference
[CTRL:SG1.SP1] The intent of prioritization is to determine the control objectives that most need attention because of their potential to affect operational resilience.  Assigning a relative priority to each control objective or category aids in determining the level of resources to apply when defining, analyzing, assessing, and addressing gaps in controls (refer to CTRL:SG2, SG3, and SG4).   Management directives and guidelines can be used to establish criteria for prioritizing control objectives.  
 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View" Page 14-15 Managing for Enterprise Security Page 15
 
NIST CSF References: ID.GV-3, PR.AC, PR.DS, PR.IP, PR.MA, PR.PT
2         Controls Management
Controls Management 
Goal 2-Controls are implemented.
 
1.         Have controls been implemented to achieve the control objectives established for the critical service? [CTRL:SG2.SP1]
 
2.         Have controls been implemented, incorporating network segregation where appropriate, to protect network integrity? [CTRL:SG2.SP1]
 
3.         Have controls been implemented to protect data-at-rest? [CTRL:SG2.SP1], [KIM:SG4.SP2]
 
4.         Have controls been implemented to protect data-in-transit? [CTRL:SG2.SP1], [KIM:SG4.SP1], [KIM:SG4.SP2]
 
5.         Have controls been implemented to protect against data leaks? [CTRL:SG2.SP1],[KIM:SG4.SP1], [KIM:SG4.SP2]
 
6.         Have audit/log records been determined, documented, implemented, and reviewed in accordance with policy? [CTRL:SG2.SP1], [MON:SG1.SP3]
 
7.         Have controls been implemented to protect and restrict the use of removable media in accordance with policy? [CTRL:SG2.SP1], [TM:SG2.SP2]
 
8.         Have controls been implemented to protect communication and control networks? [CTRL:SG2.SP1], [TM:SG2.SP2]
 
9.         Have cybersecurity human resource practices been implemented for the critical service (e.g., de-provisioning, personnel screening)? [CTRL:SG2.SP1], [HRM:SG3.SP1]
 
10.         Is access to systems and assets controlled by incorporating the principle of least functionality (e.g., whitelisting, blacklisting, etc.)? [CTRL:SG2.SP1], [TM:SG2.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[CTRL:SG2.SP1] Establish enterprise-level controls to satisfy control objectives. These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View" Page 14-15
 
NIST CSF References: ID.GV-3, PR.AC, PR.DS, PR.IP, PR.MA, PR.PT
 
Q2         CERT-RMM Reference
[CTRL:SG2.SP1] Establish service-level and asset-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
Additional References
NIST SP 800-53 Rev. 4 SC-7
Consider implementing segregation to protect network integrity.  Segregation is a form of boundary protection and provides the capability to isolate or segregate certain organizational information system assets.
 
NIST CSF References: PR.AC-5
Controls Management 
Q3         CERT-RMM Reference
[CTRL:SG2.SP1] Establish service-level and asset-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[KIM:SG4.SP2] Develop and implement access controls to satisfy confidentiality and integrity requirements. Manage access to controls on an on-going basis to ensure continued satisfaction of those requirements.
 
Additional References
NIST SP 800-53 Rev. 4 SC-28
Implement mechanisms (e.g. encryption and/or secure offline storage) to achieve confidentiality and integrity protection of data-at-rest. 
 
NIST CSF References: PR.DS-1
 
Q4         CERT-RMM Reference
[CTRL:SG2.SP1] Establish service-level and asset-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[KIM:SG4.SP1]Consider applying cryptographic controls. Cryptographic controls are applied to information assets to ensure confidentiality and prevent accidental disclosure.
 
[KIM:SG4.SP2] Develop and implement access controls to satisfy confidentiality and integrity requirements. Manage access to controls on an on-going basis to ensure continued satisfaction of those requirements.
 
Additional References
NIST SP 800-53 Rev. 4 SC-8
Implement mechanisms (e.g. encryption and/or randomized communication patterns) to achieve confidentiality and integrity protection of data-in-transit. 
 
NIST CSF References: PR.DS-2
 
Q5         CERT-RMM Reference
[CTRL:SG2.SP1] Establish service-level and asset-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[KIM:SG4.SP1]Consider applying cryptographic controls to protect against data leaks.  Cryptographic controls are applied to information assets to ensure confidentiality and prevent intentional or unintentional disclosure.
 
[KIM:SG4.SP2] Develop and implement access controls to satisfy confidentiality and integrity requirements. Manage access to controls on an on-going basis to ensure continued satisfaction of those requirements.
 
Additional References
NIST SP 800-53 Rev. 4 AC-4, AC-5, AC-6, PE-19, PS-3, PS-6, SC-7, SC-8, SC-13, SC-31, SI-4
Consider implementing mechanisms (e.g. encryption and/or access controls) to protect against data leaks. Information/data leakage is the intentional or unintentional release of information to an untrusted environment. 
 
NIST CSF References: PR.DS-5
Controls Management 
Q6         CERT-RMM Reference
[CTRL:SG2.SP1] Establish service-level and asset-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[MON:SG1.SP3] Establish monitoring requirements for the management and review of audit logs. Identify the level and type of monitoring activities needed to meet requirements. Requirements should consider:
•         the sources of data
•         the granularity of data
•         the distribution frequency
•         the retention of data
 
Additional References
NIST SP 800-53 Rev. 4 AU Family
To determine the set of auditable events, consider the auditing appropriate for each of the security controls to be implemented. Protect audit information and audit tools from unauthorized access, modification, and deletion. Retain audit records until they are no longer needed for administrative, legal, audit, or other purposes.
 
NIST CSF References: PR.PT-1
 
Q7         CERT-RMM Reference
[CTRL:SG2.SP1] Establish enterprise-level controls to satisfy control objectives. These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
[TM:SG2.SP2] Develop, implement, and manage an appropriate level of administrative, technical, and physical security controls to protect and restrict the use of removable media. Monitor the effectiveness of these controls on a regular basis to ensure they continue to meet requirements.
 
Additional References
NIST SP 800-53 Rev. 4 MP-2, MP-4, MP-5, MP-7
Consider restricting user access to removable media to defined personnel or roles.  Consider also measures to restrict the use of certain types of removable media and measures to protect removable media during transport.
 
NIST CSF References: PR.PT-2         
 
Q8         CERT-RMM Reference
[CTRL:SG2.SP1] Establish enterprise-level controls to satisfy control objectives. These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[TM:SG2.SP2] Develop, implement, and manage an appropriate level of administrative, technical, and physical security controls to protect communication and control networks. Monitor the effectiveness of these controls on a regular basis to ensure they continue to meet requirements.
 
Additional References
NIST SP 800-53 Rev. 4 AC-4, AC-17, AC-18, CP-8, SC-7
Consider establishing and documenting usage restrictions, configuration/connection requirements, and implementation guidance for the protection of communication and control networks. Implement controls to protect communication and control networks. Consider establishing alternate telecommunication and data communication services.
 
NIST CSF References: PR.PT-4
Controls Management 
Q9         CERT-RMM Reference
[CTRL:SG2.SP1] Establish enterprise-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
[HRM:SG3.SP1] Cybersecurity obligations should be clearly documented in job descriptions so that staff members know their roles and responsibilities.  All job descriptions in the organization, particularly those with vital roles, should clearly state the staff member's cybersecurity roles, responsibilities, and job tasks.
 
Additional References
NIST SP 800-53 Rev. 4 PS Family
Consider implementing cybersecurity in human resource practices such as:
•         personnel screening and rescreening processes
•         implementing and managing access agreements (nondisclosure agreements, acceptable use agreements, access agreements, etc.)
•         third-party personnel security processes
•         personnel sanctions for noncompliance
 
NIST CSF References: PR.IP-11
 
Q10         CERT-RMM Reference
[CTRL:SG2.SP1] Establish enterprise-level controls to satisfy control objectives.  These can be a combination of controls that already exist, controls that need updated, and new controls that need to be implemented.  
 
[TM:SG2.SP2] Develop, implement, and manage an appropriate level of administrative, physical, and technical security controls to protect access to systems and assets. Monitor the effectiveness of these controls on a regular basis to ensure they continue to meet requirements. Where appropriate access to all systems and assets should be controlled in accordance with the principle of least functionality.
 
Additional References
NIST SP 800-53 Rev. 4 AC-3, CM-7
Consider controlling access to systems and assets employing the principle of least functionality when appropriate.  Least functionality is the principle of configuring information systems to provide only essential capabilities. Prohibit or restrict the use of unnecessary functions, ports, protocols, services, etc. Where feasible, organizations should limit component functionality to a single function per device/system (e.g., email server or web server but not both).   
 
NIST CSF References: PR.PT-3
Controls Management 
Goal 3-Control designs are analyzed to ensure they satisfy control objectives.
 
1.         Are control designs analyzed to identify gaps where control objectives are not adequately satisfied? [CTRL:SG3.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
2.         As a result of the controls analysis, are new controls introduced or existing controls modified to address gaps? [CTRL:SG3.SP1]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[CTRL:SG3.SP1] Analyze existing controls against control objectives. Identify gaps where enterprise control objectives for the resilience of services and assets and service control objectives are not adequately satisfied by existing controls.
 
Additional References
Special Publication 800-30 "Guide for Conducting Risk Assessments"
 
NIST CSF References: PR.IP-7
 
 
Q2         CERT-RMM Reference
[CTRL:SG3.SP1] Identify updates to existing controls and proposed new controls to address gaps. This includes identifying gaps where the control objective's priority does not warrant further investment in updated or new controls.  
 
Additional References
Special Publication 800-30 "Guide for Conducting Risk Assessments"
 
NIST CSF References: PR.IP-7
Controls Management 
Goal 4-The internal control system is assessed to ensure control objectives are met.
 
1.         Is the performance of controls assessed on a scheduled basis to verify they continue to meet control objectives? [CTRL:SG4.SP1]
 
People
 
Information
 
Technology
 
Facilities
 
2.         As a result of scheduled assessments, are new controls introduced or existing controls modified to address problem areas? [CTRL:SG4.SP1]
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
[CTRL:SG4.SP1] Perform control assessments. Performing periodic assessment of the internal control system is necessary to ensure that controls continue to meet control objectives, that control objectives continue to implement strategies for protecting and sustaining services (and their supporting assets), and that resilience requirements are satisfied. Various assessment techniques can be used ranging from informal, self-assessments to more structured formal assessments against established standards. Affinity analysis, interviews, and surveys may provide useful insight. In addition, results from business impact analyses, risk assessments, and internal audits and external audits (refer to the Compliance process area) can contribute.
 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View" Page 46-48
 
NIST CSF References: PR.IP-7
 
Q2         CERT-RMM Reference
[CTRL:SG4.SP1] Identify updates to existing controls and proposed new controls to address problem areas. Organizations can realize efficiencies of scale by requiring specific controls for a given type of asset. For example, standardizing desktop and laptop system configurations or deploying access control systems across a range of technology assets that support multiple high-value services can reduce the cost of controls. Straightforward changes can be addressed by service and asset owners and the line of business and organizational unit managers to whom they report. For more complex changes that require broader organizational planning and coordination, a remediation plan may be required. 
 
Remediation plans should address:
•         the actions the organization must take to ensure that controls satisfy control objectives effectively and efficiently
•         changes to the internal control system
•         assignment of responsibility and authority to perform the work
•         schedule and costs to perform the work
•         documentation of risk mitigation strategies and residual risks
The actions called for in remediation plans must be tracked to closure. Plans are updated as required. Any changes to existing controls and the addition of any new controls may result in the need for a reassessment.  
Controls Management 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View" Page 48
 
NIST CSF References: PR.IP-7
 
MIL2-Planned
 
1.         Is there a plan for performing controls management activities?
 
2.         Is there a documented policy for controls management?
 
3.         Have stakeholders for controls management activities been identified and made aware of their roles?
 
4.         Have controls management standards and guidelines been identified and implemented?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing and maintaining a plan for controls management. The plan for the controls management process should be directly influenced by the management directives and guidelines and resilience requirements that serve as the basis for defining control objectives.
 
The plan for the controls management process should not be confused with remediation plans for changes to the internal control system that require broad organizational planning and coordination. The plan for the controls management process details how the organization will perform controls management, including the development of remediation plans. 
 
Subpractice:
•         define and document the plan for performing the process•         define and document the process description•         review the plan with relevant stakeholders and get their agreement•         revise the plan as necessary
 
Additional References 
NIST CSF References: PR.AC, PR.DS, PR.IP, PR.MA, PR.PT
 
Q2         CERT-RMM Reference
Consider developing a policy for controls management.  The controls management policy should address:
•         responsibility, authority, and ownership for performing process activities
•         procedures, standards, and guidelines for
-         defining and selecting control objectives-         prioritizing control objectives-         evaluating and acquiring tools for monitoring the performance of controls-         analyzing and assessing controls-         identifying gaps in controls and approaches for addressing them-         identifying redundant and conflicting controls-         identifying risks associated with problems in the internal control system
•         periodically assessing the internal control system
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
Controls Management 
Q3         CERT-RMM Reference
Consider identifying and documenting stakeholders of the controls management process.  Stakeholders of the controls management process include those that are responsible for control objectives and controls, oversee the controls management process, and are involved in any aspect of ensuring the effectiveness of the internal control system and managing risks resulting from unresolved problems. Stakeholders of the compliance process are also stakeholders of the controls management process for controls that directly support compliance process activities and the fulfillment of compliance obligations.
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
  
Q4         CERT-RMM Reference
Consider establishing standards and guidelines for controls management.
•         affinity analysis methods for categorizing control objectives and analyzing controls
•         methods for prioritizing control objectives
•         techniques and tools for developing and maintaining traceability between control objectives and controls
•         methods for conducting surveys and interviews
•         methods and techniques for identifying and addressing gaps in controls as well as conflicting and redundant controls
•         methods, techniques, and tools for control analysis and assessment
•         methods, techniques, and tools for coordinating process activities across organizational units and lines of business
•         methods, techniques, and tools for collecting, analyzing, validating, and managing information about the internal control system
•         monitoring, auditing, and other assessment techniques to identify problem areas
•         methods and tools for managing changes to controls 
 
Additional References
NIST CSF References: PR.AC, PR.DS, PR.IP, PR.MA, PR.PT
 
MIL3-Managed
 
1.         Is there management oversight of the performance of the controls management activities?
 
2.         Have qualified staff been assigned to perform controls management activities as planned?
 
3.         Is there adequate funding to perform controls management activities as planned?
 
4.         Are risks related to the performance of planned controls management activities identified, analyzed, disposed of, monitored, and controlled? 
Controls Management 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider conducting oversight of controls management activities.  These are examples of controls management work products placed under control:
•         management directives and guidelines
•         control objectives and their priorities
•         enterprise-, service-, and asset-level controls•         traceability matrix of control objectives and controls, including responsible staff
•         analysis and assessment results, including control gaps
•         updates to existing controls
•         proposed new controls
•         redundant and conflicting controls
•         risks related to unsatisfied control objectives
•         risks related to redundant and conflicting controls
•         remediation plans
•         updates to service continuity plans
•         process plan
•         policies and procedures
•         contracts with external entities
 
Additional References
NIST CSF References: PR.IP-8
 
Q2         CERT-RMM Reference
Consider ensuring that responsible staff are trained in the skills necessary to perform controls management. These are examples of skills required in the controls management process:
•         knowledge of the tools, techniques, and methods necessary to analyze, assess, and manage the internal control system, including those necessary to perform the process using the selected methods, techniques, and tools
•         knowledge unique to each control objective
•         knowledge necessary to successfully remediate control gaps, problem areas, redundancies, and conflicts
•         knowledge necessary to work effectively with asset and service owners and custodians
•         oral and written communication skills to prepare reports on the effectiveness of the internal control system and defend these reports if required
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and interpret them to develop effective control objectives and controls
 
Additional References
NIST CSF References: PR.AT
 
Q3         CERT-RMM Reference
Consider ensuring that controls management activities are adequately funded.  Considerations for funding the process should extend beyond the initial development of controls to the maintenance of the system of internal controls, which includes evaluation of control effectiveness.
 
Additional References
NIST CSF References: ID.GV-4
Controls Management 
Q4         CERT-RMM Reference
Consider ensuring that risk arising from the failure of controls management is identified, assessed, and mitigated.  
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
 
MIL4-Measured
 
1.         Are controls management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
 
2.         Are controls management activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to the performance of controls management?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider measuring the controls management process. These are examples of metrics for the controls management process:
•         number of controls and number of controls by category 
•         percentage of control objectives that are fully satisfied by existing controls
•         percentage of controls that span multiple control objectives
•         percentage of controls that require updates; percentage of control objectives that are affected by updated controls
•         percentage of proposed new controls; percentage of control objectives that are affected by proposed new controls
•         percentage of redundant controls; percentage of control objectives that are affected by redundant controls
•         percentage of conflicting controls; percentage of control objectives that are affected by conflicting controls
•         time and resources expended to conduct an analysis of controls (establish the baseline)
•         time and resources expended to conduct an assessment of controls (periodic)
•         number of problem areas resulting from the assessment of controls
•         number of problem areas escalated to higher-level managers for review
•         percentage of control objectives requiring remediation plans
•         percentage of controls that have been fully automated
•         timeliness of resolving control gaps (implementation of control updates and proposed new controls; resolution of redundant and conflicting control(s) 
•         reduction in number of controls
•         number of process risks referred to the risk management process; number of risks where corrective action is still pending (by risk rank)
•         level of adherence to process policies; number of policy violations; number of policy exceptions requested and number approved
•         number of process activities that are on track per plan
•         rate of change of resource needs to support the process
•         rate of change of costs to support the process
 
Additional References
NIST CSF References: PR.IP-7
Controls Management 
Q2         CERT-RMM Reference
Consider reviewing the controls management activities. Periodic reviews of the controls management process are needed to ensure that:
•         control objectives are satisfied and continue to be satisfied across time and in the face of changing business and risk conditions
•         control problem areas have been identified and remediated
•         risks related to control problem areas have been identified, properly referred, and addressed
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported 
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         actions requiring management involvement are elevated in a timely manner
•         actions resulting from internal and external audits are being closed in a timely manner
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference
Consider reviewing issues with performance of controls management. Reviews of the controls management process may result from periodic assessment or post-event audits that seek to identify problems that must be corrected. Elevating the results of these assessments and audits to managers provides an opportunity to correct controls management process deficiencies and to make managers aware of variations in the process that not only have localized impact but may also affect the organization's resilience as a whole.
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of controls management activities from which operating units can derive practices that fit their unique operating circumstances?
 
2.         Are improvements to controls management documented and shared across the organization?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing an organization-wide approach to controls management, that includes: 
•         selecting from the organization's set of standard processes those processes that cover the controls management process and best meet the needs of the organizational unit or line of business
•         establishing  the defined process by tailoring the selected processes according to the organization's tailoring guidelines
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes
•         documenting the defined process and the records of the tailoring
•         revising the description of the defined process as necessary
 
Additional References
NIST CSF References: PR.IP
Controls Management 
Q2         CERT-RMM Reference
Consider collecting controls management work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets.
 
Additional References
NIST CSF References: PR.IP
Controls Management 
Other Observations – Controls Management
Configuration and Change Management 
Goal 1-The life cycle of assets is managed. 
 
         1.         Is a change management process used to manage modifications to assets? [ADM:SG3.SP2] 
 
Information 
 
Technology 
 
Facilities 
 
         2.         Are resilience requirements evaluated as a result of changes to assets? [RRM:SG1.SP3]
 
Information 
 
Technology 
 
Facilities 
 
         3.         Is capacity management and planning performed for assets? [TM:SG5.SP3] 
 
         4.         Are change requests tracked to closure? [TM:SG4.SP3] 
 
         5.          Are stakeholders notified when they are affected by changes to assets? [ADM:SG3.SP2] 
 
         6.         Is a System Development Life Cycle implemented to manage systems supporting the critical service? [ADM:SG3.SP2], [RTSE:SG2.SP2]
 
Option(s) for Consideration: 
 
 Q1         CERT-RMM Reference 
[ADM:SG3.SP2] Maintain a requirement change history with rationale for performing the  changes. Change management for resilience requirements is a continuous process and  therefore requires that the organization effectively assign responsibility and accountability for it. The organization must independently monitor that the change management process is operational and that asset-level resilience requirements have been updated on a regular basis so that they remain in direct alignment with organizational drivers.  
 
Additional References 
NIST SP 800-53 Rev. 4   CM-3 
 
NIST CSF References: PR.IP-3 
 
 
Q2         CERT-RMM Reference 
[RRM:SG1.SP3] Evaluate the impact of requirement changes on existing activities and  commitments for protecting and sustaining assets and services. The organization must  independently monitor that the change management process is operational and that asset-level resilience requirements have been updated on a regular basis so that they remain in direct alignment with organizational drivers. 
3 Configuration and Change Management
Configuration and Change Management 
Additional References 
NIST SP 800-53 Rev. 4 CM-3 
 
NIST CSF References: PR.IP-3 
 
 
Q3         CERT-RMM Reference 
[TM:SG5.SP3] Develop a strategy to meet the demand for capacity based on the resilience  requirements for the technology asset and the services it supports. In this case, the strategy may need to consider the organization’s strategic objectives and how the accomplishment of these objectives affects capacity of current technology assets and future capacity needs. 
 
Additional References 
Special Publication 800-128 "Guide for Security-Focused Configuration Management of Information Systems" 
 
NIST CSF References: PR.DS-4 
 
Q4         CERT-RMM Reference 
[TM:SG4.SP3] Track the status of change requests to closure. Ensure that all change  requests have a disposition and that changes that have not been closed are provided an  updated status.  
 
Additional References 
NIST SP 800-53 Rev. 4 CM-3 
 
NIST CSF References: PR.IP-3
 
 
Q5         CERT-RMM Reference 
[ADM:SG3.SP2] Establish communication channels to ensure custodians are aware of  changes in assets.   
 
Additional References 
NIST SP 800-53 Rev. 4 CM-3 
 
NIST CSF References: PR.IP-3
 
 
Q6         CERT-RMM Reference 
[ADM:SG3.SP2] Changes to high value systems and assets may require corresponding  changes to cybersecurity requirements and the strategies the organization deploys to ensure that these assets are adequately protected and sustained. Maintain a requirement change history with rationale for performing the changes. Change management for resilience requirements is a continuous process and therefore requires that the organization effectively assign responsibility and accountability for it. 
 
[RTSE:SG2.SP2] Planning for the incorporation of resilience into the development life  cycle ensures that resilience activities and controls are included as a required part of the  production of systems and assets. Planning should describe the selection and incorporation of appropriate guidelines for addressing resilience in the life-cycle phases.
Configuration and Change Management 
Additional References 
NIST SP 800-53 Rev. 4 SA-3, SA-4, SA-8, SA-10, SA-11, SA-12, SA-15, SA-17, PL-8 
A well-defined System Development Life Cycle provides the foundation for the successful  development, implementation, operation, and disposal of organizational information  systems. Consider incorporating information system security engineering principles to the  specification, design, development, implementation, and modification of information  systems. 
 
NIST CSF References:  PR.IP-2
 
Goal 2-The integrity of technology and information assets is managed. 
 
1.         Is configuration management performed for technology assets? [TM:SG4.SP2] 
 
2.          Are techniques in use to detect changes to technology assets? [TM:SG4.SP3] 
 
3.         Are modifications to technology assets reviewed? [TM:SG4.SP2], [TM:SG4.SP3 ] 
 
4.         Are integrity requirements used to determine  which staff members are authorized to  modify information assets? [KIM:SG5.SP1] 
 
5.         Is the integrity of information assets monitored? [KIM:SG5.SP3]
 
6.         Are unauthorized or unexplained modifications to technology assets addressed?   [TM:SG4.SP2], [TM:SG4.SP3]
 
7.         Are modifications to technology assets tested before being committed to production  systems? [TM:SG4.SP4] 
 
8.         Has a process for managing access to technology assets been implemented?   [TM:SG4.SP1] 
 
9.          Is the maintenance and repair of assets performed and logged in a timely manner?[ADM:SG3.SP2], [TM:SG5.SP2]
 
10.          Is the maintenance and repair of assets performed with approved and controlled tools and/or methods? [ADM:SG3.SP2], [TM:SG5.SP2]
 
11.          Is the remote maintenance and repair of assets approved, logged, and performed in a manner that prevents unauthorized access? [ADM:SG3.SP2], [TM:SG5.SP2]
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[TM:SG4.SP2] Create baseline configuration items. Establishing a technology asset  baseline (commonly called a configuration item) provides a foundation for managing the integrity of the asset as it changes over its life cycle.  
 
Additional References 
Special Publication 800-70 "National Checklist Program for IT Products: Guidelines for Checklist Users and Developers" 
 
NIST CSF References: PR.IP-1 
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Q2         CERT-RMM Reference 
[TM:SG4.SP3] Develop and implement change control policies, procedures, and  techniques. Change requests address not only new or changed requirements but also  maintenance and/or failures in the technology assets. Changes are evaluated to ensure that they are consistent with all technical and resilience requirements. 
 
Additional References 
NIST SP 800-53 Rev. 4 CM-2 
 
NIST CSF References: PR.DS-6, PR.DS-8
 
 
Q3         CERT-RMM Reference 
[TM:SG4.SP2], [TM:SG4.SP3] Review configuration control logs and identify anomalies.  Periodically verify (through monitoring and auditing) that changes to configurations are valid and authorized. 
 
Analyze the impact of changes proposed in the change requests. Change requests are  analyzed to determine the impact that the change will have on the resilience requirements, budget, and schedule. Changes are also evaluated for their impact beyond immediate project or contract requirements. Changes to a technology used in multiple services can resolve an immediate issue while causing a problem in other applications. 
 
Obtain agreement and approval for changes to baselines from relevant stakeholders.
 
Additional References
NIST SP 800-53 Rev. 4 CM-3 
 
         NIST CSF References: PR.IP-1, PR.IP-3
 
 
Q4         CERT-RMM Reference
[KIM:SG5.SP1] Identify and document staff who are authorized to modify information  assets, relative to the asset’s integrity requirements. This information may be specifically  included as part of the information asset’s resilience requirements.
 
Additional References
NIST SP 800-53 Rev. 4 AC - 2 
 
NIST CSF References: PR.AC-4, PR.IP-3, PR.IP-11
Configuration and Change Management 
Q5         CERT-RMM Reference
[KIM:SG5.SP3] Establish requirements for the inclusion of data validation controls in  services and related systems. The inclusion of data validation controls ensures that  information assets retain their integrity when charged into the production cycles of  processes and systems.
 
Additional References 
NIST SP 800-53 Rev. 4 PL-1
 
NIST CSF References: PR.DS-6
 
 
Q6         CERT-RMM Reference 
[TM:SG4.SP2 ], [ TM:SG4.SP3] Perform configuration audits. Regularly audit the integrity of the configuration item baselines to ensure that they are complete and correct and that they continue to meet configuration management standards and procedures. Identify action items that are required to repair any anomalies.
 
Additional References 
NIST SP 800-53 Rev. 4 CM-3 and CM-9
 
NIST CSF References: PR.IP-3 
 
 
Q7         CERT-RMM Reference 
[TM:SG4.SP4] Test release builds. To minimize operational impact, the organization must  test the release build in a segregated test environment to identify issues, concerns, and  problems that may cascade into other operational areas when the build is released. Once all operational issues have been defined and addressed (in some cases by “rebuilding” the  build), the organization can proceed to move the release build into the production  environment.   
 
Additional References 
NIST SP 800-53 Rev. 4 CM-3 
 
NIST CSF References: PR.DS-7 
 
 
Q8         CERT-RMM Reference 
[TM:SG4.SP1] Establish access management policies and procedures for requesting and  approving access privileges to technology assets. The organization should establish policies and procedures for requesting, approving, and providing access to technology assets to persons, objects, and entities. The access management policy should establish the responsibilities of requestors, asset owners, and asset custodians (who typically are called upon to implement access requests). The policy should address clear guidelines for access requests that originate external to the organization (i.e., from contractors or business partners). The policy should also cover the type and extent of access that will be provided to objects such as systems and processes.   
 
Additional References
NIST SP 800-53 Rev. 4 AC-1
 
NIST CSF References: PR.AC
Configuration and Change Management 
Q9         CERT-RMM Reference
[TM:SG5.SP2]  Document all preventive, corrective, and other types of maintenance.            Maintenance records should be retained for all technology assets and stored appropriately  with access only to authorized individuals. Risks related to software systems and their  maintenance may need additional analysis and resolution. These activities may result in  additions or revisions to existing service continuity plans. Implement maintenance  according to the organizations change management process and procedures.
 
[ADM:SG3.SP2]  Changes to high value systems and assets due to maintenance activities may require corresponding changes to cybersecurity requirements and the strategies the  organization deploys to ensure that these assets are adequately protected and sustained.  For all maintenance activities, maintain a requirement change history with rationale for  performing the changes. Change management for resilience requirements is a continuous  process and therefore requires that the organization effectively assign responsibility and  accountability for it.
 
Additional References 
NIST SP 800-53 Rev. 4 MA-2, MA-3, MA-5 
Consider implementing a maintenance and repair process that will approve and monitor all maintenance activities. Also, consider implementing a schedule to perform maintenance and repair activities and establish maintenance documentation standards and guidelines. Document all maintenance and repair activities on information system components for future review.
 
NIST CSF References:  PR.MA-1 
 
Q10         CERT-RMM Reference 
[TM:SG5.SP2] Document all preventive, corrective, and other types of maintenance.   Maintenance records should be retained for all technology assets and stored appropriately  with access only to authorized individuals. Implement maintenance according to the  organizations change management process and procedures. 
 
Identify the tools, techniques, and methods that the organization will use to perform  maintenance activities. Pre-approving tools, techniques, and methods ensures consistency of maintenance activity outcomes. The identified tools, techniques, and methods should cover the entire range of information system assets and may include both procedural and automated methods.  
 
[ADM:SG3.SP2]  Changes to high value systems and assets due to maintenance activities  may require corresponding changes to cybersecurity requirements and the strategies the  organization deploys to ensure that these assets are adequately protected and sustained. For all maintenance activities, maintain a requirement change history with rationale for  performing the changes. Change management for resilience requirements is a continuous  process and therefore requires that the organization effectively assign responsibility and          accountability for  it. 
 
Additional References 
NIST SP 800-53 Rev. 4 MA-2, MA-3, MA-5 Consider approving, controlling, and monitoring information system maintenance tools and  methods. 
 
NIST CSF References: PR.MA-1
Configuration and Change Management 
Q11         CERT-RMM Reference
[TM:SG5.SP2]  Document all preventive, corrective, and other types of remote  maintenance. Remote maintenance records should be retained for all technology assets and stored appropriately with access only to authorized individuals. These activities may result in additions or revisions to existing service continuity plans. Implement maintenance according to the organizations change management process and procedures.
 
[ADM:SG3.SP2] Changes to high value systems and assets due to remote maintenance  activities may require corresponding changes to cybersecurity requirements and the  strategies the organization deploys to ensure that these assets are adequately protected and sustained. For all remote maintenance activities, maintain a requirement change history with rationale for performing the changes. Change management for resilience requirements is a continuous process and therefore requires that the organization effectively assign responsibility and accountability for it.
 
Additional References 
NIST SP 800-53 Rev. 4 MA-4 Consider implementing a remote maintenance and repair process that will approve and  monitor all remote maintenance activities. Also, consider implementing a schedule to  perform remote maintenance and repair activities and establish remote maintenance  documentation standards and guidelines. Document all remote maintenance and repair  activities on information system components for future review.
 
Also, consider implementing strong authentication to resist replay attacks and terminating sessions and network connections when remote maintenance and diagnostic activities are  completed.
 
NIST CSF References: PR.MA-2
 
Goal 3-Asset configuration baselines are established. 
 
         1.          Do technology assets have configuration baselines? [TM:SG4.SP2]
 
         2.          Is approval obtained for proposed changes to baselines? [TM:SG4.SP3]
 
         3.         Has a baseline of network operations been established? [TM:SG4.SP2]
 
         4.          Is the baseline of network operations managed? [TM:SG4.SP2]
 
         5.          Has a baseline of expected data flows for users and systems been established?          [TM:SG4.SP2]
 
         6.         Is the baseline of expected data flows for users and systems managed? [TM:SG4.SP2]
 
Option(s) for Consideration:
Configuration and Change Management 
Q1         CERT-RMM Reference
[TM:SG4.SP2]  Create baseline configuration items. Establishing a technology asset  baseline (commonly called a configuration item) provides a foundation for managing the  integrity of the asset as it changes over its life cycle.
 
Additional References 
Special Publication 800-70 "National Checklist Program for IT Products: Guidelines for Checklist Users and Developers" 
 
NIST CSF References: PR.IP-1 
 
Q2         CERT-RMM Reference
[TM:SG4.SP3] Obtain agreement and approval for changes to baselines from relevant  stakeholders. 
 
Additional References 
NIST SP 800-53 Rev. 4 CM-3 
 
NIST CSF References: PR.IP-1, PR.IP-3
 
 
Q3         CERT-RMM Reference 
[TM:SG4.SP2] Consider creating configuration baselines for network operational assets.  When integrity is suspect for any reason, the resilience of technology assets and associated  services may be affected. Establishing a technology asset baseline (commonly called a  configuration item) provides a foundation for managing the integrity of the asset as it  changes over its life cycle.
 
Additional References 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4 Consider establishing baseline configurations to include information about information system components, network topology, and the logical placement of those components within the system architecture and maintaining them under configuration control.
          
NIST CSF References: DE.AE-1
 
Q4         CERT-RMM Reference 
[TM:SG4.SP2]  Consider creating configuration baselines for network operational assets.  When integrity is suspect for any reason, the resilience of technology assets and associated  services may be affected. Establishing a technology asset baseline (commonly called a  configuration item) provides a foundation for managing the integrity of the asset as it  changes over its life cycle. Configuration management for technology assets is tightly  coupled with change control and management. Change control should be applied to Configuration baselines. Track and control changes to configuration baselines, and perform  configuration baseline audits.
 
Additional References
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4 Baseline configurations for information systems and assets should be developed,  documented, and maintained under configuration control. Formally review baseline  configurations on a periodic basis. Maintaining baseline configurations requires creating  new baselines as organizational information systems change over time. 
 
NIST CSF References: DE.AE-1 
Configuration and Change Management 
Q5          CERT-RMM Reference
         [TM:SG4.SP2]  Consider creating configuration baselines of expected data flows. When  integrity is suspect for any reason, the resilience of technology assets and associated  services may be affected. Establishing a technology asset baseline (commonly called a  configuration item) provides a foundation for managing the integrity of the asset as it  changes over its life cycle. 
 
         Additional References 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4
Consider establishing a configuration baseline of expected data flows. Information flow  control regulates where information is allowed to travel within and between information  systems. Consider developing interconnection interface characteristics, security  requirements, and the parameters of the communication as part of the documented baseline.
 
         NIST CSF References: DE.AE-1
 
Q6         CERT-RMM Reference 
         [TM:SG4.SP2]  Consider creating configuration baselines of expected data flows. When  integrity is suspect for any reason, the resilience of technology assets and associated  services may be affected. Establishing a technology asset baseline (commonly called a  configuration item) provides a foundation for managing the integrity of the asset as it  changes over its life cycle. Configuration management for technology assets is tightly  coupled with change control and management. Change control should be applied to  configuration baselines. Track and control changes to configuration baselines, and perform  configuration baseline audits. 
 
         Additional References 
NIST SP 800-53 Rev. 4 AC-4, CA-3, CM-2, SI-4 Baseline configurations of expected data flows should be developed, documented, and maintained under configuration control. Formally review baseline configurations of dedicated connections on a periodic basis. Maintaining baseline configurations requires creating new baselines as organizational information systems change over time. 
 
         NIST CSF References: DE.AE-1 
 
MIL2-Planned 
 
1.         Is there a documented plan for performing change management activities?
 
2.         Is there a documented policy for change management?
 
3.         Have stakeholders for change management activities been identified and made aware of  their roles?
Configuration and Change Management 
4.          Have change management standards and guidelines been identified and implemented? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider planning for configuration and change management. The plan for configuration  and change management should maintain a focus of ensuring adequate protection and  sustainment strategies as assets are deployed and are modified. 
 
Additional References 
NIST CSF References: PR.AC, PR.DS, PR.IP, PR.MA, PR.PT 
 
Q2          CERT-RMM Reference 
Consider sponsoring policies and procedures, including the documentation of configuration and changes. The configuration and change policy should address: 
•         configuration baselines, baseline review and change criteria, change request management, change testing, change risk assessment, and change deployment
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References 
NIST CSF References: ID.GV-1 , PR.IP 
 
Q3         CERT-RMM Reference 
Consider identifying stakeholders, which are individuals who are involved in various tasks in the configuration and change management process, such as: 
•         planning for the process 
•         creating baseline configurations 
•         evaluating and updating changes 
•         managing changes to assets and to the asset inventory 
•         reviewing and appraising the effectiveness of process activities 
•         resolving issues in the process 
 
Additional References 
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT 
 
Q4         CERT-RMM Reference 
Consider sponsoring standards, and guidelines, including procedures, standards, and  guidelines for: 
•         establishing and managing baseline configurations 
•         change control 
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References 
NIST CSF References: PR.AC, PR.DS, PR.IP, PR.MA, PR.PT 
 
MIL3-Managed 
 
1.         Is there management oversight of the performance of the change management activities? 
 
2.         Have qualified staff been assigned to perform change management activities as planned? 
 
3.         Is there adequate funding to perform change management activities as planned?  
Configuration and Change Management 
         4.         Are risks related to the performance of planned change management activities identified,  analyzed, disposed of, monitored, and controlled? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider conducting periodic reviews of the configuration and change management  process are needed to ensure that: 
•         assets are placed under configuration management 
•         baseline configurations meet the organization's needs 
•         baseline configurations are updated as needed 
•         changes to assets do not introduce unacceptable risk 
•         changes to assets are effectively communicated to all who need to know 
 
Additional References 
NIST CSF References: PR.IP-8 
 
Q2         CERT-RMM Reference 
Consider ensuring that responsible staff are trained in skills required  in the configuration  and change management process. Examples of these skills include: 
•         knowledge of the tools, techniques, and methods necessary to manage base line  configurations
•         knowledge necessary to work effectively with asset owners and custodians 
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and  interpret them to develop effective requirements, plans, and programs for  the process 
 
Additional References 
NIST CSF References: PR.AT 
 
Q3         CERT-RMM Reference 
Consider ensuring that configuration and change management activities are adequately  funded.  Funding the configuration and change management process should include  ensuring that baseline configurations are available to all stakeholders who require access and that baseline configurations are appropriately managed under the change control process. The change control process should be funded to ensure that all stakeholders are aware of changes, that changes are sufficiently tested, and that unacceptable risk is not introduced to the operating environment as a result of changes. 
 
Additional References 
NIST CSF References: ID.GV-4 
 
Q4         CERT-RMM Reference 
Consider managing risk arising from insufficient configuration and change management  practices. Discrepancies result when assets are acquired, modified, or retired but not  reflected accurately in the change management repository, or when assets are deployed  without being placed under configuration management. Assets form the foundation for  operational resilience management, as they are the target of strategies required to  protect and sustain services. To the extent that the asset's configuration is not under  configuration management, the organization’s overall ability to manage operational  resilience is impeded. 
 
         Additional References
         NIST CSF References: ID.GV-4, ID.RA-6 
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MIL4-Measured 
 
1.         Are change management activities periodically reviewed and measured to ensure they are  effective and producing intended results?   
 
2.         Are change management activities periodically reviewed to ensure they are adhering to the plan? 
 
3.         Is higher-level management aware of issues related to the performance of change  management? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider measuring the change management process against its process description, standards, and procedures, and address non-compliance.  
 
Additional References 
NIST CSF References: PR.IP-7 
 
Q2         CERT-RMM Reference 
Consider objectively evaluating adherence of the configuration and change management  process against its process description, standards, and procedures, and address non-compliance.  
 
Additional References 
NIST CSF References: PR.IP-7  
 
Q3         CERT-RMM Reference
Consider reviewing activities, status, and results of the process with higher level managers. Reviews of the configuration and change management process may result from periodic examination or post-event audits that seek to identify problems that must be corrected. Elevating the results of these  examinations to managers provides an opportunity to correct process deficiencies and to make managers aware of variations in the risk management process that not only have localized impact but may also affect the organization’s resilience as a whole. 
 
Additional References 
NIST CSF References: PR.IP-8
 
MIL5-Defined 
 
         1.         Has the organization adopted a standard definition of change management activities from  which operating units can derive practices that fit their unique operating circumstances?   
 
         2.         Are improvements to change management documented and shared across the         organization? 
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         Options for Consideration
 
Q1         CERT-RMM Reference 
Consider establishing an organization-wide approach to configuration and change management, that includes:  
•         selecting from the organization’s set of standard processes those processes that cover the configuration and change management process and best meet the needs of the organizational unit or line of business
•         establishing the defined process by tailoring the selected processes according to the  organization’s tailoring guidelines
•         ensuring that the organization’s process objectives are appropriately addressed in the  defined process, and ensure that process governance extends to the tailored processes
•         documenting the defined process and the records of the tailoring
•         revising the description of the defined process as necessary
         
Additional References 
NIST CSF References: PR.IP 
 
Q2         CERT-RMM Reference 
Collect configuration and change management work products, measures, measurement  results, and improvement information derived from planning and performing the process to support future use and improvement of the organization’s processes and process assets. 
         
Additional References 
NIST CSF References: PR.IP
Configuration and Change Management 
Other Observations – Configuration and Change Management
Vulnerability Management
4         Vulnerability Management 
Goal 1-Preparation for vulnerability analysis and resolution activities is conducted. 
 
1.         Has a vulnerability analysis and resolution strategy been developed? [VAR:SG1.SP2]
 
         People
 
         Information
 
         Technology
 
         Facilities 
 
2.          Is there a standard set of tools and/or methods in use to identify vulnerabilities in assets?           [VAR:SG1.SP2] 
         
         People 
 
         Information
 
         Technology
 
         Facilities 
 
3.         Is there a standard set of tools and/or methods in use to detect malicious code in assets? [VAR:SG1.SP2]
 
4.         Is there a standard set of tools and/or methods in use to detect unauthorized mobile code in assets? [VAR:SG1.SP2]
 
5.         Is there a standard set of tools and/or methods in use to monitor assets for unauthorized personnel, connections, devices, and software? [VAR:SG1.SP2]
 
Option(s) for Consideration: 
 
         Q1         CERT-RMM Reference 
[VAR:SG1.SP2] Develop and document an operational vulnerability analysis and  resolution strategy. The strategy for addressing vulnerability analysis and resolution should be documented in a plan that can be communicated to relevant stakeholders and  implemented. The plan should address: 
•         the scope of vulnerability analysis and resolution activities 
•         the essential activities that are required for vulnerability analysis and resolution 
•         a plan for collecting the data necessary for vulnerability activities 
•         tools, techniques, and methods that have been approved for identifying and analyzing  vulnerabilities across a range of assets 
•         a schedule for performing vulnerability activities 
•         the roles and responsibilities necessary to carry out the plan 
•         the skills and training required to perform the vulnerability analysis and resolution strategy and plan 
•         the relative costs associated with the activities, particularly for the purchase and licensing of tools, techniques, and methods 
•         relevant stakeholders of the vulnerability activities and their roles 
•         objectives for measuring when the plan and strategy are successful 
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Additional References
 
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 6-9 
 
NIST CSF References: PR.IP-12 
 
Q2         CERT-RMM Reference
[VAR:SG1.SP2] Identify the tools, techniques, and methods that the organization will use  to identify vulnerabilities to assets. The organization should compile a list of approved and  recommended tools, techniques, and methods that can be used for vulnerability activities.  Pre-approving tools, techniques, and methods ensures consistency and cost-effectiveness, as well as validity of results. This list should cover the entire range of assets and include both  procedural and automated methods. 
 
Additional References
Special Publication 800-40 Version "Guide to Enterprise Patch Management Technologies"
 
NIST CSF References: DE.CM 
 
Q3         CERT-RMM References
[VAR:SG1.SP2] Identify the tools, techniques, and methods that the organization will use  to identify malicious code in assets. The organization should compile a list of approved and  recommended tools, techniques, and methods to be used for this activity. Pre-approving  tools, techniques, and methods ensures consistency and cost-effectiveness, as well as  validity of results. This list should cover the entire range of applicable assets and include  both procedural and automated methods.
 
Additional References 
NIST SP 800-53 Rev. 4 SI-3
Consider employing malicious code protection mechanisms at information system entry and exit points to detect and eradicate malicious code. Once implemented perform periodic scans to detect malicious code.
 
NIST CSF References: DE.CM-4 
 
Q4         CERT-RMM Reference 
         [VAR:SG1.SP2] Identify the tools, techniques, and methods that the organization will use  to identify mobile code in technology assets. The organization should compile a list of  approved and recommended tools, techniques, and methods to be used for this activity. Pre-approving tools, techniques, and methods ensures consistency and cost-effectiveness, as well as validity of results. This list should cover the entire range of applicable assets and  include both procedural and automated methods. 
 
         Additional References 
         NIST SP 800-53 Rev. 4 SC-18, SI-4, SC-44 
         Consider employing unauthorized mobile code detection mechanisms. Mobile code is  software programs or parts of programs obtained from remote information systems,  transmitted across a network, and executed on a local information system without explicit  installation or execution by the recipient. Consider defining acceptable and unacceptable  mobile code technologies and establish usage restrictions. Authorize, monitor, and control the use of mobile code.         
 
NIST CSF References: DE.CM-5 
Vulnerability Management
Q5         CERT-RMM Reference
[VAR:SG1.SP2]  Identify the tools, techniques, and methods that the organization will use  to monitor assets for unauthorized personnel, connections, devices and software. The  organization should compile a list of approved and recommended tools, techniques, and  methods to be used for these activities. Pre-approving tools, techniques, and methods  ensures consistency and cost-effectiveness, as well as validity of results. This list should  cover the entire range of assets and include both procedural and automated methods.   
 
Additional References 
NIST SP 800-53 Rev. 4 AU-12, CA-7, CM-3, CM-8, PE-3, PE-6, PE-20, SI-4 
Consider enforcing and monitoring physical access controls to information systems in  addition to the physical access controls for facilities (badging system, guard rounds, etc.).  Monitor information systems to detect unauthorized local, network, and remote connections. Monitoring tools and techniques may include intrusion detection/prevention, log  monitoring, SIEMs, etc. 
 
NIST CSF References: DE.CM-7 
 
Goal 2-A process for identifying and analyzing vulnerabilities is established and  maintained.
 
         1.         Have sources of vulnerability information been identified? [VAR:SG2.SP1]
 
         Information
 
         Technology
 
         Facilities 
 
 
         2.         Is the information from these sources kept current? [VAR:SG2.SP1] 
 
         Information
 
         Technology
 
         Facilities 
 
         3.         Are vulnerabilities being actively discovered? [VAR:SG2.SP2] 
 
         Information
 
         Technology
 
         Facilities 
 
         4.         Are vulnerabilities categorized and prioritized? [VAR:SG2.SP3] 
 
         Information
 
         Technology
 
         Facilities 
 
         5.         Are vulnerabilities analyzed to  determine relevance to the organization? [VAR:SG2.SP3] 
                           
         Information
 
         Technology
 
         Facilities
 
 6.         Is a repository used for recording information about vulnerabilities and their resolution?           [VAR:SG2.SP2] 
 
         Information
 
         Technology
 
         Facilities
Vulnerability Management 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[VAR:SG2.SP1] Identify sources of relevant vulnerability information. The sources of  vulnerability information should fit the organization’s vulnerability identification and  analysis needs. The internal sources of vulnerability information supplied by other  operational resilience management processes should be included in the list.  
 
Additional References 
Special Publication 800-40 "Guide to Enterprise Patch Management Technologies" 
 
NIST CSF References: RS.AN-5
 
 
Q2         CERT-RMM Reference 
[VAR:SG2.SP1] Review sources on a regular basis and update as necessary. New sources  of vulnerability information are continually emerging. The organization must review the  sources and add them to its source list to be sure to have access to the most current,  accurate, and extensive information about vulnerabilities.    
 
Additional References 
Special Publication 800-40 "Guide to Enterprise Patch Management Technologies" 
 
NIST CSF References: DE.DP-5, PR.IP-7, RS.AN-5 
 
 
Q3         CERT-RMM Reference 
[VAR:SG2.SP2] Discover vulnerabilities. Data collection should be coordinated to discover  vulnerabilities and populate the vulnerability repository as efficiently as possible.  
 
Additional References Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 33 
 
NIST CSF References: DE.CM-8, ID.RA-1, RS.AN-5 
 
Q4         CERT-RMM Reference 
[VAR:SG2.SP3] Prioritize and categorize vulnerabilities for disposition. Based on the organization’s prioritization guidelines and the results of vulnerability analysis, vulnerabilities must be categorized by disposition.   
 
Additional References Special Publication 800-40 "Guide to Enterprise Patch Management Technologies" 
 
NIST CSF References: RS.AN-5
Vulnerability Management 
Q5         CERT-RMM Reference 
         [VAR:SG2.SP3] Analyze the structure and action of the vulnerability. This may require the  vulnerability to be decomposed into other artifacts such as threat, threat actor, motive, and potential outcome. In addition, relationships between vulnerabilities may be identified that could indicate similar root causes or origins that must be considered in resolution actions.  
 
         Additional References 
         NIST CSF References: RS.AN-5 
 
Q6         CERT-RMM Reference 
         [VAR:SG2.SP2] Establishes a vulnerability repository as the central source of vulnerability life-cycle information and populates the vulnerability repository. Basic information that should be collected about vulnerabilities include : 
•         a unique organizational identifier for internal reference 
•         description of the vulnerability 
•         date entered to the repository 
•         references to the source of the vulnerability 
•         the importance of the vulnerability to the organization (critical, moderate, etc.) 
•         individuals or teams assigned to analyze and remediate the vulnerability 
•         a log of remediation actions taken to reduce or eliminate the vulnerability   
 
         Additional References Special Publication 800-40 "Guide to Enterprise Patch Management Technologies" 
 
         NIST CSF References: ID.RA-1, RS.AN-5
 
Goal 3-Exposure to identified vulnerabilities is managed. 
 
1.          Are actions taken to manage exposure to identified vulnerabilities? [VAR:SG3.SP1] 
 
2.          Is the effectiveness of vulnerability mitigation reviewed? [VAR:SG3.SP1] 
 
3.          Is the status of unresolved vulnerabilities monitored? [VAR:SG3.SP1] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
         [VAR:SG3.SP1] Develop a vulnerability management strategy for all vulnerabilities that  require resolution. The strategy should address the actions that the organization will take to reduce or eliminate exposure or to provide an operational workaround if preferable.  
 
         Additional References Special Publication 800-40 "Guide to Enterprise Patch Management Technologies"  
 
         NIST CSF References: RS.MI-3
Vulnerability Management 
Q2         CERT-RMM Reference 
[VAR:SG3.SP1] Analyze the effectiveness of vulnerability management strategies to ensure that objectives are achieved.   
 
Additional References 
Special Publication 800-40 "Guide to Enterprise Patch Management Technologies" 
 
NIST CSF References: DE.DP-5, PR. IP-7, RS.IM 
 
 
Q3         CERT-RMM Reference 
[VAR:SG3.SP1] Monitor the status of open vulnerabilities.   
 
Additional References 
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for  Federal Information Systems and Organizations" Page  33 
 
NIST CSF References: RS.AN-5 
 
Goal 4-The root causes of vulnerabilities are addressed. 
 
1.         Are underlying causes for vulnerabilities identified (through root-cause analysis or other  means) and addressed? [VAR:SG4.SP1] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
[VAR:SG4.SP1] Identify and analyze the root causes of vulnerabilities.     
 
Additional References 
Special Publication 800-39 "Managing Information Security Risk Organization, Mission,  and Information System View" Page 39 
 
NIST CSF References: PR.IP-12, RS.IM 
 
MIL2-Planned 
 
1.         Is there a documented plan for performing vulnerability management activities? 
 
2.         Is there a documented policy for vulnerability management? 
 
3.         Have stakeholders for vulnerability management activities been identified and made aware of their roles? 
 
4.         Have vulnerability management standards and guidelines been identified and implemented?
Vulnerability Management 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider establishing and managing a plan for vulnerability management. The plan for the vulnerability management process should not be confused with the organizational  vulnerability management strategy and plan for identifying and analyzing vulnerabilities.  The plan for the vulnerability management process details how the organization will  perform vulnerability analysis and resolution, including the development of strategies and plans for vulnerability analysis and resolution. 
 
Additional References 
NIST CSF References: PR.IP-12 
 
Q2          CERT-RMM Reference 
Consider developing a policy for vulnerability management. The vulnerability management policy should address: 
•         responsibility, authority, and ownership for performing process activities 
•         information categorization, labeling, and handling 
•         protection against tampering or unauthorized access 
•         encryption, secure storage, and secure transport and distribution of information 
•         procedures, standards, and guidelines for 
-         identifying the assets that are the focus of vulnerability management activities 
-         storage capacity of collection mechanisms and actions to take if capacity is exceeded by type of media 
-         collection of vulnerability data 
-         recording and storage of vulnerability data, including collection media (electronic logs, data files, databases, and information repositories) 
-         distribution of vulnerability data, including media, methods, and channels
-         service level agreement terms and conditions for external entities involved in process  activities                                              
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References 
NIST CSF References: ID.GV-1, PR.IP
Vulnerability Management 
Q3         CERT-RMM Reference
Consider identifying stakeholders of the vulnerability management process. These are  examples of stakeholders of the vulnerability analysis and resolution process:
•         higher-level managers responsible for establishing organizational risk criteria and  tolerances 
•         staff responsible for the organization’s risk management plan 
•         asset owners, custodians, and users 
•         staff responsible for managing operational risks to assets 
•         staff responsible for establishing, implementing, and maintaining an internal control  system for assets 
•         staff responsible for developing, testing, implementing, and executing service continuity plans 
•         external entities responsible for managing high-value assets and providing essential  services 
•         internet service providers 
•         human resources (for people assets) 
•         legal counsel 
•         information technology staff, such as system administrators and CSIRTs 
•         staff responsible for physical security (for facility assets) 
•         internal and external auditors 
•         owners of operational resilience management processes, including risk management,  incident management and control, and service continuity
 
Additional References 
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
 
Q4         CERT-RMM Reference 
Consider developing standards and guidelines for vulnerability management. Such  standards and guidelines should address:   
•         vulnerability data 
•         process strategy and plans, including the scope of the plans and commitments to the plans 
•         list of sources of vulnerability information 
•         list of internal and external stakeholders and a plan for their involvement 
•         vulnerability prioritization guidelines 
•         prioritized process requirements, accepted requirements, and risks resulting from  unsatisfied requirements 
•         infrastructure requirements 
•         vulnerability data collection and storage standards and parameters 
•         vulnerability data identification, monitoring, collection, analysis, remediation, handling,  and storage methods, procedures, techniques, and tools 
•         vulnerability data distribution plans, procedures, processes, media, methods, and tools 
•         collection media, including electronic logs, data files, databases, and repositories 
•         vulnerability status reports, including resolution strategies 
•         policies and procedures 
•         contracts with external entities  
 
Additional References 
NIST CSF References: PR.IP-12
Vulnerability Management 
MIL3-Managed 
 
1.         Is there management oversight of the performance of the vulnerability management  activities? 
 
2.         Have qualified staff been assigned to perform vulnerability management activities as  planned? 
 
3.         Is there adequate funding to perform vulnerability management activities as planned?
   
4.         Are risks related to the performance of planned vulnerability management activities  identified, analyzed, disposed of, monitored, and controlled? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider conducting reviews of the vulnerability management process, including:            
•         current sources of vulnerability data are in use 
•         assets subject to the process are identified, documented, and included in the scope of  process activities 
•         assets that have been retired are removed from the scope of the process 
•         vulnerability data is identified, collected, and stored in a timely manner 
•         the vulnerability repository is established and maintained 
•         access to the vulnerability repository is limited to authorized staff 
•         vulnerability management status reports are provided to appropriate stakeholders in a  timely manner 
•         vulnerabilities are referred to the risk management process when necessary 
•         actions requiring management involvement are elevated in a timely manner 
•         the performance of process activities is being monitored and regularly reported  
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports 
•         administrative, technical, and physical controls are operating as intended 
•         controls are meeting the stated intent of the resilience requirements 
•         actions resulting from internal and external audits are being closed in a timely manner 
 
Additional References 
NIST CSF References: PR.IP-8
 
Q2         CERT-RMM Reference 
Consider ensuring that responsible staff possess adequate skills to perform vulnerability  management activities. These are examples of skills required in the vulnerability  management process: 
•         knowledge of tools, techniques, and methods used to identify, analyze, remediate, monitor, and communicate vulnerabilities for all asset types, including those necessary to perform the process using the selected methods, techniques, and tools  
•         knowledge of tools, techniques, and methods necessary to ensure the confidentiality,  integrity, and availability of vulnerability data 
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and  interpret them to develop effective process requirements, plans, and programs 
•         knowledge necessary to analyze and prioritize process requirements 
•         knowledge necessary to interpret vulnerability data and represent it in ways that are  meaningful and appropriate for managers and stakeholders 
 
Additional References 
NIST CSF References: PR.AT  
Vulnerability Management 
Q3          CERT-RMM Reference 
Consider ensuring that vulnerability management activities are adequately funded. Funding the process should extend beyond the initial development of vulnerability management activities, tools, and processes to ensure that the operating environment is continuously monitored for vulnerabilities. 
 
Additional References 
NIST CSF References: ID.GV-4 
 
Q4         CERT-RMM Reference 
Consider managing risk from the failure of vulnerability management processes. Monitor key components of vulnerability management, including:   
•         current sources of vulnerability data are in use 
•         assets subject to the process are identified, documented, and included in the scope of  process activities 
•         assets that have been retired are removed from the scope of the process 
•         vulnerability data is identified, collected, and stored in a timely manner 
•         the vulnerability repository is established and maintained 
•         access to the vulnerability repository is limited to authorized staff 
•         vulnerability management status reports are provided to appropriate stakeholders in a  timely manner 
•         vulnerabilities are referred to the risk management process when necessary 
•         actions requiring management involvement are elevated in a timely manner 
•         the performance of process activities is being monitored and regularly reported  
•         key measures are within acceptable ranges as demonstrated in governance dashboards or  scorecards and financial reports 
•         administrative, technical, and physical controls are operating as intended 
•         controls are meeting the stated intent of the resilience requirements 
•         actions resulting from internal and external audits are being closed in a timely manner                   
 
Additional References 
NIST CSF References: ID.GV-4, ID.RA-6
Vulnerability Management 
MIL4-Measured 
 
1.         Are vulnerability management activities periodically reviewed and measured to ensure they are effective and producing intended results?   
 
2.          Are vulnerability management activities periodically reviewed to ensure they are adhering  to the plan? 
 
3.         Is higher-level management aware of issues related to the performance of vulnerability  management? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider measuring the vulnerability management process. These are examples of metrics  for the vulnerability management process: 
•         number of high-value assets (by type) subject to process activities (This is determined by the resilience requirements associated with identified assets and assumes an up-to-date asset inventory.)
•         percentage of high-value assets that have been monitored for vulnerabilities within an  agreed-upon time interval 
•         percentage of high-value assets that have been audited or assessed for vulnerabilities  within an agreed upon time interval 
•         number of reported vulnerabilities by asset type or category for which some form of  resolution or remediation is called for (course of action, reduction, elimination) 
•         percentage of vulnerabilities that have been satisfactorily remediated (or conversely,  percentage of open vulnerabilities) by time interval (days, weeks, months) 
•         number of reported vulnerabilities for which a vulnerability management strategy exists 
•         percentage of vulnerabilities with a vulnerability management strategy that is on track per plan 
•         number and percentage of vulnerabilities requiring a root-cause analysis 
•         number of vulnerabilities referred to the risk management process; number of  vulnerabilities where corrective action is still pending (by risk rank) 
•         number of vulnerabilities referred to the incident management and control process by time interval 
•         number of vulnerabilities referred to the service continuity process by time interval 
•         schedule for collecting, recording, and distributing vulnerability data, including elapsed  time from high-value data collection to data distribution to key stakeholders 
•         percentage of organizational units, lines of business, projects, and activities using vulnerability data to assess the performance of operational resilience management processes 
•         number of risks resulting from unsatisfied process requirements, designated as high,  medium, or low or some other organizational risk ranking method 
•         number of scope changes to process activities by time interval 
•         number of process risks referred to the risk management process; number of risks where  corrective action is still pending (by risk rank) 
•         level of adherence to process policies; number of policy violations; number of policy  exceptions requested and number approved 
•         number of process activities that are on track per plan
•         rate of change of resource needs to support the process 
•         rate of change of costs to support the process 
 
Additional References 
CSF References: PR.IP-7 
Vulnerability Management 
Q2         CERT-RMM Reference 
Consider objectively evaluating adherence of the vulnerability management process against its process description, standards, and procedures, and address non-compliance. These are examples of activities to be reviewed: 
•         the alignment of stakeholder requirements and needs with the process scope, strategy, plans, and management strategies for specific vulnerabilities 
•         assignment of responsibility, accountability, and authority for process activities 
•         determining the adequacy of process reports and reviews in informing decision makers regarding the performance of operational resilience management activities and the need to take corrective action, if any 
•         verification of data confidentiality, integrity, and availability controls 
•         use of process data for improving strategies for protecting and sustaining assets and  services 
 
Additional References 
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference 
Consider ensuring that the organization reviews the activities, status, and results of the  vulnerability management process with higher-level managers and resolves issues. 
 
Additional References 
NIST CSF References: PR.IP-8 
 
MIL5-Defined 
 
         1.         Has the organization adopted a standard definition of vulnerability management activities  from which operating units can derive practices that fit their unique operating  circumstances? 
 
 2.          Are improvements to vulnerability management activities documented and shared across the organization?
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider establishing an organization-wide approach to vulnerability management, that  includes:  
•         selecting from the organization’s set of standard processes those processes that cover the vulnerability management process and best meet the needs of the organizational unit or line of business
•         establishing the defined process by tailoring the selected processes according to the  organization’s tailoring guidelines
•         ensuring that the organization’s process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes.  
•         documenting the defined process and the records of the tailoring
•         revising the description of the defined process as necessary
 
Additional References 
NIST CSF References: PR.IP 
Vulnerability Management 
Q2         CERT-RMM Reference 
Consider collecting vulnerability management work products, measures, measurement  results, and improvement information derived from planning and performing the process to support future use and improvement of the organization’s processes and process assets. 
 
Additional References 
NIST CSF References: PR.IP
Other Observations – Vulnerability Management 
Vulnerability Management 
Incident Management 
5 Incident Management
Goal 1-A process for identifying, analyzing, responding to, and learning from incidents is  established. 
 
1.         Does the organization have a plan for managing incidents? [IMC:SG1.SP1]
 
2.         Is the incident management plan reviewed and updated? [IMC:SG1.SP1] 
 
3.         Are the roles and responsibilities in the plan included in job descriptions? [IMC:SG1.SP2] 
 
4.         Have staff been assigned to the roles and responsibilities detailed in the incident  management plan? [IMC:SG1.SP2] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[IMC:SG1.SP1] Establish the incident management plan. The incident management plan should address at a minimum: 
•         the organization’s philosophy for incident management
•         the structure of the incident management process
•         the requirements and objectives of the incident management process relative to managing operational resilience
•         a description of how the organization will identify incidents, analyze them, and respond  to them
•         the roles and responsibilities necessary to carry out the plan
•         applicable training needs and requirements
•         resources that will be required to meet the objectives of the plan
•         relevant costs and budgets associated with incident management activities
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Handbook for Computer Security Incident Response Teams (CSIRTs)   
 
NIST CSF References: DE.DP-1, PR.IP-9, ID.SC-5 
 
Q2         CERT-RMM Reference 
[IMC:SG1.SP1] Revise the plan and commitments as necessary.  
 
Additional References 
NIST SP 800-53 Rev. 4 IR-8 
 
NIST CSF References: DE.DP-5, PR.IP-10, ID.SC-5
Incident Management 
 Q3         CERT-RMM Reference 
[IMC:SG1.SP2] Develop detailed job descriptions for each role and responsibility detailed  in the incident management plan.
         
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2.4  Handbook for Computer Security Incident Response Teams (CSIRTs) Page 41 
 
NIST CSF References: DE.DP-1, PR.IP-11 
         
Q4         CERT-RMM  Reference  
[IMC:SG1.SP2] Assign staff to incident management roles and responsibilities.   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2.4 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 41 
 
NIST CSF References: DE.DP-1, RS.CO-1 
 
 Goal 2-A process for detecting, reporting, triaging, and analyzing events is established. 
 
1.         Are events detected and reported (to include cybersecurity events related to personnel activity, network activity, the physical environment, and information)? [IMC:SG2.SP1] 
 
2.         Is event data logged in an incident knowledge base or similar mechanism? [IMC:SG2.SP2] 
 
3.         Are events categorized? [IMC:SG2.SP4] 
 
4.          Are events analyzed to determine if they are related to other events? [IMC:SG2.SP4] 
 
5.          Are events prioritized? [IMC:SG2.SP4] 
 
6.          Is the status of events tracked? [IMC:SG2.SP4] 
 
7.          Are events managed to resolution? [IMC:SG2.SP4] 
 
8.          Have requirements (rules, laws, regulations, policies, etc.) for identifying event evidence  for forensic purposes been identified? [IMC:SG2.SP3] 
 
9.          Is there a process to ensure event evidence is handled as required by law or other  obligations? [IMC:SG2.SP3] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[IMC:SG2.SP1] Define the methods of event detection and reporting.    
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2.3 Handbook for Computer Security Incident Response Teams (CSIRTs)   
 
NIST CSF References: DE.CM-1, DE.CM-2, DE.CM-3, DE.DP-4, RS.CO-2 
 
Q2         CERT-RMM Reference 
[IMC:SG2.SP2] Develop and implement an incident management knowledge base that allows for the entry of event reports (and the tracking of declared incidents) through all  phases of their life cycle. Guidelines and standards for the consistent documentation of  events should be developed and communicated to all who are involved in the reporting and logging processes.  
Incident Management 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2 Handbook for Computer Security Incident Response Teams (CSIRTs) 
 
NIST CSF References: DE.AE-3 
 
Q3         CERT-RMM Reference 
[IMC:SG2.SP4] Assign a category to events from the organization’s standard category  definitions.    
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 66 
 
NIST CSF References: RS.AN-4 
 
Q4         CERT-RMM Reference 
[IMC:SG2.SP4] Perform correlation analysis on event reports to determine if there is  affinity between two or more events.    
 
Additional References 
Special Publication 800-61 " Computer Security Incident Handling guide" Section 3.4 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 69-70
 
NIST CSF References: DE.AE-2, DE.AE-3 
 
Q5         CERT-RMM Reference 
[IMC:SG2.SP4] Prioritize events. Events may be prioritized based on event knowledge, the results of categorization and correlation analysis, incident declaration criteria and  experience with past-declared incidents.   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.2 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 124-128
 
NIST CSF References: DE.AE-4 
 
Q6         CERT-RMM Reference 
[IMC:SG2.SP4] Assign events that have not been assigned a “closed” status for further analysis and resolution. Possible dispositions for event reports include: 
•         closed 
•         referred for further analysis 
•         referred to organizational unit or line of business for disposition 
•         declared as incident and referred to incident handling and response process  
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 153 
 
NIST CSF References: DE.AE-3 
 
Q7         CERT - RMM Reference 
[IMC:SG2.SP4] Periodically review the incident knowledge base for events that have not  been closed or for which there is no disposition. Events that have not been closed or that  do not have a disposition should be reprioritized and analyzed for resolution.  
Incident Management 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.4 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 155-156 
 
NIST CSF References: DE.AE-3, RS.AN-1 
 
Q8         CERT-RMM Reference 
[IMC:SG2.SP3] Identify relevant rules, laws, regulations, and policies for which incident  evidence may be required. Because there may be compliance issues related to the  collection and preservation of incident data, this practice must be considered in the context of the organization’s compliance program.   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2.4.4 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 26 
 
NIST CSF References: DE.DP-2, ID.GV-3 
 
Q9         CERT-RMM Reference 
[IMC:SG2.SP3] Document events and related evidence information in the incident  management knowledge base where practical. Rules, laws, regulations, and policies may  require specific documentation for forensic purposes. These specific requirements must be included in the organization’s logging and tracking process. Some information about  events may be confidential or sensitive, so the organization must be careful to  appropriately limit access to event information to only those who need to know about it. 
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3 Handbook for Computer Security Incident Response Teams (CSIRTs)  Page 26 
 
NIST CSF References: ID.GV-3, RS.AN-3 
 
Goal 3-Incidents are declared and analyzed. 
 
1.         Are incidents declared? [IMC:SG3.SP1] 
 
2.         Have criteria for the declaration of an incident been established? [IMC.SG3.SP1] 
 
3.         Are incidents analyzed to determine a response? [IMC:SG3.SP2]
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[IMC:SG3.SP1] Establish a process to declare incidents. Incident declaration defines the  point at which the organization has established that an incident has occurred, is occurring,  or is imminent, and will need to be handled and responded to. The time from event  detection to incident declaration may be immediate, requiring little additional review and  analysis. In other cases, incident declaration requires more thoughtful analysis.
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.2 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 77-79 
 
NIST CSF References: RS.CO-2 
Incident Management 
Q2         CERT-RMM Reference 
[IMC.SG3.SP1] Establish incident declaration criteria for use in guiding when to declare  an incident. To guide the organization in determining when to declare an incident  (particularly if incident declaration is not immediately apparent), the organization must  define incident declaration criteria.  
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.2.6 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 77-79
 
NIST CSF References: DE.AE-5 
 
Q3         CERT-RMM Reference 
[IMC:SG3.SP2] Identify relevant analysis tools, techniques, and activities that the  organization will use to analyze incidents and develop appropriate responses.    
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.1.1 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 79-91
 
NIST CSF References: RS.AN-2, RS.AN-4 
 
Goal 4-A process for responding to and recovering from incidents is established. 
 
1.         Are incidents escalated to stakeholders for input and resolution? [IMC:SG4.SP1] 
 
2.         Are responses to declared incidents developed and implemented according to pre-defined procedures? [IMC:SG4.SP2] 
 
3.         Are incident status and response communicated to affected parties (including public  relations staff and external media outlets)?  [IMC:SG4.SP3] 
 
4.         Are incidents tracked to resolution? [IMC:SG4.SP4]
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[IMC:SG4.SP1] Develop incident escalation procedures. Incident escalation procedures should consider the type and extent of incident and the appropriate stakeholders. Incidents that the organization has declared and which require an organizational response must be escalated to those stakeholders who can implement, manage, and bring to closure an appropriate and timely solution. 
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 3.2.6 Handbook for Computer Security Incident Response Teams (CSIRTs) Page 128-132
 
NIST CSF References: RS.CO-4 
Incident Management 
Q2         CERT-RMM Reference          
[IMC:SG4.SP2] Develop an incident response strategy and plan to limit incident effect  and to repair incident damage. The incident response strategy and plan should address at a minimum: 
•         the essential activities (administrative, technical, and physical) that are required to  contain or limit damage and provide service continuity 
•         existing continuity of operations and restoration plans in the organization’s plan  inventory 
•         the resources and skills required to perform the incident response strategy and plan 
•         coordination activities with other internal staff and external agencies that must be  performed to implement the strategy 
•         the levels of authority and access needed by responders to carry out the strategy and plan 
•         objectives for measuring when the strategy and plan are successful 
•         the estimated cost of implementing the strategy and plan 
•         the essential activities necessary to restore services to normal operation (recovery), the  resources involved in these activities, and their estimated cost 
•         legal and regulatory obligations that must be met by the strategy 
•         standardized responses for certain types of incidents   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide"   Section 3.1 
 
NIST CSF References: RS.MI-1, RS.RP-1 
 
Q3         CERT-RMM Reference 
[IMC:SG4.SP3] Develop and implement an organizational incident management  communications plan. The incident communications plan should address the stakeholders  with whom communications about incidents are required.   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Section 2.3.1  Handbook for Computer Security Incident Response Teams (CSIRTs) Page 92-99
 
NIST CSF References: RC.CO-1, RC.CO-3, RS.CO-3
 
Q4         CERT-RMM Reference 
[IMC:SG4.SP4] Track incidents that have been open for an extended period of time without closure and resolve. Incidents that appear to be open for an extended period of time may not have followed the organization’s incident management process or may not have been formally closed. The status of incidents in the incident database should be reviewed regularly to determine if open incidents should be closed or need additional action.   
 
Additional References 
Special Publication 800-61 "Computer Security Incident Handling guide" Handbook for Computer Security Incident Response Teams (CSIRTs)  
 
NIST CSF References: RS.MI-1, RS.MI-2 
Incident Management 
Goal 5-Post-incident lessons learned are translated into improvement strategies. 
 
1.         Is analysis performed to determine the root causes of incidents? [IMC:SG5.SP1] 
 
2.         Is there a link between the incident management process and other related processes  (problem management, risk management, change management, etc.)? [IMC:SG5.SP2]
 
3.         Are lessons learned from incident management used to improve asset protection and  service continuity strategies? [IMC:SG5.SP3] 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
[IMC:SG5.SP1] Identify root-cause analysis tools and techniques and ensure all staff who participate in analysis are trained in their use. These tools and techniques may include  cause-and-effect diagrams, interrelationship diagrams, causal factor tree analysis, etc.   
 
Additional References
NIST SP 800-53 Rev. 4 IR-8 
 
         NIST CSF References: DE.DP-5, PR.IP-7
 
 
Q2         CERT-RMM Reference 
[IMC:SG5.SP2] Establish a problem management system to ensure that all operational  events that are not part of standard operation (incidents, problems, and errors) are recorded, analyzed, and resolved in a timely manner.    
 
Additional References 
NIST SP 800-53 Rev. 4 IR-1 
 
NIST CSF References: DE.DP-5, PR.IP-7
 
 
Q3         CERT-RMM Reference 
[IMC:SG5.SP3] Review incident knowledge base information and update the following  areas accordingly:  
•         protection strategies and controls for assets involved in the incident 
•         continuity plans and strategies for sustaining assets involved in the incident 
•         information security and other organizational policies that need to reflect new standards, procedures, and guidelines based on what is learned in the incident handling 
•         training for staff on information security, business continuity, and IT operations     
 
Additional References 
NIST SP 800-53 Rev. 4 IR-4 
 
NIST CSF References: DE.DP-5, PR.IP-7, RS.IM-1, RS.IM-2  
Incident Management 
MIL2-Planned 
 
1.         Is there a documented plan for performing incident management activities? 
 
2.         Is there a documented policy for incident management? 
 
3.         Have stakeholders for incident management activities been identified and made aware of  their roles? 
 
4.         Have incident management standards and guidelines been identified and implemented?
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider establishing a plan for incident management. The plan for the incident management and control process should reflect the organization’s stated philosophy of  incident management and the preferred means for handling incidents (i.e., through a  dedicated or permanent team, a virtual team, etc.). 
 
Subpractice: 
•         Define and document the plan for performing the process. 
•         Define and document the process description. 
•         Review the plan with relevant stakeholders and get their commitment. 
•         Revise the plan as necessary.  
 
Additional References 
NIST CSF References: PR.IP-9 
 
Q2         CERT-RMM Reference 
Consider developing a policy for incident management. The incident management policy should address:
•         responsibility, authority, ownership, and the requirement to perform incident management activities
•         establishment of procedures, standards, and guidelines for:
-         event identification, detection, and reporting
-         analyzing events and incidents
-         collecting, documenting, and preserving evidence
-         recovering from incidents
•         requirements for periodically assessing incident management activities
•         post-incident review, problem resolution, and closure
•         measuring adherence to policy, exceptions granted, and policy violations
•         compliance with legal, regulatory, contractual, and government obligations
 
Additional References 
NIST CSF References: ID.GV-1, PR.IP 
Incident Management 
Q3         CERT-RMM Reference 
Consider identifying stakeholders of the incident management process. Examples include: 
•         incident owners 
•         asset owners and custodians 
•         service owners 
•         organizational unit and line of business managers responsible for high-value assets and  the services they support 
•         staff who serve key roles in incident communications activities, such as public relations 
•         staff who provide input to and resolution of incidents as they are escalated 
•         staff responsible for developing, implementing, and managing an internal control system for assets 
•         external entities involved in process activities and responsible for managing high-value  assets 
•         human resources 
•         information technology staff 
•         service desk staff 
•         staff responsible for physical security 
•         legal and law enforcement staff, including federal agencies 
•         internal and external auditors 
•         regulatory and governing agencies 
 
Additional References 
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
 
Q4         CERT-RMM Reference 
Consider developing standards and guidelines for incident management activities. Such  standards and guidelines should include information on:  
•         event reports, including sources of event detection and reporting 
•         incident management plans and the process plan 
•         incident response strategy and plan 
•         event and incident status reports 
•         incident communications plan 
•         list of incident stakeholders 
•         incident management policies, procedures, standards, and guidelines 
•         incident knowledge base 
•         event and incident evidence 
•         incident declaration criteria 
•         incident escalation procedures and criteria 
•         post-incident analysis reports 
•         list of incident management process improvements 
•         contracts with external entities 
 
Additional References 
NIST CSF References: PR.IP-9 
Incident Management 
MIL3-Managed 
 
1.         Is there management oversight of the performance of the incident management activities? 
 
2.         Have qualified staff been assigned to perform incident management activities as planned?
 
3.          Is there adequate funding to perform incident management activities as planned?  
 
4.         Are risks related to the performance of planned incident management activities identified,  analyzed, disposed of, monitored, and controlled?  
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider conducting periodic reviews of the incident management process. Periodic  reviews are needed to ensure that:
         •         the process is known and accessible  
         •         events and incidents are identified, reported, and addressed on a timely basis 
         •         events and incidents are logged and closed 
         •         proper forensic procedures are used to collect and preserve evidence 
         •         events are properly triaged and analyzed for root causes 
         •         incidents are properly declared 
         •         incidents are properly escalated to designated stakeholders 
         •         incident response capabilities are commensurate with the priority of an incident 
         •         incidents are communicated appropriately to stakeholders at a level commensurate with  their involvement 
         •         event and incident status reports are provided to appropriate stakeholders in a timely  manner 
         •         post-incident reviews are performed to improve the process 
         •         actions requiring management involvement are elevated in a timely manner 
         •         the performance of process activities is being monitored and regularly reported 
         •         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports 
         •         administrative, technical, and physical controls are operating as intended 
         •         controls are meeting the stated intent of the resilience requirements 
         •         actions resulting from internal and external audits are being closed in a timely manner 
 
         Additional References 
         NIST CSF References: PR.IP-8
Incident Management 
Q2         CERT-RMM Reference 
Consider ensuring that responsible staff are trained in skills required in the incident  management process. Examples of these skills include: 
•         event detection, reporting, and tracking, including service desk activities 
•         documenting and logging event reports 
•         collecting and preserving evidence 
•         technical analysis of events and incidents, including triage 
•         declaring incidents 
•         escalating and communicating incidents 
•         understanding and applying laws, rules, and regulations 
•         performing incident response, including damage containment  
•         creating, managing, and deploying incident response teams 
•         developing and implementing administrative, technical, and physical controls 
•         performing root-cause analysis and post-incident review 
•         using tools, techniques, and methods necessary to handle incidents throughout their life cycle, including those necessary to perform the process using the selected methods,  techniques, and tools 
•         knowledge unique to each type of asset or service that may be the target of an incident 
•         working effectively and collaborating with asset owners and custodians 
•         eliciting and prioritizing stakeholder requirements and needs and interpreting them to  develop effective incident management plans and plans for handling specific types of  incidents
 
Additional References 
NIST CSF References: PR.AT 
 
Q3         CERT-RMM Reference 
Consider ensuring that incident management activities are adequately funded.   Considerations for funding the process should extend beyond the initial development of  incident management activities, tools, and processes to ensure that the organization  maintains a capability to manage incidents. 
 
Additional References 
NIST CSF References: ID.GV-4 
 
Q4         CERT-RMM Reference 
Consider managing risk from the failure of the incident management process. Failures can occur in:   
•         detecting events and incidents 
•         planning for incident handling, management, and response 
•         making commitments to process plans and activities 
•         collecting, documenting, and preserving event and incident evidence          
•         analyzing events and incidents 
•         declaring incidents 
•         responding to incidents, including participating on incident response teams 
•         communicating events and incidents and the status of incidents as they move through the incident life cycle 
•         escalating incidents 
•         coordinating process activities 
•         reviewing and appraising the effectiveness of process activities 
•         performing post-incident review and improvement processes
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6 
Incident Management 
MIL4-Measured 
 
1.         Are incident management activities periodically reviewed and measured to ensure they are effective and producing intended results?   
 
2.         Are incident management activities periodically reviewed to ensure they are adhering to  the plan? 
 
3.         Is higher-level management aware of issues related to the performance of incident  management? 
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider measuring the performance of incident management activities. Incident  management activities may include: 
•         percentage of operational time that high-value services and assets were unavailable (as seen by users and customers) due to incidents 
•         percentage of incidents that exploited existing vulnerabilities with known solutions,  patches, or workarounds 
•         number and percentage of events or incidents handled in a specific period 
•         number and percentage of events or incidents that are contained in a specific period 
•         percentage of incidents that require escalation 
•         percentage of incidents that require involvement of law enforcement 
•         number of events or incidents that have been logged but not closed 
•         average time between event detection and related incident declaration, response, or  closure
•         percentage increase in the volume of events and incidents in a specific period          
•         extent of consequences to the organization due to incidents by incident type (also referred to as “magnitude”) 
•         percentage increase in the elapsed time of the incident life cycle by incident type 
•         number and percentage of recurrence of specified events or incidents 
•         percentage increase in resource needs (training, skill building, additional human  resources) to support incident management 
•         number of post-incident review activities that result in control changes or improvements  to the process 
•         number of incidents referred to the risk management process; number of risks where  corrective action is still pending (by risk rank) 
•         level of adherence to process policies; number of policy violations; number of policy  exceptions requested and number approved          
•         number of process activities that are on track per plan 
•         rate of change of resource needs to support the process 
•         rate of change of costs to support the process 
 
Additional References 
NIST CSF References: DE.DP-3, PR.IP-7          
 
Q2         CERT-RMM Reference 
Consider objectively evaluating adherence of the incident management and control process against its process description, standards, and procedures, and address non-compliance.
 
Additional References 
NIST CSF References: PR.IP-7 
Incident Management 
Q3         CERT-RMM  Reference 
Consider ensuring that the organization reviews the activities, status, and results of the  incident management process with higher-level managers and resolves issues. 
 
Additional References 
NIST CSF References: PR.IP-8 
 
MIL5-Defined 
 
         1.         Has the organization adopted a standard definition of incident management activities from which operating units can derive practices that fit their unique operating circumstances?   
 
         2.         Are improvements to incident management activities documented and shared across the  organization?  
 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference 
Consider establishing an organization-wide approach to incident management, that  includes: 
•         selecting from the organization’s set of standard processes those processes that cover the incident management process and best meet the needs of the organizational unit or line of business. 
•         establishing the defined process by tailoring the selected processes according to the  organization’s tailoring guidelines. 
•         ensuring that the organization’s process objectives are appropriately addressed in the  defined process, and ensure that process governance extends to the tailored processes.  
•         documenting the defined process and the records of the tailoring. 
•         revising the description of the defined process as necessary. 
 
         Additional References 
         NIST CSF References: PR.IP 
 
Q2         CERT-RMM Reference 
Consider collecting incident management work products, measures, measurement results,  and improvement information derived from planning and performing the process to support future use and improvement of the organization’s processes and process assets.
 
Additional References 
NIST CSF References: PR.IP
Incident Management 
Other Observations – Incident Management 
Service Continuity Management 
6         Service Continuity Management
Goal 1-Service continuity plans for high-value services are developed.
 
1.         Are service continuity plans developed and documented for assets required for delivery of the critical service? [SC:SG3.SP2]
 
                                                                                                   People
 
                                                                                                Information
 
                                                                                                Technology
 
                                                                                                    Facilities
 
2.         Are service continuity plans developed using established standards, guidelines, and   templates? [SC:SG3.SP2]
 
3.         Are staff members assigned to execute specific service continuity plans? [SC:SG3.SP3]
 
4.         Are key contacts identified in the service continuity plans? [SC:SG2.SP2]
 
5.         Are service continuity plans stored in a controlled manner and available to all those who   need to know? [SC:SG3.SP4]
 
6.         Are availability requirements such as recovery time objectives and recovery point   objectives established? [TM:SG5.SP1]
 
7.         Are mechanisms (e.g., failsafe, load balancing, hot swap capabilities) implemented to achieve resilience requirements in normal and adverse situations? [TM:SG5.SP1]
 
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[SC:SG3.SP2] Document the service continuity plans using available templates as appropriate. A service continuity plan typically includes the following information:
•         identification of authority for initiating and executing the plan (plan ownership)
•         identification of the communication mechanism to initiate execution of the plan   
 
Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems"  Page A.3-1 - A.3-10
 
NIST CSF References: PR.IP-9, ID.SC-5
 
Q2         CERT-RMM Reference
[SC:SG3.SP2] Document the key elements of the specific plan.  Documentation of the plan must be consistent with the standards and guidelines established by the organization to ensure plan consistency, accuracy, and ability to implement.  Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems"  Page A.3-1 - A.3-10
 
NIST CSF References: PR.IP-9
Service Continuity Management 
Q3         CERT-RMM Reference
[SC:SG3.SP3] Assign staff to the service continuity plans. Ensure that those who are assigned tasks in the plans are aware of their assignments, have the authority to act as prescribed in the plans, and are held accountable for their activities. Ensure that these staff members commit to performing their roles as described in the plans.
 
Additional References
NIST SP 800-53 Rev. 4  CP-2
 
NIST CSF References: PR.IP-9, RS.CO-1
 
 
Q4         CERT-RMM Reference
[SC:SG2.SP2] Develop a key contact list for organizational services that can be included as part of the service continuity plans.    Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems"  Page 31-33
 
NIST CSF References: PR.IP-9, RC.CO-3, RS.CO-4
 
Q5         CERT-RMM Reference
[SC:SG3.SP4] Store and protect the service continuity plans in the plan inventory or database. Ensure that the service continuity plans are properly protected but accessible on demand to those who have proper authorization.  
 
Additional References
NIST CSF References: PR.IP-9
 
Q6         CERT-RMM Reference
Establish availability metrics for high-value technology assets. Availability metrics establish the planned and required “uptime” for a technology asset. They are typically established as part of the asset's resilience requirement for availability and may be developed with consideration of the services that the asset supports. While availability metrics are most useful for managing technology assets in operation, they also play a significant part in the development plans to sustain technology assets in that they establish a parameter or target that must be attained by technology assets under disruptive conditions. In other words, the availability metric must be met by an asset not only in day-to-day operations but sometimes also under diminished conditions brought on by a disruption or event. These metrics must be considered in planning to determine whether they can be met under diminished conditions and, if not, what additional steps the organization may need to take (i.e., implement manual procedures) to ensure that associated services are not affected.Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems"  Page 16-18
 
NIST CSF References: ID.BE-5, PR.IP-9
Service Continuity Management 
Q7         CERT-RMM Reference
[TM:SG5.SP1]  To effectively control the operational environment for technology assets, the organization must perform several activities. Foremost, the organization must plan for sustaining technology assets to ensure the continued operation of services.  Planning for sustaining technology assets can take many forms. The organization may have redundancy for the assets so that when one fails it can easily and quickly substitute another. Or, in the case where this is cost-prohibitive, the organization may have arrangements with outside providers to provide equal or similar services under a shared arrangement.  Planning for sustaining technology assets can be integrated into the development of service continuity plans for services or in plans specifically focused on high-value technologies.  
 
Additional References
NIST SP 800-53 Rev. 4 CP-7, CP-8, CP-11, CP-13, PL-8, SA-14, SC-6, SI-17
NIST 800-160 Systems Security Engineering Considerations for a Multidisciplinary Approach in the Engineering of Trustworthy Secure Systems
 
The system security architecture leverages security design principles and concepts including, for example: separation, isolation, non-bypassability, encapsulation, layering, and modularity. The system security architecture also composes with other system architecture properties to deliver capability in a form that enables stakeholders to achieve their mission or business assurance objectives.   Security subject-matter expertise is required to help ensure that the appropriate protections and assurances are provided in all architecture and design views and viewpoints. This includes, but is not limited to: fault detection and recovery; exception handling; minimization or elimination of single-point-of-failure; load balancing; and defense-in-depth techniques.
 
NIST CSF References: PR.PT-5
 
Goal 2-Service continuity plans are reviewed to resolve conflicts between plans.
 
1.          Are plans reviewed to identify and resolve conflicts? [SC:SG4.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[SC:SG4.SP2] Review plans to determine plan conflicts. Determine the severity of plan conflicts and develop appropriate mitigation actions to reduce or eliminate the conflicts.  Conflicts that would impede successful plan execution pose operational risks that must be mitigated by the organization. Remember that the conflict may affect more than one plan, and therefore mitigation actions may have to be performed on more than one plan.
 
Additional References
NIST CSF References: PR.IP-9, RC.IM
 
Goal 3-Service continuity plans are tested to ensure they meet their stated objectives.
 
1.         Have standards for testing service continuity plans been implemented? [SC:SG5.SP1]
 
2.         Has a schedule for testing service continuity plans been established? [SC:SG5.SP1]
 
3.         Are service continuity plans tested? [SC:SG5.SP3]
 
4.         Are backup and storage procedures for high-value information assets tested? [KIM:SG6.SP1]
 
5.         Are test results compared with test objectives to identify needed improvements to service continuity plans? [SC:SG5.SP4]
 
 
Service Continuity Management 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference[SC:SG5.SP1] Develop a testing program and test standards to apply universally across all testing of service continuity plans.    Additional ReferencesSpecial Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities" Page 2-1 - 2-5
 
            NIST CSF References: PR.IP-10, ID.SC-5
 
Q2         CERT-RMM Reference
            [SC:SG5.SP1] Establish schedules for ongoing testing and review of plans.    Additional ReferencesSpecial Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities" Page 6-1
 
            NIST CSF References: PR.IP-10, ID.SC-5
 
Q3         CERT-RMM Reference
[SC:SG5.SP3] Execute the service continuity plan test.  On a regular basis, service continuity plans are exercised (tested) according to their test plan. The test should establish the viability, accuracy, and completeness of the plan. It should also provide information about the organization's level of preparedness to address the specific area(s) included in the plan.Additional ReferencesSpecial Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities"  Page 6-1 - 6-6
 
NIST CSF References: PR.IP-10, ID.SC-5
 
Q4         CERT-RMM Reference
[KIM:SG6.SP1] Periodically test the organization's backup and storage procedures and guidelines to ensure continued validity as operational conditions change. Stored information assets should be periodically tested to ensure that they are complete, accurate, and current and can be used for restorative purposes when necessary.  
 
Additional References
NIST SP 800-53 Rev. 4  CP-9 and  CP-10
 
NIST CSF References: PR.IP-4, ID.SC-5
 
 
Q5         CERT-RMM Reference
[SC:SG5.SP4] Compare actual test results with expected test results and test objectives.  Areas where objectives could not be met are recorded and strategies are developed to review and revise the plans. Improvements to the testing process and plans are also identified, documented, and incorporated into future tests.Additional ReferencesSpecial Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities"  Page 6-6
 
NIST CSF References: PR.IP-10, RC.IM, ID.SC-5
Service Continuity Management 
Goal 4-Service continuity plans are executed and reviewed.
 
1.         Have conditions been identified that trigger the execution of the service continuity plan? [SC:SG6.SP1]
 
2.         Is execution of service continuity plans reviewed? [SC:SG6.SP2]
 
3.         Are improvements identified as a result of executing service continuity plans? [SC:SG7.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[SC:SG6.SP1] Determine the conditions under which a service continuity plan must be executed.  Ensure that the owners of service continuity plans understand these conditions and have the authority and responsibility to execute the plans if necessary.  Additional ReferencesSpecial Publication 800-34 "Contingency Planning for Federal Information Systems"  Page 36
 
NIST CSF References: PR.IP-9, RC.RP-1
 
Q2         CERT-RMM Reference
[SC:SG6.SP2] Compare documented service continuity plan results with plan objectives and expectations.  The debriefing of the execution of service continuity plans is an invaluable means for identifying plan shortcomings and for improving the plan. Plan improvements are documented through this process and incorporated into future plan versions.  
 
Additional References
NIST CSF References: PR.IP-9, RC.IM
 
Q3         CERT-RMM Reference
[SC:SG7.SP2] Identify and document changes to service continuity plans based on defined criteria and conditions such as the results of service continuity plan execution or testing.  
 
Additional References
Special Publication 800-34 "Contingency Planning for Federal Information Systems" 
 
NIST CSF References: PR.IP-7, RC.IM-1, RC.IM-2
Service Continuity Management 
MIL2-Planned
 
1.         Is there a documented plan for performing service continuity activities?
 
2.         Is there a documented policy for service continuity?
 
3.         Have stakeholders for service continuity activities been identified and made aware of their roles?
 
4.         Have service continuity standards and guidelines been identified and implemented?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing a plan for Service Continuity management. Such a plan includes information on how the organization will carry out service continuity planning and execution. A plan for service continuity is an organizational construct from which a service continuity program is developed and implemented. The plan for the service continuity process should be directly influenced by the strategic planning process of the organization and reflect strategic initiatives where appropriate. 
The plan for the service continuity process should not be confused with a plan (and program) for service continuity or service-specific continuity plans. The plan for the service continuity process details how the organization will perform service continuity planning, including the development of service continuity plans. Service continuity plans are service-specific plans for sustaining services and associated assets under degraded conditions.
Subpractices:
•         define and document the plan for performing the process.
•         define and document the process description.
•         review the plan with relevant stakeholders and get their agreement.
•         revise the plan as necessary. 
 
Additional References
NIST CSF References: PR.IP-9
Service Continuity Management 
Q2         CERT-RMM Reference
Consider sponsoring policies and procedures for service continuity management. Such standards should include : 
•         methods for identifying and prioritizing high-value services
•         methods for analyzing service dependencies and interdependencies
•         templates for developing and documenting service continuity plans
•         methods, techniques, and tools for performing consistent and structured version control and for managing changes to service continuity plans
•         tools for archiving, storing, and securing service continuity plans
•         tools for providing access control over service continuity plan inquiries, modifications, and deletions
•         tools for managing the service continuity plan inventory/database, including controlling access and managing changes
•         methods for communicating with stakeholders (Refer to the Communications process area.)
•         methods for distributing up-to-date versions of service continuity plans to stakeholders
•         methods for analyzing plan dependencies and resolving conflicts
•         methods, techniques, and tools for testing plans and documenting results
•         methods and tools for capturing and maintaining the list of files and databases that constitute vital records (Refer to the Knowledge and Information Management process area.)
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
 
Q3         CERT-RMM Reference
Consider identifying stakeholders of the service continuity management process.  Examples include:
•         owners of high-value services and supporting assets (for which plans must be developed)
•         custodians of high-value services and supporting assets (who may need to execute or participate in plans)
•         organizational unit and line of business managers responsible for high-value services and supporting assets
•         staff involved in developing plans
•         external entities on which service continuity plans are dependent, such as public emergency management staff and other public agencies, partners, and suppliers
•         external entities responsible for managing high-value services
•         external entities to which the organization is a supplier
•         regulatory and legal entities to which the organization is required to submit service continuity plans
•         staff involved in versioning, storing, archiving, and securing plans
•         staff involved in testing plans
•         internal and external auditors
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
Service Continuity Management 
Q4         CERT-RMM Reference
Consider developing standards and guidelines for service continuity management, including:
•         planning for the process
•         making decisions about the process
•         making commitments to service continuity plans and activities as well as the process plan
•         developing service continuity plans and the process plan
•         communicating service continuity plans and activities and process plans and activities
•         coordinating process activities
•         participating in the test and execution of service continuity plans
•         reviewing and appraising the effectiveness of process activities
•         establishing requirements for the process
•         resolving issues in the process
 
Additional References
NIST CSF References: PR.IP-9
 
MIL3-Managed
 
1.         Is there management oversight of the performance of the service continuity activities?
 
2.         Have qualified staff been assigned to perform service continuity activities as planned?
 
3.         Is there adequate funding to perform service continuity activities as planned?  
 
4.         Are risks related to the performance of planned service continuity activities identified, analyzed, disposed of, monitored, and controlled?           
Service Continuity Management 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider conducting periodic reviews of the service continuity management process. Periodic reviews are needed to ensure that:
•         the process is a planned and coordinated activity
•         process planning is driven by managing and mitigating organizational risk
•         internal and external dependencies that affect the process and service continuity plans are identified and considered
•         vital organizational records are identified
•         all service continuity plans have assigned owners
•         service continuity plans are developed, resourced, and validated for high-value services, including new services that are developed and acquired
•         service continuity plans are tested when developed and periodically as dictated by business conditions and the need to manage risk
•         changes to service continuity plans and the plan inventory/database are controlled
•         access to service continuity plans is limited to authorized staff
•         the effectiveness of service continuity plans is measured
•         the process is improved based on testing and experience in executing plans
•         status reports are provided to appropriate stakeholders in a timely manner
•         process issues are referred to the risk management process when necessary
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         actions resulting from internal and external audits are being closed in a timely manner
 
Additional References
NIST CSF References: PR.IP-8
 
Q2         CERT-RMM Reference
Consider ensuring that responsible staff are trained in the skills necessary to perform service continuity management.  Such skills include:
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and interpret them to develop service continuity plans and programs, including the process plan
•         knowledge required to develop service continuity plans
•         communication skills for conveying the contents of service continuity plans to stakeholders
•         knowledge unique to each type of service that is required to develop service-specific continuity plans
•         knowledge necessary to work effectively with service and asset owners and custodians
•         knowledge necessary to plan and conduct service continuity testing
•         knowledge of the tools, techniques, and methods necessary to perform the process using the selected methods, techniques, and tools 
 
Additional References
NIST CSF References: PR.AT         
Service Continuity Management 
Q3         CERT-RMM Reference
Consider ensuring that service continuity management activities are adequately funded.  Funding the process should extend beyond the initial development of service continuity management activities, tools, and processes to ensure that the organization maintains a capability to ensure the resilience of essential services.
 
Additional References
NIST CSF References: ID.GV-4
 
Q4         CERT-RMM Reference
Consider managing risk from the failure of the service continuity management process. Failures can occur in:
•         planning for the process
•         making decisions about the process
•         making commitments to service continuity plans and activities as well as the process plan
•         developing service continuity plans and the process plan
•         communicating service continuity plans and activities and process plans and activities
•         coordinating process activities
•         participating in the test and execution of service continuity plans
•         reviewing and appraising the effectiveness of process activities
•         establishing requirements for the process
•         resolving issues in the process
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
 
MIL4-Measured
 
1.         Are service continuity activities periodically reviewed and measured to ensure they are effective and producing intended results?  
 
2.         Are service continuity activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to the performance of service continuity?
Service Continuity Management 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider measuring the service continuity management process.  Examples of measures include:
•         number and percentage of service continuity plans
-         completed-         tested, and number of times tested by time period-         executed, and number of times executed by event on date-         that have never been executed
•         number of service continuity plans that have not yet been developed (percentage of high-value services and supporting assets that do not have service continuity plans)
•         percentage of plans
-         without established owners
-         that require changes
-         with missing components (assigned owner, resources, etc.)
-         that exhibit dependencies on other plans
-         that exhibit one or more conflicts (such as a single point of failure)
-         that have not been tested
-         that have failed one or more test objectives
-         that have failed in execution
-         that have not been reviewed post-execution
-         that have been changed without authorization, review, or testing
•         frequency of changes to plans by service or service type
•         percentage of plan test objectives (RTOs and RPOs) unmet
•         number of plans without identified stakeholders
•         percentage of staff who have not been trained on their roles and responsibilities as defined in service continuity plans
•         number of process risks referred to the risk management process; number of risks where corrective action is still pending (by risk rank)
•         level of adherence to process policies; number of policy violations; number of policy exceptions requested and number approved
•         number of process activities that are on track per plan
•         rate of change of resource needs to support the process
•         rate of change of costs to support the process
 
Additional References
NIST CSF References: PR.IP-7         
Service Continuity Management 
Q2         CERT-RMM Reference
Consider objectively evaluating the service continuity process, to ensure that: 
•         the process is a planned and coordinated activity
•         process planning is driven by managing and mitigating organizational risk
•         internal and external dependencies that affect the process and service continuity plans are identified and considered
•         vital organizational records are identified
•         all service continuity plans have assigned owners
•         service continuity plans are developed, resourced, and validated for high-value services, including new services that are developed and acquired
•         service continuity plans are tested when developed and periodically as dictated by business conditions and the need to manage risk
•         changes to service continuity plans and the plan inventory/database are controlled
•         access to service continuity plans is limited to authorized staff
•         the effectiveness of service continuity plans is measured
•         the process is improved based on testing and experience in executing plans
•         status reports are provided to appropriate stakeholders in a timely manner
•         process issues are referred to the risk management process when necessary
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         actions resulting from internal and external audits are being closed in a timely manner
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference
Consider ensuring that the organization reviews the activities, status, and results of the service continuity management process with higher-level managers and resolves issues.
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of service continuity activities from which operating units can derive practices that fit their unique operating circumstances?
 
2.         Are improvements to service continuity documented and shared across the organization?         
Service Continuity Management 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing an organization-wide approach to service continuity management, that includes: 
•         selecting from the organization's set of standard processes those processes that cover the service continuity management process and best meet the needs of the organizational unit or line of business.
•         establishing the defined process by tailoring the selected processes according to the organization's tailoring guidelines.
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes. 
•         documenting the defined process and the records of the tailoring.
•         revising the description of the defined process as necessary.
 
Additional References
NIST CSF References: PR.IP
 
Q2         CERT-RMM Reference
Consider collecting service continuity management work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets.
 
Additional References
NIST CSF References: PR.IP
Other Observations – Service Continuity Management 
Service Continuity Management 
Risk Management 
7         Risk Management
Goal 1-A strategy for identifying, analyzing, and mitigating risks is developed.
 
1.         Have sources of risk that can affect operations been identified? [RISK:SG1.SP1]
 
2.         Have categories been established for risks? [RISK:SG1.SP1]
 
3.         Has a plan for managing operational risk been established? [RISK:SG1.SP2]
 
4         Is the plan for managing operational risk communicated to stakeholders? [RISK:SG1.SP2]
 
Option(s) for Consideration:
 
Q1       CERT-RMM Reference
[RISK:SG1.SP1] Determine operational risk sources. Risk sources are the fundamental areas of risk that can affect organizational services and associated assets while they are in operation to meet the organization's mission. Risk sources represent common areas where risks may originate. Typical internal and external sources include:
•         poorly designed and executed business processes and services
•         inadvertent actions of people, such as accidental disclosures or modifications of information
•         intentional actions of people, such as insider threat and fraud
•         failure of systems to perform as intended, or risks posed by the complexity and unpredictability of interconnected systems
•         failures of technology, such as the unanticipated results of the execution of software and the failure of hardware components such as servers and telecommunications
•         external events and forces, such as natural disasters, failures of public infrastructure, and failures in the organization's supply chain
Advance definition of specific risk sources for the organization provides a means for early identification of risk and can seed mitigation plans that can cover a broad array of operational risks before the organization realizes the consequences of these risks.    Additional ReferencesSpecial Publication 800-37 Revision 1"Guide for Applying the Risk Management Framework to Federal Information Systems"  Page 6-8
 
NIST CSF References: ID.RM, ID.SC-1
Risk Management 
Q2         CERT-RMM Reference
[RISK:SG1.SP1] Determine operational risk categories. Risk categories provide a means for collecting and organizing risk for ease of analysis and mitigation. Typical operational risk categories align with the various sources of operational risk such as failed processes, actions of people, systems and technology, and external events but can be as granular as necessary for the organization to effectively manage risk. Operational risks may also align with the types of assets they are most likely to affect --risks to the availability of people, the confidentiality, integrity, and availability of information, etc.    
 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 7-9
 
NIST CSF References: ID.RM, ID.SC-1
 
Q3         CERT-RMM Reference
[RISK:SG1.SP2] Develop and document an operational risk management strategy that aligns with the organization's overall enterprise risk management strategy.   Because of the pervasive nature of operational risk, a comprehensive operational risk management strategy is needed to ensure proper consideration of risk and the effects on operational resilience.  The strategy provides a common foundation for the performance of operational risk management activities and for the collection, coordination, and elevation of operational risk to the organization's risk management process.Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 7-9
 
NIST CSF References: ID.GV-4, ID.RM-1, ID.SC-1
 
Q4         CERT-RMM Reference
[RISK:SG1.SP2] Communicate the operational risk management strategy to relevant stakeholders and obtain their commitment to the activities.  The strategy should be documented and communicated to all relevant stakeholders, internal and external, who are responsible for any operational risk management activity.Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 9-11
 
NIST CSF References: ID.RM-1, ID.SC-1         
Risk Management 
Goal 2-Risk tolerances are identified, and the focus of risk management activities is established.
 
1.         Have impact areas been identified, such as reputation, financial health, and regulatory compliance? [RISK:SG2.SP2]
 
2.         Have impact areas been prioritized to determine their relative importance? [RISK:SG2.SP2]
 
3.         Have risk tolerance parameters been established for each impact area? [RISK:SG2.SP2]
 
4.         Are risk tolerance thresholds, which trigger action, defined for each category of risk? [RISK:SG2.SP1]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[RISK:SG2.SP2] Define organizational impact areas. Organizational impact areas identify the categories where realized risk may have meaningful and disruptive consequences. These areas typify what is important to the organization and to the accomplishment of its mission.   Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 9-11"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process" 
 
NIST CSF References: ID.RA-4, RC.CO-2
 
Q2         CERT-RMM Reference
[RISK:SG2.SP2] Prioritize areas of impact for the organization. The prioritization of impact areas allows the organization to determine the relative importance of these areas to allow them to be used for risk prioritization and mitigation.   Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 37-40
 
NIST CSF References: ID.RA-4, ID.RM
Risk Management 
Q3         CERT-RMM Reference
[RISK:SG2.SP2] Define and document risk measurement and evaluation criteria.  Risk measurement and evaluation criteria provide the bounds on the severity of consequences to the organization across the organizationally defined areas of impact. The consistent application of these criteria across all operational risks ensures that risks are prioritized according to organizational importance (even if they are specific to an organizational unit or line of business) and are mitigated accordingly. The range of criteria can be either qualitative (high, medium, low) or quantitative (based on levels of loss, fines, number of customers lost, etc.).   Additional ReferencesFIPS Publication 199 Standards for Security Categorization of Federal Information and Information Systems  Page 2"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process"  Page 32-33
 
NIST CSF References: ID.RM-2, ID.RM-3
 
Q4         CERT-RMM References
[RISK:SG2.SP1] Define risk thresholds for each risk category. Risk thresholds are a management tool to determine when risk is in control or has exceeded acceptable organizational limits. They must be set for each category of operational risk that the organization establishes as a means for measuring and managing risk. For example, a risk threshold for virus intrusions may be whenever more than 200 users are affected; this would indicate that management needs to act to prevent operational disruption. 
 
Additional References
Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 11
 
NIST CSF References: ID.RM-2, ID.RM-3, RC.CO-2
Risk Management 
Goal 3-Risks are identified.
 
1.         Are operational risks that could affect delivery of the critical service identified? [RISK:SG3.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[RISK:SG3.SP2] Identify the services that are associated with each asset-specific riskstatement. Update the risk statement to reflect associated services. Examining risk in the context of services provides the organization additional information that must be considered when prioritizing risks for disposition and mitigation.Additional ReferencesSpecial Publication 800-30 "Guide for Conducting Risk Assessments"   
"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process" 
 
NIST CSF References: ID.RA-5 
 
Goal 4-Risks are analyzed and assigned a disposition.
 
1.         Are risks analyzed to determine potential impact to the critical service? [RISK:SG4.SP1]
 
2.         Is a disposition (accept, transfer, mitigate, etc.) assigned to identified risks? [RISK:SG4.SP3]         
Risk Management 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
[RISK:SG4.SP1] Evaluate the identified risks using the defined risk parameters and risk measurement criteria.  Each risk is evaluated and assigned values in accordance with the defined risk parameters and risk measurement criteria. (These include likelihood, consequence, consequence severity, and thresholds.) The organization may weigh the valuation of the risks by adjusting for the priority of impact areas (reputation, finance, etc.) that they established as part of the risk measurement criteria. This will ensure that impact areas of most importance to the organization will influence more strongly which risks are prioritized higher for mitigation. The organization can further influence the prioritization by applying a probability factor, if known.
 
Additional References
Special Publication 800-30 "Guide for Conducting Risk Assessments"   
 
"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process"   
 
NIST CSF References: ID.RA-4
 
Q2         CERT-RMM Reference
[RISK:SG4.SP3] Assign a risk disposition to each risk statement based on risk valuation and prioritization and obtain approval for the proposed disposition of each risk, particularly risks that are not going to be mitigated. A risk disposition is assigned to each risk statement or group of statements. The organization must establish a range of acceptable and consistent risk dispositions and their definitions. Possible risk dispositions include:
•         avoid
•         accept
•         monitor
•         research or defer
•         transfer
•         mitigate or control.
 
Risks that are to be accepted must be approved by a sufficient level of organizational management that accepts responsibility and authority for the potential impact on operational resilience that could result. Risks that are to be transferred must demonstrate a clear and willing party (organization or person) able to accept the risk.  Risks that are to be researched or deferred must be carefully examined to ensure that delaying mitigation will not result in the realization of the risk or effects on operational resilience.  
 
Additional References
Special Publication 800-30 "Guide for Conducting Risk Assessments"  
 
"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process"  Appendix I   Page 58-64
 
NIST CSF References: ID.RA-6         
Risk Management 
Goal 5-Risks to assets and services are mitigated and controlled.
 
1.         Are plans developed for risks that the organization decides to mitigate? [RISK:SG5.SP1]
 
2.         Are identified risks tracked to closure? [RISK:SG5.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[RISK:SG5.SP1] Develop risk mitigation plans for all risks that have a “mitigation” or “control” disposition. Developing risk mitigation plans is an extensive activity that will vary by organization. There are some common elements of risk mitigation plans that should be considered for all plans:
•         how the threat or vulnerability will be reduced
•         the actions that will prevent or limit an actor from exploiting a threat or vulnerability
•         the controls that will have to be implemented or updated to reduce exposure, including an articulation of administrative, physical, and technical controls
•         the service continuity plans that would be used to reduce the impact of consequences should risk be realized
•         the staff who are responsible for implementing and monitoring the mitigation plan
•         the cost of the plan, and a cost-benefit analysis that demonstrates the value of the plan commensurate with the value of the related assets and services or avoidance of consequences
•         the implementation specifics of the plan (when, where, how)
•         the residual risk that would not be addressed by the plan  
 
Additional References
Special Publication 800-30 "Guide for Conducting Risk Assessments"
 
NIST CSF References: ID.RA-6, ID.RM
 
 
Q2         CERT-RMM Reference
[RISK:SG5.SP2] Provide a method for tracking open risks to closure.  Additional ReferencesSpecial Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations"  Page 19-36
 
NIST CSF References: ID.RA-6, ID.RM
 
MIL2-Planned
 
1.         Is there a documented plan for performing risk management activities?
 
2.         Is there a documented policy for risk management?
 
3.         Have stakeholders for risk management activities been identified and made aware of their roles?
 
4.         Have risk management activities standards and guidelines been identified and implemented?         
Risk Management 
Option(s) for Consideration: 
 
Q1         CERT-RMM Reference
Consider developing a plan for risk management process.  The plan for the risk management process should be directly influenced by the strategic and operational planning processes of the organization and reflect strategic objectives and initiatives where appropriate. The plan for the risk management process should not be confused with a risk management plan or plans for mitigating risk as the plan for the risk management process details how the organization will perform risk management, including the development of risk management and mitigation plans. 
 
Additional References
NIST CSF References: ID.RM-1
 
Q2         CERT-RMM Reference
Consider establishing a risk management policy that addresses:
•         responsibility, authority, and ownership for performing process activities
•         procedures, standards, and guidelines for
-         identifying risk sources and categories of risk
-         defining risk parameters (such as risk tolerance thresholds) and risk measurement criteria
-         assigning risk priorities based on risk valuation
-         assigning risk dispositions
-         developing risk mitigation plans
•         periodically monitoring the status of all risks and adjusting as necessary
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
 
Q3         CERT-RMM Reference
Consider identifying stakeholders of the risk management process.  These are examples of stakeholders:
•         organizational unit managers, line of business managers, project managers, and business process owners
•         owners of identified assets and services (for which plans to manage risks must be developed)
•         custodians of identified assets and services (who may need to execute or participate in plans)
•         staff involved in identifying, analyzing, mitigating, and controlling risks to assets and services (such as information technology, human resources, legal, and compliance staff)
•         staff involved in reviewing and adjusting strategies to protect and sustain assets and services
•         the owner of any resilience management process who has referred risks to the process
•         risk owners
•         risk mitigation plan owners
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
Risk Management 
Q4         CERT-RMM Reference 
Consider developing standards and guidelines that address:
•         identifying risk sources and categories of risk
•         defining risk parameters (such as risk tolerance thresholds) and risk measurement criteria
•         assigning risk priorities based on risk valuation
•         assigning risk dispositions
•         developing risk mitigation plans
 
Additional References
NIST CSF References: ID.RM-1
 
MIL3-Managed 
 
1.         Is there management oversight of the performance of the risk management activities?
 
2.         Have qualified staff been assigned to perform risk management activities as planned?
 
3.         Is there adequate funding to perform risk management activities as planned?
 
4.         Are risks related to the performance of planned risk management activities identified, analyzed, disposed of, monitored, and controlled?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Periodic reviews of the risk management process are needed to ensure that:
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         administrative, technical, and physical controls are elevated in a timely manner
•         actions resulting from internal and external audits are being closed in a timely manner
•         work products accurately reflect what is essential for managing operational risk to ensure mission success, or are corrected or modified if necessary
 
Additional References
NIST CSF References: PR.IP-8
Q2         CERT-RMM Reference
Consider assigning qualified staff to perform risk management processes. These are examples of staff required to perform the risk management process:  
•         organizational unit managers, line of business managers, project managers, and asset and service owners and custodians.
•         the chief risk officer or equivalent
•         a risk management steering council, group, or process group
•         staff responsible for: 
-         identifying operational risk sources and categories 
-         identifying and assessing operational risks, including risks identified by the process and other resilience  management processes 
-         business impact analysis
-         scenario planning and analysis  
-         assigning risk disposition to risk statements based on risk valuation and prioritization
-         developing risk mitigation plans and implementing these plans, including accepting, deferring, or transferring residual risk  
-         monitoring and tracking risks to closure  
-         managing external entities that have contractual obligations for risk management activities
•         higher-level managers responsible for defining risk parameters, including risk tolerance thresholds, authorization for levels of risk acceptance, organizational impact areas and priorities, and risk measurement criteria
•         staff skilled in interview techniques and the use of questionnaires and surveys
•         vital managers and subject matter experts
•         external entities involved in process activities and in assessing risk on outsourced functions
•         internal and external auditors responsible for reporting to appropriate committees on process effectiveness
 
Additional References
NIST CSF References: PR.AT
 
Q3         CERT-RMM Reference
Consider ensuring that risk management activities are adequately funded. Funding considerations should include ensuring that risk is adequately identified, assessed, and mitigated on a continuous basis, and that risk management activities are not treated as discrete occasional activities.
 
Additional References
NIST CSF References: ID.GV-4
 
Q4         CERT-RMM Reference
Consider identifying risk to the organization that arises from failed risk management processes.  Deviations from the risk management plan may occur because operational risks for assets and services vary widely, and thus the mitigation of these risks may require process deviations. The organization must determine if the deviations are appropriate given the risk parameters and whether the deviation will result in an impact on operational resilience.  In addition, deviations from the risk management plan may occur when organizational units fail to follow the enterprise-sponsored process. These deviations may affect the operational resilience of the organizational unit's services but may also have a cascading effect on enterprise operational resilience objectives.
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
Risk Management 
Risk Management 
MIL4-Measured
 
1.         Are risk management activities periodically reviewed and measured to ensure they are effective and producing intended results?  
 
2.         Are risk management activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to the performance of risk management?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider measuring risk management activities to ensure their effectiveness. These are examples of metrics for the risk management process:
•         percentage of identified assets and services for which some form of risk assessment has been performed and documented as required by policy
•         percentage of identified assets and services for which the impact or cost of compromise has been quantified
•         percentage of identified risks that do not have a defined risk disposition
•         percentage of identified risks that have a defined mitigation plan against which status is reported in accordance with policy
•         percentage of identified risks that have not been tracked to closure
•         change in volume of risks that have been identified over a selected period
•         percentage of previously identified risks that have converted to a risk disposition of “mitigate”
•         percentage of identified assets for which a mitigation plan has been implemented to mitigate risks as necessary and to maintain these risks within acceptable risk parameters and risk measurement criteria
•         percentage of identified services for which a mitigation plan has been implemented to mitigate risks as necessary and to maintain these risks within acceptable risk parameters and risk measurement criteria
•         percentage of security incidents that caused damage, compromise, or loss to identified assets or services  beyond established risk parameters and risk measurement criteria
•         percentage of realized risks that have exceeded established risk thresholds
•         percentage of identified or realized risks that have been characterized as “high” impact according to the organization's risk evaluation criteria
•         level of adherence to process policies; number of policy violations; number of policy exceptions requested and number approved
•         number of process activities that are on track per plan
•         rate of change of resource needs to support the process
•         rate of change of costs to support the process
 
Additional References
NIST CSF References: PR.IP-7
Q2         CERT-RMM ReferenceConsider objectively evaluating adherence of the risk management process against its process description, standards, and procedures, and address non-compliance. 
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference 
Consider reviewing activities, status, and results of the process with higher-level management.
Reviews of the risk management process may result from periodic examination or post-event audits that seek to identify problems that must be corrected. Elevating the results of these examinations to managers provides an opportunity to correct process deficiencies and to make managers aware of variations in the risk management process that not only have localized impact but may also affect the organization's resilience as a whole.
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of risk management activities from which operating units can derive practices that fit their unique operating circumstances?
 
2.         Are improvements to risk management documented and shared across the organization?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing an organization-wide approach to risk management, that includes: 
 
•         selecting from the organization's set of standard processes those processes that cover the risk management process and best meet the needs of the organizational unit or line of business.
•         establishing the defined process by tailoring the selected processes according to the organization's tailoring guidelines.
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes. 
•         documenting the defined process and the records of the tailoring.
•         revising the description of the defined process as necessary.
 
Additional References
NIST CSF References: PR.IP
Risk Management 
Risk Management 
Q2         CERT-RMM Reference
Collect risk management work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets. These are examples of improvement work products and information:
•         metrics and measurements of the viability of the process
•         changes and trends in operating conditions that affect risk sources and categories
•         changes in risk conditions and the risk environment that affect risk parameters, measurement criteria, or risk dispositions
•         lessons learned in post-event review of continuity exercises, incidents, and disruptions in continuity, particularly those that result in losses or compromises that exceed risk parameters and measurement criteria
•         process lessons learned that can be applied to improve operational resilience management performance and internal controls
•         issues with the risk identification, analysis, prioritization, overall assessment, mitigation, and monitoring processes
•         lessons learned from both successfully and unsuccessfully mitigating identified risks
•         risk mitigation plan costs and benefits for future return on investment analysis
•         resilience requirements that are not being satisfied or are being exceeded
 
Additional References
NIST CSF References: PR.IP         
Risk Management 
Other Observations – Risk Management 
External Dependencies Management 
8         External Dependencies Management
Goal 1-External dependencies are identified and prioritized to ensure sustained operation of high-value services.
 
1.         Are dependencies on external relationships that are critical to the service identified? [EXD:SG1.SP1]
 
2.         Has a process been established for creating and maintaining a list of external dependencies? [EXD:SG1.SP1]
 
3.         Are external dependencies prioritized? [EXD:SG1.SP2]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[EXD:SG1.SP1] Identify External Dependencies.  It is important for the organization to identify and characterize all such external dependencies so that they can be understood, formalized, monitored, and managed as part of the organization's comprehensive risk management process.  Additional ReferencesSpecial Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations"  Page E-2
 
NIST CSF References: ID.BE-4, ID.SC-2
 
Q2         CERT-RMM Reference[EXD:SG1.SP1] Establish a process for creating and maintaining the list of external dependencies and entities.   Additional ReferencesSpecial Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations"  Page 19
 
NIST CSF References: ID.BE-4, ID.SC-2
 
Q3         CERT-RMM Reference[EXD:SG1.SP2] Apply the prioritization criteria to the list of external dependencies toproduce a prioritized list.  Depending on the prioritization scheme developed by the organization, the result might be several lists, tiers, or sets of external dependencies.  Be sure that external dependencies that are required for the successful execution of security activities, service continuity plans, and service restoration plans are prioritized appropriately.
 
Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 25-26
 
NIST CSF References: ID.BE-4, ID.SC-2
External Dependencies Management 
Goal 2-Risks due to external dependencies are identified and managed.
 
1.          Are risks due to external dependencies identified and managed? [EXD:SG2.SP1]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[EXD:SG2.SP1] Identify risks due to external dependencies. Identification of risks due to external dependencies requires an understanding of the actions of the associated external entity in the operation, support, or resilience of the organization's services. External entities will be responsible for varying dependencies in the support of the organization's operations.
 
Additional ReferencesSpecial Publication 800-30 "Guide for Conducting Risk Assessments"
 
NIST CSF References: ID.BE-1, ID.RA-5, ID.SC-2
 
 
Goal 3-Relationships with external entities are formally established and maintained.
 
1.         Have resilience requirements of the critical service been established that apply specifically to each external dependency? [EXD:SG3.SP2]
 
2.          Are these requirements reviewed and updated? [EXD:SG3.SP2]
 
3.          Is the ability of external entities to meet resilience requirements of the critical service considered in the selection process? [EXD:SG3.SP3]
 
4.          Are resilience requirements included in formal agreements with external entities? [EXD:SG3.SP4]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
[EXD:SG3.SP2] For each external dependency, establish a list of resilience specifications that apply to the responsible external entity.  The process for determining and documenting the resilience specifications that apply to an external dependency and entity will vary based on the action of the entity in relation to the organization's operations and the priority of the external dependency. At a minimum, the resilience specifications should include a clear and definitive statement of the external entity's services, support, products, assets, or staff on which the organization relies.  
 
Additional ReferencesSpecial Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 24-26
 
NIST CSF References: ID.BE-1, ID.BE-5, ID.SC-3
External Dependencies Management
Q2          CERT-RMM Reference 
         [EXD:SG3.SP2] Periodically review and update resilience specifications for external dependencies and entities as conditions warrant.  
 
         Additional References
         NIST CSF References: ID.BE-1, ID.BE-5, ID.SC-3
 
Q3          CERT-RMM Reference
         [EXD:SG3.SP3] Evaluate external entities based on their abilities to meet the resilience specifications and in accordance with the established selection criteria. 
 
         Additional References
         Special Publication 800-39 "Managing Information Security Risk Organization, Mission, and Information System View"  Page 24-26
 
         NIST CSF References: ID.BE-1, ID.BE-4, ID.SC-3
 
Q4          CERT-RMM Reference 
         [EXD:SG3.SP4] Properly document the agreement terms, conditions, specifications and other provisions.  All agreement provisions should be documented in the agreement in language that is unambiguous. The agreement should not contain any general exceptions for achieving the resilience specifications unless they are carefully considered and negotiated. It may, however, contain scenarios of types of unforeseen events for which the external entity is not expected to prepare. Any exceptions granted to resilience specifications or scenarios for which the external entity is not required to prepare should be treated as risks. All agreements should establish and enable procedures for monitoring the performance of external entities and inspecting the services or products they deliver to the organization. 
 
         Additional References 
         NIST SP 800-53 Rev. 4  SA-4
 
         NIST CSF References: ID.BE-1, ID.SC-3, PR.AT-3
 
 
Goal 4-Performance of external entities is managed.
 
1.         Is the performance of external entities monitored against resilience requirements? [EXD:SG4.SP1]
 
2.         Has responsibility been assigned for monitoring external entity performance (as related to resilience requirements)? [EXD:SG4.SP1]
 
3.          Are corrective actions taken as necessary to address issues with external entity performance (as related to resilience requirements)? [EXD:SG4.SP2]
 
4.         Are corrective actions evaluated to ensure issues are remedied? [EXD:SG4.SP2]
External Dependencies Management
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[EXD:SG4.SP1] Establish procedures and responsibility for monitoring external entityperformance and inspecting any external entity deliverables.  Procedures should be consistent with the agreement between the organization and the external entity and should be based on verifying that the external entity is achieving the specifications as defined in the agreement. All agreement specifications should be considered for monitoring; it may be appropriate to prioritize monitoring and inspection activities based on a risk analysis of the specifications (which includes all external dependencies). Monitoring and inspection procedures should address the external entity's required characteristics, required behaviors, and required performance parameters.
 
Additional References
NIST CSF References: DE.CM-6, ID.SC-4
 
Q2          CERT-RMM Reference
[EXD:SG4.SP1] Establish the responsibility for monitoring external entity performance and inspecting any external entity deliverables.  (Responsibility is typically assigned to the organizational owner of the relationship.)  
 
Additional References
NIST SP 800-53 Rev. 4 SA-9
 
NIST CSF References: ID.SC-4
 
 
Q3          CERT-RMM Reference 
[EXD:SG4.SP2] The agreement should be reviewed to identify appropriate and allowable corrective actions for consideration. The various alternatives should be evaluated based on their likelihood to succeed in correcting the situation and mitigating any associated risks.   It may be valuable and appropriate to include the external entity in the discussion and consideration of alternatives, especially if both the organization and the external entity desire to continue the relationship. 
 
Additional References
NIST SP 800-53 Rev. 4  SA-12
 
NIST CSF References: ID.SC-4
 
 
Q4          CERT-RMM Reference 
[EXD:SG4.SP2] Monitor as appropriate to ensure that issues are remedied in a timely manner.
 
Additional References 
NIST SP 800-53 Rev. 4  SA-13
 
NIST CSF References: ID.SC-4
External Dependencies Management
Goal 5-Dependencies on public services and infrastructure service providers are identified.
 
1.         Are public services on which the critical service depends (fire response and rescue services, law enforcement, etc.) identified? [EC:SG4.SP3]
 
2.          Are infrastructure providers on which the critical service depends (telecommunications and telephone services, energy sources, etc.) identified? [EC:SG4.SP4]
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
         [EC:SG4.SP3] Identify and document public services on which facilities rely.  Typically, this activity results from business impact analysis. However, it can be included as part of service continuity planning or facility asset definition, depending on the organization. A resulting list of public services for each facility should be documented and made available for inclusion in service continuity plans as appropriate. 
 
         Additional References
         Special Publication 800-34 "Contingency Planning for Federal Information Systems" 
         Page 53-55
 
         NIST CSF References: ID.BE-4
 
Q2          CERT-RMM Reference 
         [EC:SG4.SP4] Identify and document infrastructure dependencies that the organization relies upon to provide services.  Remember that these dependencies may be internal as well as external, particularly where the organization has control over certain aspects of facility infrastructure such as power or telecommunications that they provide for their own operations.
         Typically, this activity results from business impact analysis. However, it can be included as part of service continuity planning or facility asset definition, depending on the organization. A resulting list of public infrastructure providers for each facility should be documented and made available for inclusion in service continuity plans as appropriate.
 
         Additional References
         NIST SP 800-53 Rev. 4  CP-2
 
         NIST CSF References: ID.BE-4
 
 
MIL2-Planned
 
1.         Is there a documented plan for performing external dependency management activities?
 
2.         Is there a documented policy for external dependency management?
 
3.         Have stakeholders for external dependency management activities been identified and made aware of their roles?
 
4.         Have external dependency management activities standards and guidelines been identified and implemented?
External Dependencies Management
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider developing a plan for external dependency management.  A plan for performing the external dependencies management process is developed to ensure that the organization can satisfy its operational resilience requirements when an external entity has access to, control of, ownership in, possession of, responsibility for (including development, operations, maintenance, or support), or other defined obligations related to one or more assets or services of the organization. The plan must address the enterprise and resilience specifications for the service being performed or the product being provided (i.e., the external dependency) by the external entity. In addition, because external entities can be located in many geographical locations, the plan must address those external entities and stakeholders that can enable or adversely affect operational resilience. The plan for the external dependencies management process should not be confused with service continuity (recovery, restoration) plans for assets and services that are under the control of external entities. The plan for the external dependencies management process details how the organization will manage external dependencies and relationships with external entities, including the development of service continuity plans where such entities are involved.
 
Subpractices:
•         define and document the plan for performing the process.
•         define and document the process description.
•         review the plan with relevant stakeholders and get their agreement.
•         revise the plan as necessary. 
 
Additional References
NIST CSF References: ID.SC
 
 Q2          CERT-RMM Reference
Consider developing policies and procedures for external dependency management. The external dependencies management policy should address:
•         responsibility, authority, and ownership for performing process activities
•         procedures, standards, and guidelines for:
-         identifying and prioritizing external dependencies
-         associating external dependencies with services and assets
-         managing operational risks resulting from external dependencies
-         evaluating and selecting external entities
-         formalizing and enforcing agreements with external entities, including changing any provisions by mutual agreement
-         developing and documenting enterprise and resilience specifications for external entities, including organizational policies to which external entities are expected to adhere
-         standards of performance and service levels 
-         establishing service continuity plans and procedures for external entities
-         monitoring the performance of external entities, including inspecting the services or products they deliver (Such procedures specify frequency, protocol, and responsibility for monitoring and inspection.)
-         terminating relationships with external entities as specified in formal agreements
-         issue escalation and dispute resolution
•         requesting, approving, providing, and terminating access for external entities
•         methods for measuring adherence to policy, exceptions granted, and policy violations
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
External Dependencies Management
Q3          CERT-RMM Reference
Consider identifying stakeholders of the external dependency management process. 
Examples include:  
•         internal and external owners and custodians of organizational assets
•         internal and external service owners
•         organizational unit and line of business managers responsible for high-value assets and the services they support
•         staff responsible for managing operational risks arising from external dependencies and relationships with external entities
•         staff responsible for establishing, implementing, and maintaining an internal control system for organizational assets where an external dependency and an external entity are involved
•         staff required to develop, test, implement, and execute service continuity plans that involve external dependencies and external entities
•         acquisition and procurement staff
•         internal and external auditors
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
 
Q4          CERT-RMM Reference
Consider developing standards and guidelines for external dependency management.
Include: 
•         list of external dependencies, with priorities
•         criteria for prioritizing external dependencies
•         affinity analyses results to inform dependency prioritization and risk identification
•         information that defines external dependencies, stored as a maintainable information repository or database
•         risk statements with impact valuation
•         list of external dependency risks with categorization and prioritization, risk disposition, mitigation plans, and current status
•         agreement templates, including enterprise specifications that apply to external entities
•         external dependencies and resilience specifications that apply to each external entity
•         RFPs, including applicable SLAs
•         criteria for selecting external entities
•         proposal evaluation results and decision rationale
• agreements with external entities, including contracts, memoranda of agreement, purchase orders, and licensing agreements
•         performance-monitoring reports
•         relationship management databases
•         inspection reports on deliverables
•         corrective-action reports
•         process plan
•         policies and procedures
 
Additional References
NIST CSF References: ID.SC
External Dependencies Management
MIL3-Managed
 
1.         Is there management oversight of the performance of the external dependency management activities?
 
2.          Have qualified staff been assigned to perform external dependency management activities as planned?
 
3.          Is there adequate funding to perform external dependency management activities as planned?  
 
4.          Are risks related to the performance of planned external dependency management activities identified, analyzed, disposed of, monitored, and controlled?  
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider conducting periodic reviews of the external dependency management process. 
Ensure the organization: 
•         defines roles and responsibilities in the process plan 
•         includes process tasks and responsibility for these tasks in specific job descriptions
•         develops policy requiring organizational unit managers, line of business managers,          project managers, and asset and service owners and custodians to participate in the process for services and assets under their ownership or custodianship
•         develops and implements agreements, including contracts, SLAs, memoranda of agreement, purchase orders, and licensing agreements
•         includes process tasks in staff performance management goals and objectives, with requisite measurement of progress against these goals
 
Additional References
NIST CSF References: PR.IP-8
 
Q2          CERT-RMM Reference
Consider ensuring that responsible staff are trained in skills required in external dependency management. These are examples of skills required in the external dependency management process:
•         identifying and prioritizing external dependencies
•         affinity analyses
•         elicitation of resilience specifications to be reflected in RFPs and agreements with external entities
•         evaluating and selecting external entities
•         negotiating agreements with external entities
•         prioritizing external entities based on the priority of the external dependencies for which the entity is responsible
•         knowledge of tools, techniques, and methods that can be used to identify, analyze, mitigate, and monitor operational risks resulting from external dependencies and from relationships with external entities 
•         managing relationships with external entities 
•         monitoring the performance of external entities, including the inspection of deliverables and knowing when corrective actions are called for
 
Additional References
NIST CSF References: PR.AT
External Dependencies Management
Q3          CERT-RMM Reference 
Consider ensuring that external dependency management activities are adequately funded. Funding the process should extend beyond the initial development of the activities, but include maintenance and refresh.
 
Additional References
NIST CSF References: ID.GV-4
 
Q4          CERT-RMM Reference
         Consider managing risk arising from insufficient external dependency management practices. Examples of practices that might be evaluated include:
•         list of external dependencies, with priorities
•         criteria for prioritizing external dependencies
•         affinity analyses results to inform dependency prioritization and risk identification         information that defines external dependencies, stored as a maintainable information repository or database
•         risk statements with impact valuation
•         list of external dependency risks with categorization and prioritization, risk disposition, mitigation plans, and current status
•         agreement templates, including enterprise specifications that apply to external entities
•         external dependencies and resilience specifications that apply to each external entity
•         RFPs, including applicable SLAs
•         criteria for selecting external entities
•         proposal evaluation results and decision rationale
•         agreements with external entities, including contracts, memoranda of agreement, purchase orders, and licensing agreements
•         performance-monitoring reports
•         relationship management databases
•         inspection reports on deliverables
•         corrective-action reports
•         process plan
•         policies and procedures
 
         Additional References
         NIST CSF References: ID.GV-4, ID.RA-6
 
MIL4-Measured
 
1.         Are external dependency management activities periodically reviewed and measured to ensure they are effective and producing intended results?
 
2.         Are external dependency management activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to external dependency management?
External Dependencies Management
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider measuring the external dependency management activities to ensure their effectiveness and address non-compliance. Example metrics are:
•         number and percentage of external entities in a variety of categories, such as:
-         by external dependency
-         by business process, by service, by asset or product
-         by type of service or product provided
-         by prioritized tier (based on prioritization criteria)
-         by agreement type (formal contract with and without SLA, memorandum of agreement, purchase order, licensing agreement, and other, including no type of agreement)
-         by number or type of agreement changes
-         by status (RFP, source selection, awarded, contract initiated, performing as expected, out of compliance, in dispute or litigation, terminated, renewed, etc.)
-         by monetary value
-         by geographic region
-         by operational throughput that relies upon the external entity (for example, number of customers, transaction volume)
-         by number of entities external to itself upon which the external entity relies to meet its agreements with the organization
-         by CERT-RMM capability rating
•         percentage of external dependencies without designated organizational owners
•         percentage of external entities without designated organizational owners
•         percentage of external entities whose financial status is at risk
•         percentage of external entities that have undergone some form of assessment, risk assessment, and audit as required by policy
•         percentage of external entities that: 
-         play a key role in fulfilling service continuity plans during disruptive events
-         have tested their service continuity plans, including their participation in the organization's service continuity plans per agreement
-         failed to perform as expected during a disruptive event
•         percentage of external entities whose deliverables have failed to pass inspection
•         percentage of external entities with corrective actions that have not been remedied in the designated time period
•         number of external dependency risks referred to the risk management process; number of risks where corrective action is still pending (by risk rank)
•         level of adherence to process policies; number of policy violations; number of policy         exceptions requested and number approved
•         number of process activities that are on track per plan
•         rate of change of resource needs to support the process
•         rate of change of costs to support the process
 
Additional References
NIST CSF References: PR.IP-7
External Dependencies Management
Q2          CERT-RMM Reference 
Consider objectively evaluating adherence of the external dependency management process against its process description, standards, and procedures, and address non-compliance. 
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference 
Consider ensuring that the organization reviews the activities, status, and results of the external dependency management process with higher-level managers and resolves issues.
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of the external dependency management activities from which operating units can derive practices that fit their unique operating circumstances?  
 
2.         Are improvements to external dependency management documented and shared across the organization?
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider establishing an organization-wide approach to external dependency management that includes: 
•         selecting from the organization's set of standard processes those processes that cover the external dependency management process and best meet the needs of the organizational unit or line of business.
•         establishing the defined process by tailoring the selected processes according to the organization's tailoring guidelines.
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes.
•         documenting the defined process and the records of the tailoring.
•         revising the description of the defined process as necessary.
 
Additional References
NIST CSF References: PR.IP
 
Q2         CERT-RMM Reference 
Consider collecting external dependency management work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets.
 
Additional References
NIST CSF References: PR.IP
External Dependencies Management
Other Observations  - External Dependencies Management
Training and Awareness
Goal 1-Cybersecurity awareness and training programs are established.
 
1.         Have cybersecurity awareness needs been identified for the critical service? 
         [OTA:SG1.SP1]
 
2.         Have required skills been identified for specific roles (administrators, technicians, etc.) for the critical service? [HRM:SG1.SP1]
 
3.         Are skill gaps present in personnel responsible for cybersecurity identified? [OTA:SG3.SP1]
 
4.         Have cybersecurity training needs been identified? [OTA:SG3.SP1]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[OTA:SG1.SP1] Analyze the organization's operational resilience program to identify the types and extent of awareness efforts that are necessary to satisfy resilience program objectives. Because managing operational resilience requires acculturation of both internal and external parties (staff), the types and extent of awareness efforts may need to be extensive and rigorous. The objectives of awareness efforts must be clearly stated and must help the organization achieve inculcation of staff to the organization's philosophy of managing operational resilience. 
 
Additional References
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
 
NIST CSF References: PR.AT-1
 
Q2          CERT-RMM Reference
[HRM:SG1.SP2] Establish and document baseline competencies necessary to meet the needs of the organization's operational resilience management process.  Baseline competencies may be as detailed as the organization needs to describe its required skill sets. This may involve many layers of information, including  role (security administrator, network administrator, CIO, etc.) and position (CIO, senior security analyst, network engineer, etc.). 
 
Additional References
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
 
NIST CSF References: PR.AT-1
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Training and Awareness
Q3          CERT-RMM Reference
[OTA:SG3.SP1] Collect information about skill gaps, cross-training, and succession planning by reviewing the job responsibilities of staff involved in resilience processes, as well as current performance levels.  
 
Additional References
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
 
NIST CSF References: PR.AT-1
 
Q4          CERT-RMM Reference
[OTA:SG3.SP1] Document the resilience training needs of the organization. 
The training needs should focus not only on the skills and knowledge needed to perform particular roles in the supporting disciplines of security, business continuity, and IT operations and service delivery, but also on the convergence aspects of these disciplines toward operational resilience management. The training needs should also adequately cover the capabilities represented by the operational resilience management process. 
 
Additional References
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
 
NIST CSF References: PR.AT-1
 
Goal 2-Awareness and training activities are conducted.
 
1.         Are cybersecurity awareness activities for the critical service conducted? [OTA:SG2.SP1]
 
2.         Are cybersecurity training activities for the critical service conducted? [OTA:SG4.SP1]
 
3.         Is the effectiveness of the awareness and training programs evaluated? [OTA:SG2.SP3], [OTA:SG4.SP3]
 
4.         Are awareness and training activities revised as needed? [OTA:SG1.SP3], [OTA:SG3.SP3]
 
5.         Have privileged users been trained in their specific roles and responsibilities in support of the critical service? [OTA:SG4.SP1]
 
6.         Have senior executives been trained in their specific roles and responsibilities in support of the critical service? [OTA:SG4.SP1]
 
7.         Have physical and information security personnel been trained in their specific roles and responsibilities in support of the critical service? [OTA:SG4.SP1]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[OTA:SG2.SP1] Perform awareness activities according to the schedule and the plan. 
Awareness materials are distributed to the target populations according to the schedule and the approaches established in the plan. 
 
Additional ReferencesSpecial Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)" 
 
NIST CSF References: PR.AT-1
Training and Awareness
Q2          CERT-RMM Reference
[OTA:SG4.SP1] Conduct the training. Experienced instructors should perform training. When possible, training is conducted in settings that closely resemble actual performance conditions and includes activities to simulate actual work situations. This approach includes integration of tools, methods, and procedures for competency development. Training is tied to work responsibilities so that on-the-job activities or other outside experiences will reinforce the training within a reasonable time after the training.  
 
Additional References
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
 
NIST CSF References: PR.AT-1
 
Q3          CERT-RMM Reference
[OTA:SG2.SP3], [OTA:SG4.SP3] Provide a mechanism for evaluating the effectiveness of each awareness activity with respect to the objectives for that activity. For awareness presentations, this mechanism should include evaluations of the material and the presenters.
 
Provide a mechanism for assessing the effectiveness of each training course with respect to established organizational, project, or individual learning (or performance) objectives. 
 
Additional References 
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
 
NIST CSF References: PR.AT, PR.IP-7
 
Q4         CERT-RMM Reference 
[OTA:SG1.SP3], [OTA:SG3.SP3] Revise the awareness materials and supporting artifacts as necessary. 
 
Revise the resilience training needs of the organization as necessary.
 
Additional References 
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
         
NIST CSF References: PR.AT, PR.IP-7
 
Q5          CERT-RMM Reference
[OTA:SG4.SP1] Conduct privileged user training. The organization must perform training to ensure staff are appropriately skilled in their roles. Experienced instructors should perform training. When possible, training is conducted in settings that closely resemble actual performance conditions and includes activities to simulate actual work situations. This approach includes integration of tools, methods, and procedures for competency development. Training is tied to work responsibilities so that on-the-job activities or other outside experiences will reinforce the training within a reasonable time after the training is completed. 
Training and Awareness
Additional References 
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
 
NIST SP 800-53 Rev. 4 AT-3, PM-13
Consider providing role-based security training to privileged users with assigned security roles and responsibilities. Comprehensive role-based training addresses management, operational, and technical roles and responsibilities. Role-based security training also applies to contractors providing services. Training should be provided before access is authorized and periodically thereafter.
 
NIST CSF References: PR.AT-2
 
Q6          CERT-RMM Reference 
[OTA:SG4.SP1] Conduct training for senior executives to ensure they are aware of their specific roles and responsibilities. The organization must perform training to ensure staff are appropriately skilled in their roles. Experienced instructors should perform training. Training is tied to work responsibilities so that on-the-job activities or other outside experiences will reinforce the training within a reasonable time after the training is completed.  
 
Additional ReferencesSpecial Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
 
NIST SP 800-53 Rev. 4 AT-3, PM-13
Consider providing role-based security training to senior executives with assigned security roles and responsibilities. Comprehensive role-based training addresses management, operational, and technical roles and responsibilities. Training should be provided before access is authorized and periodically thereafter.
  
NIST CSF References: PR.AT-4
 
Q7          CERT-RMM Reference
[OTA:SG4.SP1] Conduct training for physical and information security personnel. The organization must perform training to ensure staff are appropriately skilled in their roles. Experienced instructors should perform training. When possible, training is conducted in settings that closely resemble actual performance conditions and includes activities to simulate actual work situations. This approach includes integration of tools, methods, and procedures for competency development. Training is tied to work responsibilities so that on-the-job activities or other outside experiences will reinforce the training within a reasonable time after the training is completed.  
Additional References
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
 
NIST SP 800-53 Rev. 4 AT-3, PM-13
Consider providing role-based security training to physical and information security personnel with assigned security roles and responsibilities. Comprehensive role-based training addresses management, operational, and technical roles and responsibilities. Role-based security training also applies to contractors providing services.  Training should be provided before access is authorized and periodically thereafter.
 
NIST CSF References: PR.AT-5
Training and Awareness
MIL2-Planned
 
1.         Is there a documented plan for performing training activities?
 
2.         Is there a documented policy for training?
 
3.         Have stakeholders for training activities been identified and made aware of their roles?
 
4.         Have training standards and guidelines been identified and implemented?
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider developing a plan for training and awareness. 
•         special consideration in the plan may have to be given to training and awareness for skill development, sustaining skill competencies, and reassignment planning for various roles. These activities aid in protecting and sustaining people to support operational resilience.
•         special consideration in the plan may also have to be given to how the organization incorporates training and awareness activities for resources that are not under its direct control, including external entities such as contractors, outsourcing partners, training suppliers, and other business partners.
•         define and document the process description.
•         review the plan with relevant stakeholders and get their agreement.
•         revise the plan as necessary. 
 
Additional References
NIST CSF References: PR.AT
 
Q2          CERT-RMM Reference
Consider developing policies and procedures for training and awareness.  Include the following: 
•         methods and tools for building and distributing awareness messages, including pens, mugs, posters, signage, screen savers, newsletters, etc. 
•         instruments for analyzing training needs
•         training workstations and other hardware needs
•         instructional design tools
•         packages for developing presentation materials
•         tools, methods, and procedures that closely resemble actual performance conditions and simulate actual work situations
•         methods for delivering awareness and training materials, from user on-demand training to classroom-based training
•         tools for tracking awareness and training course attendance and successful and unsuccessful completion by designated staff
•         methods for evaluating the effectiveness of awareness activities, including surveys, focus groups, interviews, etc. 
•         methods for evaluating the effectiveness of training activities, including testing, assessment mechanisms, etc. 
•         tools used to capture and securely store training records and ensure such records are accessed only by authorized staff
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
Training and Awareness
Q3          CERT-RMM Reference
Consider identifying stakeholders of the training and awareness process.  Examples include:
•         staff who are required to determine the degree to which their constituencies understand the organization's resilience goals, objectives, standards, policies, and processes, including:
-         asset owners and custodians
-         service owners
-         business process owners
-         organizational unit and line of business managers responsible for high-value services and assets
•         external entities responsible for managing high-value assets and services
•         human resources (for ensuring the resilience of people assets)
•         information technology staff (for ensuring the resilience of technology assets)
•         staff responsible for physical security (for ensuring the resilience of facility assets)
•         internal and external auditors
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
 
Q4          CERT-RMM Reference
Consider developing standards and guidelines for training and awareness.  Include: 
•         awareness and training needs
•         awareness and training plans and programs
•         awareness and training records and waivers
•         awareness and training materials and supporting work products
•         instructor evaluation forms
•         awareness and training effectiveness surveys
•         survey and interview results
•         awareness and training examinations and assessment results
•         policies and procedures
•         contracts with external entities
 
Additional References
NIST CSF References: PR.AT
 
MIL3-Managed
 
1.         Is there management oversight of the performance of the training activities?
 
2.         Have qualified staff been assigned to perform training activities as planned?
 
3.         Is there adequate funding to perform training activities as planned?  
 
4.         Are risks related to the performance of planned training activities identified, analyzed, disposed of, monitored, and controlled?
Training and Awareness
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider conducting periodic reviews of the training and awareness process as needed to ensure control over:
•         awareness and training needs
•         awareness and training plans and programs
•         awareness and training records and waivers
•         awareness and training materials and supporting work products
•         instructor evaluation forms
•         awareness and training effectiveness surveys
•         survey and interview results
•         awareness and training examinations and assessment results
•         policies and procedures
•         contracts with external entities
 
Additional References
NIST CSF References: PR.IP-8
 
Q2          CERT-RMM Reference
Consider ensuring that responsible staff are trained in skills required in training and awareness. These are examples of skills required in the organizational training and awareness process:
•         curriculum and instructional design
•         course delivery
•         course and instructor evaluation
•         measuring the effectiveness of awareness and training materials
•         structuring and conducting participant surveys and interviews
•         knowledge of the tools, techniques, and methods necessary to create, deliver, and maintain training and awareness work products, including those necessary to perform the process using the selected methods, techniques, and tools
•         knowledge unique to each operational resilience management process area and assets and services that are the focus of these processes 
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and interpret them to develop effective process requirements, plans, and programs
 
Additional References
NIST CSF References: PR.AT
 
Q3          CERT-RMM Reference
Consider ensuring that training and awareness activities are adequately funded. Funding the process should extend beyond the initial development of the training and awareness programs, but include maintenance and refresh.
 
Additional References
NIST CSF References: ID.GV-4 
Training and Awareness
Q4          CERT-RMM Reference
Consider managing risk arising from insufficient training and awareness practices. Examples of practices that might be evaluated include: 
•         awareness and training needs
•         awareness and training plans and programs
•         awareness and training records and waivers
•         awareness and training materials and supporting work products
•         instructor evaluation forms
•         awareness and training effectiveness surveys
•         survey and interview results
•         awareness and training examinations and assessment results
•         policies and procedures
•         contracts with external entities
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
 
MIL4-Measured
 
1.         Are training activities periodically reviewed and measured to ensure they are effective and producing intended results?
 
2.         Are training activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to the performance of training?
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider measuring the training and awareness activities to ensure their effectiveness.  Example metrics for the training and awareness process:
•         number of training courses and awareness sessions delivered (e.g., planned versus actual)
•         percentage of new users (internal and external) who have satisfactorily completed awareness training before being granted network access
•         percentage of users (internal and external) who have satisfactorily completed periodic awareness refresher training as required by policy
•         percentage of internal and external staff trained versus expected
•         percentage of favorable training program quality survey ratings
•         percentage of passing scores (by participants) on training and awareness examinations
 
Additional References
NIST CSF References: PR.IP-7
 
Q2          CERT-RMM Reference
Consider objectively evaluating adherence of the training and awareness processes against their process description, standards, and procedures, and address non-compliance. 
 
Additional References
NIST CSF References: PR.IP-7
 
Q3          CERT-RMM Reference
Consider ensuring that the organization reviews the activities, status, and results of the training and awareness process with higher-level managers and resolves issues.
 
Additional References
NIST CSF References: PR.IP-8
Training and Awareness
MIL5-Defined
 
1.         Has the organization adopted a standard definition of the training activities from which operating units can derive practices that fit their unique operating circumstances?  
 
2.         Are improvements to training documented and shared across the organization?
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider establishing an organization-wide approach to training and awareness, that includes: 
•         selecting from the organization's set of standard processes those processes that cover the training and awareness process and best meet the needs of the organizational unit or line of business. 
•         establishing  the defined process by tailoring the selected processes according to the organization's tailoring guidelines.
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes.
•         documenting the defined process and the records of the tailoring.
•         revising the description of the defined process as necessary.
 
Additional References
NIST CSF References: PR.IP
 
Q2          CERT-RMM Reference
Consider collecting training and awareness work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets.
 
Additional References
NIST CSF References: PR.IP
Training and Awareness
Other Observations  - Training and Awareness
 
Situational Awareness
10         Situational Awareness
Goal 1-Threat monitoring is performed.
 
1.          Has responsibility for monitoring sources of threat information been assigned? 
         [MON:SG1.SP2]
 
2.          Have threat monitoring procedures been implemented? [MON:SG2.SP2]
 
3.          Have resources been assigned and trained to perform threat monitoring? [MON:SG2.SP3]
 
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[MON:SG1.SP2] Identify stakeholders of the monitoring process. The list should include internal and external stakeholders and should be seeded by examining operational resilience management processes and their organizational owners. Stakeholders of the organization's monitoring processes are those internal and external people, entities, or agencies that require information about the operational resilience management processes for which they have responsibility and for which they must achieve resilience goals, objectives, and obligations. 
 
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 7-10
 
NIST CSF References: ID.RA-2, PR.AT-5
 
Q2          CERT-RMM Reference
[MON:SG2.SP2] Review, refine, and develop monitoring operating procedures. Detailed processes, standard operating procedures, or work instructions may be created during monitoring infrastructure implementation, but they will need to be regularly reviewed, tailored, and possibly supplemented to meet ongoing monitoring needs. 
 
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 19-26
 
NIST CSF References: ID.RA-2, ID.RA-3
 
Q3          CERT-RMM Reference
[MON:SG2.SP3]  Assign resources to monitoring processes. Ensure that monitoring support staff have received appropriate training to perform the necessary monitoring activities. These are examples of training:
•         operating, monitoring, and configuring monitoring systems components
•         supporting stakeholders in understanding and interpreting monitoring data
•         securing data collected from monitoring systems components 
Situational Awareness
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring (ISCM) for Federal Information Systems and Organizations" Page 16-17
 
NIST CSF References: PR.AT-1, PR.AT-5
 
Goal 2-The requirements for communicating threat information are established.
 
1.         Have internal stakeholders (such as the critical service owner and incident management staff) been identified to whom threat information must be communicated? [COMM:SG1.SP1]
 
2.         Have external stakeholders (such as emergency management personnel, regulatory, and information sharing organizations) been identified to whom threat information must be communicated? [COMM:SG1.SP1]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[COMM:SG1.SP1] Identify relevant stakeholders that may have a vested interest or vital role in communications about resilience. When determining which stakeholders to include in the list, consider:
•         rationale for stakeholder involvement
•         roles and responsibilities of the relevant stakeholders 
•         relationships between stakeholders
•         relative importance of the stakeholder to success of the program
•         resources (e.g., training, materials, time, and funding) needed to ensure stakeholder interaction.  
 
Stakeholders and their communications needs may be defined as a part of other operational resilience management processes. For example, the communication needs of staff involved in the incident management process may be defined by that process. These communications requirements should be considered independently of the processes and practices in the Communications process area because they have a specialized purpose and involve specific stakeholders. 
 
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring for Federal Information Systems and Organizations"  Page 22-23
 
NIST CSF References: PR.IP-8
 
Q2          CERT-RMM Reference
[COMM:SG1.SP1] Establish a plan that describes the involvement of all communications          stakeholders. The plan identifies all internal and external stakeholders, including their roles and classes, as well as the types, frequencies, and levels of communication they are to receive in specified circumstances. 
 
Additional References
Special Publication 800-137 "Information Security Continuous Monitoring for Federal Information Systems and Organizations" Page 22-24
 
NIST CSF References: PR.IP-8, RS.CO-5
Situational Awareness
Goal 3-Threat information is communicated.
 
1.         Is threat information communicated to stakeholders? [COMM:SG3.SP2]
 
2.         Have resources been assigned authority and accountability for communicating threat information? [COMM:SG2.SP3]
 
3.         Have resources been trained with respect to their specific role in communicating threat information? [COMM:SG2.SP3]
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
[COMM:SG3.SP2] Communicate threat information to stakeholders. Implement and manage communications infrastructure. From a generic standpoint, the organization's communications infrastructure must support communications requirements from stakeholders.
 
Additional References
Special Publication 800-30 "Guide for Conducting Risk Assessments" 
 
NIST CSF References: PR.IP-8, RS.CO-5
 
 
Q2          CERT-RMM Reference
[COMM:SG2.SP3] Assign resources to communications processes roles and responsibilities.  Staff are assigned authority and accountability for carrying out the communications plan and program.  
 
Additional References
NIST SP 800-53 Rev. 4 CP-3
 
NIST CSF References: PR.AT-5
 
 
Q3          CERT-RMM Reference
[COMM:SG2.SP3] Ensure that organizational training is provided to communications staff respective to the specific resilience communications role they perform. This is especially important for communications roles in other operational resilience management processes such as incident management and in the execution of service continuity plans. 
 
Additional References
NIST SP 800-53 Rev. 4 CP-3
 
NIST CSF References: PR.AT-1, PR.AT-5
 
 
MIL2-Planned
 
1.         Is there a documented plan for performing situational awareness activities?
Situational Awareness
2.         Is there a documented policy for situational awareness?
 
3.         Have stakeholders for situational awareness activities been identified and made aware of their roles?
 
4.         Have situational awareness standards and guidelines been identified and implemented?
 
Option(s) for Consideration:
 
Q1          CERT-RMM Reference
Consider developing a plan for situational awareness. Special consideration in the plan may have to be given to information acquisition, sustaining skill competencies, and planning for changes in the operating environment. These activities aid in protecting and sustaining critical services. Special consideration in the plan may also have to be given to how the organization validates and communicates about cybersecurity information, and how the organization will maintain a common operating picture.
 
Additional References
NIST CSF References: ID.RA
 
Q2          CERT-RMM Reference
Consider developing policies and procedures for situational awareness.  Include the following:
•         methods and tools for rapidly learning cybersecurity information,  
•         processes that will enable effective analysis of cybersecurity information
•         criteria that might be used to evaluate sources of cybersecurity information.
•         identification of methods of communicating cybersecurity information across the organization to enable a common operating picture
•         repositories of cybersecurity information
•         possible actions that the organization might take in an effort to temporarily reduce its attack surface in the event of inclement cybersecurity information.
 
Additional References
NIST CSF References: ID.GV-1, PR.IP
 
Q3         CERT-RMM Reference
Consider identifying stakeholders of the situational awareness process.  Examples include:
•         owners of high-value services and supporting assets (for which plans must be developed)
•         custodians of high-value services and supporting assets (who may need to execute or participate in plans)
•         organizational unit and line of business managers responsible for high-value services and supporting assets
•         staff involved in developing plans
•         external entities such as public emergency management staff and other public agencies, partners, and suppliers
•         external entities responsible for managing high-value services
•         external entities to which the organization is a supplier
•         regulatory and legal entities 
•         internal and external auditors
 
Additional References
NIST CSF References: ID.AM-6, ID.GV-2, PR.AT
Situational Awareness
Q4          CERT-RMM Reference
Consider sponsoring standards, and guidelines, including procedures, standards, and guidelines for:
•         monitoring cybersecurity information
•         recording relevant cybersecurity information 
•         evaluating sources of cybersecurity information
•         communicating cybersecurity information
•         reducing the organization's attack surface
•         methods for measuring adherence to policy, exceptions granted, and policy violations.
 
Additional References
NIST CSF References: ID.RA
 
MIL3-Managed
 
1.         Is there management oversight of the performance of situational awareness activities?
 
2.         Have qualified staff been assigned to perform situational awareness activities as planned?
 
3.         Is there adequate funding to perform situational awareness activities as planned?  
 
4.         Are risks related to the performance of planned situational awareness activities identified, analyzed, disposed of, monitored, and controlled?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider conducting periodic reviews of the situational awareness process as needed to ensure that:  
•         the process is a planned and coordinated activity
•         process planning is driven by managing and mitigating organizational risk
•         internal and external dependencies that affect the process are identified and considered
•         the effectiveness of situational awareness plans is measured
•         the process is improved based on experience in executing the process
•         status reports are provided to appropriate stakeholders in a timely manner
•         process issues are referred to the risk management process when necessary
•         actions requiring management involvement are elevated in a timely manner
•         the performance of process activities is being monitored and regularly reported
•         key measures are within acceptable ranges as demonstrated in governance dashboards or scorecards and financial reports
•         actions resulting from internal and external audits are being closed in a timely manner
 
Additional References
NIST CSF References: PR.IP-8
Situational Awareness
Q2          CERT-RMM Reference
Consider ensuring that responsible staff are trained in the skills necessary to perform situational awareness. Such skills include: 
•         knowledge necessary to elicit and prioritize stakeholder requirements and needs and interpret them to develop situational awareness plans and programs, including the process plan
•         knowledge required to identify relevant sources of cybersecurity information
•         communication skills for conveying the contents of situational awareness plans to stakeholders
•         knowledge required to identify methods to establish a common operating picture 
•         knowledge required to identify methods of reducing the organization's attack surface in response to a hostile environment.
 
Additional References
NIST CSF References: PR.AT
 
Q3          CERT-RMM Reference
Consider ensuring that situational awareness activities are adequately funded. Funding the process should extend beyond the initial development of situational awareness activities, tools, and processes to ensure that the organization maintains a capability to ensure the resilience of essential services.  
 
Additional References
NIST CSF References: ID.GV-4
 
Q4          CERT-RMM Reference
Consider managing risk from the failure of the situational awareness process. Failures can occur in: 
•         planning for the process
•         making decisions about the process
•         making commitments to plans and activities as well as the process plan
•         effective communication about cybersecurity
•         development of a common operating picture
•         development of effective plans to reduce the organization's attack surface.
 
Additional References
NIST CSF References: ID.GV-4, ID.RA-6
Situational Awareness
MIL4-Measured
 
1.         Are situational awareness activities periodically reviewed and measured to ensure they are effective and producing intended results?  
 
2.         Are situational awareness activities periodically reviewed to ensure they are adhering to the plan?
 
3.         Is higher-level management aware of issues related to situational awareness?
 
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider measuring the situational awareness process against its process description, standards, and procedures, and address non-compliance. Examples of measurement include: 
•         number of sources of cybersecurity evaluated for trustworthiness
• percentage of stakeholders who receive cybersecurity information within the defined thresholds
•         percentage of services that have attack surface reduction plans
•         number of stakeholders who seek situational awareness information out on a daily basis.
 
Additional References
NIST CSF References: PR.IP-7
 
Q2         CERT-RMM Reference
Consider objectively evaluating adherence of the situational awareness process against its          process description, standards, and procedures, and address non-compliance.  
 
Additional References
NIST CSF References: PR.IP-7
 
Q3         CERT-RMM Reference
Consider ensuring that the organization reviews the activities, status, and results of the situational awareness process with higher-level managers and resolves issues.
 
Additional References
NIST CSF References: PR.IP-8
 
MIL5-Defined
 
1.         Has the organization adopted a standard definition of the situational awareness activities from which operating units can derive practices that fit their unique operating circumstances? 
 
2.         Are improvements to situational awareness activities documented and shared across the organization?
Situational Awareness
Option(s) for Consideration:
 
Q1         CERT-RMM Reference
Consider establishing an organization-wide approach to situational awareness, that includes: 
•         selecting from the organization's set of standard processes those processes that cover the situational awareness process and best meet the needs of the organizational unit or line of business.
•         establishing the defined process by tailoring the selected processes according to the organization's tailoring guidelines.
•         ensuring that the organization's process objectives are appropriately addressed in the defined process, and ensure that process governance extends to the tailored processes. 
•         documenting the defined process and the records of the tailoring.
•         revising the description of the defined process as necessary.
 
Additional References
NIST CSF References: PR.IP
 
Q2         CERT-RMM Reference
Consider collecting situational awareness work products, measures, measurement results, and improvement information derived from planning and performing the process to support future use and improvement of the organization's processes and process assets.
 
Additional References
NIST CSF References: PR.IP
Situational Awareness
Other Observations  - Situational Awareness
List of Resources Referenced in this Report 
Resource Name
URL
"A Complete Guide to the Common Vulnerability Scoring System Version 2.0"
"A Complete Guide to the Common Vulnerability Scoring System Version 2.0"
http://www.first.org/cvss/v2/guide 
"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process"
"Introducing OCTAVE Allegro: Improving the Information Security Risk Assessment Process"
https://resources.sei.cmu.edu/library/asset-view.cfm?assetid=8419
CERT Resilience Management Model (CERT©-RMM)
CERT Resilience Management Model (CERT©-RMM)
https://resources.sei.cmu.edu/library/asset-view.cfm?assetid=508084
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
Special Publication 800-16 Revision 1 (DRAFT) "A Role-Based Model for Federal Information Technology/Cybersecurity Training (3rd Draft)"
https://csrc.nist.gov/publications/detail/sp/800-16/rev-1/archive/2014-03-14
FIPS Publication 199 "Standards for Security Categorization and Federal Information and Information Systems"
FIPS Publication 199 "Standards for Security Categorization and Federal Information and Information Systems"
http://csrc.nist.gov/publications/fips/fips199/FIPS-PUB-199-final.pdf
FIPS Publication 200 "Minimum Security Requirements for Federal Information and Information Systems"
FIPS Publication 200 "Minimum Security Requirements for Federal Information and Information Systems"
http://csrc.nist.gov/publications/fips/fips200/FIPS-200-final-march.pdf
Framework for Improving Critical Infrastructure Cybersecurity
Framework for Improving Critical Infrastructure Cybersecurity
http://www.nist.gov/cyberframework/
Handbook for Computer Security Incident Response Teams (CSIRTs)
Handbook for Computer Security Incident Response Teams (CSIRTs)
https://resources.sei.cmu.edu/asset_files/Handbook/2003_002_001_14102.pdf
Managing for Enterprise Security
Managing for Enterprise Security
http://resources.sei.cmu.edu/library/asset-view.cfm?assetID=7019
Special Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems"
Special Publication 800-18 Revision 1 "Guide for Developing Security Plans for Federal Information Systems"
http://csrc.nist.gov/publications/nistpubs/800-18-Rev1/sp800-18-Rev1-final.pdf
Special Publication 800-30 "Guide for Conducting Risk Assessments"
Special Publication 800-30 "Guide for Conducting Risk Assessments"
http://nvlpubs.nist.gov/nistpubs/Legacy/SP/nistspecialpublication800-30r1.pdf
Special Publication 800-34 "Contingency Planning for Federal Information Systems"
Special Publication 800-34 "Contingency Planning for Federal Information Systems"
http://csrc.nist.gov/publications/nistpubs/800-34-rev1/sp800-34-rev1_errata-Nov11-2010.pdf
Special Publication 800-37 "Risk Management Framework for Information Systems and Organizations: A System Life Cycle Approach for Security and Privacy"
Special Publication 800-37 "Risk Management Framework for Information Systems and Organizations: A System Life Cycle Approach for Security and Privacy"
https://csrc.nist.gov/publications/detail/sp/800-37/rev-2/final
Special Publication 800-39 "Managing Information Security Risk: Organization, Mission, and Information System View"
Special Publication 800-39 "Managing Information Security Risk: Organization, Mission, and Information System View"
http://csrc.nist.gov/publications/nistpubs/800-39/SP800-39-final.pdf
Special Publication 800-40 Version 3.0 "Guide to Enterprise Patch Management Technologies"
Special Publication 800-40 Version 3.0 "Guide to Enterprise Patch Management Technologies"
http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-40r3.pdf
Special Publication 800-53 Revision 4 "Security and Privacy Controls for Federal Information Systems and Organizations"
Special Publication 800-53 Revision 4 "Security and Privacy Controls for Federal Information Systems and Organizations"
http://dx.doi.org/10.6028/NIST.SP.800-53r4
Special Publications 800-61 "Computer Security Incident Handling guide"
Special Publications 800-61 "Computer Security Incident Handling guide"
http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-61r2.pdf
Special Publication 800-70 "National Checklist Program for IT Products: Guidelines for Checklist Users and Developers"
Special Publication 800-70 "National Checklist Program for IT Products: Guidelines for Checklist Users and Developers"
https://csrc.nist.gov/publications/detail/sp/800-70/rev-4/final
Special Publication 800-70 "National Checklist Program for IT Products" 
Special Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities"
Special Publication 800-84 "Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities"
http://csrc.nist.gov/publications/nistpubs/800-84/SP800-84.pdf
Special Publication 800-128 "Guide for Security-Focused Configuration Management of Information Systems"
Special Publication 800-128 "Guide for Security-Focused Configuration Management of Information Systems"
http://csrc.nist.gov/publications/nistpubs/800-128/sp800-128.pdf
Special Publication 800-137 "Information Security Continuous Monitoring (ICSM) for Federal Information Systems and Organizations"
Special Publication 800-137 "Information Security Continuous Monitoring (ICSM) for Federal Information Systems and Organizations"
http://csrc.nist.gov/publications/nistpubs/800-137/SP800-137-Final.pdf
Contact Information for Questions Related to this Report 
For any questions regarding the CRR Self-Assessment please email cyberadvisor@hq.dhs.gov
. 
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MIL-3 Managed:   Domain practices are supported by   governance and  adequate resources.
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CRR Summary
Total number  of practices incompletely  performed
Total number  of practices not performed
MIL-2 Planned:  Domain practices are supported by   planning, policy,   stakeholders, and standards.
MIL-4 Measured:  Domain practices      are supported by   measurement,   monitoring, and  executive oversight.
MIL-1 Performed 
Domain practices are being  performed. 
MIL-5 Deﬁned: Domain practices  are supported by  enterprise  standardization  and analysis of. lessons learned.
MIL-1 PRACTICE LEVEL PERFORMANCE SUMMARY
Function
IDENTIFY (ID)
Category
Subcategory
CRR References
Asset Management (AM): The data,  personnel, devices, systems, and  facilities that enable the organization  to achieve business purposes are  identified and managed consistent  with their relative importance to  organizational objectives and the organization’s risk strategy.
ID.AM-1: Physical devices and  systems within the organization are inventoried
The activities in the Identify Function are foundational for eﬀective use of the Framework. Understanding the business context, the resources that support critical functions, and the related cybersecurity risks enables an organization to focus and prioritize its eﬀorts, consistent with its risk management strategy and business needs.
ID.AM-2: Software platforms  and applications within the  organization are inventoried
ID.AM-3: Organizational  communication and data ﬂows are mapped
ID.AM-4: External information systems are catalogued
ID.AM-6: Cybersecurity roles  and responsibilities for the  entire workforce and third-  party stakeholders (e.g.,  suppliers, customers, partners) are established
ID.AM-5: Resources (e.g., hardware, devices, data, time, personnel, and software) are prioritized based on their classification, criticality, and business value.
7
7
7
Number of practice questions
Practices  performed
Practices incompletely  performed
Practices not  performed
ID.AM:
Business Environment (BE): The  organization’s mission, objectives,  stakeholders, and activities are  understood and prioritized; this  information is used to inform  cybersecurity roles, responsibilities,  and risk management decisions.
ID.BE-1: The organization’s  role in the supply chain is  identified and communicated
ID.BE-2: The organization’s  place in critical infrastructure  and its industry sector is identified and communicated
ID.BE-3: Priorities for organizational mission, objectives, and activities are established and communicated
ID.BE-4: Dependencies and  critical functions for delivery of critical services are established
ID.BE-5: Resilience  requirements to support delivery of critical services are established for all operating states (e.g., under duress/attack, during recovery, normal operations)
ID.BE:
IDENTIFY Summary
NIST Cybersecurity Framework Category Summary
Legend
IDENTIFY (ID)
Function
Category
Subcategory
Governance (GV): The policies,  procedures, and processes to manage and monitor the organization’s regulatory, legal, risk, environmental, and operational  requirements are understood and inform the management of cybersecurity risk.
ID.GV-1: Organizational  cybersecurity policy is established and communicated
ID.GV-2: Cybersecurity  roles and responsibilities are  coordinated and aligned with  internal roles and external  partners
ID.GV-3: Legal and regulatory requirements regarding  cybersecurity, including privacy and civil liberties obligations, are understood and managed
ID.GV-4: Governance and risk  management processes  address cybersecurity risks
ID.RA-1: Asset vulnerabilities  are identified and documented
ID.RA-2: Cyber threat intelligence is  received from information sharing forums and sources
ID.RA-3: Threats, both internal and external, are identified and documented
ID.RA-4: Potential business  impacts and likelihoods are  identified
ID.RA-5: Threats,  vulnerabilities, likelihoods,  and impacts are used to determine risk
ID.RA-6: Risk responses are  identified and prioritized
Risk Assessment (RA): The  organization understands the cybersecurity risk to organizational  operations (including mission, functions, image, or reputation), organizational assets, and individuals.
ID.RA: 
ID.RM-1: Risk management  processes are established,  managed, and agreed to by organizational stakeholders
ID.RM-2: Organizational risk  tolerance is determined and  clearly expressed
ID.RM-3: The organization’s  determination of risk tolerance is informed by its role in critical infrastructure and sector specific risk analysis
Risk Management Strategy (RM): The organization’s priorities, constraints, risk tolerances, and assumptions are established and used to support operational risk decisions.
ID.RM: 
CRR References
IDENTIFY (ID)
Function
Category
Subcategory
Supply Chain Risk Management (SC): The organization's priorities, constraints, risk tolerances, and assumptions are established and used to support risk decisions associated with managing supply chain risk.  The organization has established and implemented the processes to identify, assess and manage supply chain risks.
ID.SC-1: Cyber supply chain risk management processes are identified, established, assessed, managed, and agreed to by organizational stakeholders
ID.SC-2: Suppliers and third party partners of information systems, components, and services are identified, prioritized, and assessed using a cyber supply chain risk assessment process
ID.SC-3: Contracts with suppliers and third-party partners are used to implement appropriate measures designed to meet the objectives of an organization's cybersecurity program and Cyber Supply Chain Risk Management Plan
ID.SC-4: Suppliers and third-party partners are routinely assessed using audits, test results, or other forms of evaluations to confirm they are meeting their contractual obligations
ID.SC-5: Response and recovery planning and testing are conducted with suppliers and third-party providers
ID.SC: 
CRR References
PROTECT (PR)
Function
Category
Subcategory
CRR References
Identity Management, Authentication and Access Control (AC): Access to physical and logical assets and associated facilities is limited to authorized users, processes, and devices, and is managed consistent with the assessed risk of unauthorized access to authorized activities and  transactions.
PR.AC-1: Identities and  credentials are issued, managed, verified, revoked, and audited for  authorized devices, users and processes
PR.AC-2: Physical access to assets is managed and protected
PR.AC-3: Remote access is  managed
PR.AC-4: Access permissions  and authorizations are managed, incorporating  the principles of least privilege and separation of duties
PR.AC-5: Network integrity is  protected (e.g., network segregation, network segmentation)
PR.AC:
PR.AC-6: Identities are proofed and bound to credentials and asserted in interactions
PR.AC-7: Users, devices, and other assets are authenticated (e.g., single-factor, multi-factor) commensurate with the risk of the transaction (e.g., individuals' security and privacy risks and other organizational risks)
The Protect Function supports the ability to limit or contain the impact of a potential cybersecurity event.
PROTECT Summary
PROTECT (PR)
Function
Category
Subcategory
CRR References
Awareness and Training (AT): The  organization’s personnel and partners are provided cybersecurity  awareness education and are  trained to perform their  cybersecurity-related duties  and responsibilities consistent with related policies, procedures, and  agreements.
PR.AT-1: All users are  informed and trained
PR.AT-2: Privileged users  understand their roles and  responsibilities
PR.AT-3: Third-party stakeholders (e.g., suppliers,  customers, partners)  understand their roles and  responsibilities
PR.AT-4: Senior executives  understand their roles and  responsibilities
PR.AT-5: Physical and cybersecurity personnel understand their roles and responsibilities
PR.AT:
PR.DS-6: Integrity checking  mechanisms are used to  verify software, ﬁrmware, and information integrity
PR.DS-5: Protections against  data leaks are implemented
PR.DS-4: Adequate capacity  to ensure availability is  maintained
PR.DS:
PR.DS-3: Assets are formally  managed throughout  removal, transfers, and disposition
PR.DS-2: Data-in-transit is protected
PR.DS-1: Data-at-rest is protected
Data Security (DS): Information and records (data) are managed  consistent with the organization’s  risk strategy to protect the  conﬁdentiality, integrity, and  availability of information.
PR.DS-7: The development  and testing environment(s)  are separate from the production environment
PR.DS-8: Integrity checking mechanisms are used to verify hardware integrity
PROTECT (PR)
Information Protection Processes  and Procedures (IP): Security policies (that address purpose, scope, roles, responsibilities, management commitment, and coordination among organizational entities), processes, and procedures are maintained and used to manage  protection of information systems  and assets.
PR.IP-1: A baseline conﬁguration of information  technology/industrial control  systems is created and maintained incorporating security principles (e.g., concept of least functionality)
PR.IP-2: A System Development Life Cycle to  manage systems is  implemented
PR.IP-3: Conﬁguration change  control processes are in place
PR.IP-4: Backups of  information are conducted,  maintained, and tested
PR.IP-5: Policy and regulations regarding the physical operating environment for  organizational assets are met
PR.IP-6: Data is destroyed  according to policy
PR.IP-7: Protection processes  are improved
PR.IP:
Function
Category
Subcategory
CRR References
PR.IP-8: Effectiveness of  protection technologies is shared 
PR.IP-9: Response plans  (Incident Response and  Business Continuity) and recovery plans (Incident  Recovery and Disaster  Recovery) are in place and managed
PR.IP-10: Response and  recovery plans are tested
PR.IP-11: Cybersecurity is  included in human resources  practices (e.g., deprovisioning,  personnel screening)
PR.IP-12: A vulnerability  management plan is developed and implemented
PROTECT (PR)
Function
Category
Subcategory
CRR References
Maintenance (MA): Maintenance  and repairs of industrial control and  information system components are  performed consistent with policies  and procedures.
PR.MA-1: Maintenance and  repair of organizational assets  are performed and logged, with approved  and controlled tools
PR.MA-2: Remote maintenance of organizational assets is approved, logged, and performed in a manner that prevents unauthorized access
PR.PT-1: Audit/log records are  determined, documented,  implemented, and reviewed in  accordance with policy
PR.PT-2: Removable media is  protected and its use  restricted according to policy
PR.PT-3: The principle of least functionality is incorporated by configuring systems to provide only essential capabilities
PR.PT-4: Communications  and control networks are  protected
PR.MA:
Protective Technology (PT): Technical security solutions are managed to ensure the security and resilience of systems and assets, consistent with related policies, procedures, and agreements.
PR.PT:
PR.PT-5: Mechanisms (e.g., failsafe, load balancing, hot swap) are implemented to achieve resilience requirements in normal and adverse situations
Security Continuous Monitoring  (CM): The information system and  assets are monitored to identify cybersecurity  events and verify the effectiveness of protective measures.
DE.CM-1: The network is monitored to detect potential cybersecurity events
DE.CM-2: The physical  environment is monitored to detect potential cybersecurity events
DE.CM-3: Personnel activity is  monitored to detect potential  cybersecurity events
DE.CM-4: Malicious code is detected
DE.CM-5: Unauthorized  mobile code is detected
DE.CM-6: External service  provider activity is monitored  to detect potential cybersecurity events
DE.CM-7: Monitoring for  unauthorized personnel,  connections, devices, and software is performed
DE.CM-8: Vulnerability scans  are performed
DE.CM:
DE.AE-1: A baseline of  network operations and  expected data ﬂows for users and systems is established and managed
DETECT (DE)
DE.AE-2: Detected events are  analyzed to understand attack  targets and methods
DE.AE-3: Event data are  collected and correlated  from multiple sources and sensors
DE.AE-4: Impact of events is  determined
DE.AE-5: Incident alert  thresholds are established
Anomalies and Events (AE): Anomalous activity is detected and the potential  impact of events is understood.
Function
Category
Subcategory
CRR References
The Detect Function enables timely discovery of cybersecurity events.
DETECT Summary
DETECT (DE)
Function
Category
Subcategory
CRR References
Detection Processes (DP): Detection  processes and procedures are  maintained and tested to ensure  awareness of  anomalous events.
DE.DP-1: Roles and  responsibilities for detection  are well deﬁned to ensure accountability
DE.DP-2: Detection activities  comply with all applicable  requirements
DE.DP-3: Detection processes  are tested
DE.DP-4: Event detection  information is communicated  
DE.DP-5: Detection processes  are continuously improved
Response Planning (RP): Response  processes and procedures are  executed and maintained, to ensure response to detected  cybersecurity incidents.
RS.RP-1: Response plan is  executed during or after an  incident
Communications (CO): Response activities are coordinated with internal and external stakeholders (e.g. external support from law enforcement agencies).
RS.CO-1: Personnel know their roles and order of operations when a response is needed
RS.CO-2: Incidents are reported  consistent with established  criteria
RS.CO-3: Information is shared consistent with response plans
RS.CO-4: Coordination with  stakeholders occurs consistent  with response plans
RS.CO-5: Voluntary  information sharing occurs  with external stakeholders  to achieve broader cybersecurity situational awareness
RESPOND Summary
RESPOND (RS)
The Respond Function supports the ability to contain the impact of a potential cybersecurity event.
RESPOND (RS)
Function
Category
Subcategory
CRR References
Mitigation (MI): Activities are  performed to prevent expansion of an event, mitigate its effects, and  resolve the incident.
RS.MI-1: Incidents are  contained
RS.MI-2: Incidents are  mitigated
RS.MI-3: Newly identified  vulnerabilities are mitigated or  documented as accepted risks
Improvements (IM): Organizational  response activities are improved by  incorporating lessons learned from  current and previous detection/  response activities.
RS.IM-1: Response plans  incorporate lessons learned
RS.IM-2: Response strategies  are updated
RS.IM:
Analysis (AN): Analysis is conducted  to ensure effective response and  support recovery activities.
RS.AN-1: Notiﬁcations from  detection systems are  investigated
RS.AN-2: The impact of the  incident is understood
RS.AN-3: Forensics are  performed
RS.AN-4: Incidents are  categorized consistent with  response plans
RS.AN-5: Processes are established to receive, analyze and respond to vulnerabilities disclosed to the organization from internal and external sources (e.g., internal testing, security bulletins, or security researchers)
Function
Category
Subcategory
CRR References
Improvements (IM): Recovery  planning and processes are improved by incorporating lessons learned into future activities.
RC.IM-1: Recovery plans  incorporate lessons learned
RC.IM-2: Recovery strategies  are updated
RC.CO-1: Public relations are  managed
RC.CO-2: Reputation is repaired after an incident
RC.CO-3: Recovery activities are communicated to internal and external stakeholders as well as executive and management teams
RC.IM:
Communications (CO): Restoration  activities are coordinated with  internal and external parties (e.g., coordinating centers, Internet Service Providers, owners of attacking systems, victims, other CSIRTs, and vendors).
Recovery Planning (RP): Recovery  processes and procedures are  executed and maintained to ensure   restoration of systems or  assets affected by cybersecurity  incidents.
RC.RP-1: Recovery plan is executed during or after a cybersecurity incident
RECOVER Summary
RECOVER (RC)
The Recover Function supports timely recovery to normal operations to reduce the impact from a cybersecurity event.
Function
IDENTIFY (ID)
Category
Subcategory
CRR References
Asset Management (AM): The data,  personnel, devices, systems, and  facilities that enable the organization  to achieve business purposes are  identified and managed consistent  with their relative importance to organizational objectives and the organization’s risk strategy.
ID.AM-1: Physical devices and  systems within the organization are inventoried
The activities in the Identify Function are foundational for eﬀective use of the Framework. Understanding the business context, the resources that support critical functions, and the related cybersecurity risks enables an organization to focus and prioritize its eﬀorts, consistent with its risk management strategy and business needs.
ID.AM-2: Software platforms  and applications within the  organization are inventoried
ID.AM-3: Organizational  communication and data ﬂows are mapped
ID.AM-4: External information systems are catalogued
ID.AM-6: Cybersecurity roles  and responsibilities for the  entire workforce and third-  party stakeholders (e.g.,  suppliers, customers, partners) are established
ID.AM-5: Resources (e.g.,  hardware, devices, data, time, personnel, and software) are prioritized based on their classiﬁcation,  criticality, and business value
CRR Practices
IDENTIFY Summary
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Legend
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MIL = Maturity Indicator Level
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F = Facility Asset
P = People Asset
AM
G2.Q1
P
I
AM
G2.Q1
AM
G2.Q1
AM
AM
AM
G2.Q1
G2.Q3
G2.Q4
G4.Q1
G4.Q2
AM
CM
CCM
VM
IM
SCM
RM
EDM
TA
SA
F
F
I
P
F
I
P
T
F
I
P
G2.Q3
F
I
P
G2.Q4
G2.Q4
P
I
F
F
I
P
G2.Q3
T
T
Function
IDENTIFY (ID)
Category
Subcategory
CRR References
CRR Practices
Business Environment (BE): The  organization’s mission, objectives,  stakeholders, and activities are  understood and prioritized; this  information is used to inform  cybersecurity roles, responsibilities,  and risk management decisions.
ID.BE-1: The organization’s  role in the supply chain is  identified and communicated
ID.BE-2: The organization’s  place in critical infrastructure  and its industry sector is identified and communicated
ID.BE-3: Priorities for organizational mission, objectives, and activities are established and communicated
ID.BE-4: Dependencies and  critical functions for delivery of critical services are established
ID.BE-5: Resilience  requirements to support delivery of critical services are established for all operating states (e.g., under duress/attack, during recovery, normal operations)
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EDM
AM
AM
EDM
AM
AM
SCM
EDM
Governance (GV): The policies,  procedures, and processes to manage and monitor the organization’s regulatory, legal, risk, environmental, and operational  requirements are understood and inform the management of cybersecurity risk.
ID.GV-1: Organizational  cybersecurity policy is established and communicated
ID.GV-2: Cybersecurity  roles and responsibilities are  coordinated and aligned with  internal roles and external  partners
ID.GV-3: Legal and regulatory requirements regarding  cybersecurity, including privacy and civil liberties obligations, are understood and managed
ID.GV-4: Governance and risk  management processes  address cybersecurity risks
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IDENTIFY (ID)
Function
Category
Subcategory
ID.RA-1: Asset vulnerabilities  are identified and documented
ID.RA-2: Cyber threat intelligence is  received from information sharing forums and sources
ID.RA-3: Threats, both internal and external, are identified and documented
ID.RA-4: Potential business  impacts and likelihoods are  identified
ID.RA-5: Threats,  vulnerabilities, likelihoods,  and impacts are used to determine risk
ID.RA-6: Risk responses are  identified and prioritized
Risk Assessment (RA): The  organization understands the cybersecurity risk to organizational  operations (including mission, functions, image, or reputation), organizational assets, and individuals.
CRR Practices
ID.RM-1: Risk management  processes are established,  managed, and agreed to by organizational stakeholders
ID.RM-2: Organizational risk  tolerance is determined and  clearly expressed
ID.RM-3: The organization’s  determination of risk tolerance is informed by its role in critical infrastructure and sector speciﬁc risk analysis
Risk Management Strategy (RM): The organization’s priorities, constraints, risk tolerances, and assumptions are established and used to support operational risk decisions.
CRR Practices
CRR References
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IDENTIFY (ID)
Function
Category
Subcategory
ID.SC-1: Cyber supply chain risk management processes are identified, established, assessed, managed, and agreed to by organizational stakeholders
ID.SC-2: Suppliers and third party partners of information systems, components, and services are identified, prioritized, and assessed using a cyber supply chain risk assessment process
ID.SC-3: Contracts with suppliers and third-party partners are used to implement appropriate measures designed to meet the objectives of an organization’s cybersecurity program and Cyber Supply Chain Risk Management Plan.
ID.SC-4: Suppliers and third-party partners are routinely assessed using audits, test results, or other forms of evaluations to confirm they are meeting their contractual obligations
ID.SC-5: Response and recovery planning and testing are conducted with suppliers and third-party providers
Supply Chain Risk Management (SC): The organization's priorities, constraints, risk tolerances, and assumptions are established and used to support risk decisions associated with managing supply chain risks.  The organization has established and implemented the processes to identify, assess and manage supply chain risks.
CRR Practices
CRR References
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NIST Cybersecurity Framework Category Performance
PROTECT (PR)
Function
Category
Subcategory
CRR References
Identify Management, Authentication and Access Control (AC):  Access to physical and logical assets and associated facilities is limited to authorized users, processes, and devices, and is managed consistent with the assessed risk of unauthorized access to authorized activities and transactions.
PR.AC-1: Identities and  credentials are issued, managed, verified, revoked, and audited for authorized devices, users, and processes
PR.AC-2: Physical access to assets is managed and protected
PR.AC-3: Remote access is  managed
PR.AC-4: Access permissions and authorizations  are managed, incorporating  the principles of least privilege and separation of duties
PR.AC-5: Network integrity is  protected; (e.g., network segregation, network segmentation)
CRR Practices
The Protect Function supports the ability to limit or contain the impact of a potential cybersecurity event.
PROTECT Summary
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PR.AC-6: Identities are proofed and bound to credentials and asserted in interactions
AM
PR.AC-7: Users, devices, and other assets are authenticated (e.g., single-factor, multi-factor) commensurate with the risk of the transaction (e.g., individuals' security and privacy risks and other organizational risks)
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NIST Cybersecurity Framework Category Performance
PROTECT (PR)
Function
Category
Subcategory
CRR References
Awareness and Training (AT): The  organization’s personnel and partners are provided cybersecurity  awareness education and are  trained to perform their  cybersecurity-related duties  and responsibilities consistent with related policies, procedures, and  agreements.
PR.AT-1: All users are  informed and trained
PR.AT-2: Privileged users  understand their roles and  responsibilities
PR.AT-3: Third-party stakeholders (e.g., suppliers,  customers, partners)  understand their roles and   responsibilities
PR.AT-4: Senior executives  understand their roles and  responsibilities
PR.AT-5: Physical and cybersecurity personnel understand their roles and responsibilities
AM
TA
SA
CRR Practices
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PROTECT (PR)
Data Security (DS): Information and records (data) are managed  consistent with the organization’s  risk strategy to protect the  conﬁdentiality, integrity, and  availability of information.
PR.DS-1: Data-at-rest is protected
PR.DS-2: Data-in-transit is protected
PR.DS-3: Assets are formally  managed throughout  removal, transfers, and disposition
PR.DS-4: Adequate capacity  to ensure availability is  maintained
PR.DS-5: Protections against  data leaks are implemented
PR.DS-6: Integrity checking  mechanisms are used to  verify software, ﬁrmware, and information integrity
PR.DS-7: The development  and testing environment(s)  are separate from the production environment
CRR Practices
Information Protection Processes  and Procedures (IP): Security policies (that address purpose, scope, roles, responsibilities, management commitment, and coordination among organizational entities), processes, and procedures are maintained and used to manage  protection of information systems  and assets.
PR.IP-1: A baseline conﬁguration of information  technology/industrial control  systems is created and maintained incorporating security principles (e.g., concept of least functionality)
PR.IP-2: A System Development Life Cycle to  manage systems is  implemented
PR.IP-3: Conﬁguration change  control processes are in place
CRR Practices
Function
Category
Subcategory
CRR References
CCM
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CM
AM
CM
CM
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G1.Q1	
CM
AM
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Continued next page
PR.DS-8: Integrity checking mechanisms are used to verify hardware integrity
CCM
NIST Cybersecurity Framework Category Performance
PROTECT (PR)
CRR Practices (continued)
Function
Category
Subcategory
CRR References
PR.IP-5: Policy and regulations regarding the physical operating environment for  organizational assets are met
AM
TA
SCM
RM
EDM
IM
VM
CCM
PR.IP-6: Data is destroyed  according to policy
AM
PR.IP-7: Protection processes  are improved
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PR.IP-8: Eﬀectiveness of  protection technologies is shared
SA
TA
EDM
RM
SCM
IM
VM
CCM
CM
AM
SA
AM
SCM
PR.IP-4: Backups of  information are conducted,  maintained, and tested 
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PROTECT (PR)
Function
Category
Subcategory
CRR References
PR.IP-9: Response plans  (Incident Response and  Business Continuity) and recovery plans (Incident  Recovery and Disaster  Recovery) are in place and managed
PR.IP-11: Cybersecurity is  included in human resources  practices (e.g., deprovisioning,  personnel screening)
PR.IP-12: A vulnerability  management plan is developed and implemented
NIST Cybersecurity Framework Category Performance
IM
SCM
CM
VM
CCM
IM
PR.IP-10: Response and  recovery plans are tested
IM
SCM
G1.Q1
G1.Q1
PROTECT (PR)
Function
Category
Subcategory
CRR References
Maintenance (MA): Maintenance  and repairs of industrial control and  information system components are  performed consistent with policies  and procedures.
PR.MA-1: Maintenance and  repair of organizational assets  are performed with approved  and controlled tools
PR.MA-2: Remote maintenance of organizational assets is approved, logged, and performed in a manner that prevents unauthorized access
PR.PT-1: Audit/log records are  determined, documented,  implemented, and reviewed in  accordance with policy
PR.PT-2: Removable media is  protected and its use  restricted according to policy
PR.PT-3: The principle of least functionality is incorporated by configuring systems to provide only essential capabilities 
PR.PT-4: Communications  and control networks are  protected
CRR Practices
Protective Technology (PT): Technical security solutions are managed to ensure the security and resilience of systems and assets, consistent with related policies, procedures, and agreements.
CRR Practices
CCM
CM
CM
CM
CCM
CCM
G1.Q1
CM
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CM
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PR.PT-5: Mechanisms (e.g., failsafe, load balancing, hot swap) are implemented to achieve resilience requirements in normal and adverse situations
CCM
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Security Continuous Monitoring  (CM): The information system and  assets are monitored to identify cybersecurity  events and verify the eﬀectiveness  of protective measures.
DE.CM-1: The network is monitored to detect potential cybersecurity events
DE.CM-2: The physical  environment is monitored to detect potential cybersecurity events
DE.CM-3: Personnel activity is  monitored to detect potential  cybersecurity events
DE.CM-4: Malicious code is detected
DE.CM-5: Unauthorized  mobile code is detected
DE.CM-6: External service  provider activity is monitored  to detect potential cybersecurity events
DE.CM-7: Monitoring for  unauthorized personnel,  connections, devices, and software is performed
DE.CM-8: Vulnerability scans  are performed
CRR Practices
DE.AE-1: A baseline of  network operations and  expected data ﬂows for users and systems is established and managed
DETECT (DE)
DE.AE-2: Detected events are  analyzed to understand attack  targets and methods
DE.AE-3: Event data are  collected and correlated  from multiple sources and sensors
DE.AE-4: Impact of events is  determined
DE.AE-5: Incident alert  thresholds are established
Anomalies and Events (AE): Anomalous activity is detected and the potential  impact of events is understood.
Function
Category
Subcategory
CRR References
The Detect Function enables timely discovery of cybersecurity events.
DETECT Summary
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DETECT (DE)
Function
Category
Subcategory
CRR References
Detection Processes (DP): Detection  processes and procedures are  maintained and tested to ensure  awareness of  anomalous events.
DE.DP-1: Roles and  responsibilities for detection  are well deﬁned to ensure accountability
DE.DP-2: Detection activities  comply with all applicable  requirements
DE.DP-3: Detection processes  are tested
DE.DP-4: Event detection  information is communicated
DE.DP-5: Detection processes  are continuously improved
Response Planning (RP): Response  processes and procedures are  executed and maintained, to ensure  response to detected cybersecurity incidents.
RS.RP-1: Response plan is  executed during or after an  incident
Communications (CO): Response activities are coordinated with internal and external stakeholders (e.g. external support from law enforcement agencies).
RS.CO-1: Personnel know their roles and order of operations when a response is needed
RS.CO-2: Incidents are reported  consistent with established  criteria
RS.CO-3: Information is shared consistent with response plans
RS.CO-4: Coordination with  stakeholders occurs consistent  with response plans
RS.CO-5: Voluntary  information sharing occurs  with external stakeholders  to achieve broader cybersecurity situational awareness
RESPOND Summary
RESPOND (RS)
The Respond Function supports the ability to contain the impact of a potential cybersecurity event.
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RESPOND (RS)
Function
Category
Subcategory
CRR References
Mitigation (MI): Activities are  performed to prevent expansion of an event, mitigate its eﬀects, and  resolve the incident.
RS.MI-1: Incidents are  contained
RS.MI-2: Incidents are  mitigated
RS.MI-3: Newly identified  vulnerabilities are mitigated or  documented as accepted risks
Improvements (IM): Organizational  response activities are improved by  incorporating lessons learned from  current and previous detection/  response activities.
RS.IM-1: Response plans  incorporate lessons learned
RS.IM-2: Response strategies  are updated
CRR Practices
Analysis (AN): Analysis is conducted  to ensure effective response and  support recovery activities.
RS.AN-1: Notiﬁcations from  detection systems are  investigated
RS.AN-2: The impact of the  incident is understood
RS.AN-3: Forensics are  performed
RS.AN-4: Incidents are  categorized consistent with  response plans
IM
IM
IM
IM
IM
IM
VM
IM
IM
VM
RS.AN-5: Processes are established to receive, analyze and respond to vulnerabilities disclosed to the organization from internal and external sources (e.g. internal testing, security bulletins, or security researchers)
VM
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Function
Category
Subcategory
CRR References
Improvements (IM): Recovery  planning and processes are improved by incorporating lessons learned into future activities.
RC.IM-1: Recovery plans  incorporate lessons learned
RC.IM-2: Recovery strategies  are updated
RC.CO-1: Public relations are  managed
RC.CO-2: Reputation is repaired after an incident
RC.CO-3: Recovery activities  are communicated to internal and external stakeholders as well as executive and management teams
CRR Practices
Communications (CO): Restoration  activities are coordinated with  internal and external parties (e.g., coordinating centers, Internet Service Providers, owners of attacking systems, victims, other CSIRTs, and vendors).
Recovery Planning (RP): Recovery  processes and procedures are  executed and maintained to ensure  restoration of systems or  assets aﬀected by cybersecurity  incidents.
RC.RP-1: Recovery plan is executed during or after a cybersecurity incident
RECOVER Summary
RECOVER (RC)
The Recover Function supports timely recovery to normal operations to reduce the impact from a cybersecurity event.
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7oC77t16616y1BWUE23P0XaprKG4mgGiWPV7vKhpy1tQi4HIUbicxJ/yNL9RKwzVB4mFaSTLWiS2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fQwge/xoCe/0AKOAOAAKAYoLJDobQPb6dS4UF4wC4gAoBCguAGDhIA6AQoDiAgAWDuIAKIRjT58+
nboMAAAAwPKB4gIAAAA5gOICAAAAOTh27969qcswIi+++OL2j6+++mrqsgAApgFxABQCFBcAsHAQ
B0AhQHEBAAsHcQAUAhQXALBwEAdAIUBxQcncefeHX75y739enroc+86TP//iLff2H/77makL0o05
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MpNpmutiuWtqfI+uC1PLxiYcuVd1cM0eK3x2s9r5BzSpRBtNU1ztatQucORpwbSrFiHxPi2pbcAE
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