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EDITORIAL
Dear Reader,
    Warm welcome to Issue 01 - The first edition of ‘The Hacker News’ Magazine release 
for April-2011 ! The Hacker News official website was launched on 1st Nov-2010, and within 4 
months with the support of all our Hackers Friends and readers we are succesfully able to create a 
platform for Hacking News Media. Our  website with over a 15 lacs Visitors in last 4 Months is an 
online Hacker News Organisation. We propagate news specifically related to information security 
threats, Hacking threads and issues from all over the world. Our research teams search and com-
pile news from tens of thousands of sites and 1000’s of Hackers are connected to us as news 
sourcesource to bring you the most latest Hacking and Security News at one location. In addition to news, 
we host blogs and discussions, education videos, as well as Hacker News Organisation provide 
cyber services like Pentration Testing , Educational Seminars & Webinars Services and Web 
Development Services.

Our Magazine Include all best Hacking & Security news of last month. Since Nov-2010 our news 
portal aware lacs of people about the happening of Cyber World. We believe  “Truth is the most 
Powerful weapon against Injustice” ,so our 1st edition is dedicated to Anonymous Hackers. suc-
cessfully achieved.  All this however,wouldn’t have be possible without YOU - our loyal and sup-
portive readers ! It is you who provide us the most motivation to keep onpushing the boundaries 
and to improve on each successive issue we will release, so THANK YOU ! As always, feedback 
of any kind is greatly appreciated so don’thesitate to drop us a line if you have any suggestions or 
comments. Stay tuned for Issue 02 (May-2011) which will be released in May 2011 ! See you there 
and in the mean time, enjoy the issue ! 
            Mohit Kumar (Unix Root) ,
           Editor in Chief.
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we r anonymous, bt we dnt hack the humanity..
we hate studies, bt we love technology...
world can't change us, bt we can change the world...
we dnt have books in hand, bt we have revolution in mind...
we r the rarest common race on earth,
meet us,
we are anonymous,we are anonymous,
we are legion,
we do not forget,
we do not forgive,
expect us.
                     -- the hacker news
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Who are Anonymous hackers

We are Anonymous.
We are Legion.
We do not forgive.
We do not forget.
Expect us.

MostMost Famous Lines You mostly can read in cyber world, These represents Anonymous Hackers, who 
create Revolution in whole world. Let us know, who are Anonymous Hackers :

There has been some confusion among the media about who/what anonymous is/represents.  There 
have also been questions asked about the input from Anonymous during the current global revolution.

AnonymousAnonymous is an online pool of consciousness, sometimes we create a force towards a similar direc-
tion which could manifest in revolution. Anonymous has NO leader.  We are one.  We are many.  One 
does not speak for many. Many do not speak for all.  No one speaks for all. We come from all walks of 
life. All age, race, sex, places.

Anonymous have no ideologies. Anonymous have every ideology imaginable. Anonymous have no 
goals. Anonymous have every goal imaginable. Anonymous can not be labelled,blamed or made a 
scapegoat. To blame Anonymous would be to blame the citizens of the world.  There is no discrimina-
tion in Anonymous unless you do not have an internet connection. We do not work with post.
No one speaks for Anonymous. Nothing is official. No videos. No operations. Not even any press re-
lease. Every video, press release was created by an Anonymous number of Anonymous at an Anony-
mous time in an Anonymous place and uploaded Anonymously, it does not speak for Anonymous.

Anonymous is everywhere. Anonymous see everything. Anonymous never sleep, while one side of the 
world slumber the other awakens. Anonymous are active, always. Anonymous do not take sides, 
Anonymous do not believe in sides.  Anonymous are not followers. Anonymous are our own leaders on 
our own journey.  Many Anonymous uphold the law of the land, human rights and freedom of speech, 
but we are many.  We can not speak for all.  We know that the following countries Albania, Algeria, Ar-
gentina, Australia, Bangladesh, Belgium, Bahrain, Canada, Chile, Cuba, Cyprus, Egypt, Greece, Hon-
duras, India, Ireland, Israel, Italy, Jordan, Tunisia, Turkey, United Kingdom, United States of America, 
Venezuela and Yemen are under protest and are watching them. Anonymous are not terrorists. Anony-
mous are freedom fighters, helping to give voices to the voiceless.

Anonymous
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Anonymous Hackers are more than you think. Trying to stop Anonymous is like trying to stop a tsunami 
with a surfboard, to try to hit a lighting bolt with an umbrella, to douse a fire away with petrol, or to fist 
fight the earth. 

TheThe time has come for the people of the world to unite. You can not wait for a revolution. You are the 
revolution. Anonymous Hackers are the revolution. Their strength is in numbers. The time is now. Every 
time you decide not to exercise your rights, every time you do not deny ignorance, every time you give 
your money to a corporate business you are contributing to the oppression of the human race.  Anony-
mous is calling for your help.  The people of the world are calling for your help.
They do it because they can. They do it for the future, of our children and all life on this planet. They do 
it because they see lies and deceit. They do it because every digital account is fuelled with the strength 
of human emotion, but mostly we do it for the lulz. Anonymous are the people. The people are Anony-
mous. Now you can be Anonymous.

They are Internet Heroes, hackers and hijackers, information rebels, revolutionaries and resisters. 
They are you, me, the grunt in the next cubicle, the geek who fixes your computer. They are Anony-
mous, an informal collective of interactivists that last month virtually armed protestors in Tunisia and 
Egypt with the necessary knowledge to topple governments: How to keep safe during protests. How to 
bypass censors. How not to leave an online trail. How to keep posting YouTubes when the dictators 
have pulled the Internet plug.

Anonymous’s tactics ?

Overwhelming offending websites with hits until they overload. Hacking into computer networks and 
leaking classified documents and emails. Jamming fax machines with all-black transmissions. 
Making prank phone calls and exposing their targets’ innermost — and dirtiest — secrets.

Marshall McLuhan, who in 1970 predicted, “World War III is a guerrilla information war with no divi-
sion between military and civilian participation.”

“For the first time in history, politicians (and others) have to answer directly to the people who elected 
them, a reality that’s creating shockwaves which are rocking the Powers-that-Used-To-Be to their 
cores,’’ explains Vancouver Island-based Jon Newton, who runs the digital news site p2p.net.

Anonymous
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Anonymous Activities & Operations

1.) Hal Turner raid (2007) - In December 2006 and January 2007 individuals who identified them-
selves as Anonymous took Turner's website offline, costing him thousands of dollars in bandwidth bills. 
As a result, Turner sued 4chan, eBaum's World, 7chan, and other websites for copyright infringement. 
He lost his plea for an injunction, however, and failed to receive letters from the court, which caused 
the lawsuit to lapse.

2.) Project Chanology (2008) - This was the attack on the Church of Scientology that brought the first 
mainstream attention to Anonymous. When a YouTube of a manic Tom Cruise raving about the benefits 
of Scientology was posted, the Church threatened legal action. As a result, Scientology.Org was taken 
out.

3.) Anonymous Iran (2009) - During the uprising after the contested Iranian election, Anonymous and 
other hacktivists set up an opposition Green Party support site with news and resources for protestors.

4.) Operation 4.) Operation Titstorm (2010) - An attack against the Australian government, which had tried to pass 
a law that would censor online photos of small-breasted women because they could be seen as child 
porn.

5.) Operations Payback/Avenge Assange (2010) - This was where Anonymous sealed its reputation 
as champion of WikiLeaks and free speech. Among other actions, Anonymous brought down Master-
Card and Visa’s websites because they would not accept or froze donations to founder Julian Assange.

6.) Operations Tunisia/Egypt (2011) - Anonymous helped protestors by knocking out government 
websites and providing resources for getting around the denial of Internet access.

7.) The Attack on HBGary Federal (2011) - This is the humiliating attack on a major U.S. security firm, 
which claimed to have identified Anonymous leaders and was planning to out them to the FBI. The cor-
porate website was hacked, 60,000 emails leaked, and even its phone system was disconnected. Last 
week, the CEO resigned.

8.) Westboro Baptist Church (2011) - On live radio, while a representative from the notoriously ho-
mophobic church was debating with an Anonymous participant, a WBC website was hacked.

9.) Operation Koch Block (2011) - The growing ranks of Anonymous went after the multi-billionaire 
Koch Brothers because they were working “to undermine” the political process and workers in Wiscon-
sin. They temporarily disabled the website of the Koch-funded group, Americans for Prosperity.

10.) Avenge Bradley Manning (2011) - opbradley was launched, aimed at supporting U.S. Pvt. 1st 
Class Bradley E. Manning, the soldier charged with “aiding the enemy’’ by providing classified govern-
ment documents to WikiLeaks.

Anonymous
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11.) Operation Egypt (2011) - The Egyptian government’s efforts to shut down the Internet within the 
country triggered a wave of activism from the group. Anonymous sent out thousands of faxes into 
Egypt — using an analog tool to traffic WikiLeaks’ cables into the country. Their purpose was to keep 
the protesters and citizens of Egypt aware of their government’s actions and inaction toward human 
rights abuses — all done under Egypt’s President dictator Mubarak. Finally Egypt is Free now !

12.)12.) Operation Libya (#OPLIBYA) - For a long time the people of Libya have suffered under the mad-
ness of their leader, Muammar Abu Minya al-Gaddafi, and his government.Anonymous is trying to 
bring its support to the courageous people of Libya.Despite the regime's efforts in sending mercenaries 
to cut land communications, and ban people from getting the truth, the Libyan people lashed out to 
claim what is theirs as human beings freedom.

13.) Operation Bahrain ( #opbahrain ) - The Bahrainian government has shown by its actions that it 
intends to  brutally enforce its reign of injustice by limiting free speech and  access to truthful informa-
tion to its citizens and the rest of the  world.By interfering with the freedom to hold peaceful protests, 
the Bahrainian  government has made itself a clear enemy of its own citizens and of  Anonymous. 
Anonymous message to Bahrain People,"We stand with you  against your oppressors. This is not only 
your struggle, but one of  people who are struggling for freedom all over the world. With the  recent suc-
cess in Tunisia and Egypt, we believe your revolution will  succeed. Your brave actions will maintain the 
momentum of revolution for  citizens all around the world wishing to regain their own freedoms".

14.) Operation Iran - The Iranian government has deliberately confused "opposition" and "disloyalty". 
Unjust repressions were perpetrated against those criticizing the actions of those in power, hoping to 
frighten the others. This government must be held responsible for crimes against you, its 
citizens.Anonymous supports Iranian citizens and accompany them on this path of liberation of body 
and mind of all Iranian citizens.

15.)  Operation Tequila - Anonymous had decided to support the protests that was going on February 
12th-2011 in Mexico DF against the censoring measures taken by MVS and Mexican Government, and 
to give our solidarity to any people oppressed by the system.They Attack the site www.exafm.com & 
Supported the march going from the Auditorio Nacional to MVS headquarters, in solidarity with the 
Mexican people's cause always fighting for Freedom of Expression.

16.)16.) Rootkit.com database leaked by Anonymous - On February 6, 2011, as part of their attack on 
HBGary, the Anonymous group social engineered administrator of rootkit.com, Jussi Jaakonaho, to 
gain root access to rootkit.com. The entire MySQL database backup was then released by Anonymous 
and announced using HBGary's CEO Twitter account.

17.) Operation Freedom ( OpFreedom ) - Anonymous hears those cries, and  they will assist in bring-
ing to justice those who commit criminal acts  against the innocent. They will not remain silent and let 
these crimes  against humanity continue. Say no to Censorship and dictatorship.

Anonymous
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How to join Anonymous Hacker ?
You can not join Anonymous. Nobody can join Anonymous. Anonymous is not an organization. It is not 
a club, a party or even a movement. There is no charter, no manifest, no membership fees. Anonymous 
has no leaders, no gurus, no ideologists. In fact, it does not even have a fixed ideology.

NobodyNobody can speak for Anonymous. Nobody could say: you are in, or you are out. Do you still want to 
join Anonymous ? Well, you are in if you want to. Anonymous Hacker are more than you think. Anony-
mous are more than anybody thinks. Anonymous Hacker are many And you are now one of Anony-
mous if you want to !

1. How to get in contact with others?
AnonymousAnonymous has no centralized infrastructure. We use existing facilities of the Internet, especially 
social networks, and we are ready to hop on to the next one if this one seems compromised, is under 
attack, or starts to bore us.At the time of this writing, Facebook, Twitter and the IRC appear to host 
the most active congregations. But this may change at any time. Still, these are probably the best 
places to get started. Look for terms like “anonymous”, “anonops” and other keywords that might be 
connected to our activities.

Anonymous
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2. How do I recognize other Anonymous?
WWe come from all places of society: We are students, workers, clerks, unemployed; We are young or 
old, we wear smart clothes or rugs, we are hedonists, ascetics, joy riders or activists. We come from 
all races, countries and ethnicities. We are many. We are your neighbours, your co-workers, your hair-
dressers, your bus drivers and your network administrators. We are the guy on the street with the suit-
case and the girl in the bar you are trying to chat up. We are anonymous. Many of us like to wear Guy 
Fawkes masks on demonstrations. Some of us even show them in their profile pictures in social net-
works. That helps to recognize each other.

3. Have you been infiltrated?
If you talk to another Anonymous, you will never know who he is. He may be a hacker, cracker, phisher, 
agent, spy, provocateur – or just the guy from next door. Or his daughter. It is not illegal to be Anony-
mous. Nor is it illegal to wear Guy Fawkes masks. Keep that in mind. If you personally have not been 
involved in illegal activities, you have nothing to worry, no matter whom you talk to; If you have, it is 
wise not to talk about it. To no one.

4. How do I protect my privacy?
Invent an alias, a nick, a pseudonym … call it as you will, just invent something. Then register a mail ac-
count in that name with one of the big mail providers. Use this email address to register your Twitter, 
Facebook, etc. accounts. Make sure to clear all cookies before you start using your new identity, or 
better use a different web browser for Anonymous than for your other activities. If you have higher 
needs for security, ask us about encryption, steganography, TOR, etc. Many of us know how to use 
them. We will always respect your need for privacy. We will never ask for your personal information. If 
we do, we will not expect a truthful answer; And neither should you.

5. What is the right thing to do?
The only person who can tell you what is right for you is yourself. This is also the only person you 
should follow. We have no leaders. You are also the only person responsible for your actions. Do what 
you think is right. Do not what you think is wrong.

6. How many Anonymous are there?
We are more than you think. We are more than anybody thinks. We are many. And you are now one of 
us. Welcome to Anonymous.

AnonymousAnonymous known for effectively shutting down their hacking nemesis security firm (with clients such 
as Morgan Stanley and, unfortunately for them, Bank of America)- HBGary, advocating the cause of 
Wikileaks, and the threat made by one of its members that evidence of fraud by Bank of America re-
leased.
Anonymous has proven its power time and again, operation after operation. Not just in the Arab upris-
ings by closing down government and counter-revolutionary websites, but also by taking out business 
sites that, for example, stemmed support for WikiLeaks. WikiLeaks, you see, represents everything 
Anonymous stands for — the absolute power to publish withour fear, favour or the heavy hand of the 
state.
So people need to stop looking at the last 20 years and saying this is what’s possible and this is what’s 
not possible — because it’s all possible.

Anonymous
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Image Gallery

Read More News About 
Anonymous Every Activity :
http://tinyurl.com/4kemuoa

Anonymous



Top Hacking          News

THN
THE HACKER NEWS

Thousands of Bank of America 
Accounts Hacked

IEEE members database hacked

Chinese hackers suspected in compromise of Australian 
PM’s computer

Thousands of Bank of America customers' ac-
count information could be in jeopardy after a 
major security breach. It remains unclear if 
these accounts were hacked into internally, or 
if someone outside the company committed 
the crime. It is also unclear if this problem is 
limited to Michigan, or customers across the 
nationnation are impacted. Bank of America is inves-
tigating all possibilities to see where the money 
went.Bank of America said if any suspicious 
activity is flagged on your account, it will be 
shutdown immediately.
Read Complete Story : http://tinyurl.com/6e553tu

Read Complete Story : http://tinyurl.com/4whhd9w

Read Complete Story : http://tinyurl.com/4f5uafd

A hacker stole the credit card details of over 
800 members of the IEEE (Institute of Electrical 
and Electronics Engineers) last December, ac-
cording to its law firm. 

The parliamentary computers of Prime Minister Julia Gillard and at least two other senior 
ministers are suspected of being hacked. Thousands of emails are believed to have been 
accessed in the cyber attacks. Four Australian government sources confirmed with the 
newspapers they had been told Chinese intelligence agencies were part of a list of sus-
pected hackers. US intelligence officials alerted their Australian counterparts and News Ltd 
believes ASIO has started an investigation.The cyber attacks are believed to be on the Aus-
tralian Parliament House email network, the less secure of two networks used by MPs.
Ministers use a departmental network for more high security communications. 
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THN
THE HACKER NEWS

Bcwars.com & Pokerrpg.com hacked 200k Email, also admin used plain text passwords.

Bcwars Database : 
http://rapidshare.com/files/455184098/tblUsers-bc.sql.zip
http://www.megaupload.com/?d=P4B30IVR

Pokerrpg Database : 
http://rapidshare.com/files/455184096/tblUsers.sql-poker.zip
http://wwhttp://www.megaupload.com/?d=T41NF4SV

Read Complete : http://tinyurl.com/6cdzcyu
Facebook Web Search Box May Be Dangerous
Facebook users be warned: If you see 
a second search box at the top of your 
personal page, don’t use it.
““We are not testing the placement of a 
separate Web search field and have 
no plans to do so,” a Facebook repre-
sentative told the blog Search Engine 
Land. An image of a Facebook page 
with two search boxes has been 
making its way around the Internet for 
the past few days.the past few days.

Read  : http://tinyurl.com/4obdppm

Bcwars.com & Pokerrpg.com hacked 200k Email and Plain 
text passwords
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Top Hacking News

Anonymous Hackers Shut Down Music Industry Website Over 
$75 Trillion Lawsuit– The Recording Industry Association of 
America (RIAA) website was hit by a distributed denial-of-service 
(DDoS) attack at the hands of the hacktivist group Anonymous.

To read Complete Story : http://tinyurl.com/3my2m64

NASA Computer Networks Have Potentially Cata-
strophic Security Holes – NASA’s internal computer net-
work is full of holes and is extremely vulnerable to an exter-
nal cyberattack, an audit by the Office of the Inspector 
General has found. Even worse, it appears several of the 
vulnerabilities have been known for months, yet remained 
unpatched.
To read Complete Story : http://tinyurl.com/49pstn6

Multiple Vulnerability in McAfee Website , 
XSS and Other Attacks – The group found 
that the McAfee website contains flaws that 
also pose a threat to users, such as a cross-site 
scripting (XSS) vulnerability in the site where 
customers can download software.

Read More  : http://tinyurl.com/4ftkrl8

PakBugs Defaced by GOD and Whole 
database available for Download – Pak-
Bugs biggest pakistan hacking group got 
hacked by GOD unknow hackers.

Read More  : http://tinyurl.com/3etf7k4

Read All Hacking News : http://tinyurl.com/3dm2czm
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Top Hacking News

Hackers hack into TripAdvisor's members Database 
– Travel site TripAdvisor has warned subscribers to expect 
more spam following the theft of its member 
database.TripAdvisor does not collect members' credit card 
or financial information, and no passwords were obtained 
as a result of the breach.
TTo read Complete Story : http://tinyurl.com/3z8gr9b

Iran Hackers targets Gmail and Skype with fake SSL 
hack – Iran has tricked a web firm into issuing fake security 
certificates for Gmail, Skype, Hotmail and more.Comodo 
Group, a US-based certificate authority firm with 15% of the 
market, admitted that one of its affiliate's accounts in South-
ern Europe had been hacked, letting the attackers create 
fake SSL security certificates for six websites.
To read Complete Story : http://tinyurl.com/3qhhvhd

Pirate Bay's database gets hacked  – HACKERS HAVE EX-
PLOITED a security vulnerability at the Bittorrent tracking web-
site Pirate Bay, hacked its user database and harvested per-
sonal information to send out spam.

To read Complete Story : http://tinyurl.com/3s9yeqb

Read All Hacking News : http://tinyurl.com/3dm2czm

1389 Indian websites defaced By ZCompany 
Hacking Crew & TeaMp0isoN  – On 23 March 
2011, Team Poison and Zcompany Hack almost 
1989 Indian Websites .

Read More : http://tinyurl.com/4a9fd27
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ZHC – Zcompany Hacking Crew
From last 5-6 Months a news Hackers Group Come into Existance, name “Z Company” or  ZHC 
(ZCompany Hacking Crew). They hack lots of Indian Websites Like Indra Gandhi Dental College Web-
site, ABIL Corporate Cricket Champions, Voice of Sikkim , Tikona Digital Networks, Chip.in - Indian 
Technology Magazine, Lohchab Network Private Limited, Jabalpur Police website, Bihar Cricket Coun-
cil website, Indian Airforce and not only these , They also hack almost 1000’s of Racist, Fascist & Zion-
ist Facebook pages and delete them. Here the all News you can find : 
http://www.thehackernews.com/search?q=zhc

For Our 1st Edition of ‘The Hacker News’ Magazine, we decide to give the introduction about ZHC, Be-
cause they are the most Activist guys in last 5-6 months before Anonmyous Hackers.  So for Knowing 
more about ZHC we Take an Interview with ZHC member “Z Hawk”.

The Hacker News : Why the name “Z Company” to put for your Team ?
Z Hawk : "Z" being the last alphabet have been chosen for "Z Company" as its an end to injustice, ex-
tremism, Racism, Zionism, lies, illegal occupations and all such evils. Zcompany hacking crew [ZHC] 
Hack/Deface for a reason, reason for defacing is to raise awareness of the issues in the world with a 
main focus on Kashmir & Palestine.
 
The Hacker News : When Exactly The ZHC born ?
Z Hawk : Some years back Z Company was formed on "Orkut" as a resistance to counter religion ex-
tremists who were attacking different communities with an aim to hurt the sentiments of Muslims, 
Secular Hindus and people from other faiths. 

The Hacker News : Who are in your Hacking Team ?
Z Hawk : That time Don, Hawk, Guzman, Sniper, Warrior, Virgin, LoCo, ZamZam, Gagan, Smarty 
(Code names of all Hackers and Activists) etc took an Initiative to respond them, later many other 
people joined ZHC and that includes good hackers, debaters and fighters to work on different levels in 
this battle against evil, extremism, injustice, Racism, Zionism, lies, illegal occupations etc. But now we 
have Don - Hawk - Guzman - Sniper - TriCk - XtreMiSt - Hardhunter - TAZii - Zol0gy - MasterMind - As-
sasin - Milan Milo - RocK - Destiny - cobra - Pak Jaguars – eXpliCiT .

The Hacker News : What is the Aim of your Team and who are opponents for you ?
Z Hawk : Initially the aim was to stop them from making abusive communities on different religions and 
girls etc. The orkut was full of such filthy stuff and "orkut" admin was too lazy and ignorant by purpose 
to stop such things. That time there was no choice except hacking the communities to bring in the 
notice of orkut admin so that an action could be taken against such heinous things. So the work was 
started and soon Z company started to be noticed as a respected hackers' and debaters' hub and 
emerged to be the best hacking crew in the scene who hacked big communities in large numbers. Still 
somesome google results can be seen by a simple dork (i.e intext:z company hacked orkut). The efforts 
were quite successful because the orkut admin noticed all that and took action and started returning 
the communities from extremists to the original owners, and then Orkut with some good updates 
became more secure. In this story the opponents was like HMG and IW (currently ICA) and now this 
orkut journey came to an end, orkut is very inactive because users have shifted to facebook that is get-
ting very famous among people who spend time on social networking sites.

Hackers Interview
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The Hacker News :  Why 1000’s of Facebook Pages was got hacked By ZHC ?
ZZ Hawk : On 1st jan 2011 (New year night) Z company got attention of international media and 
stunned every one with biggest Hacktivism of its kind, when it was announced that Z company and 
TeamP0ison will cleanup facebook and as soon as the calenders changed to 2011, the Z company 
started hacking anti Islamic, Racist, Fascist & Zionist Face book pages and soon thousands of face-
book pages were hacked with a "Z 0day". This news was projected by international media in news 
papers and on different news websites/blogs. Results can be seen in Google by simply placing "The 
Mujahideen Hackers Who Clean Facebook" or Read Here : http://tinyurl.com/4nkohs8
 
The Hacker News :  What are the current Activities of your Team ?
Z Hawk : Z Hawk : Currently ZHC is working on websites to raise awareness on different issues with "Kash-
mir" & "Palestine" freedom struggles on the top of the list. In this regard many important & famous 
websites have been hacked in the recent past that also includes Tv channels and govt servers i.e 
govt of sikkim, govt cochin port, govt advgen rajasthan, Indian Embassy Of Sweden, indiatvnews 
website, bihar cricket, Indian Airfoce Placement Cell, Indian Airforce Wives Welfare Association, 
jalalpur police, barahmos missile, boxoffice india, Hp help desk and many other famous sites.
[ http://www.thehackernews.com/search?q=zhc Here for Reading all these News ] 
 
ZHC have achieved a very distinctive and respected place because of the cause ZHC work for and 
have the support of many people around the glob. Today ZHC is more powerful with more skilled 
members, Currently the core and active members are Don - Hawk - Guzman - Sniper - TriCk - 
XtreMiSt - Hardhunter - TAZii - Zol0gy - MasterMind - Assasin - Milan Milo - RocK - Destiny - cobra 
- Pak Jaguars - eXpliCiT etc
 
The Hacker News :The Hacker News : Thanks for Interview, Anything else you wanna say to our Readers ?
Z Hawk : Divided we fall...Together we Stand ..Z Company

Hackers Interview

14  The Hacker News | April 2011 

       

www.thehackernews.com             



15  The Hacker News | April 2011 

       

www.thehackernews.com             

Defacements 
&

Web hacking News
16 Years Old Tunisian Hacker, More than 6000 websites 
Hacked by Hamdi Hacker (The 007)
Hamdi hacker is a  16 Years Old student from Tuni-
sia, who Deface/Hack more than 6000 websites 
yet with codename of “The 007”. There is no valid 
purpose behind his hacking action, but he still love 
to hack more and more sites in his lifetime ;-) You 
can Find all sites hacked by him on out Official site 
‘The Hacker News’ : http://miturl.com/chc . His 
Zone-HZone-H Porfile is : http://miturl.com/chd (If you will 
get error in opening this link, then try any proxy site 
to open). 
How Hamdi Start his journey in Hacking , he told to ‘The Hacker News’ –,“The Story Begin 
from 5 years back, when my cousin Hack me with a Fake Page, from that day I start leaning 
about hack and hackers. It was too hard for me to know that How to Hack, But Day After Day 
I learned more and more. Just after  one  year I hack many pc's and many mail account, At 
that moment I think to hack website next,  so I learned php language, after that I find lots of 
method to hack into websites. Soon I Create my first Script and hack many website. In the 
end till today I hack almost 6000 Websites .... and My next hack may be your website, To Be 
Continue !! ;-) Continue !! ;-) “

Wanna meet/talk to Hamdi ? Join him on his Facebook profile: 
http://www.facebook.com/boss.077 , He is one of the best guy in hacking websites/web 
applications/Rooting Servers, having kind nature, supportive and friendly behaviour with all 
& lots of passion about hacking.



Chip.in – Indian Technology Magazine website Hacked by 
TeaMp0isoN & ZHC

Got Hacked !
Play.com, one of the largest online retailers of consumer goods, has suffered a security breach.
In a warning to customers, Play.com has said that customer names and email addresses may have 
been compromised. Play.com is washing its hands of direct responsibility, claiming that a third 
party on its marketing communications team is at fault.

Play advises customers to do the usual - to remain vigilant online and keep personal information 
under lock and key. Which is easier to do when trusted services do not suffer security breaches.

Read Complete Story About the Hack : http://tinyurl.com/4wybowkRead Complete Story About the Hack : http://tinyurl.com/4wybowk

ESET Nod32 Romania Hacked ! 
Today guy from InSecurity.Ro named sway1990 
found again a critical vulnerability (MySQL Injec-
tion) in their website.
Administrator Account:
username=admin
password=51f9a6e361a03aee324bcc73fe8ab4
a5:xt69awFsqAyvglBMcbtvq9HopIAnQ1jF
email=emil@nod32.ro
usertype=Super Administrator
Read Here : http://tinyurl.com/6epmd48

Intelligent Computing CHIP is a 
monthly Information Technology 
magazine forum website had 
been hacked by TriCk & Assasin 
(ZHC & TeaMp0isoN) on Friday, 
25 Feb 2011. It is the Indian edi-
tion of the popular German 
monthlymonthly CHIP. CHIP is a regis-
tered trademark of Vogel  Burda 
Holding Inc, Germany. Its current 
assistant editor (technical) is 
Jamshed Avari. There are total 
488713 Posts and 13879 mem-
bers in Chip forum website which 
as been hacked.

The Hacked Forum link is : http://www.chip.in/forums/  and Zone –H mirror :  http://tinyurl.com/4ef9khd
Read Complete story about this hack on our Official Website ‘The Hacker News’ : 
http://tinyurl.com/4remeoj

Note : To know more about ZHC & TeaMp0isoN read ‘Hackers Interview’ Section of this magazine Edi-
tion.

Defacements & Web hacking News
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Defacements & Web hacking News

Songsmp3.pk hacked Atul and Neo (Indishell) – On 
22 March-2011, Team Indishell member Atul and Neo 
Deface Songsmp3.pk webiste, Its one of the pakistan 
site who provide free downloads of Indian Songs and 
Albums. 

To read Complete Story : http://tinyurl.com/4newczl

3thical Noob (Indishell) Deface 25 Pakistan web-
sites  – On Saturday, March 5-2011, 3thical Noob 
,Member of team Indishell had Deface/hack 25 Pakistan 
websites ,such as pakfunz.com, bluesmobile.com.pk 
and 23 others. 

To read Complete Story : http://tinyurl.com/6gqo668

43 Indian sites hacked by KiLLerMiNd   – On Monday 
March 7-2011 , 43 Indian websites got hacked again by 
a pakistani hacker, codename : KiLLerMiNd., Like 
tcsindia.net, tictactoe.co.in , & other 41 websites. 

To read Complete Story : http://tinyurl.com/4zpqxzy

1389 Indian websites defaced By 
ZCompany Hacking Crew & 
TeaMp0isoN– On 23 March-2011,  ZCom-
pany Hacking Crew & TeaMp0isoN Deface 
1389 Indian websites , Its one of the biggest mass hack by Pakistan Hackers.

To read Complete Story : http://tinyurl.com/4a9fd27

More Defacements News : http://tinyurl.com/4dpjlll
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Defacements & Web hacking News

Jitendra Chohan College of Law website 
hacked   – On March 10-2011 , Jitendra Chohan 
College of Law website got hacked by shak from 
Pakistan Cyber Army.Link of hacked site is 
www.jccl.svkm.ac.in

To read Complete Story : 
http://tinyurl.com/6gl93do

Leethackers.org (ShadowNET aka Envy) Hacked by 
TinKode  – On March 57-2011, TinKode hack into 
Leethackers.org and add his deface page on their web-
site. 

To read Complete Story : http://tinyurl.com/5vxas7b

26 Australian Beer/Wine shop websites Hacked 
By 'Pak Cyber Combat Squad'  – On March 
3-2011 , 'Pak Cyber Combat Squad' a group of 
pakistani hackers hacked into 26 Australian 
Beer/Wine shop websites and add their deface 
page on those. 
To read Complete Story : 
http://tinyurl.com/5w8safqhttp://tinyurl.com/5w8safq

Indra Gandhi Dental College Website & 40 other Indian Sites Hacked by TeaMp0isoN 
& ZHC   – On March 5-2011 , Indra Gandhi Dental College Website got hacked by 
TeaMp0isoN & ZHC group of hackers. They also hack other 40 indian websites, 
Like prchotels.com, teamgroup.co.in, & 
other 38 websites. 

To read Complete Story :
http://tinyurl.com/6bfobwp

More Defacements News : http://tinyurl.com/4dpjlll
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Team Nuts - Indian Hacker Group
Team Nuts is a younger organization. NUTS defines 
Never Under-Estimate The Spirit. Team NUTS pur-
forms some penetration work. This is not matter, that 
they perform behind the world or infront the World. 
These works are ..
 
 Penetration Testing
 Finding Bugs in Web Applications
 Exploiting them and Fix them
 Do aware developers about the vulnerability risk in 
applications
 
  HISTORY: This organization emerged out in-front of 
world in a short period of time. This organization was 
created on 15th august 2010 with its official website 
www.hacknuts.com which is now with another domain 
www.teamnuts.in. The credit goes to or we can say the 
real founder of this organization are Rahul Roshan and 
Mayank Yadav. Now this organization has many young 
guys with good cyber security skills.guys with good cyber security skills.
 In few days this organization did a hard work for India, and earned respect of Indians. Team 
NUTS was involved in some India vs Pakistan Cyber wars. One of them is famous 3 december 
2010 Ind vs Pak cyber war where India's CBI website hacked by Pak Hacking Group. In this 
war instead of reply with hacking Team NUTS tried to make friendship with Pak Hacking 
Group.
       After all this matter, Team NUTS changed his way of working, and they are now working for 
securing, patching, finding bugs in Indian Websites, for good purpose. When Team NUTS 
changed their way of working then many cyber hacking groups changed their way. Now Team 
NUTS is working for India and Indian websites and applications.

        On december 2010 Team Nuts connected with Indian Cyber Army (Registered) . When two 
people has same thinking then both has a same aim, with this opinion Team Nuts joined Indian 
Cyber Army(Registered). The aim of both the organization is to spread the cyber security 
knowledge in India.
About the Team NUTS Admins:
        Rahul Roshan: Rahul Roshan is doing his engineering . Good in penetration testing, patching, website de-
veloping, networking knowledge. He is CCNA certified and a certified ethical hacker. When we talk about pro-
gramming its C, C++, Java, Dot Net, PHP, Perl.
 
    Mayank Yadav: Mayank Yadav is doing his enginnering and is now in Ist year. Good in server rooting, ex-
ploit making, penetration testing. Studying Red Hat. He is also working in few some companies as a penetra-
tion testor. About programming its, C,C++, Dot Net and he is an ethical hacker

Team Introduction
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BackTrack 5 “Revolution” will Release on May 10th, 2011
The codename of this release will be “revo-
lution”, for a bunch of reasons.BackTrack 5 
will be based on Ubuntu Lucid (10.04 LTS), 
and will (finally) support both 32 bit and 64 
bit architectures. 

We will be officially supporting KDE 4, 
Gnome and Fluxbox while providing users 
streamlined ISO downloads of each Desk-
top Environment (DE). Tool integration from 
our repositories will be seamless with all our 
supported DE’s, including the specific DE 
menu structure.

The absence of source code availability in BT4 was mainly due to lack of resources 
when we initially structured the BT4 development environment. Newly armed with 
our support from Offensive Security, we have now built a *proper* development en-
vironment, which allows us to do some pretty awesome things.

BackTrack 5 tool list has completely been revamped and refreshed. Each tool’s 
functionality was assessed and decided upon before inclusion to BT5. Obviously, 
we are constantly staying up to date with interesting new tools and are adding them 
to our repositories when appropriate. In addition, BackTrack menu structure has 
been much optimized – streamlined with both the PTES and OSSTMM standards. 
This will make finding and using the right tools much easier.

Read More : http://tinyurl.com/4p2rd4h

Perhaps most importantly BackTrack 5 “revolution” will be our first re-
lease to include full source code in it’s repositories. This is a big thing 
for us, as it officially joins us to the open-source community and 
clears up any licensing issues which were present in BackTrack 4.

Hacker 
Toolkit
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Hacker Toolkit
CAT – Web Application Security Test & Assessment Tool 

CAT is designed to facilitate manual web application penetration 
testing for more complex, demanding application testing tasks.

Download CAT Beta 4 : http://tinyurl.com/6cupsg7e 

Security Onion LiveDVD - Intrusion Detection for your 
Network - The Security Onion LiveDVD is a bootable DVD 
that contains software used for installing, configuring, and 
testing Intrusion Detection Systems.

Download Security Onion LiveDVD & Presentation : 
http://tinyurl.com/68bduh7

Metasploit Framework 3.6.0 Released - In coordina-
tion with Metasploit Express and Metasploit Pro, ver-
sion 3.6 of the Metasploit Framework is now available. 
Hot on the heels of 3.5.2, this release comes with 8 
new exploits and 12 new auxiliaries.

Download Metasploit Framework 3.6.0 : 
http://tinyurl.com/6dek59p

More Tools Download : http://tinyurl.com/3k3vftn

Roboo : Most Advanced open-source HTTP Robot 
mitigator - Roboo uses advanced non-interactive HTTP 
challenge/response mechanisms to detect and subse-
quently mitigate HTTP robots, by verifying the existence 
of HTTP, HTML, DOM, Javascript and Flash stacks at the 
client side.

Download Roboo here : http://tinyurl.com/6zee53x
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Hacker Toolkit
Tor 0.2.1.30 is released - Tor 0.2.1.30 fixes a variety of less 
critical bugs. The main other change is a slight tweak to Tor's 
TLS handshake that makes relays and bridges that run this 
new version reachable from Iran again.

Download Tor 0.2.1.30 :  http://tinyurl.com/4ls3gz2

More Tools Download : http://tinyurl.com/3k3vftn

Low Orbit Ion Cannon - An open source 
network stress tool (Ddos) - LOIC (Low 
Orbit Ion Cannon) is an app, written in C# and 
developed by praetox that was exploited 
during Project Chanology to attack teh 
$cifags's many web sites. 
Download LOIC :  http://tinyurl.com/62kpv53

Cain & Abel v4.9.39  -  Cain & Abel is a password recov-
ery tool for Microsoft Operating Systems. It allows easy 
recovery of various kind of passwords by sniffing the net-
work, cracking encrypted passwords using Dictionary, 
Brute-Force and Cryptanalysis attacks.

Download Cain & Abel v4.9.39 : 
http://tinyurl.com/6h2zakb

Wireshark 1.4.4 -  Wireshark is the world's most popular 
network protocol analyzer. It is used for troubleshooting, 
analysis, development and education.

Download Wireshark : http://tinyurl.com/6kmkoxx
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MySql.Com & Sun.com (Oracle Sun Microsystems) vulner-
able to SQL Injection
The Mysql website offers database software, services and 
support for your business, including the Enterprise server, 
the Network monitoring and advisory services and the pro-
duction support. The wide range of products include: Mysql 
clusters, embedded database, drivers for JDBC, ODBC 
and Net, visual database tools (query browser, migration 
toolkit) and last but not least the MaxDB- the open source 
database certified for SAP/R3. The Mysql services are also made available for you. Choose 
among the Mysql training for database solutions, Mysql certification for the Developers and 
DBAs, Mysql consulting and support. It makes no difference if you are new in the database 
technology or a skilled developer of DBA, Mysql proposes services of all sorts for their cus-
tomers.
Vulnerable Target : http://mysql.com/customers/view/index.html?id=1170
Host IP                   : 213.136.52.29
Web Server            :  Apache/2.2.15 (Fedora)
Powered-by     : PHP/5.2.13
Injection Type       : MySQL Blind
Current DB            : Web

Read Full Story : http://tinyurl.com/4c8fsj6

Read Full Story : http://tinyurl.com/47c9rs5

Sun Microsystems, Inc. was a com-
pany selling computers, computer 
components, computer software, and 
information technology services. Sun 
was founded on February 24, 1982. 
Prior to the acquistition by Oracle its 
headquarters were in Santa Clara, 
California (part of Silicon California (part of Silicon Valley), on 
the former west campus of the 

Agnews Developmental Center. On January 27, 2010, Sun was acquired by Oracle Corpo-
ration for US$7.4 billion, based on an agreement signed on April 20, 2009. Sun Microsys-
tems, Inc. was subsequently renamed Oracle America, Inc.

Vulnerability
Tracker
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Facebook New Vulnerabil-
ity, This time Facebook 
Groups are Vulnerable , 
One by one we getting 
more on more bugs in Fa-
cebook. Last days their 
was lots of bugs in Face
book page, because of 
that lots of big pages got 
hacked, Now 1000's of 
facebook profiles are mis-
used to do spam on face-
book groups.

Total Exposure : 
The current bug allows you to post as any user whose email address you know. You don’t 
need any other user access, no password nothing. The only two things you’ll need are:

1.) User’s email address (from their facebook profile).
2.) A group email address of which user is a part ( on groups’ homepage).

Final Hack :Final Hack : After you have both these details send a spoofed mail from user to group email 
and bang it will be posted from user’s profile without any need of password.

Read Complete Story : http://tinyurl.com/6b2dcb5

Read Complete Story : http://tinyurl.com/6b2dcb5

Facebook Groups Vulnerability, Lots of Accounts misused 
for spamming

'EC-Council Academy' server compromised !
EC-Council Academy , Here a image 
show that 
http://www.eccouncilacademy.org got 
rooted by a hacker. The image clear 
expose the shell on the server and via 
putty the hacker is login as root on their 
server.

EC-CouncilEC-Council Academy is a separate, dis-
tinct company with no corporate connec-
tion between itself and EC-Council or 
EC-Council University

Vulnerability Tracker
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Kevin Mitnick's latest Book : Ghost in the Wires - My Adven-
tures As The World's Most Wanted Hacker

Kevin Mitnick, the world's most wanted computer 
hacker, managed to hack into some of the country's 
most powerful  and seemingly impenetrable agencies 
and companies. By conning employees into giving him 
private information and maneuvering through layers of 
security, he gained access to data that no one else 
could. The suspenseful heart of the book unfolds as 
MitnickMitnick disappears on a three-year run from the FBI. 
He creates fake identities, finds jobs at a law firm and 
hospital, and keeps tabs on his myriad pursuers  all 
while continuing to hack into computer systems and 
phone company switches that were considered flaw-
less.

A modern, technology-driven adventure story, GHOST 
IN THE WIRES is a dramatic account of the joy of out-
smarting security programs, the satisfaction of code-
cracking, and the thrill of unbelievable escape.
Read More : http://tinyurl.com/5txxz9f
Buy This Book : http://tinyurl.com/65vxuyj
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Hackers Library

Hacking Exposed 3rd Edition 2011 by Mc.Graw Hill
About The Book : Protect your Web applica-
tions from malicious attacks by mastering the 
weapons and thought processes of today’s 
hacker. Written by recognized security practitio-
ners and thought leaders, Hacking Exposed 
Web Applications, Third Edition is fully updated 
to cover new infiltration methods and counter
measures. Find out how to reinforce authenti-
cation and authorization, plug holes in Firefox 
and IE, reinforce against injection attacks, and 
secure Web 2.0 features. Integrating security 
into the Web development lifecycle (SDL) and 
into the broader enterprise information security 
program is also covered in this comprehensive 
resource.

Download & Read More : 
http://tinyurl.com/5t4e53w

All Other 100’s of Hacking Books are available Here
http://tinyurl.com/5wz8f68

Hacking Exposed 3rd Edition 2011 by Mc.Graw Hill
About The Book : Protect your Web applica-
tions from malicious attacks by mastering the 
weapons and thought processes of today’s 
hacker. Written by recognized security practi-
tioners and thought leaders, Hacking Ex-
posed Web Applications, Third Edition is fully 
updated to cover new infiltration methods and 
countermeasures. Find out how to reinforce 
authentication and authorization, plug holes 
in Firefox and IE, reinforce against injection 
attacks, and secure Web 2.0 features. Inte-
grating security into the Web development l

ifecycle (SDL) and into the broader enterprise information security program is also covered in 
this comprehensive resource.

26  The Hacker News | April 2011 

       

www.thehackernews.com             



Hack In Paris (16-17 June, 2011)

Security Event : Recon 2011 Conference

Hack In Paris is an international and corporate se-
curity event that will take place in Disneyland 
Paris® fromJune 16th to 17th of 2011. Please 
refer to the homepage to get up-to-date informa-
tion about the event.

January 20: CFP announced
March 30: Submission deadline
April 15: Notification sent to authors
April 17: Program announcement
June 16-17: Hack In Paris
June 18: Nuit du Hack
Read More : http://tinyurl.com/3fz5mr2

RECON is a computer security conference held annually in 
Montreal, Canada. It offers a single track of presentations 
over the span of three days with a focus on reverse engi-
neering and advanced exploitation techniques.

The registration fee includes an access pass to the confer-
ence as well as breakfast, lunch, and coffee breaks for all 
three days of the conference. Provincial and federal sales 
taxes will be applied to all registration fees. All registration 
fees are payable in Canadian dollars (CAD).
There will be 250 tickets sold.

Read More : http://tinyurl.com/3hk6jcf
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Hacking & Security Events

Infiltrate 2011 - Information security Event

Hacker Halted USA 2011 Returns to Miami 
October 21-27, 2011

Premiere East 
Coast security 
conference and 
training event 
to be held 
again in Miami, 
Florida, EC-
Council will 

return to the South and the United States stopped Hacker. 2011 marks the third consecutive 
year the conference was held in Miami.
Read More : http://tinyurl.com/3pmunba
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Infiltrate is a deep technical security conference that 
will focus entirely on offensive technical issues. It will 
be the single-most important event for those who are 
focused on the technical aspects of offensive security 
issues.

Event details
Event: Infiltrate 2011
Date: 16Date: 16 April-17 April 2011
Location: National Hotel in South Beach, Florida, 
USA.
Organizer: Immunity
Read More : http://tinyurl.com/3ugcweh



Gadget 
     Hacks

Times Square screens hacked using iPhone

A hacker Hack the Times Square Screens using his Iphone, as you can see in images clearly 
Hacker's Words :
"The"The way it works is pretty simple: plug in my transmitter into the headphone minijack of an 
iphone 4 and play back any video clip. you can play it through the ipod feature or through the 
camera roll. the transmitter instantly sends the video signal to the video repeater and the video 
repeater overrides any video screen that it's being held next to. it doesn't matter what shape 
or size the hacked screen is because the hack video will simply keep its correct dimensions 
and the rest of the hacked space will stay black.
ii chose times square for my demo because it has lots of video screens to try it on. it is also one 
of the most monitored and secured areas in new york city and that made it that much more fun 
:). you can see in my video that the repeater is pretty powerful but the signal is not very stable 
yet. i'm working on that. i will post a new video later this week explaining how i made this proto-
type." - he says.
Read Complete Story : http://tinyurl.com/4aedu6f
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Motorola Xoom Gets Hacked In Under An Hour after Release !

World's Largest Touchscreen Hacked !

Motorola Xoom released on February 24th,2011 & it 
has become the newest victim of developer rooting, 
and it took less than two hours to do it. The Clockwork 
Recovery running on it means that other developers 
can now create their own custom ROMs to hack 
whatever they want onto the tablet. Clockwork Re-
covery, also known as ClockworkMod, is a recovery 
consoleconsole used on rooted Android Google devices, 
mainly using for flashing custom ROMs. It can make 
and restore backups, and it fairly straightforward to 
install too.

The root was done by coder "Koushi", pretty much as 
soon as he got his copy of the device home. 

Read Complete : http://tinyurl.com/4tddjwe

It's gigantic ! It can handle 
over 100 simultaneous 
touch points! It has a curva-
ture of 135 degrees! And 
best of all, it is NOT the 
newest, insanely expensive 
gadget to hit the market. In-
stead, this touchscreen was 
hacked together with a 
bunch of PCs, video cam-
eras, projectors and cheap 
infrared illuminators at the 
University of Groningen, in 
the Netherlands.

It works like this: "The cameras, illuminators and projectors are all placed behind a large, cy-
lindrical screen (formally used as a 3D theater). Due to the diffuse layer on the front side of 
the screen, the cameras cannot see clearly through the screen, however whenever some-
one touches the screen, enough of the infrared light is reflected back to see the tip of the 
finger. The difference is very small (on a scale of 0-255 the difference is only 2 or 3), but still 
big enough to be seen by the computers that analyze the images from the cameras."
The display is used to teach mathematics and computer science students the elusive con-
cept of interactivity.

Read More : http://tinyurl.com/4hzdfh8

Gadget Hack
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BlackBerry Hacked via Drive-By Download at 
Pwn2Own    – BlackBerry OS fell during the second day 
of the Pwn2Own hacking competition as a result of a 
drive-by download attack that chained together several 
exploits.

Read More : http://tinyurl.com/4hzdfh8

HTC HD Mini Gets Hacked, Now Runs Android  – The 
HTC HD Mini, also previously known as Photon, is pretty old 
as far as smartphones go--the Windows Mobile 6.5 phone 
was first released back in February 2010. So a XDA Devel-
oper member has given the cellphone a new lease of life by 
bringing Android and Linux OS to it.
Read More : http://tinyurl.com/6ya2ep2

Atrix 4G Hacked Before You Can Even Buy It – If the 
amount of interest that the hacker community has in this 
phone is paralleled by the general public, it looks like Mo-
torola and AT&T might have a winner on their hands.

Read More : http://tinyurl.com/6gzev7x

Nook Color Bluetooth Chip Hacked – IBarnes 
and Noble’s full color touch screen, Wi-Fi and 3G 
enabled eReader tablet NOOK color ships with a 
Bluetooth chip that is not activated. Well, not any-
more. A user occip at XDA-developers has man-
aged to start the Bluetooth on the device and scan-
ning and connecting to devices is working well.
Read More : http://tinyurl.com/6jvl8sb
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Email & Bank Account of DIRECTOR,Indian Ministry of Com-
munications & IT Hacked by Zcompany Hacking Crew

On 24 March,2011 we (The Hacker News) got an email from id of Amar Singh 
Meena,DIRECTOR (T)TEC, Ministry of Communications & IT. But this email was sent by a 
Hacker from his email id having codename "Hard Hunter" from Zcompany Hacking Crew. 
Zcompany Hacking Crew or ZHC Hack for reason to raise awareness of the issues in the 
world with a main focus on Kashmir & Palestine. Now they have access to Personal Email ID 
of Mr. Amar Singh Meena and also have his ICICI Bank details. 

Read the whole Story About this Hacking case at : http://tinyurl.com/5tpuvlf
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Cyber terrorism among greatest challenges of today 
for India – With the reach of internet, it is a high time to 
educate ourselves about the threats looming large and find 
a solution for it and cyber terrorism is one of the greatest 
challenges for our society

To read Complete Story : http://tinyurl.com/6f4h576

Richard Kirk hacked into more than 300 eBay users e-mail & PayPal accounts 

Read More News on ‘Cyber Crime’ - http://tinyurl.com/5vlpnqp

Richard Kirk hacked into more than 300 eBay users' e-mail accounts 
after cracking their passwords. He then was able to steal money from 
his victims' usually secure PayPal accounts.He transferred money from 
PayPal into hundreds of his own accounts, and then used the stolen 
cash to buy valuable items, including gold bars. He stole more than 
£180,000.
To read Complete Story : http://tinyurl.com/5sk8hex

Bangladeshi young man jailed for cyber crime – Shakil 
Ahmed, 23, created a Facebook account Facebook ac-
count in the name of the girl and uploaded nude photos of 
the victim. Bangladesh court sent a young man charged 
for cyber crime. 

To read Complete Story : http://tinyurl.com/6yeqpyj

Texas Man admits hacking into e-commerce servers of 
NASA – A Texas man has admitted hacking into servers 
owned by an e-commerce company and making off with 
about $275,000. Jeremey Parker of Houston also copped to 
charges of breaking into servers maintained by NASA's 
Goddard Space Flight Center in Maryland and causing 
some $43,000 of damage.
TTo read Complete Story : http://tinyurl.com/68xx95w
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Zynga hacker,Ashley Mitchell jailed for two years

50 Female Celebrities Get Hacked and FBI tracking hackers !

British bloke Ashley Mitchell, 29, has been jailed for two years after 
stealing some 400 billion virtual gaming chips gaming company 
Zynga. Mitchell hacked his way into Zynga's back-end systems by 
pinching the identities of two Zynga employees and filleted the 
swag, some of which he managed to flog on Facebook and some 
he used to gamble his nights away playing online poker.Mitchell, of 
Paignton, Devon pleaded guilty to hacking the servers and pinching 
the chips, which were estimated to be worth around £7.4 million in the chips, which were estimated to be worth around £7.4 million in 
real money. He flogged around a third of his ill-gotten gains for 

FBI agents are reportedly closing in on a ring 
of hackers thought to be responsible for steal-
ing nude photos and videos from at least 50 
female celebrities.
The Hacker broke into the accounts of stars 
cell phones and other computerized devices 
to obtain the compromising photos and 
videos. Among the celebrities reportedly 
hacked: Jessica Alba, Selena Gomez, Demi 
Lovato, Christina Aguilera, Vanessa Hudgens, 
Scarlett Johansson, Ali Larter, and Miley 
Cyrus.Cyrus.
The new round of Hudgens' photos surfaced 
on the Internet Monday after similar full-frontal 
nudes appeared online in 2007 and 2009.Hudgens, 22, is seen kissing 'Zoey 101' actress 
Alexa Nikolas in one of the new photos.
"Vanessa is deeply upset and angered that these old photos, which were taken years ago, 
continue to resurface," Hudgens' lawyer Christopher Wong said in a statement.
"It is particularly disturbing that whoever got hold of these private photos seems to be intent 
on illegally leaking them out over a long period of time," he said. 
""We are actively working with law enforcement to determine who is responsible and hold 
them accountable for their actions," he added.
The alleged raiding of her gmail account comes as the 'High School Musical' star prepares 
her return to the big screen in her new film 'Sucker Punch'.
Read Complete News here : http://tinyurl.com/4p49pg9 and http://tinyurl.com/4tnotpm

£53,612. Finally, Mitchell admitted computer misuse and four charges of money laundering. 
He asked for 41 similar cases to be taken into account. Along with the two-year sentence, 
the hacker also got 30 weeks for breaching a 40-week suspended sentence imposed in 
2008 for hacking into Torbay council's computers and paying himself benefits

Read Full Story About The Hack , http://tinyurl.com/6jxo3hn &  http://tinyurl.com/5wj4mvb 
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Submit 
News & 
Articles
The Hacker News Magazine is currently seeking submissions for our 
next issue. If you have something interesting to write, please drop us an 
email at:  thehackernews@gmail.com

Submissions for issue-02 due no later than 20th April 2011
* Next generation attacks and exploits
* Vulnerabilities 
* Hacking toolkit updates
* Defacements and web hacks* Defacements and web hacks
* Cyber Forensics & Investigation
* Analysis of malicious code
* Various Penetration testing methods
* Interview with Cyber Geeks
* Security of your Cyber Space
* Cloud Security & Exploit Analysis

PleasePlease Note:  We do not accept product or vendor related pitches. If 
your article involves an advertisement for a new product or service 
your company is offering, please do not submit
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